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7.3.2.31 TCLAS element
Insert the following sentence in 7.3.2.31 as follows: 

For Classifier Type 1, frame classifier is defined for both IPv4 and IPv6, shown in Figure 7-88 and Figure 7-

89, and distinguished by the Version field. Use of Classifier Type 1 for IPv6 is deprecated and replaced by Classifier Type 4. The subfields in the classifier parameters are represented and 
transmitted in the big-endian format. The classifier parameters are the following parameters:

Change the first paragraph of 7.3.2.31 as follows: 

The TCLAS element specifies an information element that contains a set of parameters necessary to identify incoming MSDUs (from a higher layer in all STAs or from the DS in an AP) with a particular TS to which they belong which belong to a particular TS. The TCLAS element is also used when the traffic does not belong to a TS, for example by the FMS, DMS, and TFS services. If required, the TCLAS element is provided in ADDTS Request and ADDTS Response frames only for the downlink or bidirectional links. TCLAS element need not be provided for the uplink or direct link transmissions. The structure of this element is shown in Figure 7-85.

Insert Classifier type 3 and change the Reserved row in Table 7-42 as follows (note that the entire table is not shown here):
	Table 7-42—Frame classifier type



	Classifier type
	Classifier parameters

	3
	Filter Offset parameters

	4
	IP and higher layer parameters

	35 – 255
	Reserved


Change the fourth paragraph of 7.3.2.31 as follows: 

The Frame Classifier field comprises the following subfields: Classifier Type, Classifier Mask, and Classifier Parameters. The Classifier Type subfield is 1 octet in length and specifies the type of classifier parameters in this TCLAS as defined in Table 7-42. Three Five classifier types are defined later in this subclause.















	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	



	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	


Change the eighth paragraph of 7.3.2.31 as follows and insert the following paragraphs after eighth paragraph:

The DSCP subfield shall contain the value in the 6 LSBs, and the 2 MSBs are set to 0. The 2 MSBs of the DSCP subfield are ignored for frame classification.

The value in the Version subfield is set to the value specified in IETF RFC 791-1981 or IETF RFC 2460-1998. 







Insert the following text at the end of 7.3.2.31:

For Classifier Type 3, the classifier parameters are defined by a Filter Offset field, a Filter Value field and a Filter Mask field. The Frame Classifier field of Classifier Type 3 is defined in Figure 7-90a. It has a variable length.

	
	
	
	
	
	

	
	Classifier Type (3)
	Classifier Mask
	Filter Offset
	Filter Value
	Filter Mask

	Octets:
	1
	1
	2
	variable
	variable

	Figure 7-90a—Frame Classifier field of Classifier Type 3


The Classifier Mask subfield is reserved.

The value of the Filter Offset subfield is the number of octets from the beginning of the MSDU or MMPDU at which the Filter Value is compared. A value of zero for the Filter Offset indicates that the Filter Value subfield is to be compared to the first octet of the payload prior to encryption following the MAC header.

The length of the Filter Value and Filter Mask subfields is (Length - 5)/2, where Length is the value in the Length field of the TCLAS element.

The Filter Value subfield is an octet string that is compared to the MSDU or MMDPU content, beginning at the octet indicated by the Filter Offset.

The Filter Mask subfield is an octet string that is used to indicate which bits in the Filter Value subfield are compared. The length of the Filter Mask subfield is equal to the length of the Filter Value subfield. A bit in the Filter Value subfield is only compared if the matching bit in the Filter Mask subfield is set to 1.

For Classifier Type 4, frame classifier is defined for both IPv4 and IPv6, shown in Figure 7-XXX (with the Classifier Type subfield set to 4) and Figure 7-90b, and distinguished by the Version subfield. The classifier parameters represent corresponding values in a received IPv4 or IPv6 frame and are defined in Table XXYY below. The subfields in the classifier parameters are represented and transmitted in big-endian format. 
	Subfield
	Included in IPv4
	IPv4 Length
	Included in IPv6
	IPv6 Field Length

	Version
	Yes
	1
	Yes
	1

	Source IP Address
	Yes
	4
	Yes
	16

	Destination IP Address
	Yes
	4
	Yes
	16

	Source Port
	Yes
	2
	Yes
	2

	Destination Port
	Yes
	2
	Yes
	2

	DSCP
	Yes
	1
	Yes
	1

	Protocol
	Yes
	1
	No
	n/a

	Next Header
	No
	n/a
	Yes
	1

	Flow Label
	No
	n/a
	Yes
	3


Table XXYY: Classifier Parameters for Classifier Type 4





The Frame Classifier subfield of Classifier Type 4 for traffic over IPv4 is shown in Figure 7-XXX.

	
	
	
	
	
	

	
	Classifier Type (4)
	Classifier Mask
	Version(4)
	Source IP Address
	Destination IP Address

	Octets:
	1
	1
	1
	4
	4

	
	
	
	
	
	

	
	Source Port
	Destination Port
	DSCP
	Protocol
	Reserved

	Octets:
	2
	2
	1
	1
	1

	Figure 7-XXX—Frame Classifier subfield of Classifier Type 4 for traffic over IPv4


The Frame Classifier subfield of Classifier Type 4 for traffic over IPv6 is shown in Figure 7-90b.

	
	
	
	
	
	

	
	Classifier Type (4)
	Classifier Mask
	Version(6)
	Source IP Address
	Destination IP Address

	Octets:
	1
	1
	1
	16
	16

	
	
	
	
	
	

	
	Source Port
	Destination Port
	DSCP
	Next Header
	Flow Label

	Octets:
	2
	2
	1
	1
	3

	Figure 7-90b—Frame Classifier subfield of Classifier Type 4 for traffic over IPv6


NOTE — Frame classification when extension headers are used is supported only if the TCLAS does not classify on ports (Classifier Mask has the Source and Destination Port bits set to 0).

The value in the Version subfield is set to the value specified in IETF RFC 791-1981 or IETF RFC 2460-1998. 

The DSCP subfield contains the value as described in IETF RFC 2474-1998 in the 6 least significant bits. The 2 most significant bits are reserved. 

The Next Header subfield contains the next encapsulated protocol and is compatible with the values specified for the IPv4 Protocol subfield. In the presence of options in the IPv6 header, the Next Header subfield specifies the presence of one or more out of six extension headers as defined in IETF RFC 2460-1998.
The Flow Label subfield contains the value in the 20 least significant bits. The 4 most significant bits are reserved.

NOTE — For example, the flow label 0x12345 is represented as the octet sequence 0x01, 0x23, 0x45.
A TCLAS element is valid when the Classifier Mask Version bit is set to 1. 

7.3.2.33 TCLAS Processing element

Change the first sentence of 7.3.2.33 as follows:

The TCLAS Processing element is present in the ADDTS Request, and ADDTS Response, FMS Request, DMS Request and TFS Request frames if there are multiple TCLASs associated with the request.
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