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Brian
This document is based upon
· IEEE P802.11-2007
· IEEE P802.11y-2008

· IEEE P802.11r-2008

· IEEE P802.11k-2008
· IEEE P802.11n draft 11.0
· IEEE P802.11p draft 8.0

· IEEE P802.11s draft 3.0

· IEEE P802.11u draft 8.0
· IEEE P802.11v draft 7.0
· IEEE P802.11w draft 11.0

· IEEE P802.11z draft 6.0

· IEEE P802.11aa draft 0.02
4. Abbreviations and acronyms
Add the following abbreviation:
OBSS
Overlapping BSS
5. General description

5.2 Components of the IEEE 802.11 architecture

5.2.12 Robust Audio Video Streaming
Insert following clause after 5.2.12.3
5.2.12.4 OBSS Management

The objective of OBSS management is to mitigate the effects of OBSS and to provide the means to:
· provide additional information for channel selection,
· extend the admission control mechanism to a distributed environment 
· enable the coordination of scheduled TXOPs between overlapping BSSs
OBSS Management enables APs to provide information for the purposes of selecting a channel and for the co-operative sharing of that channel.  The main component of OBSS Management is the QLoad report which provides information to other APs as to an AP’s overlap situation and the QoS traffic load of that AP.  It also includes information as to the total QoS traffic that exists in the directly overlapping APs which may be used to enable co-operative sharing to take place.  To co-ordinate the TXOPs of overlapping HCCA APs, OBSS management provides means for the AP to advertise its TXOP allocations such that another AP can schedule its TXOPs to avoid those already scheduled.
7. Frame formats

7.2 Format of individual frame types
7.2.3 Management frames
7.2.3.1 Beacon frame format
Change Table 7-8 by adding orders 49 and 50 information fields as shown below
Table 7-8—Beacon frame body

	Order
	Information
	Notes

	49 
	QLoad Report
	The QLoad Report element is present every dot11QLoadReportIntervalDTIMs if dot11QLoadReportEnabled is set to true

	50
	HCCA TXOP Advertisement
	The HCCA TXOP Advertisement element is present if both dot11QLoadReportEnabled and dot11CF_Pollable are true and dot11CF-Pollable is false


7.3.2 Information elements
Insert the following additional Element IDs <ANA> rows before the “Reserved” entry of Table 7-26 and adjust the “Reserved” entries as appropriate (note that the entire table is not shown here):: 
Table 7-26—Element IDs
	Information Element
	Element ID
	Length
(in octets)
	Extensible

	QLoad Report 
	<ANA>
	12-44
	

	HCCA TXOP Advertisement (see 7.3.2.y)
	<ANA+1>
	7-135
	

	Reserved
	(<ANA>+2) 74 — 220
	
	


7.3.2.27 Extended Capabilities information element
Insert Bit(s) <ANA> and change the Reserved row in Table 7-35a as follows (note that the entire table is not shown here): 
Table 7-35a—Capabilities field
	Bits
	Information
	Notes

	<ANA>
	QLoad Report
	When dot11QLoadReportEnabled is set to true, the QLoad Report field is set to 1 to indicate the AP supports QLoad Report as described in 11.24.1.

	<ANA+1>
	TSPEC Requirement Request
	When dot11TSPECRequirement Request is set to true, the TSPEC Requirment Request field is set to 1 to indicate that the non-AP STA supports the TSPEC Requirement Request as described in 11.24.1.1


Insert the following new subclausse:
7.3.2.95 QLoad Report Element

The QLoad Report Element contains the set of parameters necessary to support OBSS management.  The format of the QLoad Report element is provided in Figure 7-95o125

	
	Element ID
	Length
	QLoad
	Allocated

Traffic 
Self
	Allocated Traffic Shared
	Access Factor
	HCCA Peak
	HCCA Access Factor
	Overlap

	octets
	1
	1
	5
	5
	5
	1
	2
	1
	1



	Figure 7-95o125 – QLoad Report Element


The Element ID field is set to the value for QLoad Report Element as specified in Table 7-26.

The Length field is a one octet field whose value is set to 12 
.
The QLoad field indicates the total potential QoS traffic for the AP and its BSS and is expressed as a Mean and Standard Deviation in units of 32µs plus the number of AC3 and AC2 streams. The format is provided in Figure 7-95o126.  The QLoad represents the peak composite QoS traffic for the BSS if all the potential TSPECs from the non-AP STAs are active..  The methods for gathering the total potential TSPEC information is described in 11.24.1. Bi-directional streams shall be counted as two streams. 

	Octet
	2
	2
	1

	
	Mean
	Stdev
	Reserved
	AC3 Streams
	AC2 Streams

	Bits
	16
	14
	2
	4
	4

	Figure 7-95o126 – QLoad Field


The AllocatedTraffic Self field indicates the total allocated QoS traffic for the AP, and is expressed as a Mean and Standard Deviation in units of 32µs as well as the number of AC3 and AC2 streams.  The format is provided in Figure 7-95o127. The Allocated Traffic Self value represents the composite traffic stream that has been allocated as described in 11.24.1.
	Octet
	2
	2
	1

	
	Mean
	Stdev
	Reserved
	AC3 Streams
	AC2 Streams

	Bits
	16
	14
	2
	4
	4

	Figure 7-95o127 – Allocated Traffic Self Field


The Allocated Traffic Shared field is the sum of the Allocated Traffic Self values that can be received from overlapping APs, plus the Allocated Traffic Self value of the AP itself,  and is expressed as a Mean and Standard Deviation in units of 32µs and the number of AC3 and AC2 streams.  The format is provided in Figure 7-95o128. The Allocated Traffic Shared value represents the composite traffic stream as described in 11.24.1.

	Octet
	2
	2
	1

	
	Mean
	Stdev
	Reserved
	AC3 Streams
	AC2 Streams

	Bits
	16
	14
	2
	4
	4

	Figure 7-95o128 – Allocated Traffic Shared Field


The Access Factor is the composite sum of the QLoads that can be received from overlapping APs, plus the QLoad of the AP itself, as described in 11.24.1.   The Access Factor is expressed as a fraction rounded down to 1/64

The HCCA Peak field is the total peak HCCA TXOP requirement, over a period of one second, for the AP and BSS, for all the HCCA TSPECS that are included in the QLoad.  HCCA Peak is expressed in multiples of 32µs.  

The HCCA Access Factor field is the sum of the HCCA Peak fields that can be received from overlapping APs, plus the HCCA Peak field of the AP itself, as described in 11.24.1.  It is expressed as a fraction rounded down to 1/64. The Overlap field indicates the number of other APs that are sharing the same channel and whose beacons can be detected.  A value of zero indicates that this AP has not received one or more beacons on the same channel from any other AP within the last 100 beacon periods.
7.3.2.96 HCCA TXOP Advertisement element

The HCCA TXOP Advertisement element is used by an AP to advertise its TXOP state to its overlapping APs.  The format is provided in Figure 7-95o129.

	
	Element ID
	Length
	Number of Reported TXOP Reservations
	TXOP Reservation 1
	
	TXOP Reservation n

	octets
	1
	1
	1
	4
	
	4

	Figure 7-95o129 –HCCA TXOP Advertisement element


The element ID is set to the value given in Table 7-26 for this information element.  The length is variable and set between 1 and (1+4n) octets where n is the number of active TXOP Reservations. 
The Number of Reported TXOP Reservations is a field of one octet with a positive integer that specifies the number, n, of TXOP Reservations reported in this element.  A value of zero indicates that no TXOP Reservations are active
The TXOP Reservation 1 through TXOP Reservation n fields specify the active TXOP Reservations. The TXOP Reservation field is described in 7.3.2.96.1.

The TXOP Reservation field is of length 4 octets whose fomat is shown in Figure 7-95o130.
	
	Duration
	Service Interval
	Start time

	Octets
	1
	1
	2

	Figure 7-7-95o130 – TXOP Reservation field


The Duration Field specifies the duration of the TXOP in multiples of 32µs.
The Service Interval is an eight bit unsigned number that specifies the Service Interval (SI) of the reservation in multiples of 1ms.
The Start Time specifies the beginning of the first TXOP after the Beacon in which the HCCA TXOP Advertisement Element is provided.  The Start time field is the lower order 2 octets of the TSF timer value at the start of the first SP and indicates the anticipated time, expressed in microseconds, of the first TXOP after the Beacon starts.  
7.4.2 QoS Action frame details

Change Table 7-45 by inserting new row and change Reserved row Action field value as shown below
	Table 7-45—QoS Action field values



	Action Field Value
	Desciption

	<ANA>
	TSPEC Requirements Request

	<ANA+1>-255
	Reserved


Insert the following new subclauses after 7.4.2.5

7.4.2.6 TSPEC Requirements Request 

The TSPEC Requirements Request frame is used by an AP to direct a non-AP STA to send ADDTS requests for all its potential TSPECs, (see 11.24.1.).  The frame format is defined in Table 7-49b.

	Table 7-49b—TSPEC Requirements Request frame body 



	Order 
	Information

	1
	Category

	2
	Action 

	3
	Dialog Token


The Category field is set to 1 (representing QoS) 

The Action field is set to <ANA> (representing TSPEC Requirements Request)
The Dialog Token field is defined in 7.3.1.12 and set by the requesting STA.
7.4.7.1 Public Action frames
Change Table 7-57e by inserting new  rows and change Reserved row Action field value as shown below
	Table 7-57e—Public Action field values


	Action Field Value
	Desciption

	<ANA>
	QLoad Report Request

	<ANA+1>
	QLoad Report 

	<ANA+2>-255
	Reserved


Insert the following new subclauses after 7.4.7.17

7.4.7.18 QLoad Report Request frame format
The QLoad Report Request Action frame is transmitted by an AP to request information from another AP. The format of the QLoad Report Request Action frame body is shown in Table 7-57an.
	Table 7-57an—QLoad Report Request frame body format



	Order 
	Information

	0
	Category

	1
	Action 

	2
	Dialog Token

	3
	Reserved


The Category field is set to the value indicating a Public Action frame, as specified in Table 7-24.

The Action field is set to the value specified in Table 7-57e for a QLoad Report Request Action frame.

The Dialog Token field is defined in 7.3.1.12 and set by the requesting STA to a non-zero value that is unique among the QLoad Report Request frames sent to the AP for which a corresponding QLoad Report frame has not been received.
7.4.7.19 QLoad Report frame format
The QLoad Report Action frame is transmitted by an AP responding to a QLoad Report Request frame. The format of the QLoad Report action frame body is shown in Table 7-57ao.
	Table 7-57ao—QLoad Report Request frame body format



	Order 
	Information

	0
	Category

	1
	Action 

	2
	Dialog Token

	3
	QLoad Report Element


The Category field is set to the value indicating a Public Action frame, as specified in Table 7-24.

The Action field is set to the value specified in Table 7-57e for a QLoad Report Request Action frame.

The Dialog Token field is set to the value of the Dialog Token field from the corresponding QLoad Report Request action frame when the QLoad Report frame is sent in response to a QLoad Report Request frame. The Dialog Token field is set to zero when an unsolicited QLoad Report frame is sent by the AP.
The QLoad Report element is defined in 7.3.2.95
10. Layer management

Insert the following new subclauses after 10.3.72

10.3.73 QLoad Report management

This set of primitives supports the process of Qload reporting between APs as described in 11.24.1.

10.3.73.1 MLME-QLOADREQUEST.request

10.3.73.1.1 Function

This primitive is used by an AP to transmit an un-solicited QLOad Report request to a specified AP.

10.3.73.1.2 Semantics of the service primitive 

The primitive parameters are as follows:


MLME-QLoadRequest.request
(


Peer MAC Address


DialogToken


)

	Name
	Type
	Valid range
	Description

	Peer MAC Address 


	MACAddress
	Any valid individual MACAddress
	The address of the peer MAC entity to which thel QLoadRequest shall be sent.

	DialogToken  

	Integer
	1–255
	Specifies a number unique to the QLoadReport.request primitive 


10.3.73.1.3 When Generated

The primitive is generated by the SME at an AP to request the sending of a QLoad Request to another AP.

10.3.73.1.4 Effect of Receipt
On receipt of this primitive the AP will respond with its QLoad Report as described in 11.24.1.
10.3.73.2 MLME-QLOADREQUEST.confirm
10.3.73.2.1 Function

This primitive reports the result of a request to send a QLoad Request
10.3.73.2.2 Semantics of the service primitive 

The primitive parameters are as follows:


MLME-QLoadRequest.confirm
(


Result Code


)

	Name
	Type
	Valid range
	Description

	Result Code 
	Enumeration 
	SUCCESS,  INVALID PARAMETERS or UNSPECIFIED FAILURE
	Reports the outcome of a

request to send a QLoad Request


10.3.73.2.3 When Generated

This primitive is generated by the MLME when the request to transmit a QLoad Request frame completes.
10.3.73.2.4 Effect of Receipt
On receipt of this primitive, the SME evaluates the result code.
10.3.73.3 MLME-QLOADREQUEST.indication
10.3.73.3.1 Function

This primitive indicates that a QLoad Request frame has been received.
10.3.73.3.2 Semantics of the service primitive 

The primitive parameters are as follows 


MLME-QLoadRequest.indication
(

Peer MAC Address


DialogToken


)

	Name
	Type
	Valid range
	Description

	Peer MAC Address 


	MACAddress
	Any valid individual MACAddress
	The address of the peer MAC entity to which thel QLoadRequest shall be sent.

	DialogToken  

	Integer
	1–255
	Specifies a number unique to the QLoadReport.request primitive 


10.3.73.3.3 When Generated

This primitive is generated by the MLME when a valid QLoad Request frame is received.
10.3.73.3.4 Effect of Receipt
On receipt of this primitive, the SME either rejects the request or commences the transaction
10.3.73.5 MLME-QLOADREPORT.request

10.3.73.5.1 Function

This primitive is used by an AP to transmit a QLoad Report to a specified AP in response to a QLoad Request.

10.3.73.1.2 Semantics of the service primitive 

The primitive parameters are as follows:


MLME-QLoadRequest.request
(


Peer MAC Address


DialogToken

QLoad Report


)

	Name
	Type
	Valid range
	Description

	Peer MAC Address 


	MACAddress
	Any valid individual MACAddress
	The address of the peer MAC entity to which thel QLoadRequest shall be sent.

	DialogToken  

	Integer
	0–255
	Specifies a number unique to the QLoadReport.request primitive or zero when sending an unsolicited report

	Qload Report
	Set of reports, each as defined in the QLoad Report

element
	Set of reports, each as defined in the QLoad Report

element
	Set of reports, each as defined in the QLoad Report

element


10.3.73.5.3 When Generated

The primitive is generated by the SME at an AP in response to the sending of a QLoad Report by another AP.

10.3.73.5.4 Effect of Receipt
On receipt of this primitive the AP will commence to send QLoad Report.
10.3.73.6 MLME-QLOADREPORT.confirm
10.3.73.6.1 Function

This primitive reports the result of a request to send a QLoad Report
10.3.73.6.2 Semantics of the service primitive 

The primitive parameters are as follows:


MLME-QLoadRequest.confirm
(


Result Code


)

	Name
	Type
	Valid range
	Description

	Result Code 
	Enumeration 
	SUCCESS,  INVALID PARAMETERS or UNSPECIFIED FAILURE
	Reports the outcome of a

request to send a QLoad Report


10.3.73.6.3 When Generated

This primitive indicates that a QLoad Report frame has been received from a peer entity.
10.3.73.6.4 Effect of Receipt
On receipt of this primitive, the SME evaluates the result code.
10.3.73.7 MLME-QLOADREPORT.indication
10.3.73.7.1 Function

This primitive indicates that a QLoadReport frame has been received from a peer entity.

10.3.73.7.2 Semantics of the service primitive 

The primitive parameters are as follows:


MLME-QLoadRequest.indication
(


Peer MAC Address


DialogToken

QLoad Report


)

	Name
	Type
	Valid range
	Description

	Peer MAC Address 


	MACAddress
	Any valid individual MACAddress
	The address of the peer MAC entity to which thel QLoadRequest shall be sent.

	DialogToken  

	Integer
	0–255
	Specifies a number unique to the QLoadReport.request primitive or zero when sending an unsolicited report

	Qload Report
	Set of reports, each as defined in the QLoad Report

element
	Set of reports, each as defined in the QLoad Report

element
	Set of reports, each as defined in the QLoad Report

element


10.3.73.7.3 When Generated

This primitive is generated by the MLME when a valid QLoad Report frame is received.
10.3.73.7.4 Effect of Receipt
On receipt of this primitive, the SME either rejects the request or commences the transaction.
10.3.74 TSPEC Requirements Request management

This set of primitives supports the process of TSPEC Requirements reporting between an AP and a non-AP STA as described in 11.24.1.1.1

10.3.74.1 MLME-TSPECREQUIREMENTSREQUEST.request

10.3.74.1.1 Function

This primitive is used by an AP to transmit an un-solicited TSPEC Requirements Report request to a specified non-AP STA.

10.3.74.1.2 Semantics of the service primitive 

The primitive parameters are as follows:


MLME-TSPECRequirements.request
(


Peer MAC Address


DialogToken


Measurement Request


)

	Name
	Type
	Valid range
	Description

	Peer MAC Address 


	MACAddress
	Any valid individual MACAddress
	The address of the peer MAC entity to which thel QLoadRequest shall be sent.

	DialogToken  

	Integer
	0–255
	Specifies a number unique to the QLoadReport.request primitive 

	Measurement Request
	Integer
	0-7
	Specifies Request 


10.3.74.1.3 When Generated

The primitive is generated by the SME at an AP to request the sending of a TSPEC REquirments request by another non-AP STA.

10.3.74.1.4 Effect of Receipt
On receipt of this primitive the non-AP STA will respond by sending its TSPEC requirements  as described in 11.24.1.1.1
10.3.74.2 MLME-TSPECREQUIREMENTSREQUEST.confirm
10.3.74.2.1 Function

This primitive reports the result of a request to send a TSPEC Requirements Request
10.3.74.2.2 Semantics of the service primitive 

The primitive parameters are as follows:


MLME-TSPECRequirements.confirm
(


Result Code


)

	Name
	Type
	Valid range
	Description

	Result Code 
	Enumeration 
	SUCCESS,  INVALID PARAMETERS or UNSPECIFIED FAILURE
	Reports the outcome of a

request to send a TSPECRequirements Request


10.3.74.2.3 When Generated

This primitive is generated by the MLME when the request to transmit a TSPEC Requirements Request frame completes.
10.3.74.2.4 Effect of Receipt
On receipt of this primitive, the SME evaluates the result code.
10.3.74.3 MLME-TSPECREQUIREMENTSREQUEST.indication
10.3.74.3.1 Function

This primitive indicates that a TSPEC Requirements request frame has been received from a peer entity.
10.3.74.3.2 Semantics of the service primitive 

The primitive parameters are as follows:


MLME-TSPECRequirements.indication
(


Peer MAC Address


DialogToken


Measurement Request


)

	Name
	Type
	Valid range
	Description

	Peer MAC Address 


	MACAddress
	Any valid individual MACAddress
	The address of the peer MAC entity to which thel QLoadRequest shall be sent.

	DialogToken  

	Integer
	0–255
	Specifies a number unique to the QLoadReport.request primitive 

	Measurement Request
	Integer
	0-7
	Specifies Request 


10.3.73.4.3 When Generated

This primitive is generated by the MLME when a valid TSPEC Requirements request frame is received..

10.3.73.4.4 Effect of Receipt
On receipt of this primitive, the SME either rejects the request or commences to send the TSPEC Requirements request.
11. MLME

Add the following clauses at the end of 11.23
11.24 Procedures to Manage Overlapping BSS (OBSS)

The QLoad Element and the HCCA TXOP Advertisement Element are to mitigate the effects of OBSS and provide the means to:

· provide additional information for channel selection,
· extend the admission control and scheduled mechanisms to a distributed environment 

· enable the coordination of scheduled TXOPs between overlapping BSSs
Overlapping APs are APs that are on the same channel and can receive each others Beacons.  
11.24.1 QLoad Element
The QLoad element is contained in a public action frame that is provided by an AP and optionally, periodically in the Beacon.  The QLoad Report public action frame is transmitted upon the receipt of a QLoad Report Request.  Whenever there is a change in the contents of the QLoad Element, an unsolicited QLoad Report Action frame should be transmitted.  When dot11QLoadReportEnabled is true, the QLoad Report element shall be included in the Beacon frame every dot11QLoadReportIntervalDTIMs DTIMs.  When dot11QLoadReportEnabled is false the QLoad Report element shall not be included in Beacon frames.  The QLoad Report shall not be included in Probe Response frames.
The values in the QLoad Field shall be derived by one or more of three methods: 

1. If a non-AP STA indicates that it has the capability to accept it, then the AP can send a TSPEC Requirements Request to specific non-AP STAs.  On receipt of such a request, the non-AP STA shall send, to the AP, one at a time, all of the TSPECs that it wishes the AP to include in the QLoad Field.  The non-AP STA has the option of setting the Inactivity Interval in a TSPEC to a low value, such that the TSPEC is automatically deleted after receipt of the ADDTS response.  The non-AP STA, on reception of the TSPEC Requirements Request shall assume that the AP has deleted all previous TSPECs for that non-AP STA that were included in the QLoad field.
2. At any time, a non-AP STA may send to the AP any TSPEC that the non-AP STA wants to be included in the QLoad field but does not necessarily want to use immediately.  The non-AP STA has the option of setting the Inactivity Interval to a low value such that the TSPEC is automatically deleted after receipt of the ADDTS response.  
3. In addition to methods 1 and 2 above, the AP shall add to the QLoad, any new accepted TSPECs that are intended for immediate traffic as they are sent by non-AP STAs.  At the deletion of such TSPECs, the AP may either keep the TSPEC as part of its QLoad, or not.
If an AP where dot11QLoadReportEnabled is true receives a TSPEC request that has the Inactivity Interval field in the TSPEC element set to one, the AP shall note the values and use them to calculate the QLoad field.  If a non-AP STA does not have the capability to accept a TSPEC Requirements Request then it may use either method 2 or 3 to inform the AP of its TSPEC requirements.  A method of calculating the values, Mean and Standard Deviation, in the QLoad Field, from a set of TSPECs, is given in Annex aa.
The number of AC2 and AC3 streams shall also be provided in the QLoad field.  For each potential admission control TSPEC, the AP will allocate a Medium time, as described in Annex K2.2.  This Medium time, however, does not include the medium access overhead which, in turn, is related to the number of streams.  This access overhead is termed the EDCA Bandwidth Factor.  Recommended values for the EDCA Bandwidth Factor against the number of EDCA streams, is given in Annex aa.
The QLoad represents the potential QoS traffic of this AP and therefore shall always be equal or greater than the values represented by the Allocated Traffic Self field.  

Allocated Traffic Self is the mean and standard deviation value of the composite stream that the AP has allocated at any one time, and the number of AC2 and AC3 streams.  As each stream is added or deleted, the AP shall calculate the new value of the composite traffic, and the new number of AC2 and AC3 streams and display the results in the Allocated Traffic Self field.  A recommended method for calculating the Allocated Traffic Self mean and standard deviation values is given in Annex aa.
Allocated Traffic Shared is the sum of Allocated Traffic Self values for all overlapping APs including self.  A recommended method for summing the Allocated Traffic Self values is given in Annex aa.
The Access Factor is the total traffic bandwidth requirement for all the overlapping APs expressed as a fraction that may be greater than 1.  The Access Factor shall be calculated from the summation of the QLoads of all the APs that are overlapping, as follows:
1. Sum all the QLoad values for all overlapping APs, including self, in order to calculate the peak traffic requirement in multiples of 32µs.  As the QLoad is expressed in terms of mean and standard deviations, it is possible to sum the QLoad values as a composite stream.  A suggested method for this summation is given in Annex aa 2.1
2. Sum the EDCA priority streams reported in the QAP Priority Streams fields of its own QLoad Report and all the QLoad Reports of overlapping APs.  Based upon the number of EDCA streams a factor can be used to account for the medium access time requirements.  Recommended values for this factor are given in Annex aa 2.2.
3. Multiply together the peak traffic and the EDCA Bandwidth Factor to obtain a value that represents the total peak bandwidth requirement for the overlapping APs.  This value is in multiples of 32µs.  
4. Convert the total peak bandwidth requirement to a fraction that is rounded down to 1/64 (8 bits). An example for this convertion is given in Annex aa2.4.
HCCA Peak is the summation of the all the HCCA TXOP times over a one second period for all the HCCA TSPECs included in the QLoad field.  The TXOP time, scheduled by the HC, multiplied by the reciprocal of its Service Interval (SI), is termed HCCA Medium Time.  The HCCA Peak value is the summation of the HCCA Medium Times that the HC has scheduled, in multiples of 32µs.
HCCA Access Factor is the total HCCA TXOP Medium Time requirement for all the overlapping APs expressed as a fraction that may be greater than 1.  The HCCA Access Factor shall be calculated from the summation of the HCCA Peak values of all the APs that are overlapping, as follows:

1. Sum all the HCCA Peak values for all overlapping APs.
2. Convert this summation to a fraction that is rounded down to 1/64 (8 bits). An example for this convertion is given in Annex aa2.5
11.24.2 HCCA TXOP Advertisement Element
Overlapping HCCA APs for which dot11RobustAVStreaming is true shall co-ordinate their TXOP schedules using the HCCA TXOP Advertisement element.  The HCCA TXOP Advertisement element is included in the Beacon frame when dot11QLoadReportEnabled and dot11CF_Pollable are true and dot11CF-Pollable is false.  An HCCA AP shall advertise the Duration, Service Interval (SI) and Start Times for each TXOP reservations in the HCCA TXOP Advertisement element as described in 7.3.2.96.  When an HCCA AP that is overlapping with another AP, i.e. the Overlap field in the QLoad Report is greater than zero, it shall examine the TXOP Reservation field(s), if present, in the HCCA TXOP Advertisment element of all its directly overlapping APs before accepting a TSPEC request which has the Access Policy subfield of the TSPEC element set to HCCA or HEMM.  The AP shall then schedule its new TXOP such that it does not interfere with any existing TXOP in overlapping APs.  

Annex A

(normative) 

Protocol Implementation Conformance Statement (PICS) proforma

A.2 Abbreviations and special symbols

A.2.2 General abbreviations for Item and Support columns

Insert one new list item at the end of A.2.2 as indicated below:

A.4 PICS proforma–IEEE Std. 802.11, 2007 Edition

A.4.3 IUT configuration 

Insert this entry to the end of the IUT configuration table:

	Item
	IUT configuration
	References
	Status
	Support

	*CFaa1
	OBSS Management supported?
	
	(CF12)(M)
	Yes, No, N/A


Insert this new clause after A.4.23: 

EDITORIAL NOTE—last clause in 11aa is A.4.23.

A.4.24 OBSS Management
	Item
	Protocol Capability
	References
	Status
	Support

	OBSS1


OBSS1.1

OBSS1.2
	Extended Capabilities information element 
QLoad Report
TSPEC Requirements Request
	7.3.2.27
	(CFaa1 and CF1):M

(CFaa1 and CF1):M

(CFaa1 and CF2):O
	Yes, No, N/A

Yes, No, N/A

Yes, No, N/A

	OBSS2

OBSS2.1


OBSS2.2
	QLoad Report 

QLoad Request frame
QLoad Report frame
	11.24.1
7.4.7.18

7.4.7.19
	CFaa1:M
CFaa1:M
	Yes, No, N/A

Yes, No, N/A

	OBSS3
	QLoad Report element
	7.3.2.95, 11.24.1
	CFaa1:O
	

	OBSS4
	HCCA TXOP Advertisement element
	7.3.2.96, 11.24 3
	CFaa1 and QP1):M
	Yes, No, N/A


Annex D

(normative) 

ASN.1 encoding of the MAC and PHY MIB

Change the “Dot11StationConfigEntry” of the “dotStationConfig TABLE” as follows:

-- *********************************************************************

-- * dotStationConfig TABLE

-- *********************************************************************

Dot11StationConfigEntry ::=
SEQUENCE {

dot11StationID 





MacAddress,

dot11MediumOccupancyLimit 




INTEGER,

dot11CFPollable 





TruthValue,

dot11CFPeriod 





INTEGER,

dot11CFPMaxDuration 




INTEGER,

dot11AuthenticationResponseTimeOut 



Unsigned32,

dot11PrivacyOptionImplemented 



TruthValue,

dot11PowerManagementMode 




INTEGER,

dot11DesiredSSID 





OCTET STRING,

dot11DesiredBSSType 




INTEGER,

dot11OperationalRateSet 




OCTET STRING,

dot11BeaconPeriod 





INTEGER,

dot11DTIMPeriod 





INTEGER,

dot11AssociationResponseTimeOut 



Unsigned32,

dot11DisassociateReason 




INTEGER,

dot11DisassociateStation 




MacAddress,

dot11DeauthenticateReason 




INTEGER,

dot11DeauthenticateStation 




MacAddress,

dot11AuthenticateFailStatus 




INTEGER,

dot11AuthenticateFailStation 



MacAddress,

dot11MultiDomainCapabilityImplemented 


TruthValue,

dot11MultiDomainCapabilityEnabled 



TruthValue,

dot11CountryString 




OCTET STRING,

dot11SpectrumManagementImplemented 



TruthValue,

dot11SpectrumManagementRequired 



TruthValue,

dot11RSNAOptionImplemented 




TruthValue,

dot11RSNAPreauthenticationImplemented 


TruthValue,

dot11RegulatoryClassesImplemented 



TruthValue,

dot11RegulatoryClassesRequired 



TruthValue,

dot11QosOptionImplemented 




TruthValue,

dot11ImmediateBlockAckOptionImplemented 


TruthValue,

dot11DelayedBlockAckOptionImplemented 


TruthValue,

dot11DirectOptionImplemented 



TruthValue,

dot11APSDOptionImplemented 




TruthValue,

dot11QAckOptionImplemented 




TruthValue,

dot11QBSSLoadOptionImplemented 



TruthValue,

dot11QueueRequestOptionImplemented 



TruthValue,

dot11TXOPRequestOptionImplemented 



TruthValue,

dot11MoreDataAckOptionImplemented 



TruthValue,

dot11AssociatedinNQBSS 




TruthValue,

dot11DLSAllowdInQBSS 




TruthValue,

dot11DLSAllowed 





TruthValue,

dot11AssociateStation 




MacAddress,

dot11AssociateID 





INTEGER,

dot11AssociateFailStation 




MacAddress,

dot11AssociateFailStatus 




INTEGER,

dot11ReassociateStation 




MacAddress,

dot11ReassociateID 




INTEGER,

dot11ReassociateFailStation 




MacAddress,

dot11ReassociateFailStatus 




INTEGER,

dot11RadioMeasurementCapable 



TruthValue,

dot11RadioMeasurementEnabled 



TruthValue,

dot11RadioMeasurementProbeDelay 



INTEGER,

dot11MeasurementPilotReceptionEnabled 


TruthValue,

dot11MeasurementPilotTransmissionEnabled 


TruthValue,

dot11MeasurementPilotTransmissionVirtualApSetEnabled 

TruthValue,

dot11MeasurementPilotPeriod 




INTEGER,

dot11LinkMeasurementEnabled 




TruthValue,

dot11NeighborReportEnabled 




TruthValue,

dot11ParallelMeasurementsEnabled 



TruthValue,

dot11TriggeredMeasurementsEnabled 



TruthValue,

dot11RepeatedMeasurementsEnabled 



TruthValue,

dot11MeasurementPauseEnabled 



TruthValue,

dot11QuietIntervalEnabled 




TruthValue,

dot11PassiveBeaconMeasurementEnabled 



TruthValue,

dot11ActiveBeaconMeasurementEnabled 



TruthValue,

dot11TableBeaconMeasurementEnabled 



TruthValue,

dot11ReportingConditionsEnabled 



TruthValue,

dot11FrameMeasurementEnabled 



TruthValue,

dot11ChannelLoadEnabled 




TruthValue,

dot11NoiseHistogramEnabled 




TruthValue,

dot11StatisticsReportEnabled 



TruthValue,

dot11LCIReportEnabled 




TruthValue,

dot11TransmitStreamMeasurementEnabled 


TruthValue,

dot11APChannelReportEnabled 




TruthValue,

dot11AnnexQMIBSupportEnabled 



TruthValue,

dot11NonOperatingChannelMeasurementsEnabled 


TruthValue,

dot11MaximumMeasurementDuration 



Unsigned32,

dot11MeasurementPilotSupport 



Unsigned32,

dot11FastBSSTransitionImplemented 



TruthValue,

dot11LCIDSEImplemented 




TruthValue, 

dot11LCIDSERequired 




TruthValue, 

dot11DSERequired 





TruthValue, 

dot11ExtendedChannelSwitchEnabled 



TruthValue, 

dot11HighThroughputOptionImplemented 



TruthValue,

dot11WirelessManagementImplemented 



TruthValue, 

dot11MaxIdlePeriod 




INTEGER,

dot11TIMBroadcastInterval     



INTEGER,

dot11TIMBroadcastOffset       



INTEGER,

dot11MinTriggerTimeout     



INTEGER,

dot11RRMCivicMeasurementEnabled 



TruthValue,

dot11RRMIdentifierMeasurementEnabled 


TruthValue,
dot11DMSMaxSTAS       




INTEGER,
dot11DMSMaxChannelLoadForNewService 



INTEGER,
dot11DMSMaxChannelLoad 




INTEGER,
dot11UTCTSFDTIMInterval 




INTEGER,
dot11UTCTSFOffsetTimeError 




INTEGER,
dot11UTCTSFOffsetTimeValue 




INTEGER,



dot11RobustAVStreaming 




TruthValue,



dot11RobustAVStreamingAdvancedMRG 



TruthValue,



dot11RobustAVStreamingSCSImplemented


TruthValue,


dot11RobustAVStreamingSCSEnabled



TruthValue,

dot11QLoadReportEnabled




TruthValue,


dot11TSPECRequirementRequest



TruthValue,

dot11QLoadReportIntervalDTIM



INTEGER
}

Insert the following elements at the end of the dot11StationConfigTable element definitions:

dot11QLoadReportEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



“This attribute, when TRUE, indicates that the AP 





implementation supports the QLoad report procedure described in 11.24.1.”


DEFVAL { false }



::= { dot11StationConfigEntry aa6 }

dot11TSPECRequirementRequest OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



“This attribute, when TRUE, indicates that the non-AP STA





implementation supports the reception of TSPEC Requirements Request frames”


DEFVAL { false }



::= { dot11StationConfigEntry aa7 }

dot11QLoadReportIntervalDTIM OBJECT-TYPE

SYNTAX INTEGER (1..255)

MAX-ACCESS read-write

STATUS current

DESCRIPTION

" This attribute shall specify the number of DTIM
intervals that shall elapse between transmission of

Beacon frames containing a QLoadReport element"
::= { dot11StationConfigEntry aa8 }

ANNEX aa

Informative

Overlapping BSS (OBSS) Management

aa.1. Introduction 
When two or more BSSs overlap, the available bandwidth is shared and hence reduced for each BSS.  The basic access mechanism, such as DCF, will work across overlapping BSSs,.  Similarly, if EDCA is used, the OBSS can be considered a larger network and access to the WM is basically shared according to the EDCA access mechanism.  It should be noted however, that for both DCF and EDCA overlapping networks, the sharing is effected by the relative traffic and, if more than two APs are sharing, the problem of ‘neighbor capture’ is present.  A BSS is in the middle of two other BSSs that are hidden from each other, suffers a disproportionate degradation in throughput dependant upon the total traffic in all three BSSs.  A particular problem arises when there is some expectation of Quality of Service (QoS).  If EDCA Admission Control is in use, then it can be used to regulate the QoS traffic on its own BSS but it does not take into account the EDCA Admitted traffic on an overlapping BSS.  The result is that the QoS is compromised if each BSS admits traffic up to its local maximum.  Similarly a BSS using HCCA may schedule traffic in its own BSS, so as to ‘guarantee’ a service, but, if not controlled, this will affect any overlapping EDCA Admission Control BSS in that the scheduled TXOPs in will silence traffic in the other BSSs.  Furthermore, if two HCCA BSSs overlap, if they do not co-ordinate their scheduled TXOPs, then this may result in a degradation of the quality of service.  The features described in this Annex have been introduced in order to allow a degree of management for overlapping BSSs and for mitigation of the basic problems outlined above.

The channel selection process for an AP is fundamental to OBSS.  If there are sufficient channels for an AP to find a channel with no other APs within range, then an AP should endeavour to do so.   If, after scanning all the possible channels an AP is required to choose one that is already occupied then it is recommended that it does so in the following procedure:

1. Check if the APs that are advertising Admission Control and/or HCCA support, i.e. QAPs

2. Select the channel(s) with the least number of QAPs

3. If more than one channel, select channel with least Overlaps advertised in the QLoad elements

4. If more than one channel, select channel with lowest QLoads 

aa.2. QLoad Report Element 
The fields and their uses in the QLoad Report Element are as follows:

· QLoad represents the potential QoS traffic load that this AP is expecting and is provided as an indication to other APs which may be considering selecting the same channel and for sharing when an OBSS situation occurs.  The QLoad field also includes the peak number of AC3 and AC2 EDCA streams.  These are used for estimating the overhead bandwidth required due to EDCA contention.  This is then used in the determination of the Access Factor.
· Allocated Traffic Self represents the total QoS traffic and the number of AC2 and AC3 streams that is active at that time and is provided to enable an on-demand sharing scheme. It may also be used by the other overlapping APs to determine if the AP has either over-allocated in a proportional sharing scheme, or is using an on-demand sharing scheme.
· Allocated Traffic Shared is the sum of the Allocated Traffic Self values for the overlapping APs and is used to prevent the neighbourhood effect for an AP that has neighbors that are hidden from each other.  Also, this field is used to enable an on-demand sharing scheme.
· Access Factor represents the total QoS traffic bandwidth requirement for all the overlapping APs and is used to indicate potential over allocation.  It also enables a proportional sharing scheme.
· HCCA Peak - The total peak HCCA TXOP requirement for the BSS and is provided so that other overlapping APs can determine if the AP has over-allocated.  
· HCCA Access Factor - The sum of all the HCCA Peak values in all the QLoad Reports of all the overlapping APs, including its own.  
This is used when HCCA APs are sharing as defined in 11.24.1
· Overlap is the number of other APs that are on the same channel and from which Beacons are being regularly received.and it is used to aid the channel selection process of APs considering 
aa.2.1. Calculating the Values in QLoad 
The QLoad value represents the sum of all the streams derived from all the potential TSPECs.  The individual TSPECs values provided by the non-AP STAs are used by the AP to calculate mean, maximum and minimum values for:

· Medium Time, in multiples of 32µs, in the case of EDCA Admission Control  

· HCCA Medium Time, in the case of HCCA; where HCCA Medium Time is the TXOP time sceduled by the HC converted to multiples of 32µs over a one second period, by multiplying the scheduled TXOP time by the reciprocal of the Service Interval (SI) that the HC has allocated.
TSPECs provide for mean, maximum and minimum values and these allow for statistical multiplexing of streams.  The result of summing multiple streams is a composite stream and it is this composite stream that is recommended to be reported in the QLoad field.  The summing of streams to produce a composite stream is achieved by using the mean and standard deviation of each stream.  
It is recommended that the mean (MEAN), maximum (MAX) and minimum (MIN) values of the Medium or HCCA Medium Times, are calculated using the values provided in the individual TSPECs, as follows:  

For a TSPEC for stream, i, the mean value, µ, is:


µi = MEANi
and the standard deviation, σ, is:

σi = 0.25 sqrt{(MAXi – MINi)2} 
or, if the MIN value is not provided

 
σi = (MAXi – MEANi)/2

Note that if neither the MAXi nor the MINi values are provided, then σi = 0

The values reported in the QLoad field represent the composite stream of all the individual streams and it is recommended that this composite stream is calculated as follows:
QLoad MEAN
 
µtot = ΣMEANi

QLoad STDEV

σtot = sqrt(Σσi2)

aa 2.2 EDCA BW Factor
The QLoad field also includes the number of AC2 and AC3 streams that make up the composite stream.  The recomended calculation for Medium Time for an admitted EDCA is given in K.2.2.  This value includes the duration of the packet plus SIFS and ACK times.  The Medium Time therefore does not include the access time.  For example, for a single stream, between each transmitted packet there is a time period due to SIFS, AIFSN and contentention window, and for two or more streams, there is also the time when each packet is delayed while another packet is being transmitted.  Hence, in order to calculate the total time or bandwidth required to service multiple EDCA streams, an overhead is present that must applied.
The recommended EDCA Bandwidth overhead factor is given in Table aa1:

	Table aa1

EDCA Bandwidth Factor

	Number of Streams
	EDCA BW Factor

	
	VI or VO only
	 VO and VI

	1
	-
	-

	2
	1.40
	1.57

	3
	1.50
	1.60

	4+
	1.55
	1.60


aa 2.3. Calculation of Allocated Traffic Self

Allocated Traffic Self represents the total composite stream that the AP has allocated at any one time and the number of AC2 and AC3 streams that make up that composite stream.  It is recommended that as each stream is added or deleted, the AP should calculate the mean and standard deviation of the resulting composite stream, i.e. µtot and σtot.and note the total number of EDCA streams that are now admitted for this AP.  
It is recommended that the values of the mean and standard deviation placed in the Allocated Traffic Self field, for i allocated streams is calculated using:

MEAN
 
= ΣMEANi 
STDEV

= sqrt(Σσi2) 
Aa 2.4 Calculation of Allocated Traffic Shared

Allocated Traffic Shared is the sum of the values expressed in the Allocated Traffic Self fields of all overlapping APs, including its own Allocated Traffic Self.  It is recommended that the values of the mean and standard deviation, placed in the Allocated Traffic Shared field, for n overlapping APs is calculated using:

MEAN
 
= ΣMEANn 
STDEV

= sqrt(Σσn2) 
aa 2.5 Calculation of Access Factor
The Access Factor is the total traffic requirement for all the overlapping APs expressed as a fraction that may be greater than 1.  It is recommended that the Access Factor be calculated from the addition of all the QLoads of the APs that are overlapping as follows:  

First calculate the Overlap Traffic for all the overlapping APs.  Each AP should note the reported QLoads for every overlapping AP, including the AP’s own QLoad, and calculate the maximum traffic of the composite stream, using the formula:

Overlap Traffic = µtot + 2 σtot

Where, for i QLoads, µtot = ΣMEANi and σtot = sqrt(Σσi2)
This Overlap Load value will be in multiples of 32µs.

The following procedure is then recommended to calculate the Access Factor:

1. Sum the AC2 and AC3 priority streams reported in the Qload fields of its own QLoad Report and all the QLoad Reports of overlapping APs, and determine the EDCA Bandwidth overhead Factor as recommended in aa2.2
2. Multiply the Overlap Traffic and the resulting EDCA Bandwidth Factor together.  This value represents the total overlap peak traffic requirement for the overlapping APs in multiples of 32µs. 
3. Convert the total overalp peak traffic to a fraction (seconds per second) by multiplying by 32 x 10-6 
4. Round the resulting fraction value to the nearest 1/64.


For example, if the total overlap peak traffic is 74268 (32µs per second), this is 2.376576 (seconds/second).  Now 2.376576 x 64 = 152.1 rounded to 152.  Hence, the Access Factor octet, in this case, would be 1001100 (152 in binary, representing the fraction 152/64)
aa 2.6 Calculation of HCCA Access Factor

It is recommended that the HCCA Access Factor is calculated as follows: 

1. Sum the HCCA Peak values in all the QLoad Reports of all the overlapping APs, including its own.
2. Convert the total peak traffic to a fraction (seconds persecond) by multiplying by 32 x 10-6.

3. Round the resulting fraction value to the nearest 1/64 and enter the result into the Access Factor Field.

For example, if the total overlap peak traffic is 74268 (32µs per second), this is 2.376576 (seconds/second).  Now 2.376576 x 64 = 152.1 rounded to 152.  Hence, the HCCA Access Factor octet, in this case, would be 1001100 (152 in binary, representing the fraction 152/64)
aa 3 Channel Selection Using QLoad Report

The most effective mitigation to OBSS is for an AP to choose a channel that is either free, or one that is occupied by another AP that is not fully loaded with QoS traffic.  It is recommended that the “Overlap” and “QLoad” fields of the the QLoad Report Element are used by an AP as part of its channel selection procedure.  Using the “Overlap” and “QLoad” information, the AP can make an informed decision as to the best channel to select.  If there are sufficient channels for an AP to find a channel with no other APs within range, then an AP should endeavour to do so.  
It is recommended that when selecting a channel, the AP should first scan to see if there is a free channel.  If a free channel is not available, then it should select channels that have the least number of QAPs present.  Note that there may be more than one channel with the same number of APs present.  At this point the AP should select, in turn, the candidate channels, and send a QLoad Report Request to each AP on that channel.  The AP should then examine the Overlap and QLoad fields to make its final selection.

aa 4 Sharing in an OBSS Situation

If the Access Factor is greater than one, then there is a potential over-allocation of the WM.  Hopefully APs should avoid this in the Channel selection process but if over-allocation exists, then a sharing scheme is recommended to ensure that each AP has a fair share of the bandwidth, but more importantly, to ensure that any already admitted or scheduled QoS stream will not be impaired by the addition of streams from any overlapping BSS.  The Access Fraction, Access Factor and the QLoad in the QLoad Report are provided to enable sharing schemes to be used.  

The objective of a sharing scheme is that if a QoS stream is allocated or scheduled, then it will not be compromised by the addition of further streams from any overlapping BSS that would cause the medium to be over-allocated.  To achieve this, the overlapping APs must co-operate.

aa 4.1 Recommended Sharing Schemes
Two sharing schemes are recommended:  Proportional Sharing and On Demand Sharing
The recommended Proportional Sharing scheme is as follows:

a. The AP examines the Access Factor in the QLoad Reports from each overlapping BSS, including its own QLoad, and determines the maximum.

b. If the maximum Access Factor is less than or equal to 1, an AP may allocate up to its advertised QLoad traffic.  
c. If the maximum Access Factor is greater than unity, then the AP may only allocate up to a value of its QLoad divided by the maximum Access Factor.  
In the proportional sharing scheme, before an AP allocates a new Medium Time or schedules a new TXOP in response to an ADDTS Request, it shall check that this addition will not exceed its sharing limit, as follows:
· If the Access Factor is less than or greater than unity, then the AP may allocate up to its advertised QLoad (composite stream calculated as MAX traffic = µtot + 2 σtot )

· If the Access Factor is greater than unity,the AP carries out the following:

1. Calculate the peak traffic value of the Qload, using:

Peak = MEAN + 2 STDEV
2. Divide this value by the maximum Access Factor.  This is termed the maximum allowable Qload traffic
3. Calculate the resulting value of the Allocated Traffic Self  if the new TSPEC is accepted, as explained in aa 2.3, and then calculate the resulting peak value using
Peak = MEAN + 2 STDEV
4. If the resulting peak value, calculated in step 3 is greater than the maximum allowable QLoad traffic, then the ADDTS Request shall be rejected.

5. If the resulting peak value, calculated in step 3 is less than the maximum allowable QLoad traffic, and the ADDTS Request is for EDCA Admission, then it shall be accepted.
6. If the resulting peak value, calculated in step 3 is less than the maximum allowable QLoad traffic,and the new allocation is for an HCCA ADDTS, the AP must further check the HCCA Access Factor
· If the HCCA Access Factor is less than or equal to unity, then the AP may allocate up to its advertised HCCA Peak

· If the HCCA Access Factor is greater than unity, an AP may only allocate the new stream if the resulting HCCA Peak is less than or equal to the value of the HCCA Peak divided by the HCCA Access Factor
· The AP must then check that it is possible to schedule TXOPs using the the HCCA TXOP Advertisement as described in 11.24.2
If the new stream is allocated, then the AP shall update the appropriate fields in its QLoad Element.

The recommended On-Demand sharing scheme, is as follows:

1. Before allocating a new stream, the AP examines the Allocated Traffic Shared values in the QLoad Reports from each overlapping BSS, including its own QLoad, and selects the maximum Allocated Traffic Shared value which has the highest peak value, using:
Peak = MEAN + 2 STDEV.
The AP also notes the number of AC2 and AC3 streams in this maximum Allocated Traffic Shared Field.
2. The AP adds the requested new stream (new) to the selected  maximum Allocated Traffic Shared value (max) determined in step 1, using:

MEAN
 
= MEANnew + MEANmax  
STDEV

= sqrt(STDEV2new + STDEV2max) 
3. The AP then calculates the peak value for the new composite stream calculated in step 2 , using:

Peak = MEAN + 2 STDEV
4. Using the values of the AC2 and AC3 streams noted in step 1, plus the steam represented by the new stream, the AP determines the new EDCA BW Factor

5. Multiply the peak value calculated in step 3 by the EDCA BW Factor, determined in step 4.  This is the new Peak Traffic requirement

6. If this Peak Traffic requirement value calculated in step 5 is greater than unity, then the AP must refuse to allocate the new stream
7. If the peak value calculated in step 5 is less than or equal to 1, and the new allocation is for an EDCA Admission ADDTS, then the AP may allocate that new traffic
8. If the peak value calculated in step 4 is less than or equal to 1, and the new allocation is for an HCCA ADDTS, the AP must further check the HCCA Access Factor
· If the HCCA Access Factor is less than or equal to unity, then the AP may allocate up to its advertised HCCA Peak

· If the HCCA Access Factor is greater than unity, an AP may only allocate the new stream if the resulting HCCA Peak is less than or equal to the value of the HCCA Peak divided by the HCCA Access Factor
· The AP must also check that it is possible to schedule TXOPs using the HCCA TXOP Advertisement as described in 11.24.2
If the new stream is allocated, then the AP shall update the appropriate fields in its QLoad Element.

The Allocated Traffic Self field in the QLoad element of a particular AP can be used by other overlapping APs as an indication of whether an AP has either over allocated or is using an on demand sharing scheme.  

If, using either the proportional or on-demand sharing schemes, an AP determines that the acceptance of a TSPEC would exceed the available allocation, or a non-AP STA has a TSPEC refused, the non-AP STA could always request a new TSPEC that represents a lower Medium Time or TXOP.  This may be used, for example, where the non-AP STA or AP has the ability to send a more compressed stream.



Abstract
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