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Minutes of JTC1 Ad Hoc Meeting Tuesday, 22 Sept 09, AM2

1. Agenda document = 11-09-1006

2. Attendance - ~8

3. Chair – Andrew Myles 

4. Agenda – Motion to approve by Bruce Kraemer and seconded by Dan Harkins was passed unanimously

5. Motion to approve Minutes from July JTC1 ad hoc meeting in San Francisco by Dorothy Stanley and seconded by Bruce Kraemer was passed unanimously  

6. Purpose/history of JTC1 ad hoc was reviewed by Chair and listed on slides 13, 14, 15

7. “What is the consensus of the group on the goal of the JTC1 ad hoc?” was posed by Chair

a. It was agreed that WAPI is a critical issue justifying the continuation of the JTC1 ad hoc 

b. It was also agreed that the ad hoc should continue considering other issues relevant to the IEEE 802/ISO relationship

8. Discussion included the group noting that:

a. Multiple offers have been made by IEEE to invite Chinese delegation to attend IEEE meetings to standardize WAPI within the IEEE 802.11 standard; these have been rebuffed

b. Chinese delegation says the Chinese government will not allow them to submit WAPI to the IEEE; however this ad hoc has no documentary evidence confirming this claim

c. It was agreed IEEE 802.11 should ask Paul Nikolich of IEEE 802 to request ISO for access to SC6 documents

d. Bruce Kraemer suggested IEEE 802.11 prepare a table identifying which amendments have been standardized thru ISO and we review PARs to see which have had the ISO box checked

9. Status of WAPI was reviewed

a. The fast track process has not started yet within ISO JTC1/SC6

b. Fast track process is a 6 month process which includes a 5 month technical review period

c. BWIPS is the body in China that developed WAPI

d. It has been confirmed that there is an ongoing discussion between the IEEE staff and BWIPS regarding copyright issues

e. It was noted that WAPI is essentially an amendment to IEEE 802.11-2003 and obviously does not support subsequent amendments

f. Efforts by Chinese companies to get elements of WAPI introduced into IETF (binding for CAPWAP); after discussion in IETF it was decided a new binding was not needed but possibly other parameters could be extended to allow incorporation of WAPI. It was discovered that WAPI does not interoperate with Radius

10. Given this status, how should IEEE 802.11 react?

a. Do nothing?

b. Review WAPI technically as it goes thru the fast track process? What would the value of the technical review be? Answer = coexistence 

c. SMS4 as an alternative to AES128? Answer = yes

d. Should IEEE 802.11 offer to set up SMS4 as an option within .11i? It was noted that there is much more to WAPI than SMS4 so there would be little point to putting SMS4 into the IEEE 802.11 standard

11. Conclusion:

a. IEEE will not analyze SMS4 from a security perspective

b. Recommend to ISO that the WAPI standard be reviewed by security experts before ratification

c. Continue to liaise with SC6 to discuss issues of common interest such as standardizing future amendments

d. A number of folks volunteered to review the proposed WAPI ISO standard when it is released during the fast track ballot and provide inputs to the NBs.

12. Next steps:

a. reconvene on Thursday to hear the status of the copy right discussion between IEEE staff and BWIPS

b. Discuss whether this group would like to make any recommendations on refining the PSDO agreement

The meeting was recessed at 12 noon
Minutes of JTC1 Ad Hoc Meeting Tuesday, 22 Sept 09, AM2

With 6 attendees, the chair called the meeting to order at 1:31 pm

I. Review of meeting to this point

1.  The group decided that the ad hoc exists to work on common interest between ISO & IEEE

2.  Status of WAPI


a. The Chinese national body will submit WAPI to ISO JTC1


b. IETF: binding request for CAPWAP, WAI-EAP method 3.  IEEE goals for WAPI


a. Perform a technical review of WAPI


b. No review of SMS4 due to lack of expertise


c. Suggest that ISO has independent experts review WAPI 4.  Copyright issues.  There are potential issues with copyright and the WAPI drafts.  The Chinese national body and BWIPS are considering next steps.

II. PSDO agreement

1.  The chair explained the origin of the PSDO process


a. The UK national body had previously sent IEEE documents to fast track ballots


b. The PSDO agreement allows standards to bypass national body stage


c. New JTC1 practice will align with ISO practice generally by having only yes/no votes

Question: In the PSDO agreement, what can the IEEEsubmit?

Answer: Ratified published standards only.

Question: What do we do with feedback?  Final standards are no longer being revised, so processing comments is not possible.

Answer: Comments would be stored for the next revision.

Question: Is it possible to submit a draft to the PSDO process so that comments can be addressed?

Answer: The IEEE has invited national body staff to participate in IEEE ballots, but the ballots are too quick

Question: Does the PSDO prevent us from using a friendly national body?

Answer: No, but the good thing about the PSDO agreement is that it is clear who owns and can change documents.  Also, the PSDO does recognize the IEEE as an international body.

Question: Are there other IEEE stds that use the PSDO process?

Answer: An answer is not avaialble at this time, but none of the IEEE standards that have used the process are IEEE 802 standards.

Comment: SC7 is using old versions of 802 standards, and the IEEE has a category liaison in SC7.

Response: The 802.11 standard has continuous active revision, so the SC7 process does not work.

Comment: Please find out more on how 802.15.4 may be using the PSDO.

Motion to adjourn

- Moved by David Hunter, seconded by Matthew Gast

- The chair called for objections

- The motion was adopted by unanimous consent at 2:02 pm.
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