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Comment Identifiers

	2
	The text says that "the AP and/or mesh STA may verify in a timely fashion..."  The word "may" is not normative; did the authors want it to read "should" or is this an informative note?  What does "timely" mean? Why is this text even here?

	Re-write to use naormative language or make it a note; if it is normative, define "timely".
	See comment 1068

	1068
	Use of "may" is suspect here. It is not clear that you have described a distinct behavior. What exactly is the action that is being prescribed, permitted? And what does it mean to "reject the STA"? When formality is lost, the reader is lost. How about just assuming that the AP has some means to determine if a STA is already part of the mesh, and simply state: "If an AP determines that a STA requesting authentication is already part of the mesh, then the AP shall reject the authentication." Any rules that may already exist regarding the timeliness of rejecting an association have you covered, man. And if you want to give it more time, add another sentence for association.


	Make the changes suggested in the comment.
	Reassigned to RFI. Also resolve CID 1069, 1070

	1069
	Seems problematical to say "unspecified reason" - what would prevent the STA from attempting again in a short while? Why not create a reason code for this! Say, that's a great idea!
	Create a reason code for rejecting the authenticaion and association based on existing membership in the MBSS.

	See CID 1068

	1070
	I think that disjunct is the wrong word here. It could be correct if your subject were "connection", but it is not.
	Replace "disjunct MAC addresses" with "existing mesh memberships of STAs" - even this solution is problematic, because there is no definition of a mesh membership…but that's something that you guys brought up a few sentences earlier…

	See CID 1068

	1169
	"If the MAC address of the STA does already exist in the MBSS, the AP and/or mesh STA shall reject the STA." The AP/mesh STA may not know the MAC addresses of all the mesh STAs in the MBSS?

	Please clarify and modify the text accordingly. 
	See comment 1068


Motivation for Clause 11.3.3

Submission 06/1837r2 from March 2007 gives the motivation for clause 11.3.3.

Changes to IEEE 802.11s Draft Amendment version D3.03

Instruction to editor: replace existing clause 11.3.3 with new clause 11.3.3 as given below:

· STA Authentication and Association

Insert new subclause to the end of 11.3:

· Additional Mechanisms for APs with Mesh Functionality

If the state for a remote non-mesh STA at a mesh access point has successfully reached State 2 (Figure 11-6), the mesh access point shall verify that the MAC address of the STA does not belong to a mesh STA in the MBSS. If the mesh access point determines that the authenticated STA is already part of the mesh BSS or has a MAC address that is a MAC address of a mesh STA of the MBSS, then the mesh access point shall deauthenticate the STA with Reason Code “MAC-ADDRESS-ALREADY-EXISTS-IN-MBSS”.
The mechanism for verifying that the MAC address of the authenticated non-mesh STA is not the MAC address of a mesh STA in the MBSS depends on the active path selection protocol and might be vendor specific. See 11C.10.10 (Considerations for support of STAs without mesh functionality) for HWMP.

Instruction to editor: add new value for reason code to Table 7-22 as shown below:

· Reason Code field

Insert the following rows into Table 7-22 (Reason codes) and change the last row (Reserved) as shown.

	· Reason codes 

	Reason code
	Meaning

	<ANA_15>
	“MAC-ADDRESS-ALREADY-EXISTS-IN-MBSS”. The Deauthentication frame was sent because the MAC address of the STA already exists in the mesh BSS. See 11.3.3 (Additional Mechanisms for APs with Mesh Functionality).

	<ANA_15>+1 40-65535
	Reserved


Resolution Codes

	2
	Counter
	Rewritten to use normative language. Text in doc 11-09/1028r0. See also CID1068

	1068
	Counter
	Text rewritten in the spirit of the comment with some additions. The text about the association has been deleted since every station has to go through the authentication phase anyway. New text is in doc 11-09/1028r0. Resolves also CIDs 2, 1070.

	1069
	Accept
	Created reason code MAC-ADDRESS-ALREADY-EXISTS-IN-MBSS. Text is in doc 11-09/1028r0.

	1070
	Counter
	Replaced disjunct with a description of the relationship between the two MAC addresses. New text is in doc 11-09/1028r0.

	1169
	Reject
	Depending on the active path selection protocol, a mesh STA will or will not know the addresses of all mesh STAs in an MBSS. When using a proactive path selection protocol, e.g. RA-OLSR, the mesh AP will know all mesh STAs in the MBSS. When using a reactive, aka on-demand path selection protocol or a hybrid path selection protocol with on-demand parts, e.g. HWMP, only a subset of the addresses of all mesh STAs of the MBSS are know to the mesh access point. Especially, only the MAC addresses of mesh STAs with which the mesh access point exchanges data frames are known to it. Nevertheless, there are means to derive the existence of any MAC address in an MBSS for a mesh STA.
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Abstract


This submission proposes a resolution to 5 comments related to clause 11.3.3. The main comment in this area is CID 1068.
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