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Introduction

The P802.11aa PAR has an item in its scope for “Increased robustness in overlapping BSS environments, without the requirement for a centralized management entity”.  An overlapping BSS is defined as two or more BSSs that are operating on the same centre frequency in radio range of each other.

This document contains a list of the technical requirements/criteria for improved overlapping BSS coexistence against which proposals can be evaluated.  
The “OSQAP” solution is evaluated against each criterion.
Criteria Comparison for “OSQAP”
The “OSQAP” proposal is evaluated against each of the criteria listed in 08/0944r4.
1. Enables improved Quality of Service

1.1. When a video transport stream has been accepted, additional traffic from other BSSs should not cause the video transport stream to fail to meet its QoS requirements.
COMPLIES
The QLoad Element contains all the information required for QAPs to share the bandwidth accordingly.  A new stream should only be admitted if the sharing QAPs know that there is enough bandwidth to handle it.  In particular the Access Factor is used for this.
1.2. It is not required to provide OBSS protection for video transport streams that have not used an admission control protocol.
COMPLIES
“OSQAP” depends upon the values of the respective QLoads which are derived from TSPECs.  
1.3. Should improve network performance when there are overlapping BSS
COMPLIES
The QLoad Element is used by the overlapping BSSs so that over-allocation of TSPECs should not occur.  By this means the overlapping networks should never saturate the shared bandwidth.
Contention based medium access protocols

1.4. Pre-11aa EDCA-AC admissions shall be preserved
MIGHT COMPLY
No change to the basic EDCA Admission Control is proposed.  If the 11aa can see and interpret correctly TSPEs from the overlapping non-11aa AP, it could effectively ‘add’ that TSPEC to its own QLoad.  Alternatively it could set an overhead to account for these.  If the TSPEC exchange is encrypted the latter may tbe the only option.  In addition an 11aa QAP can try to avoid legacy Admission Control APs in the channel selection.
1.5. Shall support a mechanism to avoid beacon collision and multicast collision
NO Specific Beacon Avoidance scheme is Proposed.
Beacon collision is not a problem for directly overlapping QAPs.  Channel Selection using the parameters provided in the QLoad, in particular “Overlap”, results in very few cases of more than 2 directly overlapping QAPs.  Beacons will always have the highest priority so they should go out as soon as there is an opportunity.
Could use 11s Beacon Avoidance, but probably not necessary as the number of overlapping QAPs should be low. 
Controlled medium access protocols

1.6. Shall support protection for controlled medium access reservations
COMPLIES
The HCCAOP Advertisement Element is similar to MCCAOP Advertisement used in 11s.  This mechanism is used such that TXOPs are advertised and new TXOPs can be scheduled avoiding those times already in use
1.7. Shall support a mechanism to avoid beacon collision and multicast collision
NO Specific Beacon Avoidance scheme is Proposed.
Beacon collision is not considered a problem but Beacons will be delayed due to the TXOPs in the overlapping QAP.  This should not be a problem if the number of directly overlapping QAPs is low.  Channel Selction using the parameters in the QLoad, in particular “Overlap”, results in very few cases of more than 2 directly overlapping QAPs.  Beacons will always have the highest priority so they should go out directly after the CFP is terminated.
Inter-AP communication for improved OBSS robustness

1.8. If inter-AP communication is required, it shall be possible to perform this communication using the WM.
NA
No inter-AP communications is required
1.9. If inter-AP communication is required, it should be possible to perform this communication using the DS.
NA
No inter-AP communications is required
1.10. Shall be resistant to denial of service and other attacks and provide mitigation against such attacks.
NA
No inter-AP communications is required
Management

1.11. Shall not mandate that an AP to be configured as the supervisor controller, e.g. providing a centralized admission control function, or a timing reference
COMPLIES
No Supervisor function is proposed
1.12. If the solution requires an AP to be automatically chosen as supervisor, it shall be robust to signal fade and AP removal May support configuration of a supervisor controller 
NA
1.13. Shall provide a mechanism to control the dynamic aspects (as described in section 6)  of overlapping BSSs
COMPLIES (see 6)
 

Dynamic

1.14. User experience shall be invariant to the order in which APs are switched on or off
COMPLIES
The QLoad element fields are dynamic in nature, and may be updated every Beacon, and will change as APs enter or are removed.  There is no concept of order.
1.15. Removal of an AP shall not cause video streams in other BSSs to terminate
COMPLIES
1.16. Shall support dynamic stream creation and deletion
COMPLIES
No changes to the basic functions of EDCA Admission Control and HCCA are proposed.  The QLoad Element reflects the requirements and reflects the creation and deletion of streams in the Access Fraction.  It does, however, provide the information that could cause a QAP not to create a new stream if it would cause existing streams to be to degraded – as required by 1.1
1.17. When it is necessary to exchange information to achieve performance requirements, this should maintain the current 802.11 levels of privacy and security
COMPLIES
All information on the sharing is contained in two IEs, QLoad Element and HCCAOP Advertisiement Element.  There is no private information in these elements that compromises the networks.
Fairness, Cooperation and Coexistence
1.18. For each 802.11 medium access mechanism, the right to access the WM shall be comparable with the currently provided levels of fairness.
COMPLIES
No changes to the medium access mechanisms are proposed.  It is of interest to note that the derivation of the EDCA Overhead Factor using of the number of Priority Streams, is related to the settings of the EDCA parameters.
1.19. If the solution requires an AP to be chosen as supervisor, the act of providing the supervisor role does not gain increased priority in medium time allocation over other overlapping BSS.
NA
There is no supervisor function
1.20. The division of time may differ in each BSS, due to differing loads in each BSS.
COMPLIES
The QLoad Element contains all the information necessary for overlapping QAPs to fairly share the bandwidth according to the individual requirements.
1.21. The solution should include mechanisms to limit allocations based upon total capacity of the WM.
COMPLIES
The Qload Element contains all the necessary information to allow APs to share with knowledge of each others requirements.
1.22. The solution should not significantly reduce the total system throughput nor significantly increase the delay or jitter compared to legacy non-11aa systems.
COMPLIES
ESS / BSS

1.23. The solution shall support overlapping BSS that are in the same ESS
COMPLIES
1.24. The solution shall support overlapping BSS that are in different ESSs
COMPLIES
Security

1.25. The solution shall not require the reduction in the security policy of a BSS
COMPLIES
1.26. The solution shall be as robust to attacks from rogue APs / non-AP STAs as legacy non-11aa systems
COMPLIES
The QLoad HCCAOP Advertisement Elemenst contain no information that makes the networks any more susceptible to attack
Compatible with legacy non-11aa equipment

1.27. The solution shall be tolerant of legacy non-11aa non-AP STAs
COMPLIES
There is no fundamental change required for a non-11aa non-AP STA. If the STA is EDCA Admission Control compliant then the QAP could still  ‘learn’ the QLoad from actual TSPECs, but an 11aa non-AP STA would also always have the ability to send the ‘zero inactivity period’ TSPEC which the application could cause. 
1.28. The solution should be tolerant of legacy non-11aa APs
COMPLIES.
 If sharing with a legacy AP, the legacy AP is at no more disadvantage that if it were sharing with a non-11aa QAP.  The solution does not include any new advantages for the 11aa QAP
1.29. The solution should improve the performance of an 11aa BSS in the presence of overlapping non-11aa BSSs while still coexisting with them.
DEPENDS
11aa QAPs might wish to avoid sharing with non-11aa APs if there is a choice.  If the overlapping network is EDCA Admission Control then the 11aa QAP could take note of the Loads in the other network and take account of them.  For HCCA there is the existing advantage.  In practice all HCCA QAPs could be 11aa and this would greatly improve the performance of an Admission Control QAP as the HCCA QAP would include the Medium time allocations of the Admission Control AP.  If the non-11aa QAP is EDCA without Admission Control, and the 11aa QAP is Admission Control only (not HCCA), then there is no improvement in the 11aa BSS. 
1.30. Provides a mode of operation that minimizes the potential for requiring hardware modifications
COMPLIES
It is believed that the OSQAP proposal does not require any hardware modifications.
Frequency bands

1.31. The solution shall support any frequency band in which 802.11 operates
COMPLIES, but…
Although there is nothing in the solution that is frequency related, it must be recognized that operation in the 2.4GHZ band will many times not be useful because of the possibility of very large OBSS lengths and sizes.  The development of the OSQAP proposal included detailed analysis of the effects of available channels and use scenrios that clearly showed that with only 3 channels the overlap situation could be so severe that service was effectively inpossible for any significant video service.  The real benefits of OSQAP are realized when the 5GHz band is used.
1.32. The solution shall support any 802.11 physical layer with the possible exception of infra-red and frequency hopping
COMPLIES…but
It is very doubtful if 11b would benefit from OSQAP.  
Diagnostics

1.33. The solution shall provide a mechanism to enable metrics on the current performance of the OBSS solution
COMPLIES 
The QLoad IE provides a measurement of the overlapping networks.  The Access Fraction shows the present use state of each QAP  

Abstract


Document 08/0944r4 contains the requirements for any OBSS solution as discussed and agreed by the 11aa task group.





This document compares the proposed OBSS Solution for QAPs-“OSQAP” against those requirements.





“OSQAP” is the name for the proposed OBSS solution as outlined in 09/0757.
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