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7.3.2.83 Interworking information element

Change the following text as shown below:
A non-AP STA sets Internet, ASRA, ESC, UESA fields to 0 when including the Interworking element in the Probe request frame. A non-AP STA sets the Internet, ASRA, and ESC bits to 0 when including the Interworking element in (Re)association request frames. In (Re)association request frames, a non-AP STA sets the UESA bit according to the procedures in 11.21.5.  The Network Types are shown in Table 7-43bt. The Network Types field is set by the AP to advertise its Network Type to non-AP STAs. A non-AP STA uses this field to indicate the desired Network Type in an active scan. See Annex V.1 for informative text on usage of fields contained within the Interworking element.

11B MAC State Generic Convergence Function. 

11B.5.1.6 MSGCF-ESS-Link-Scan.request

11B.5.1.6.2 Semantics of the service primitive

Change the following text as shown below:
The primitive parameters are as follows:

MSGCF-ESS-Link-Scan.request (

SSID,

HESSID,

NetworkType,


)

	Name
	Type
	Valid Range
	Description

	SSID
	Octet string
	0-32 octets
	Specific or wildcard.

	HESSID
	As defined in 7.3.2.83
	As defined in 7.3.2.83
	The HESSID to search for. It can be set to all 1's for use as a wildcard to match all available HESSID values. 

	NetworkType
	As defined in 7.3.2.83
	As defined in 7.3.2.83
	This may be a specific value to match one type of networks, or all 1's to match all network types.

	
	
	
	


Insert the following new clause before 11.21.1.1.1 AP Geospatial Location procedures
11.21.2.1.1 Emergency Call Number procedures

A non-AP STA, having dot11InterworkingServiceEnabled set to true, may use Native-GAS procedures in 11.21.2.1 to retrieve Emergency Call Number information as specified by the element in 7.3.4.3. The Emergency Call Number information provides the STA with dial-strings with which a STA can establish an emergency call.  A non-AP STA’s SME can make this information available to higher-layer services.
Note—emergency dial strings can vary across geographic domains and the emergency dial strings in the local geographic domain may not otherwise be known to the non-AP STA.
11.21.5 Interworking Procedures: Emergency Services Support

Change the following text as shown below:
Emergency Service support provides STAs with the ability to contact authorities, in an emergency situation.  The following procedures allow the STA to determine whether emergency services are supported by the AP, and whether un-authenticated emergency service access is allowed.
In an AP, when dot11ESNetwork is set to TRUE, emergency service operation shall be supported. When emergency operation is not supported, dot11ESNetwork shall be set to FALSE.
If the AP is located in a regulatory domain that requires location capabilities, the ESC field set to 1 indicates that location capability is enabled on the AP. Location capability is enabled when the CIVIC Location or Geo Location field in the Extended Capabilities Element is set to 1 in a Beacon or probe response frame.

The ESC and UESA fields shall be set as shown in Table 11-15b.

	Table 11-15b—ESC and UESA fields settings



	Description
	ESC
	UESA

	Emergency Services are not supported


	0
	0

	Emergency Services are only supported for authenticated STAs
	1
	0

	Not Allowed
	0
	1

	Emergency Services are supported for STAs. For open SSID networks (non-RSN), which support emergency services this option shall be used.
	1
	1


In addition, the ESC field shall only be set to 1 if both of the following are true (see Annex V.4.2 for further information):

—
dot11QosOptionImplemented is true

—
dot11EBREnabled is true.

A non-AP STA’s SME should make the value of the ESC and UESA bits available to higher layer services. A non-AP STA should use the procedures in 11.3.2 to gain unathenticated access to emergency services.
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This proposal addresse CIDs 7167, 7191, 7199, 7200, 7201, 7205 and 7206 from IEEE 802.11u LB152.
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