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· IEEE P802.11k-2008
· IEEE P802.11n draft 10.0
· IEEE P802.11p draft 6.0

· IEEE P802.11s draft 3.0

· IEEE P802.11u draft 7.0
· IEEE P802.11v draft 6.0
· IEEE P802.11w draft 9.0

· IEEE P802.11z draft 4.0

· IEEE P802.11aa draft 0.01
4. Abbreviations and acronyms
Add the following abbreviations:
AIFSF
arbitration interframe space fraction

DEI
drop eligibility indicator
SCS
Stream Classification Service

SCSID
Stream Classification Identifier

5. General description

5.2 Components of the IEEE 802.11 architecture
Insert the following clauses after 5.2.11:

5.2.12 Robust Audio Video Streaming
5.2.12.1 Overview

Robust Audio Video Streaming enables audio video streams to be transported over 802.11 for consumer/enterprise applications.

5.2.12.3 Stream Classification Service

The stream classification service enables the establishment of a stream that is classified using layer 2 and/or layer 3 signalling. Once classified, packets belonging to a stream are assigned to an Access Category and are tagged with their packet drop eligibility.
Move “5.2.10 More Reliable Groupcast” to 5.2.12.2

6. MAC service definition
6.1 Overview of MAC services

6.1.1 Data service

6.1.1.1 Determination of UP

Modifiy 6.1.1.1 as indicated.

The QoS facility supports eight priority values, referred to as UPs. The values a UP may take are the integer values from 0 to 7 and are identical to the IEEE 802.1D priority tags. An MSDU with a particular UP is said to belong to a traffic category (TC) with that UP. The UP is provided with each MSDU at the medium access control service access point (MAC_SAP) either directly, in the UP parameter, or indirectly, in a TSPEC or SCS Descriptor designated by the UP parameter.
7. Frame formats

7.1 MAC frame formats

7.1.3 Frame fields
7.1.3.5 QoS Control field
Add the following to 7.1.3.5.

Editorial note: The exact format of the information in the AVT field is to be defined and will be updated as the 11aa signalling requirements become clearer. The intention is to remove the AVT field by placing its subfields in existing MAC fields.
	
	B0
	B1 – B7

	
	DEI
	Reserved

	Bits:
	1
	6

	Figure 7-aa17 —AVT field


7.1.3.5.8 DEI subfield
The DEI subfield is 1 bit in length and is used by the STA to indicate that the corresponding MSDU, or fragment thereof, is eligible for discarding if there are insufficient resources at the destination STA.
How the destination STA determines that there are insufficient resources or when it decides to discard the MSDU is beyond the scope of this standard.
7.3 Management frame body components

7.3.1 Fields that are not information elements

7.3.1.9 Status Code field

Insert status codes <ANA> and change the Reserved status code row in Table 7-23 as follows (note that the entire table is not shown here):

	Table 7-23—Status codes



	Status code
	Meaning

	<ANA>
	Requested TCLAS processing has been terminated by the AP

	(<ANA>+1) 31— 65535
	Reserved


7.3.2 Information elements

Insert the following additional Element IDs <ANA> rows before the “Reserved” entry of Table 7-26 and adjust the “Reserved” entries as appropriate (note that the entire table is not shown here): 

	Table 7-26—Element IDs



	Information Element
	Element ID
	Length (in octets)
	Extensible

	SCS Request (see 7.3.2.91aa)
	<ANA>
	3 to 257
	Yes

	SCS Response (see 7.3.2.92aa)
	<ANA>
	2 to 256
	Yes

	Reserved
	(<ANA>+1) 74 — 220
	
	


Change 7.3.2.27 as follows:

7.3.2.27 Extended Capabilities information element

Insert Bit(s) <ANA> and change the Reserved row in Table 7-35a as follows (note that the entire table is not shown here): 
	Table 7-35a—Capabilities field



	Bit(s)
	Information
	Notes

	<ANA>
	SCS
	The STA sets the SCS field to 1 when the MIB attribute dot11RobustAVStreamingSCSEnabled is set to true, and sets it to 0 otherwise. See 11.21.2 (SCS Procedures)


7.3.2.90aa Intra-Access Category Priority element
The Intra-Access Category Priority element provides information from a non-AP STA to an AP on the relative priorities of streams within an AC. This element may be included in ADDTS Request, QoS Map Configure or SCS Request frames. The Intra-Access Category Priority element is defined in Figure 7-aa9.
	
	
	
	

	
	Element ID
	Length (1)
	Intra-Access Priority

	Octets:
	1
	1
	1

	Figure 7-aa9 — Intra-Access Category Priority element


The Intra-Access Priority field is defined in Figure 7-aa10.

	
	B0 – B2
	B3
	B4
	B5-B7

	
	User Priority
	Reserved
	Drop Eligibilty
	Reserved

	Bits:
	3
	1
	1
	3

	Figure 7-aa10— Intra-Access Priority field


The User Priority subfield indicates the value of the UP of the stream to which this stream relates..
The Drop Eligibility subfield is set to one to indicate that MPDUs for this stream may be dropped if there are insufficient resources to transmit all SCS streams. The Drop Eligibility subfield is set to zero to indicate that this stream does not support drop eligibility.

7.3.2.91aa SCS Request element

The SCS Request element defines information about the stream that is being classified using the procedures defined in 11.21.2. The format of the SCS Request element is shown in Figure 7-aa11.

	
	
	
	
	

	
	Element ID
	Length 
	Request Type 
	SCS Descriptor List

	Octets:
	1
	1
	1
	variable

	Figure 7-aa11—SCS Request element format


The Element ID field is set to the SCS Request value in Table 7-26.

The value of the Length field is set to 1+n, where n indicates the total length of the SCS Descriptor List field. 

The Request Type field is set to a number to identify the type of SCS request. The Request Types are shown in Table 7-aa7.

	Table 7-aa7—Request Type definitions



	Name 
	Usage Mode

	Add
	0

	Remove
	1

	Change
	2

	Reserved
	3-255


The SCS Descriptor List field contains one or more SCS Descriptors. The format of the SCS Descriptor is defined in Figure 7-aa12.  

	
	
	
	
	zero or more TCLAS Elements
	

	
	SCSID
	Length
	Intra-Access Category Priority Element (optional)
	TCLAS Elements (optional)
	TCLAS Processing Element (optional)

	Octets:
	1
	1
	0 or 3
	variable
	0 or 3

	Figure 7-aa12 —SCS Descriptor


The SCSID field is set to a non-zero value chosen by the non-AP STA identifying the SCS stream specified in the SCS Descriptor List field. 

The Length field is set to the total length of presented Intra-Access Category Priority Element, TCLAS elements and presented TCLAS Processing element. 

The Intra-Access Category Priority Element is present when Request Type is set to “Add” or “Change” and is defined in 7.3.2.90aa.

The TCLAS Elements field contains zero or more TCLAS information elements to specify how incoming MSDUs are classified as part of this SCS stream, as defined in 7.3.2.31. One or more TCLAS information elements are present when Request Type is set to “Add” or “Change” and no TCLAS information elements are present when Request Type is set to “Remove”.
The TCLAS Processing Element field is present when more than one TCLAS elements are present and defines how multiple TCLAS information elements are to be processed, as defined in 7.3.2.33.
The SCS Request element is included in SCS Request frames, as described in 7.4.2.5aa. The use of the SCS Request element and frames is described in 11.21.2.

7.3.2.92aa SCS Response element

The SCS Response element provides the status information about the requested stream classification. The format of the SCS Response element is shown in Figure 7-aa13.

	
	
	
	one or more SCS Status

	
	Element ID
	Length 
	SCS Status List 

	Octets:
	1
	1
	variable

	Figure 7-aa13—SCS Response element format


The Element ID field is set to the SCS Response value in Table 7-26.

The value of the Length field is the total length of the SCS Status List field. 

The SCS Status List field contains one or more SCS Status duples. The format of the SCS Status duple is defined in Figure 7-aa14. 

	
	
	

	
	SCSID
	Status

	Octets:
	1
	1

	Figure 7-aa14—SCS Status duple format


The SCSID field is set to the value of the SCSID field in the SCS Descriptor received in the SCS Request frame. 

The Status field indicates the status returned by the AP responding to the STA's requested SCSID, as indicated in Table 7-23. 
The SCS Response element is included in SCS Response frames, as described in 7.4.2.6aa. The use of the SCS Response element and frames is described in 11.21.2.

7.4 Action frame format details

7.4.1 Spectrum management action details
7.4.1.5 QoS Map Configure frame format
Editorial note: Clause 7.4.1.5 and Table 7-49a is defined in 11u

Modify Table 7-49a as follows.

	Table 7-49a—QoS Map configure frame body

	Order 
	Information

	0
	Category

	1
	Action

	2
	Qos Map Set

	3 – n
	Intra-Access Category Priority elements (optional)


Add the following to the end of 7.4.1.5
There may be zero or more Intra-Access Category Priority elements, which are defined in 7.3.2.90aa.
7.4.2 QoS Action frame details

Insert the following additional Action field values <ANA> rows before the “Reserved” entry of Table 7-45 and adjust the “Reserved” entries as appropriate (note that the entire table is not shown here):
	Table 7-45—QoS Action field values

	Action field value 
	Meaning

	<ANA>
	SCS Request

	<ANA>
	SCS Response

	<ANA>+2 – 255
	Reserved


7.4.2.1 ADDTS Request frame format

Change Table 7-46 by inserting new row as shown below.
Editorial note: 11u added Expedited bandwidth request element
	Table 7-46—ADDTS Request frame body

	Order 
	Information

	1
	Category

	2
	Action

	3
	Dialog token

	4
	TSPEC

	5 – n
	TCLAS (optional)

	n + 1
	TCLAS processing (optional)

	n + 2
	Expedited bandwidth request element (optional)

	n + 3
	Intra-Access Category Priority element (optional)


Add the following to the last paragraph in 7.4.2.1.
There may be one Intra-Access Category Priority element, which is defined in 7.3.2.90aa.

Add the following clause to the end of section 7.4.2:

7.4.2.5aa SCS Request frame format

SCS Request frames are used to request the creation, modification or deletion of a stream classification using the procedures defined in 11.21.2.
The frame body of the SCS Request frame contains the information shown in Figure 7-aa15
	
	
	
	
	

	
	Category
	Action
	Dialog Token
	SCS Request

	Octets:
	1
	1
	1
	variable

	Figure 7-aa15—SCS Request frame body format 


The Category field is set to 1 (representing QoS).

The Action field is set to <ANA> (representing SCS request).

The Dialog Token field is set to a nonzero value that is unique among the SCS Request frames sent to the AP for which a corresponding SCS Response frame has not been received.
The SCS Request field is defined in 7.3.2.91aa.

7.4.2.6aa SCS Response frame format
The SCS Response frame is sent in response to an SCS Request frame using the procedures defined in 11.21.2. The frame body of an SCS Response frame contains the information shown in Figure 7-aa16.

	
	
	
	
	

	
	Category
	Action
	Dialog Token
	SCS Response

	Octets:
	1
	1
	1
	variable

	Figure 7-aa16—SCS Response frame body format 


The Category field is set to 1 (representing QoS).

The Action field is set to <ANA> (representing SCS response).

The Dialog Token field is set to the nonzero value of the corresponding SCS Request frame. If the SCS Report frame is being transmitted other than in response to an SCS Request frame, then the Dialog token is set to zero.

The SCS Response field is defined in 7.3.2.92aa.
9. MAC sublayer functional description

9.2 DCF

9.2.4 Random backoff time
Modify the third paragraph as indicated.
The CW shall be reset to aCWmin after every successful attempt to transmit an MPDU or MMPDU, when SLRC reaches dot11LongRetryLimit for frames where the DEI subfield is zero or the QoS Control field is not present, or when SSRC reaches dot11ShortRetryLimit for frames where the DEI subfield is zero or the QoS Control field is not present, SLRC reaches dot11LongDEIRetryLimit for frames where the DEI subfield is one, or when SSRC reaches dot11ShortDEIRetryLimit for frames where the DEI subfield is one. The SSRC shall be reset to 0 when a CTS frame is received in response to an RTS frame, when an ACK frame is received in response to an MPDU or MMPDU transmission, or when a frame with a group address in the Address1 field is transmitted. The SLRC shall be reset to 0 when an ACK frame is received in response to transmission of an MPDU or MMPDU of length greater than dot11RTSThreshold, or when a frame with a group address in the Address1 field is transmitted.
9.2.5 DCF access procedure
9.2.5.3 Recovery procedures and retransmit limits

Modify the fith paragraph as indicated.

For frames where the DEI subfield is zero or the QoS Control field is not present, rRetries for failed transmission attempts shall continue until the SRC for the MPDU of type Data or MMPDU is equal to dot11ShortRetryLimit or until the LRC for the MPDU of type Data or MMPDU is equal to dot11LongRetryLimit. For frames where the DEI subfield is one, retries for failed transmission attempts shall continue until the SRC for the MPDU of type Data or MMPDU is equal to dot11ShortDEIRetryLimit or until the LRC for the MPDU of type Data or MMPDU is equal to dot11LongDEIRetryLimit. When either of these limits is reached, retry attempts shall cease, and the MPDU of type Data (and any MSDU of which it is a part) or MMPDU shall be discarded.

9.9 HCF

9.9.1 HCF contention-based channel access (EDCA)

9.9.1.5 EDCA backoff procedure
Modify the fifth paragraph of 9.9.1.5 as indicated.

If the backoff procedure is invoked because of a failure event [either reason c) or d) above], the value of CW[AC] shall be updated as follows before invoking the backoff procedure:

a) If the QSRC[AC] or the QLRC[AC] for the QoS STA or mesh STA has reached dot11ShortRetryLimit /dot11ShortDEIRetryLimit or dot11LongRetryLimit/dot11LongDEIRetryLimit respectively, CW[AC] shall be reset to CWmin[AC].

b) Otherwise,

1) If CW[AC] is less than CWmax[AC], CW[AC] shall be set to the value (CW[AC] + 1)*2 – 1.

2) If CW[AC] is equal to CWmax[AC], CW[AC] shall remain unchanged for the remainder of any retries.

10. Layer management

10.3 MLME SAP Interface

10.3.6 Associate

10.3.6.2 MLME-ASSOCIATE.confirm

10.3.24 TS management interface

10.3.24.1 MLME- ADDTS.request

10.3.24.1.2 Semantics of the service primitive

Change the primitive parameter list in 10.3.24.1.2 as shown:

MLME-ADDTS.request(

DialogToken,

TSPEC,

TCLAS,

TCLASProcessing,

ADDTSFailureTimeout,

EBR,

IntraAccessCategoryPriority,

VendorSpecificInfo

)

Insert the following row before the VendorSpecificInfo row of the untitled table defining the primitive parameters in 10.3.24.1.2:

	Name
	Type
	Valid Range
	Description

	IntraAccessCategoryPriority
	As defined in frame format
	As defined in 7.3.2.90aa
	Specifies the intra-AC priorities the STA should use. The parameter shall be present only if the MIB attribute dot11RobustAVStreamingSCSEnabled is true.


10.3.64 QoS Map Set element management

10.3.64.1 MLME-QoSMap.request

10.3.64.1.2 Semantics of the service primitive

Change the primitive parameter list in 10.3.64.1.2 as shown:

MLME-QoSMap.request (

Non-APSTAAddress,

QoSMapSet,
Intra-Access Category Priority elements

)
Insert the following row before the VendorSpecificInfo row of the untitled table defining the primitive parameters in 10.3.64.1.2:

	Name
	Type
	Valid Range
	Description

	Intra-Access Category Priority elements
	As defined in frame format
	As defined in 7.3.2.90aa
	Specifies the intra-AC priorities the STA should use. The parameter shall be present only if the MIB attribute dot11RobustAVStreamingSCSEnabled is true.


10.3.64.2 MLME-QoSMap.indication
10.3.64.2.2 Semantics of the service primitive
Change the primitive parameter list in 10.3.64.2.2 as shown:

MLME-QoSMap.indication (

QoSMapSet,

Intra-Access Category Priority elements

)
Insert the following row before the VendorSpecificInfo row of the untitled table defining the primitive parameters in 10.3.64.2.2:
	Name
	Type
	Valid Range
	Description

	Intra-Access Category Priority elements
	As defined in frame format
	As defined in 7.3.2.90aa
	Specifies the intra-AC priorities the STA should use


Add the following clause at the end of 10.3.

10.3.67 SCS request and response procedure

The following MLME primitives support the signaling of SCS request and response procedure. The informative diagram shown in Figure 10-aa1 depicts the SCS request and response process and is not meant to be exhaustive of all possible protocol uses.
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Figure 10-aa1 – Example SCS Setup and Termination Protocol Exchange

10.3.67.1 MLME-SCS.request

10.3.67.1.1 Function

This primitive requests the transmission of an SCS Request frame be sent to an AP.

10.3.67.1.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-SCS.request
(



PeerSTAAddress,



Dialog Token,



SCSRequest)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MAC Address
	Any valid individual MAC Address
	Specifies the address of the peer MAC entity with which to perform the SCS process.

	Dialog Token
	Integer
	1– 255
	The Dialog Token to identify the SCS request and

response transaction.

	SCSRequest
	SCS Request element
	SCS Request element, as defined in 7.3.2.91aa
	Specifies frame classifiers and priority for the requested SCS stream.


10.3.67.1.3 When Generated

This primitive is generated by the SME to request that a SCS Request frame be sent to the AP with which the STA is associated.

10.3.67.1.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a SCS Request action management frame. The STA then attempts to transmit this to the AP with which the STA is associated.

10.3.67.2 MLME-SCS.confirm

10.3.67.2.1 Function

This primitive reports the result of a SCS procedure.

10.3.67.2.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-SCS.confirm(



ResultCode,



PeerSTAAddress,



Dialog Token, 



SCSResponse)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS, DECLINED, TCLAS_PROCESSING_NOT_SUPPORTED, INSUFFICIENT_TCLAS_PROCESSING, TIMEOUT
	Reports the outcome of a request to send a SCS Request frame.

	PeerSTAAddress
	MAC Address
	Any valid individual MAC Address
	Specifies the address of the peer MAC entity with which to perform the SCS process.

	Dialog Token
	Integer
	1 – 255
	The Dialog Token to identify the SCS request and response transaction.

	SCSResponse
	SCS Response element
	SCS Response element, as defined in 7.3.2.92aa
	Specifies the status returned by the AP responding to the STA's requested SCSID.


10.3.67.2.3 When Generated

This primitive is generated by the MLME as a result of an MLME-SCS.request and indicates the results of the request.

This primitive is generated when the MLME-SCS.request contains invalid parameters, when a timeout or failure occurs, or when the STA receives a SCS Response frame from the AP.

10.3.67.2.4 Effect of Receipt

On receipt of this primitive the SME should operate according to the procedure in 11.21.2.
10.3.67.3 MLME-SCS.indication

10.3.67.3.1 Function

This primitive indicates that an SCS Request frame was received from a non-AP STA. 

10.3.67.3.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-SCS.indication(
PeerSTAAddress,
Dialog Token,
SCSRequest)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC Address
	The address of the non-AP STA MAC entity from which an SCS Request frame was received.

	Dialog Token
	Integer
	1 – 255
	The Dialog Token to identify the SCS request and response transaction.

	SCSRequest
	SCS Request element
	SCS Request element, as defined in 7.3.2.91aa
	Specifies frame classifiers and priority for the requested SCS stream.


10.3.67.3.3 When Generated

This primitive is generated by the MLME when a valid SCS Request frame is received.

10.3.67.3.4 Effect of Receipt

On receipt of this primitive the SME should operate according to the procedure in 11.21.2.
10.3.67.4 MLME-SCS.response

10.3.67.4.1 Function

This primitive is generated in response to an MLME-SCS.indication requesting an SCS Response frame is sent to a non-AP STA. 

10.3.67.4.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-SCS.response(
PeerSTAAddress,
Dialog Token, 
SCSResponse)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC Address

	The address of the non-AP STA MAC entity from which a SCS Request frame was received.

	Dialog Token
	Integer
	1 – 255
	The Dialog Token to identify the SCS request and response transaction.

	SCSResponse
	SCS Response element
	SCS Response element, as defined in 7.3.2.92aa
	Specifies the status returned by the AP responding to the STA's requested SCSID.


10.3.67.4.3 When Generated

This primitive is generated by the SME in response to an MLME-SCS.indication requesting an SCS Response be sent to a non-AP STA.

10.3.67.4.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a SCS Response frame. The STA then attempts to transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.

10.3.67.5 MLME-SCS.termrequest

10.3.67.5.1 Function

This primitive requests the transmission of a SCS Response frame to a non-AP STA to terminate an established SCS stream.
10.3.67.5.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-SCS.termrequest(
PeerSTAAddress,
Dialog Token, 
SCSResponse)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC Address

	The address of the non-AP STA MAC entity to which the SCS Response frame is to be sent.

	Dialog Token
	Integer
	0
	Set to 0 for an autonomous SCS Response frame.

	SCSResponse
	SCS Response element
	SCS Response element, as defined in 7.3.2.92aa
	Specifies the requested SCSID that is cancelled by the AP.


10.3.67.5.3 When Generated

This primitive is generated by the SME to terminate an SCS stream.

10.3.67.5.4 Effect of Receipt

On receipt of this primitive, the MLME constructs an SCS Response frame. The STA then attempts to transmit this to the non-AP STA indicated by the PeerSTAAddress parameter.

10.3.67.6 MLME-DMS.termindication

10.3.67.6.1 Function

This primitive is generated by the MLME when a valid unsolicated SCS Response frame is received.

10.3.67.6.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-SCS.termindication(



ResultCode,



Dialog Token, 



SCSResponse)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS, FAILURE
	Indicates the result of the MLME-SCS.termrequest primitive.

	Dialog Token
	Integer
	0
	Set to 0 for an autonomous SCS Response frame.

	SCSResponse
	SCS Response element
	SCS Response element, as defined in 7.3.2.92aa
	Specifies the requested SCSID that is cancelled by the AP.


10.3.67.6.3 When Generated

This primitive is generated when the STA receives an unsoliciated SCS Response frame from the AP.

10.3.64.6.4 Effect of Receipt

On receipt of this primitive the SME should operate according to the procedure in 11.21.2.
11. MLME

11.4 TS operation
11.4.1 Introduction
Modify the second and third paragraphs of 11.4.1 as indicated.

A TS may have one or more TCLAS (within the discretion of the STA that sets up the stream) associated with it. The AP uses the parameters in the TCLAS elements to filter the MSDUs belonging to this TS so that they can be delivered with the QoS parameters that have been set up for the TS. An Intra-Access Category Priority element may be associated with a TS. The User Priority subfield of the Intra-Access Priority element shall be set to the same User Priority as specified in the User Priority subfield of the TS Info field. The Drop Eligibility subfield is used to tag the drop eligibility of the MSDUs of this TS.
TSPEC and the optional TCLAS and Intra-Access Priority elements are transported on the air by the ADDTS, in the corresponding QoS Action frame and across the MLME SAP by the MLME-ADDTS primitives.

11.4.6 Data transfer

Add the following to the end of 11.4.6.

If an Intra-Access Priority element was provided when the TS was created, the Drop Eligibility subfield is used to tag the drop eligibility of the MSDU.
11.21 Robust AV Streaming

11.21.2 SCS Procedures
The Stream Classification Service (SCS) is a service that may be provided by an AP to its associated STAs that support the SCS service, where the AP classifies incoming MSDUs based upon parameters provided by the non-AP STA.
The classification allows User Priority and Drop Eligibility to be selected for all MSDUs matching the classification.

Implementation of SCS is optional for a STA. A STA that implements SCS has the MIB attribute dot11RobustAVStreamingSCSImplemented set to true. A STA that has a value of true for the MIB attribute dot11RobustAVStreamingSCSEnabled is defined as a STA that supports Stream Classification. A STA for which MIB attribute dot11RobustAVStreamingSCSEnabled is true shall set the SCS field of the Extended Capabilities information element to 1.
A non-AP STA that supports SCS may request use of SCS by sending an SCS Request frame frame that includes SCS Request element with the Request Type field set to “Add” or “Change”. The SCS Descriptor List field in the SCS Request element identifies how MSDUs are classified and the priority to assign to MSDUs that match this classification.

Each SCS stream is identified by an SCSID. This SCSID is used by a non-AP STA to request creation, modification or deletion of an SCS stream. The SCSID is used by an AP to identify an SCS stream in SCS responses.

Upon receipt of an SCS Request frame from an associated non-AP STA, the AP shall respond with a corresponding SCS Response frame. A status value of “Successful” shall be set in the corresponding Status field of the SCS Status in the SCS Response element when the AP accepts the SCS request for the requested SCSID. A status value of “The request has been declined”, “Requested TCLAS processing is not supported by the AP”, or “The AP has insufficient TCLAS processing resources to satisfy the request” shall be set in the corresponding SCS Status field of the SCS Status in the SCS Response element when the AP denies the SCS request for the requested SCSID.
If the AP declines a request to change a previously accepted SCSID, the previously accepted classification for this SCSID continues to operate.

If the requested SCS is accepted by the AP, the AP shall process subsequent incoming unicast MSDUs from the DS or WM that match the classifier specified in the SCS Descriptor. The processing of matching MSDUs depends upon the access policy assigned to the MSDU:
· For matching MSDUs that are not part of a TS (as described in 11.4), the User Priority subfield of the Intra-Access Priority element is used as the UP of these MSDUs.

· All matching MSDUs are tagged with their drop eligibility using the value from the Drop Eligibility subfield of the Intra-Access Priority element in the DEI subfield of the AVT field, as defined in 7.1.3.5.8.

A non-AP STA may request the termination of an accepted SCS stream by sending an SCS Request frame with the Request Type set to “Remove” and the requested SCSIDs in the SCS Request element. The length field of the SCS Descriptor is set to 0 and no Intra-Access Priority, TCLAS or TCLAS Processing elements shall be included in the SCS Descriptor.
Upon reception of a request to terminate a previously accepted SCS stream, the AP shall cease to apply the classifier related to this SCSID. The AP shall send an SCS Response frame to confirm the termination of the SCS stream identified by the SCSID, by including the SCSID and a Status value of “Terminate” in the SCS Status field of an SCS Response element and the dialog token in the SCS Response frame set to the value from the SCS Request frame that requested termination.
The AP may send an unsolicited SCS Response frame at any time to cancel a granted SCS stream identified by the SCSID, by including the SCSID and a Status value of “Terminate” in the SCS Status field of an SCS Response element and the dialog token in the SCS Response frame set to 0.
Annex A

(normative) 

Protocol Implementation Conformance Statement (PICS) proforma

A.2 Abbreviations and special symbols

A.2.2 General abbreviations for Item and Support columns

Insert one new list item at the end of A.2.2 as indicated below:

AVT
audio video transport
A.4 PICS proforma–IEEE Std. 802.11, 2007 Edition

A.4.3 IUT configuration 

Insert this entry to the end of the IUT configuration table:

	Item
	IUT configuration
	References
	Status
	Support

	*CFaa
	Is RobustAVT supported?
	5.2.12
	(CF12):O
	Yes, No, N/A


Insert this new clause after A.4.22: 

EDITORIAL NOTE—last clause in 11u is A.4.22.

A.4.23 RobustAVT extensions

	Item
	Protocol Capability
	References
	Status
	Support

	Item
	Protocol Capability
	References
	Status
	Support

	AVT1
	Extended Capabilities information element
	7.3.2.27
	CFaa:M
	Yes, No, N/A

	AVT2
	More Reliable Groupcast 
	9.2.7.3
	CFaa: <TBD>
	Yes, No, N/A

	AVT4
	Stream Classification Service 
	11.21.2
	CFaa:O
	Yes, No, N/A

	
AVT4.1
	
Event Request frame
	7.4.2.5aa
	AVT4:M
	Yes, No, N/A

	
AVT4.2
	
Event Report frame
	7.4.2.6aa
	AVT4:M
	Yes, No, N/A


Annex D

(normative) 

ASN.1 encoding of the MAC and PHY MIB

Change the “Dot11StationConfigEntry” of the “dotStationConfig TABLE” as follows:

-- *********************************************************************

-- * dotStationConfig TABLE

-- *********************************************************************

Dot11StationConfigEntry ::=
SEQUENCE {

dot11StationID 





MacAddress,

dot11MediumOccupancyLimit 




INTEGER,

dot11CFPollable 





TruthValue,

dot11CFPeriod 





INTEGER,

dot11CFPMaxDuration 




INTEGER,

dot11AuthenticationResponseTimeOut 



Unsigned32,

dot11PrivacyOptionImplemented 



TruthValue,

dot11PowerManagementMode 




INTEGER,

dot11DesiredSSID 





OCTET STRING,

dot11DesiredBSSType 




INTEGER,

dot11OperationalRateSet 




OCTET STRING,

dot11BeaconPeriod 





INTEGER,

dot11DTIMPeriod 





INTEGER,

dot11AssociationResponseTimeOut 



Unsigned32,

dot11DisassociateReason 




INTEGER,

dot11DisassociateStation 




MacAddress,

dot11DeauthenticateReason 




INTEGER,

dot11DeauthenticateStation 




MacAddress,

dot11AuthenticateFailStatus 




INTEGER,

dot11AuthenticateFailStation 



MacAddress,

dot11MultiDomainCapabilityImplemented 


TruthValue,

dot11MultiDomainCapabilityEnabled 



TruthValue,

dot11CountryString 




OCTET STRING,

dot11SpectrumManagementImplemented 



TruthValue,

dot11SpectrumManagementRequired 



TruthValue,

dot11RSNAOptionImplemented 




TruthValue,

dot11RSNAPreauthenticationImplemented 


TruthValue,

dot11RegulatoryClassesImplemented 



TruthValue,

dot11RegulatoryClassesRequired 



TruthValue,

dot11QosOptionImplemented 




TruthValue,

dot11ImmediateBlockAckOptionImplemented 


TruthValue,

dot11DelayedBlockAckOptionImplemented 


TruthValue,

dot11DirectOptionImplemented 



TruthValue,

dot11APSDOptionImplemented 




TruthValue,

dot11QAckOptionImplemented 




TruthValue,

dot11QBSSLoadOptionImplemented 



TruthValue,

dot11QueueRequestOptionImplemented 



TruthValue,

dot11TXOPRequestOptionImplemented 



TruthValue,

dot11MoreDataAckOptionImplemented 



TruthValue,

dot11AssociatedinNQBSS 




TruthValue,

dot11DLSAllowdInQBSS 




TruthValue,

dot11DLSAllowed 





TruthValue,

dot11AssociateStation 




MacAddress,

dot11AssociateID 





INTEGER,

dot11AssociateFailStation 




MacAddress,

dot11AssociateFailStatus 




INTEGER,

dot11ReassociateStation 




MacAddress,

dot11ReassociateID 




INTEGER,

dot11ReassociateFailStation 




MacAddress,

dot11ReassociateFailStatus 




INTEGER,

dot11RadioMeasurementCapable 



TruthValue,

dot11RadioMeasurementEnabled 



TruthValue,

dot11RadioMeasurementProbeDelay 



INTEGER,

dot11MeasurementPilotReceptionEnabled 


TruthValue,

dot11MeasurementPilotTransmissionEnabled 


TruthValue,

dot11MeasurementPilotTransmissionVirtualApSetEnabled 

TruthValue,

dot11MeasurementPilotPeriod 




INTEGER,

dot11LinkMeasurementEnabled 




TruthValue,

dot11NeighborReportEnabled 




TruthValue,

dot11ParallelMeasurementsEnabled 



TruthValue,

dot11TriggeredMeasurementsEnabled 



TruthValue,

dot11RepeatedMeasurementsEnabled 



TruthValue,

dot11MeasurementPauseEnabled 



TruthValue,

dot11QuietIntervalEnabled 




TruthValue,

dot11PassiveBeaconMeasurementEnabled 



TruthValue,

dot11ActiveBeaconMeasurementEnabled 



TruthValue,

dot11TableBeaconMeasurementEnabled 



TruthValue,

dot11ReportingConditionsEnabled 



TruthValue,

dot11FrameMeasurementEnabled 



TruthValue,

dot11ChannelLoadEnabled 




TruthValue,

dot11NoiseHistogramEnabled 




TruthValue,

dot11StatisticsReportEnabled 



TruthValue,

dot11LCIReportEnabled 




TruthValue,

dot11TransmitStreamMeasurementEnabled 


TruthValue,

dot11APChannelReportEnabled 




TruthValue,

dot11AnnexQMIBSupportEnabled 



TruthValue,

dot11NonOperatingChannelMeasurementsEnabled 


TruthValue,

dot11MaximumMeasurementDuration 



Unsigned32,

dot11MeasurementPilotSupport 



Unsigned32,

dot11FastBSSTransitionImplemented 



TruthValue,

dot11LCIDSEImplemented 




TruthValue, 

dot11LCIDSERequired 




TruthValue, 

dot11DSERequired 





TruthValue, 

dot11ExtendedChannelSwitchEnabled 



TruthValue, 

dot11HighThroughputOptionImplemented 



TruthValue,

dot11WirelessManagementImplemented 



TruthValue, 

dot11MaxIdlePeriod 




INTEGER,

dot11TIMBroadcastInterval     



INTEGER,

dot11TIMBroadcastOffset       



INTEGER,

dot11MinTriggerTimeout     



INTEGER,

dot11RRMCivicMeasurementEnabled 



TruthValue,

dot11RRMIdentifierMeasurementEnabled 


TruthValue,
dot11DMSMaxSTAS       




INTEGER,
dot11DMSMaxChannelLoadForNewService 



INTEGER,
dot11DMSMaxChannelLoad 




INTEGER,
dot11UTCTSFDTIMInterval 




INTEGER,
dot11UTCTSFOffsetTimeError 




INTEGER,
dot11UTCTSFOffsetTimeValue 




INTEGER,



dot11RobustAVStreaming 




TruthValue,



dot11RobustAVStreamingAdvancedMRG 



TruthValue,



dot11RobustAVStreamingSCSImplemented


TruthValue,

dot11RobustAVStreamingSCSEnabled



TruthValue
}

Insert the following elements at the end of the dot11StationConfigTable element definitions:
dot11RobustAVStreamingSCSImplemented OBJECT-TYPE


SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



“This attribute, when TRUE, indicates that the station 





implementation supports the stream classification service.”


DEFVAL { false }



::= { dot11StationConfigEntry aa6 }

dot11RobustAVStreamingSCSEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



“This attribute, when TRUE, indicates that the station 





implementation supports the stream classification service



and that this has been enabled.”


DEFVAL { false }



::= { dot11StationConfigEntry aa7 }

Modify the “Dot11OperationEntry” in the “dot11Operation TABLE” as shown:

Dot11OperationEntry ::=


SEQUENCE { 
dot11MACAddress MacAddress,




dot11RTSThreshold INTEGER,




dot11ShortRetryLimit INTEGER,




dot11LongRetryLimit INTEGER,




dot11FragmentationThreshold INTEGER,




dot11MaxTransmitMSDULifetime Unsigned32,




dot11MaxReceiveLifetime Unsigned32,




dot11ManufacturerID DisplayString,




dot11ProductID DisplayString,




dot11CAPLimit INTEGER,




dot11HCCWmin INTEGER,




dot11HCCWmax INTEGER,




dot11HCCAIFSN INTEGER,




dot11ADDBAResponseTimeout INTEGER,




dot11ADDTSResponseTimeout INTEGER,




dot11ChannelUtilizationBeaconInterval INTEGER,




dot11ScheduleTimeout INTEGER,




dot11DLSResponseTimeout INTEGER,




dot11QAPMissingAckRetryLimit INTEGER,




dot11EDCAAveragingPeriod INTEGER, 




dot11ShortDEIRetryLimit INTEGER,




dot11LongDEIRetryLimit INTEGER }
Add the following two entries after the “dot11EDCAAveragingPeriod” entry:

dot11ShortDEIRetryLimit OBJECT-TYPE


SYNTAX INTEGER (1..255)


MAX-ACCESS read-write


STATUS current


DESCRIPTION



"This attribute shall indicate the maximum number of



transmission attempts of a frame where the DEI subfield is set



to one, the length of which is less than or equal to dot11RTSThreshold,



that shall be made before a failure condition is indicated.



The default value of this attribute shall be 7."


::= { dot11OperationEntry aa8 }

dot11LongDEIRetryLimit OBJECT-TYPE


SYNTAX INTEGER (1..255)


MAX-ACCESS read-write


STATUS current


DESCRIPTION



"This attribute shall indicate the maximum number of



transmission attempts of a frame where the DEI subfield is



set to one, the length of which is



greater than dot11RTSThreshold, that shall be made before a



failure condition is indicated. The default value of this


attribute shall be 4."


::= { dot11OperationEntry aa9 }

Modify “dot11MACbase2” in the “Groups - units of conformance” section as shown:

dot11MACbase2 OBJECT-GROUP


OBJECTS { 
dot11MACAddress, dot11Address,




dot11GroupAddressesStatus,




dot11RTSThreshold, dot11ShortRetryLimit,




dot11LongRetryLimit, dot11FragmentationThreshold,




dot11MaxTransmitMSDULifetime,




dot11MaxReceiveLifetime, dot11ManufacturerID,




dot11ProductID, dot11CAPLimit, dot11HCCWmin,




dot11HCCWmax, dot11HCCAIFSN,




dot11ADDBAResponseTimeout, dot11ADDTSResponseTimeout,




dot11ChannelUtilizationBeaconInterval, dot11ScheduleTimeout,




dot11DLSResponseTimeout, dot11QAPMissingAckRetryLimit,




dot11EDCAAveragingPeriod,




dot11ShortDEIRetryLimit, dot11LongDEIRetryLimit }


STATUS current


DESCRIPTION



"The MAC object class provides the necessary support for the



access control, generation, and verification of frame check



sequences (FCSs), and proper delivery of valid data to upper


layers."


::= { dot11Groups 31 }

References:



Abstract


This document contains the normative text of a proposal to fulfil the PAR objective of the 11aa task group:


Graceful degradation of audio video streams when there is insufficient channel capacity, by enabling packet discarding without any requirement for deep packet inspection,





This proposal also creates a new service called the “stream classification service” that allows the establishment of streams with layer 2 and/or layer 3 signalling of packet drop eligibility and allows classification of streams to a user priority.
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