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4. Abbreviations and acronyms

Insert the following new acronyms in alphabetical order:

DMS
Directed Multicast Service

DMSID
Directed Multicast Service Identifier

DST
daylight saving time

EDT
eastern daylight time

ES
Emergency Services such as E911

EST
eastern standard time

FMS
Flexible Multicast Service

FMSID
Flexible Multicast Stream Identifier

TAI
Temps Atomique International (International Atomic Time)

TFS
Traffic Filtering Service

TTTT
Target TIM Transmission Time

URI
Uniform Resource Identifier

UTC
Coordinated Universal Time

WNM
Wireless Network Management

7. Frame formats

7.2 Format of individual frame types

7.2.3 Management frames

7.2.3.1 Beacon frame format

Modify the current element order 31 and add 3 new elements orders 42 to 44 to Table 7-8 as shown:.

	Table 7-8—Beacon frame body



	Order
	Information
	Notes

	31
	Multiple BSSID 
	One or more The Multiple BSSID elements is are present if

dot11RRMMeasurementPilotCapability is set to a value between

2 and 7 and the AP is a member of a Multiple BSSID Set (see

11.10.11) with two or more members, or if dot11MgmtOptionMultiBSSIDEnabled is set to true.

	42
	FMS Descriptor
	The FMS Descriptor element is present if dot11MgmtOptionFMSEnabled is set to true.

	43
	QoS Traffic Capability
	The QoS Traffic Capability element is optionally present if dot11MgmtOptionACStationCountEnabled is set to true.

	44
	Time Advertisement
	The Time Advertisement element is present every  dot11TimeAdvertisementIntervalDTIMs if dot11MgmtOptionUTCTSFOffsetEnabled is set to true.

	45
	Time Zone
	The Time Zone element is present every dot11TimeAdvertisementIntervalDTIMs if dot11MgmtOptionUTCTSFOffsetEnabled is set to true.


7.2.3.4 Association Request frame format

Insert order 16 to 17 information fields into Table 7-10:
	Table 7-10—Association Request frame body



	Order
	Information
	Notes

	16
	QoS Traffic Capability
	The QoS Traffic Capability element is present if dot11MgmtOptionQoSTrafficCapabilityEnabled is set to true.

	17
	TIM Broadcast Request
	The TIM Broadcast Request element is present if dot11MgmtOptionTIMBroadcastEnabled


 is set to true.


7.2.3.5 Association Response frame format

Insert order 18 to 19 information fields into Table 7-11:
	Table 7-11—Association Response frame body



	Order
	Information
	Notes

	18
	BSS Max Idle Period
	The BSS Max Idle Period element is present if dot11WirelessManagementImplemented is set to true.

	19
	TIM Broadcast Response
	The TIM Broadcast Response element is present if

dot11MgmtOptionTIMBroadcastEnabled is set to true and the TIM Broadcast Request element is present in the Association Request

that elicited this Association Response frame.


7.2.3.6 Reassociation Request frame format

Insert order 19 to 20 information fields into Table 7-12:

	Table 7-12—Reassociation Request frame body



	Order
	Information
	Notes

	19
	QoS Traffic Capability
	The QoS Traffic Capability element is present if dot11MgmtOptionQoSTrafficCapabilityEnabled is set to true.

	20
	TIM Broadcast Request
	The TIM Broadcast Request element is present if dot11MgmtOptionTIMBroadcastEnabled


 is set to true.


7.2.3.7 Reassociation Response frame format

Insert order 20 and 21 information fields into Table 7-13:

	Table 7-13—Reassociation Response frame body



	Order
	Information
	Notes

	20
	BSS Max Idle Period
	The BSS Max Idle Period element is present if dot11WirelessManagementImplemented is set to true.

	21
	TIM Broadcast Response
	The TIM Broadcast Response element is present if dot11MgmtOptionTIMBroadcastEnabled


 is set to true and the TIM Broadcast Request element is present in the Reassociation Request frame that elicited this Reassociation Response frame.


7.2.3.8 Probe Request frame format

Insert order 10 information field into Table 7-14:

	Table 7-14—Probe Request frame body



	Order
	Information
	Notes

	10
	SSID List
	The SSID List element is optionally present if dot11MgmtOptionSSIDListEnabled is set to true.


7.2.3.9 Probe Response frame format

Change Table 7-15 as follows:

	Table 7-15—Probe Response frame body



	Order
	Information
	Notes

	24
	Multiple BSSID
	One or more Multiple BSSID elements are present Included if dot11RRMMeasurementPilotCapability is set to a

value between 2 and 7 and the AP is a member of a Multiple

BSSID Set (see 11.10.11) with two or more members, or if dot11MgmtOptionMultiBSSIDEnabled is set to true.

	40
	QoS Traffic Capability
	The QoS Traffic Capability element is optionally present if dot11MgmtOptionACStationCountEnabled is set to true.

	41
	Time Advertisement
	The Time Advertisement element is present if dot11MgmtOptionUTCTSFOffsetEnabled is set to true

	42
	Time Zone
	The Time Zone element is present if dot11MgmtOptionUTCTSFOffsetEnabled is set to true


7.3.2 Information Elements

Insert Element IDs <ANA> and change the Reserved row in Table 7-26 as follows (note that the entire table is not shown here):

	Table 7-26—Element IDs



	Information Element
	Element ID
	Length (in octets)
	Extensible

	Event Request (see 7.3.2.62)
	<ANA>
	5 to 257
	Subelements

	Event Report (see 7.3.2.63)
	<ANA>
	5 to 257
	

	Diagnostic Request (see 7.3.2.64)
	<ANA>
	6 to 257
	Subelements

	Diagnostic Report (see 7.3.2.65)
	<ANA>
	5 to 257
	Subelements

	Location Parameters (see 7.3.2.66)
	<ANA>
	2 to 257
	Subelements

	Non-transmitted BSSID Capability (see 7.3.2.67)
	<ANA>
	4
	

	SSID List (see 7.3.2.68)
	<ANA>
	2 to 257
	

	Multiple BSSID-Index (see 7.3.2.69)
	<ANA>
	3 to 5
	

	FMS Descriptor (see 7.3.2.70)
	<ANA>
	3 to 257
	

	FMS Request (see 7.3.2.71)
	<ANA>
	3 to 257
	Subelements

	FMS Response (see 7.3.2.72)
	<ANA>
	18 to 257
	Subelements

	QoS Traffic Capability (see 7.3.2.73)
	<ANA>
	3-5
	Yes

	BSS Max Idle Period (see 7.3.2.74)
	<ANA>
	5
	Yes

	TFS Request (see 7.3.2.75)
	<ANA>
	6 to 257
	Subelements

	TFS Response (see 7.3.2.76)
	<ANA>
	6 to 256
	Subelements

	WNM-Sleep Mode (see 7.3.2.77)
	<ANA>
	4 or 5
	Yes

	TIM Broadcast Request (see 7.3.2.78)
	<ANA>
	3
	Yes

	TIM Broadcast Response (see 7.3.2.79)
	<ANA>
	3 or 12
	Yes

	Collocated Interference Report (see 7.3.2.80)
	<ANA>
	23
	Yes

	Channel Usage (see 7.3.2.81)
	<ANA>
	3 to 257
	Subelements

	Time Zone (see 7.3.2.82)
	<ANA>
	1 to 257
	Yes

	
	
	
	

	Reserved
	(<ANA>+1) 74 — 220
	
	


7.3.2.27 Extended Capabilities information element

Insert Bit(s) <ANA> and change the Reserved row in Table 7-35a as follows (note that the entire table is not shown here): 
	Table 7-35a—Capabilities field



	Bit(s)
	Information
	Notes

	<ANA>
	Event
	The STA sets the Event field to 1 when the MIB attribute dot11MgmtOptionEventsEnabled is set to true, and sets it to 0 otherwise. See 11.20.2.

	<ANA>
	Diagnostics
	The STA sets the Diagnostics field to 1 when the MIB attribute dot11MgmtOptionDiagnosticsEnabled is set to true, and sets it to 0 otherwise. See 11.20.3.

	<ANA>
	Multicast Diagnostics
	The STA sets the Multicast Diagnostics field to 1 when the MIB attribute dot11MgmtOptionMulticastDiagnosticsEnabled is set to true, and sets it to 0 otherwise. See 11.20.2.

	<ANA>
	Location Tracking
	The STA sets the Location Tracking field to 1 when the MIB attribute dot11MgmtOptionLocationEnabled is set to true, and sets it to 0 otherwise. See 11.20.4.

	<ANA>
	FMS
	The STA sets the FMS field to 1 when the MIB attribute dot11MgmtOptionFMSEnabled is set to true, and sets it to 0 otherwise.

See 11.2.1.4a and 11.20.7.

	<ANA>
	Proxy ARP Service
	The AP sets the Proxy ARP Service field to 1 when the MIB attribute dot11MgmtOptionProxyARPEnabled is set to true, and sets it to 0 otherwise. See 11.20.13. A non-AP STA sets the Proxy ARP Service field to 0.

	<ANA>
	Collocated Interference Reporting
	The STA sets the Collocated Interference Reporting field to 1 when the MIB attribute dot11MgmtOptionCoLocIntfReportingEnabled is set to true, and sets it to 0 otherwise. See 11.20.9.

	<ANA>
	ES CIVIC Location
	The STA sets the ES CIVIC Location field to 1 when the MIB attribute dot11RRMCivicMeasurementEnabled is set to true, and sets it to 0 otherwise. See 11.10.8.9.

	<ANA>
	ES Geo Location
	The STA sets the ES Geo Location field to 1 when the MIB attribute dot11RRMLCIMeasurementEnabled is set to true, and sets it to 0 otherwise. See 11.10.8.6.

	<ANA>
	TFS
	The STA sets the TFS field to 1 when the MIB attribute dot11MgmtOptionTFSEnabled is set to true, and sets it to 0 otherwise. See 11.20.11.

	<ANA>
	WNM-Sleep Mode
	The STA sets the WNM-Sleep Mode field to 1 when the MIB attribute dot11MgmtOptionWNMSleepModeEnabled is set to true, and sets it to 0 otherwise. See 11.2.1.14.

	<ANA>
	TIM Broadcast
	The STA sets the TIM Broadcast field to 1 when the MIB attribute dot11MgmtOptionTIMBroadcastEnabled is set to true, and sets it to 0 otherwise. See 11.2.1.13.

	<ANA>
	BSS Transition
	The STA sets the BSS Transition field to 1 when the MIB attribute dot11MgmtOptionBSSTransitionEnabled is set to true, and sets it to 0 otherwise. See 11.20.6.

	<ANA>
	QoS Traffic Capability
	The STA sets the QoS Traffic Capability field to 1 when the MIB attribute dot11MgmtOptionQoSTrafficCapabilityEnabled is set to true, and sets it to 0 otherwise. See 11.20.9.

	<ANA>
	AC Station Count
	The STA sets the AC Station Count field to 1 when the MIB attribute dot11MgmtOptionACStationCountEnabled is set to true, and sets it to 0 otherwise. See 11.20.10.

	<ANA>
	Multiple BSSID
	The STA sets the Multiple BSSID field to 1 when the MIB attribute dot11MgmtOptionMultiBSSEDEnabled is set to true, and sets it to 0 otherwise. See 11.10.11 and 11.1.2.3a.

	<ANA>
	Timing Measurement
	The STA sets the Timing Measurement field to 1 when the MIB attribute dot11MgmtOptionTimingMsmtEnabled is set to true, and sets it to 0 otherwise. See 11.20.5.

	<ANA>
	Channel Usage
	The STA sets the Channel Usage field to 1 when the MIB attribute dot11MgmtOptionChannelUsageEnabled is set to true and sets it to 0 otherwise. See 11.20.14. 

	<ANA>
	SSID List
	The STA sets the SSID List field to 1 when the MIB attributedot11MgmtOptionSSIDListEnabled is set to true, and sets it to 0 otherwise. See 11.1.3.

	<ANA>
	DMS
	The STA sets the DMS field to 1 when the MIB attribute dot11MgmtOptionDMSEnabled is set to true and sets it to 0 otherwise. See 11.20.15.

	<ANA>
	UTC TSF Offset
	The STA sets the UTC TSF Offset field to 1 when the MIB attribute dot11MgmtOptionUTCTSFOffsetEnabled is set to true and sets it to 0 otherwise. See 11.20.16.

	(<ANA>+1) — n*8
	Reserved
	All other bits are reserved, and are set to 0 on transmission and ignored on reception.


7.3.2.63 Event Report element

7.3.2.63.1 Event Report Definition

The Event Report element is used by a STA to report an event. The format of the Event Report element is shown in Figure v15.

	
	
	
	
	
	

	
	Element ID
	Length
	Event Token
	Event Type
	Event Report Status

	Octets:
	1
	1
	1
	1
	1

	
	
	
	
	
	

	
	Event TSF


	Event Time Value
	Event Time Error
	Event Report (optional)
	

	Octets:
	0 or 8
	0 or 10
	0 or 5
	variable
	

	Figure v15—Event Report element format


The Element ID field is equal to the Event Report value in Table 7-26.

The value of the Length field is 3 or 26 plus the length of the Event Report field. The minimum value of the Length field is 3.

The Event Token field is set to the Event Token in the corresponding Event Request element. If the Event Report element is being sent autonomously then the Event Token is set to 0. 

The Event Type field is set to a number that identifies the type of event report. The Event Types are shown in Table v1.

The Event Report Status field is set to a value in Table v5, indicating the STA’s response to the Event Request.

	Table v5—Event Report Status



	Event Report Status
	Description

	0
	Successful

	1
	Request failed

	2
	Request refused

	3
	Request incapable

	4
	Detected frequent transition

	5–255
	Reserved


The Event TSF, Event Time Value, Event Time Error and Event Report fields are only present when the Event Report Status field is set to 0.

The Event TSF field is set to TSF value when the STA logged the event. 

The Event Time Value field is set to the UTC value that corresponds to the UTC UT0 time when the TSF timer is equal to 0. If the Event Time Value is unknown, the field is set to 0. 

The Event Time Error field is set to the UTC standard deviation, as described in 7.3.2.80 that corresponds to the TSF value logged for the event. If the Event Time Error is unknown, the field is set to 0. 
	


	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


The Event Report field contains the specification of a single event report, as described in 7.3.2.63.2 through 7.3.2.63.5.

The Event Report element is included in an Event Report frame as described in 7.4.11.3. The use of the Event Report element and frame is described in 11.20.2.

7.3.2.80 Time Advertisement information element

The Time Advertisement information element, shown in Figure 7-95a1, specifies fields describing the source of time corresponding to a time standard, which may correspond with an external clock (external time source), an estimate of the offset between that time standard and the TSF timer, and the standard deviation of the error in the offset estimate. This information may be used by a receiving STA to align its own estimate of the time standard based on that of another STA.  

	Element ID


	Length
	Timing capabilities
	Time Value
	Time Error



Octets
       1
                 1

1
        10
 
      5

Figure 7-95a1—Time Advertisement information element format

The Timing capabilities field specifies the STA's source and encoding of the Time Value field. The encoding of the Timing capabilities field is specified in Table 7-37b.

Table 7-37b—Encoding of the Timing Capabilities field

	Value
	Usage

	0
	No standardized external time source (arbitrary)

	1
	Timestamp offset based on UT0 [ed: add this reference: ITU-R TF.460-4, and insert the associated pointer here]

	2
	UTC UT0 time at which the TSF timer is 0

	3 – 255
	Reserved


When the Timing Capabilities field is set to 0, the Time Value and Time Error fields are not present in the Time Advertisement information element.  
When Timing Capabilities is set to 1, the Time Value field specifies a two's complement integer in nanoseconds which, when added to the Timestamp present in the same transmitted frame gives the receiving STA an estimate of the time standard at the time the frame was transmitted. The Timestamp is derived from the TSF Timer as defined in 11.20 (Note – TGv may want to add references to clause 11.1.  TGp editor do not include this note). 
When Timing Capabilities is set to 2, the Time Value field is set to the UTC UT0 time at which the TSF timer is 0. The format, including all subfields shown in Table vXXX. 
	Table vXXX—Time Value field format when Timing Capabilities is 2



	Octet
	Description

	0 - 1
	Year (0-65534)

	2
	Month (1-12)

	3
	Day of month (1-31)

	4
	Hours (0-23)

	5
	Minutes (0-59)

	6
	Seconds (0-59)

	7-8
	Milliseconds (0-999)

	9
	Reserved


The Time Error field specifies an unsigned integer in nanoseconds that defines the standard deviation of the error in the Time Value estimate.  When the Timing Capabilities field is 1 or 2, the Time Error field is the error in the estimate of the external time standard (e.g. UT0) compared with the true value of time corresponding to that extrernal time standard, as well as any additional errors introduced when computing the Time Value. 
7.3.2.82 

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	






	


	
	

	
	

	
	

	
	

	
	

	
	

	
	


7.3.2.82 Time Zone element

The Time Zone element contains the local time zone of the AP. The format of the Time Zone element is shown in Figure vXX.

	
	
	
	
	

	
	Element ID
	Length 
	Time Zone 

	Octets:
	1
	1
	variable

	Figure vXX—Time Zone element format


The Element ID field is set to the Time Zone value in Table 7-26.

The value of the Length field is variable.

The format of the Time Zone field is as specified in section 8.3 of IEEE Std 1003.1-2004:

stdoffset[dst[offset][,start[/time],end[/time]]]

The length of the field is no less than 4 octets and no more than TZNAME_MAX, as defined in IEEE Std 1003.1-2004. The Time Zone field represents the time zone at the AP’s location. The encoding of the field is in ASCII characters as shown in the following Example-1.

Example-1: 



 EST5

Example-2: 


























 EST5EDT4,M3.2.0/02:00,M11.1.0/02:00

In the Example-2 above, the string is interpreted as a time zone that is normally five hours behind UTC, and four hours behind UTC during DST, which runs from the second Sunday in March at 02:00 local time through the first Sunday in November at 02:00 local time. Normally, the time zone is abbreviated “EST” but during DST it is abbreviated “EDT”.

11.20.2 Event request and report procedures

11.20.2.1 Event request and event report

The Event Request and Event Report frames enable network real-time diagnostics. A STA that has a value of true for the MIB attribute dot11MgmtOptionEventsEnabled is defined as a STA that supports event requests and reports. A STA for which the MIB attribute dot11MgmtOptionEventsEnabled is set to true shall set the Event field of the Extended Capabilities information element to 1. If dot11MgmtOptionEventsEnabled is set to true, a STA shall log all Transition, RSNA, Peer-to-Peer, and WNM Log events, including the corresponding TSF, Event Time Value and Event Time Error. 

The STA log of events shall not be cleared as a result of BSS transitions. However, if the STA moves to a different ESS or IBSS, the STA shall delete all event log entries.

A STA that supports event reporting shall only send an Event Request or Event Report frame to a STA within the same infrastructure BSS or the same IBSS whose last received Extended Capabilities information element contained a value of 1 for the Event bit in the Capabilities field. If the STA receives an Event Request frame without error and it supports event reporting, it shall respond with an Event Report frame that includes the Dialog Token that matches the one in the Event Request frame. 

The permitted source and destination STAs for an Event Request frame are shown in Table 11-14.

Within each Event Request frame there may be zero or more Event Request elements. Each Event Request element contains a unique Event Token that identifies the element within the Event Request frame. Each Event Report element shall contain the same Event Token that was included in the original request. 

Only a single Event Request frame from a STA is outstanding at a given STA at any time. If a STA that supports event reporting receives a subsequent Event Request frame with a different Dialog Token before completing the Event Report for the previous request from the requesting STA, the receiving STA shall only respond to the most recent request frame.

Upon a BSS transition, any event requests in the latest Event Request frame shall be cancelled at the STA.

The Event Request elements may contain conditions that specify events to be reported and conditions that establish event reporting when a STA experiences problems or failures. A STA sends an Event Request frame containing zero or more Event Request elements including one or more subelements. Subelements are defined for each event type. The corresponding Event Report element shall include the events that meet the specified event conditions within the current ESS or IBSS.

All Event Report elements shall include a Status field that indicates the overall result of the event request/report transaction. If the STA is able to return zero or more Event Report elements, then the STA shall return a value of “Successful” in the Event Report element. If the STA has no logged events of the requested type, the STA shall return a successful Event Report element without an event included in the Event Report field. If the STA is unable to process the request at that time, the STA shall return a value of “Request failed” in the Event Report element. If a STA refuses an event request, the STA shall return a value of “Request refused” in the Event Report element. The reasons for refusing an event request are outside the scope of this standard but may include reduced quality of service, unacceptable power consumption, measurement scheduling conflicts, or other significant factors. If the STA is incapable of generating an Event Report of the type specified in the Event Request frame, the STA shall return a value of “Request incapable” indicating that the requester should not request again.

If the Event Report elements do not fit into a single MMPDU, the reporting STA shall send the remaining elements in additional Event Report frames until all Event Report elements have been returned to the requesting STA. Each subsequent Event Report frame and Event Report elements shall include the same Dialog Token and Event Token, respectively, that was sent in the corresponding Event Request frame. When multiple MMPDUs are required, the non-AP STA shall include complete Event Report elements and shall not fragment an element across multiple MMPDUs.

Both the Event Request frame and the Event Report frame shall only be sent with an individually addressed destination address. If a non-AP STA that supports event reporting receives an Event Request frame with a multicast destination address, it shall discard the frame. In an infrastructure BSS, an Event Request shall only be sent from an AP to a non-AP STA. Event Request frames sent to an AP that supports event reporting shall be discarded by the AP.

When a STA sends an Event Request frame to another STA it shall indicate the types of events requested by setting the Event Type field and shall indicate the maximum number of logged events to report by using the Event Response Limit field in each included Event Request element. If the number of available logged events of the requested type exceeds the Event Response Limit, the STA shall only report an Event Response Limit number of the most recent events. If there are no available logged events of the type specified in the Event Request frame, the STA shall send the Event Report frame without any Event Report element. The reporting STA shall send all available Event Report elements for the requested Event Type when the Event Request field is not present in the Event Request element.

A STA shall transmit an Event Report with the same TID that was received in the Event Request that initiated the Event Report to be transmitted by the STA. Event Request and Event Report frames shall only be sent using the Ethertype frames defined in Annex U. 

	Table 11-14—Allowed and disallowed event/diagnostic request



	Service set
	Source of request
	Destination of request
	Allowed

	Infrastructure BSS
	AP
	non-AP STA
	Yes

	Infrastructure BSS
	non-AP STA
	non-AP STA
	No

	Infrastructure BSS
	non-AP STA
	AP
	No

	IBSS
	non-AP STA
	non-AP STA
	Yes

	ESS
	AP
	AP
	No


NOTE to TGv Editor: 11.20 is shown here from 11p D6.01. Need to update TGv to align clause numbering

11.20 TIme Advertisement

11.20.1 Introduction
According to 11.1.2, each STA maintains a TSF Timer for synchronization purposes. The Timestamp field is also included in the Timing Advertisement frame, and when a STA transmits either the Timing Advertisement, Probe Response or Beacon frame the Timestamp shall be set to the value of the STA's TSF timer at the time that the data symbol containing the first bit of the Timestamp is transmitted to the PHY plus the transmitting STA's delays through its local PHY from the MAC-PHY interface to its interface with the WM (e.g., antenna, light emitting diode (LED) emission surface).  
A STA can advertise a time standard by transmitting the Timing Advertisement, Probe Response and Beacon frames that include the Time Advertisement information element. As defined in clause 7.3.2.80 the Time Advertisement information element contains an estimate of the difference (using the Time Value field) between a time standard, which can be derived from an external time source, and the Timestamp included in either the Timing Advertisement, Probe Response or Beacon frame as well as the standard deviation of the error in that estimate (using the Time Error field). A STA with an external time source can implement an estimator in a variety of ways, which are beyond the scope of this standard

11.20.2 Timing Advertisement Frame Procedures
The SME provides the Time Advertisement element to the MLME when it requests the MLME to send a Timing Advertisement frame. When a Timing Advertisement frame is received by a STA its MLME reports the Timestamp, Local Time and Time Advertisement information element to the SME. For a STA receiving a Timing Advertisement frame, Local Time is the value of the STA's TSF timer at the start of reception of the first octet of the Timestamp field of the frame. The receiving STA's SME can use the Timestamp, Local Time and Time Advertisement information element to align its estimate of the time standard to the transmitting STA's estimate of the corresponding time standard. (In order to accurately estimate the Time Value the MLME must be able to provide the current value of its TSF timer to the SME in a known or reasonably bounded time between the instant the SME requests the current value of the TSF timer and the instant the MLME reports it.) 
11.20.3 UTC TSF Offset procedures

When dot11MgmtOptionUTCTSFOffsetEnabled is true, the Time Advertisement and Time Zone elements shall be included in all Probe Response frames, and in the Beacon frame every dot11TimeAdvertisementDTIMInterval DTIMs. When the dot11MgmtOptionUTCTSFOffsetEnabled is false, the Time Advertisement and Time Zone elements shall not be included in Beacon and Probe Response frames.

The method the AP uses to synchronize with a UTC reference clock is out of scope of the standard
A.4.21 WNM extensions

	Item
	Protocol Capability
	References
	Status
	Support

	Item
	Protocol Capability
	References
	Status
	Support

	WNM1
	Extended Capabilities information element
	7.3.2.27
	CFv:M
	Yes, No, N/A

	WNM2
	STA Statistics (Triggered) and Multicast Diagnostics 
	11.10.7
	CFv:M
	Yes, No, N/A

	
WNM2.1
	
Protocol for Triggered Measurements
	11.10.7
	CFv:M
	Yes, No, N/A

	
WNM2.2
	
Triggered STA Statistics
	7.3.2.21.8,
7.3.2.22.8, 7.4.6.1,7.4.6.2,
11.10.8.5
	CFv:O
	Yes, No, N/A

	
WNM2.3
	
Multicast Diagnostics
	7.3.2.21.12,
7.3.2.22.11, 7.4.6.1,7.4.6.2,
11.20.2
	CFv:M
	Yes, No, N/A

	WNM3
	Event 
	11.20.2
	CFv:M
	Yes, No, N/A

	
WNM3.1
	
Event Request frame
	7.3.2.62,
7.4.11.2
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM3.2
	
Event Report frame
	7.3.2.63,
7.4.11.3
	(CFv AND CF2):M
	Yes, No, N/A

	WNM4
	Diagnostic 
	11.20.3
	CFv:M 
	Yes, No, N/A

	
WNM4.1
	
Diagnostic Request frame
	7.3.2.64,
7.4.11.4
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM4.2
	
Diagnostic Report frame
	7.3.2.65,
7.4.11.5
	 (CFv AND CF2):M 
	Yes, No, N/A

	WNM4.3
	Configuration Profile Diagnostic Type
	7.3.2.65.3, 11.20.3.2
	CFv:M
	Yes, No, N/A

	WNM4.4
	Manufacturer Information STA Report Diagnostic Type
	7.3.2.65.2, 11.20.3.3
	CFv:M
	Yes, No, N/A

	WNM4.5
	Association Diagnostic Type
	7.3.2.64.2, 7.3.2.65.4, 11.20.3.4
	CFv:M
	Yes, No, N/A

	WNM4.6
	802.1X Authentication Diagnostic Type
	7.3.2.64.3,

7.3.2.65.4, 11.20.3.5
	(CFv AND PC34):M
	Yes, No, N/A

	WNM5
	Location
	11.20.4, 7.3.2.66
	CFv:M
	Yes, No, N/A

	WNM5.1
	Location Civic Request/Report
	11.10.8.9
	CFv:M
	Yes, No, N/A

	WNM5.2
	Location Identifier Request/Report
	11.10.8.10
	CFv:M
	Yes, No, N/A

	WNM5.3

WNM5.3.1

WNM5.3.2
	Location Track Notification

Time Of Departure Notifications

Motion Detection Notifications
	11.20.4,7.4.7.10

11.20.4,7.3.2.66

11.20.4,7.3.2.66
	CFv:O

CFv:O

CFv:O
	Yes, No, N/A

	WNM5.4

WNM5.4.1

WNM5.4.2


	Location Configuration Request frame

Normal Indication

Motion Indication
	7.4.11.6,7.3.2.66

7.4.11.6,7.3.2.66

7.4.11.6,7.3.2.66
	CFv:M

CFv:O

CFv:O
	Yes, No, N/A

Yes, No, N/A

Yes, No, N/A

	WNM5.5
	Location Configuration Response frame
	7.4.11.7,7.3.2.66
	CFv:M
	Yes, No, N/A

	*WNM6
	Multiple BSSID Support
	11.1.2.3a, 11.1.3, 11.10.11
	CFv:O
	Yes, No, N/A

	WNM6.1
	Multiple BSSID element
	7.3.2.46
	WNM6:M
	Yes, No, N/A

	WNM6.2
	Multiple BSSID-index element
	7.3.2.69
	WNM6:M
	Yes, No, N/A

	WNM7
	BSS Transition Management
	11.20.6
	CFv:M 
	Yes, No, N/A

	
WNM7.1
	
Neighbor Report element
	7.3.2.37

	(CFv AND CF1):M
	Yes, No, N/A

	
WNM7.2
	
BSS Transition Management Query frame
	7.4.11.8
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM7.3
	
BSS Transition Management Request frame
	7.4.11.9
	 (CFv AND CF2):M 
	Yes, No, N/A

	
WNM7.4
	
BSS Transition Management Response frame
	7.4.11.10
	 (CFv AND CF2):M 
	Yes, No, N/A

	*WNM8
	FMS
	9.2.7,11.20.7
	CFv:O
	Yes, No, N/A

	WNM8.1
	FMS Request frame
	7.4.11.11
	(CF2&WNM8):M
	Yes, No, N/A

	WNM8.2
	FMS Response frame
	7.4.11.12
	(CF1&WNM8):M
	Yes, No, N/A

	WNM9
	Proxy ARP
	11.20.13
	CFv:O
	Yes, No, N/A

	*WNM10
	Collocated Interference Reporting
	 11.20.9
	CFv:O
	Yes, No, N/A

	WNM10.1
	Collocated Interference Request frame
	7.4.11.13
	WNM10:M
	Yes, No, N/A

	WNM10.2
	Collocated Interference Response frame
	7.4.11.14
	WNM10:M
	Yes, No, N/A

	*WNM11
	BSS Max idle period
	11.20.12
	CFv:M
	Yes, No, N/A

	WNM11.1
	BSS Max Idle Period element
	7.3.2.74
	WNM11:M
	Yes, No, N/A

	*WNM12
	TFS 
	11.20.11
	CFv:O
	Yes, No, N/A

	WNM12.1
	TFS Request frame
	7.3.2.75, 7.4.11.15
	WNM12:M
	Yes, No, N/A

	WNM12.2
	TFS Response frame
	7.3.2.76, 7.4.11.16
	WNM12:M
	Yes, No, N/A

	WNM12.3
	TFS Notify frame
	7.4.11.17
	(CF1&WNM12):M,

(CF2&WNM12):O
	Yes, No, N/A

	*WNM13
	WNM-Sleep Mode 
	11.2.2
	WNM12:O
	Yes, No, N/A

	WNM13.1
	WNM-Sleep Mode Request frame
	7.3.2.77, 7.4.11.18
	WNM13:M
	Yes, No, N/A

	WNM13.2
	WNM-Sleep Mode Response frame
	7.3.2.77, 7.4.11.19
	WNM13:M
	Yes, No, N/A

	*WNM14
	TIM Broadcast
	 11.2.1.13 
	CFv:O
	Yes, No. N/A

	WNM14.1
	TIM Broadcast Request frame
	7.3.2.78, 7.4.11.20,
	WNM14:M
	Yes, No, N/A

	WNM14.2
	TIM Broadcast Response frame
	7.3.2.79, 7.4.11.21
	WNM14:M
	Yes, No, N/A

	WNM14.3
	TIM Broadcast frame
	7.4.11.22
	WNM14:M
	Yes, No, N/A

	*WNM15
	QoS Traffic Capability
	11.20.9
	(CFv AND CF2):O
	Yes, No, N/A

	WNM15.1
	QoS Traffic Capability element
	7.3.2.73,
	WNM15:M
	Yes, No, N/A

	WNM15.2
	QoS Traffic Capability update frame
	7.4.11.23
	WNM15:M
	Yes, No, N/A

	WNM16
	AC Station Count
	11.20.10
	(CFv AND CF2):O
	Yes, No, N/A

	 WNM17
	Timing Measurement
	11.20.5
	CFv:O
	Yes, No, N/A

	*WNM18
	Channel Usage
	11.20.14
	CFv:O
	Yes, No, N/A

	WNM18.1
	Channel Usage Request frame
	7.3.2.81, 7.4.7.12
	WNM18:M
	Yes, No, N/A

	WNM18.2
	Channel Usage Response frame
	7.3.2.81, 7.4.7.13
	WNM18:M
	Yes, No, N/A

	*WNM19
	DMS
	11.20.15
	(CFv AND CF16):O
	Yes, No, N/A

	WNM19.1
	DMS Request frame
	7.4.11.25
	WNM19:M
	Yes, No, N/A

	WNM19.2
	DMS Response frame
	
	WNM19:M
	Yes, No, N/A

	WNM20
	UTC TSF Offset
	11.20.1, 7.3.2.80
7.3.2.82
	CFv:O
	Yes, No, N/A

	WNM21
	Implementation of Ethertype 89-0d and Data Function Frames
	Annex U
	CFv:M
	Yes, No, N/A


Annex D

(normative) 

ASN.1 encoding of the MAC and PHY MIB

Change the “Dot11StationConfigEntry” of the “dotStationConfig TABLE” as follows:

-- *********************************************************************

-- * dotStationConfig TABLE

-- *********************************************************************

Dot11StationConfigEntry ::=
SEQUENCE {

dot11StationID 




MacAddress,

dot11MediumOccupancyLimit 




INTEGER,

dot11CFPollable 




TruthValue,

dot11CFPeriod 




INTEGER,

dot11CFPMaxDuration 




INTEGER,

dot11AuthenticationResponseTimeOut 




Unsigned32,

dot11PrivacyOptionImplemented 




TruthValue,

dot11PowerManagementMode 




INTEGER,

dot11DesiredSSID 




OCTET STRING,

dot11DesiredBSSType 




INTEGER,

dot11OperationalRateSet 




OCTET STRING,

dot11BeaconPeriod 




INTEGER,

dot11DTIMPeriod 




INTEGER,

dot11AssociationResponseTimeOut 




Unsigned32,

dot11DisassociateReason 




INTEGER,

dot11DisassociateStation 




MacAddress,

dot11DeauthenticateReason 




INTEGER,

dot11DeauthenticateStation 




MacAddress,

dot11AuthenticateFailStatus 




INTEGER,

dot11AuthenticateFailStation 




MacAddress,

dot11MultiDomainCapabilityImplemented 




TruthValue,

dot11MultiDomainCapabilityEnabled 




TruthValue,

dot11CountryString 




OCTET STRING,

dot11SpectrumManagementImplemented 




TruthValue,

dot11SpectrumManagementRequired 




TruthValue,

dot11RSNAOptionImplemented 




TruthValue,

dot11RSNAPreauthenticationImplemented 




TruthValue,

dot11RegulatoryClassesImplemented 




TruthValue,

dot11RegulatoryClassesRequired 




TruthValue,

dot11QosOptionImplemented 




TruthValue,

dot11ImmediateBlockAckOptionImplemented 




TruthValue,

dot11DelayedBlockAckOptionImplemented 




TruthValue,

dot11DirectOptionImplemented 




TruthValue,

dot11APSDOptionImplemented 




TruthValue,

dot11QAckOptionImplemented 




TruthValue,

dot11QBSSLoadOptionImplemented 




TruthValue,

dot11QueueRequestOptionImplemented 




TruthValue,

dot11TXOPRequestOptionImplemented 




TruthValue,

dot11MoreDataAckOptionImplemented 




TruthValue,

dot11AssociatedinNQBSS 




TruthValue,

dot11DLSAllowdInQBSS 




TruthValue,

dot11DLSAllowed 




TruthValue,

dot11AssociateStation 




MacAddress,

dot11AssociateID 




INTEGER,

dot11AssociateFailStation 




MacAddress,

dot11AssociateFailStatus 




INTEGER,

dot11ReassociateStation 




MacAddress,

dot11ReassociateID 




INTEGER,

dot11ReassociateFailStation 




MacAddress,

dot11ReassociateFailStatus 




INTEGER,

dot11RadioMeasurementCapable 




TruthValue,

dot11RadioMeasurementEnabled 




TruthValue,

dot11RadioMeasurementProbeDelay 




INTEGER,

dot11MeasurementPilotReceptionEnabled TruthValue,

dot11MeasurementPilotTransmissionEnabled TruthValue,

dot11MeasurementPilotTransmissionVirtualApSetEnabled TruthValue,

dot11MeasurementPilotPeriod 




INTEGER,

dot11LinkMeasurementEnabled 




TruthValue,

dot11NeighborReportEnabled 




TruthValue,

dot11ParallelMeasurementsEnabled 




TruthValue,

dot11TriggeredMeasurementsEnabled 




TruthValue,

dot11RepeatedMeasurementsEnabled 




TruthValue,

dot11MeasurementPauseEnabled 




TruthValue,

dot11QuietIntervalEnabled 




TruthValue,

dot11PassiveBeaconMeasurementEnabled 




TruthValue,

dot11ActiveBeaconMeasurementEnabled 




TruthValue,

dot11TableBeaconMeasurementEnabled 




TruthValue,

dot11ReportingConditionsEnabled 




TruthValue,

dot11FrameMeasurementEnabled 




TruthValue,

dot11ChannelLoadEnabled 




TruthValue,

dot11NoiseHistogramEnabled 




TruthValue,

dot11StatisticsReportEnabled 




TruthValue,

dot11LCIReportEnabled 




TruthValue,

dot11TransmitStreamMeasurementEnabled 




TruthValue,

dot11APChannelReportEnabled 




TruthValue,

dot11AnnexQMIBSupportEnabled 




TruthValue,

dot11NonOperatingChannelMeasurementsEnabled TruthValue,

dot11MaximumMeasurementDuration 




Unsigned32,

dot11MeasurementPilotSupport 




Unsigned32,

dot11FastBSSTransitionImplemented 




TruthValue,

dot11LCIDSEImplemented 




TruthValue, 

dot11LCIDSERequired 




TruthValue, 

dot11DSERequired 




TruthValue, 

dot11ExtendedChannelSwitchEnabled 




TruthValue, 

dot11HighThroughputOptionImplemented 




TruthValue,

dot11WirelessManagementImplemented 




TruthValue, 

dot11MaxIdlePeriod 




INTEGER,

dot11TIMBroadcastInterval     




INTEGER,

dot11TIMBroadcastOffset       




INTEGER,

dot11MinTriggerTimeout     




INTEGER,

dot11RRMCivicMeasurementEnabled 




TruthValue,

dot11RRMIdentifierMeasurementEnabled 




TruthValue,
dot11DMSMaxSTAS       





INTEGER,
dot11DMSMaxChannelLoadForNewService 





INTEGER,
dot11DMSMaxChannelLoad 





INTEGER,
dot11TimeAdvertisementDTIMInterval 





INTEGER,
dot11UTCTSFOffsetAccuracy 





INTEGER,
dot11UTCTSFOffsetValue 





INTEGER}

Insert the following elements at the end of the dot11StationConfigTable element definitions:

EDITORIAL NOTE—last entry in 802.11-2007 has order 42. 11k adds 42-56. 11r adds 57. 11y adds none. 11n adds 1 entry (58). 11s adds none. 

dot11WirelessManagementImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



“This attribute, when TRUE, indicates that the station 

implementation is capable of supporting one or more Wireless Network 

Management services.”


DEFVAL { false }



::= { dot11StationConfigEntry 101}

dot11MaxIdlePeriod OBJECT-TYPE



SYNTAX INTEGER (1...65535)



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



“This attribute indicates that the number of 1000 TUs that pass before an AP disassociates an inactive non-AP STA. This value is transmitted in the Association Response and Reassociation frames.”



::= { dot11StationConfigEntry 102}

dot11TIMBroadcastInterval OBJECT-TYPE



SYNTAX INTEGER (0...255)



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



“This attribute indicates the smallest active number of beacon periods between TIM frame transmissions.”



DEFVAL { 0 }



::= { dot11StationConfigEntry 103} 

dot11TIMBroadcastOffset OBJECT-TYPE



SYNTAX INTEGER (-2,147,483,648 to 2,147,483,647)



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



“This attribute indicates the offset in microseconds relative to the TBTT for which a TIM frame is scheduled for transmission.”



DEFVAL { 0 }



::= { dot11StationConfigEntry 104}


dot11MinTriggerTimeout OBJECT-TYPE



SYNTAX INTEGER (10..7200)



UNITS "seconds"



MAX-ACCESS read-write



STATUS current



DESCRIPTION



"This attribute indicates the minimum allowable value for Triggered Timeout. A Triggered STA Statistics report is generated by the STA after the timeout if none of the trigger conditions are satisfied."



DEFVAL { 10 }



::= { dot11StationConfigEntry 105 }

dot11RRMCivicMeasurementEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current



DESCRIPTION



"This attribute, when TRUE, indicates that dot11RadioMeasurementEnabled is TRUE and that the station capability for Location Civic Measurement is enabled. FALSE indicates the station has no Location Civic Measurement capability or that the capability is present but is disabled."



DEFVAL { false }



::= { dot11StationConfigEntry 106 }


dot11RRMIdentifierMeasurementEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current



DESCRIPTION



"This attribute, when TRUE, indicates that dot11RadioMeasurementEnabled is TRUE and that the station capability for Location Identifier Measurement is enabled. FALSE indicates the station has no Location Identifier Measurement capability or that the capability is present but is disabled."



DEFVAL { false }



::= { dot11StationConfigEntry 107 }


dot11DMSMaxSTAS OBJECT-TYPE



SYNTAX INTEGER (1 to 255)



MAX-ACCESS read-write



STATUS current



DESCRIPTION



"This attribute indicates the maximum number of STAs which can be granted for Directed Multicast Service (DMS)."



DEFVAL { 255 }



::= { dot11StationConfigEntry 108 }


dot11DMSMaxChannelLoadForNewService OBJECT-TYPE



SYNTAX INTEGER (1 to 255)



MAX-ACCESS read-write



STATUS current



DESCRIPTION



"This attribute indicates the maximum allowed channel load in which a new Directed Multicast Service (DMS) may be granted. If the current channel load is larger than or equal to this attribute, the AP shall shall reject any new DMS service. The channel load measurement is defined in 11.10.8.3 (IEEE 802.11k-2008)."



DEFVAL { 255 }



::= { dot11StationConfigEntry 109 }


dot11DMSMaxChannelLoad OBJECT-TYPE



SYNTAX INTEGER (1 to 255)



MAX-ACCESS read-write



STATUS current



DESCRIPTION



"This attribute indicates the maximum allowed channel load in which AP can support the existing DMS services. If the current channel load is larger than or equal to this attribute, the AP may terminate some of existing Directed Multicast Services (DMS) to free up the bandwidth that is consumed by the DMS. The value of dot11DMSMaxChannelLoad shall be larger than the value of dot11DMSMaxChannelLoadForNewService. The channel load measurement is defined in 11.10.8.3 (IEEE 802.11k-2008)."



DEFVAL { 255 }



::= { dot11StationConfigEntry 110 }


dot11TimeAdvertisementDTIMInterval OBJECT-TYPE



SYNTAX INTEGER (1 to 255)



UNITS "dtims"



MAX-ACCESS read-write



STATUS current



DESCRIPTION



"This attribute indicates the interval in number of DTIMS when the Time Advertisement and Time Zone elements are included in beacon frames."



DEFVAL { 1 }



::= { dot11StationConfigEntry 111 }


dot11UTCTSFOffsetAccuracy OBJECT-TYPE



SYNTAX INTEGER (1..3)



MAX-ACCESS read-write



STATUS current



DESCRIPTION



"This attribute indicates the UTC TSF Offset Accuracy value as defined in Table v38."



DEFVAL { 0 }



::= { dot11StationConfigEntry 112 }


dot11UTCTSFOffsetValue OBJECT-TYPE



SYNTAX INTEGER (9)



MAX-ACCESS read-write



STATUS current



DESCRIPTION



"This attribute indicates the UTC TSF Offset value as formatted in Table v6 that is advertised in the UTC TSF Offset element in beacon frames and probe responses."



::= { dot11StationConfigEntry 113 }

-- **********************************************************************

-- * dot11WirelessMgmtOptions TABLE

-- **********************************************************************

dot11WirelessMgmtOptionsTable OBJECT-TYPE



SYNTAX SEQUENCE OF Dot11WirelessMgmtOptionsEntry



MAX-ACCESS not-accessible



STATUS current



DESCRIPTION


    
“Wireless Management attributes. In tabular form to allow for multiple instances on an agent. This table only applies to the interface if dot11WirelessManagementImplemented is set to TRUE in the dot11StationConfigTable. Otherwise this table should be ignored.”



::= { dot11smt 17 }

dot11WirelessMgmtOptionsEntry OBJECT-TYPE



SYNTAX Dot11WirelessMgmtOptionsEntry



MAX-ACCESS not-accessible



STATUS current



DESCRIPTION


    
"An entry in the dot11WirelessMgmtOptionsTable. For all Wireless Management features, an "enabled" MIB variable is used to enable or disable the corresponding feature.  An "Implemented" MIB variable is used for an optional feature to indicate whether the feature is implemented. A mandatory feature does not have a corresponding "Implemented" MIB variable. It is possible for there to be multiple IEEE 802.11 interfaces on one agent, each with its unique MAC address. The


    relationship between an IEEE 802.11 interface and an interface in the context of the Internet-standard MIB is one-to-one. As such, the value of an ifIndex object


    instance can be directly used to identify corresponding instances of the objects defined herein.


    ifIndex - Each IEEE 802.11 interface is represented by an ifEntry. Interface tables in this MIB module are indexed by ifIndex."



INDEX { ifIndex }



::= { dot11WirelessMgmtOptionsTable 1 }

Dot11WirelessMgmtOptionsEntry ::=


SEQUENCE {



dot11MgmtOptionLocationEnabled



TruthValue,



dot11MgmtOptionFMSImplemented



TruthValue,



dot11MgmtOptionFMSEnabled



TruthValue,



dot11MgmtOptionEventsEnabled



TruthValue,



dot11MgmtOptionDiagnosticsEnabled



TruthValue,



dot11MgmtOptionMultiBSSIDImplemented



TruthValue,



dot11MgmtOptionMultiBSSIDEnabled



TruthValue,



dot11MgmtOptionTFSImplemented 



TruthValue,



dot11MgmtOptionTFSEnabled



TruthValue,



dot11MgmtOptionWNMSleepModeImplemented



TruthValue, 


















 


dot11MgmtOptionWNMSleepModeEnabled



TruthValue,



dot11MgmtOptionTIMBroadcastImplemented



TruthValue,



dot11MgmtOptionTIMBroadcastEnabled



TruthValue,



dot11MgmtOptionProxyARPEnabled



TruthValue,


dot11MgmtOptionProxyARPImplemented 



TruthValue



dot11MgmtOptionBSSTransitionEnabled



TruthValue,



dot11MgmtOptionQoSTrafficCapabilityImplemented




TruthValue,



dot11MgmtOptionQoSTrafficCapabilityEnabled




TruthValue,



dot11MgmtOptionACStationCountImplemented




TruthValue,



dot11MgmtOptionACStationCountEnabled



TruthValue,



dot11MgmtOptionMulticastDiagnosticsEnabled




TruthValue,


dot11MgmtOptionCoLocIntfReportingEnabled




TruthValue,



dot11MgmtOptionCOLOINTReportingImplemented




TruthValue,



dot11MgmtOptionLocationTrackNotificationImplemented





TruthValue, 



dot11MgmtOptionLocationTrackNotificationEnabled




TruthValue,



dot11MgmtOptionMotionDetectionImplemented




TruthValue, 


dot11MgmtOptionMotionDetectionEnabled



TruthValue,


dot11MgmtOptionTODImplemented 



TruthValue,



dot11MgmtOptionTODEnabled



TruthValue,



dot11MgmtOptionTimingMsmtImplemented 



TruthValue,



dot11MgmtOptionTimingMsmtEnabled



TruthValue,


dot11MgmtOptionChannelUsageImplemented



TruthValue,


dot11MgmtOptionChannelUsageEnabled



TruthValue,



dot11MgmtOptionTriggerSTAStatisticsEnabled




TruthValue,



dot11MgmtOptionSSIDListImplemented 



TruthValue,



dot11MgmtOptionSSIDListEnabled 



TruthValue,



dot11MgmtOptionDMSImplemented



TruthValue,



dot11MgmtOptionDMSEnabled



TruthValue,



dot11MgmtOptionUTCTSFOffsetImplemented



TruthValue,



dot11MgmtOptionUTCTSFOffsetEnabled



TruthValue}

dot11MgmtOptionLocationEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the capability of the station to provide location is enabled. The capability is disabled, otherwise."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 1 } 

dot11MgmtOptionFMSImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the station implementation is capable of supporting FMS when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 2 } 

dot11MgmtOptionFMSEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the capability of the station to provide FMS is enabled. The capability is disabled, otherwise"



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 3 } 

dot11MgmtOptionEventsEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the capability of the station to provide Event Reporting is enabled. The capability is disabled, otherwise"



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 4 }

dot11MgmtOptionDiagnosticsEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the capability of the station to provide Diagnostic Reporting is enabled. The capability is disabled, otherwise."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 5 } 

dot11MgmtOptionMultiBSSIDImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Multiple BSSID when the dot11WirelessManagementImplemented is set to TRUE."

DEFVAL { false}

::= { dot11WirelessMgmtOptionsEntry 6 } 

dot11MgmtOptionMultiBSSIDEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Multi BSSID is

enabled. The capability is disabled, otherwise."

DEFVAL { false}

::= { dot11WirelessMgmtOptionsEntry 7 }

dot11MgmtOptionTFSImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that the station implementation is capable of supporting TFS when the dot11WirelessManagementImplemented is set to TRUE."
DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 8 }

dot11MgmtOptionTFSEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that TFS is enabled. TFS is disabled otherwise."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 9 }

dot11MgmtOptionWNMSleepModeImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that the station implementation is capable of supporting WNMSleep Mode when the dot11WirelessManagementImplemented is set to TRUE."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 10 }

dot11MgmtOptionWNMSleepModeEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that WNMSleep Mode is enabled. WNMSleep Mode is disabled otherwise."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 11 }

dot11MgmtOptionTIMBroadcastImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that the station implementation is capable of supporting TIM Broadcast when the dot11WirelessManagementImplemented is set to TRUE."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 12}

dot11MgmtOptionTIMBroadcastEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION

"This attribute, when TRUE, indicates that TIM broadcast is enabled. TIM broadcast is disabled otherwise."

DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 13}

dot11MgmtOptionProxyARPEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current



DESCRIPTION 




"This attribute, when TRUE, indicates that the capability of the AP to provide the Proxy ARP service is enabled. The capability is disabled, otherwise."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 14 }

dot11MgmtOptionProxyARPImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only



STATUS current



DESCRIPTION



 "This attribute, when TRUE, indicates that the station implementation is capable of supporting the Proxy ARP service, when the dot11WirelessManagementImplemented is set to TRUE.”



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 15 }

dot11MgmtOptionBSSTransitionEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 




"This attribute, when TRUE, indicates that the capability of the station to provide BSS Transition is enabled. The capability is disabled, otherwise. "



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 16 } 

dot11MgmtOptionQoSTrafficCapabilityImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting QoS Traffic Capability when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 17 }

dot11MgmtOptionQoSTrafficCapabilityEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the capability of the station to provide QoS Traffic Capability is enabled. QoS Traffic Capability is disabled otherwise."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 18 }

dot11MgmtOptionACStationCountImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting AC Station Count when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 19 }

dot11MgmtOptionACStationCountEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the capability of the station to provide AC Station Count is enabled. AC Station Count is disabled otherwise."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 20 }

dot11MgmtOptionCoLocIntfReportingEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the capability of the station to support supports Colocated Interference Reporting is enabled. The capability is disabled, otherwise."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 21 }

dot11MgmtOptionCOLOINTReportingImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting Colocated Interference Reporting. The capability is disabled, otherwise."



DEFVAL { false}

          ::= { dot11WirelessMgmtOptionsEntry 22 }

dot11MgmtOptionMotionDetectionImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the station implementation is capable of supporting motion detection when the dot11WirelessManagementImplemented is set to TRUE. "



DEFVAL { false}

::= { dot11WirelessMgmtOptionsEntry 23 } 

dot11MgmtOptionMotionDetectionEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the capability to support motion detection is enabled." 



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 24 } 

dot11MgmtOptionTODImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the station implementation is capable of supporting Time Of Departure for transmitted Clause 15, 17, 18, 19 and 20 frames when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 25 } 

dot11MgmtOptionTODEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the capability to support Time Of Departure frames for transmitted Clause 15, 17, 18, 19 and 20 frames is enabled."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 26 } 

dot11MgmtOptionTimingMsmtImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the station implementation is capable of supporting Timing Measurement capability when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 27 } 

dot11MgmtOptionTimingMsmtEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write 



STATUS current 



DESCRIPTION 



 "This attribute, when TRUE, indicates that the station capability for Timing Measurement is enabled. FALSE indicates the station has no Timing Measurement capability or that the capability is present but is disabled."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 28 }

dot11MgmtOptionChannelUsageImplemented OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-only

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting Channel Usage when the dot11WirelessManagementImplemented is set to TRUE.”

DEFVAL { false}
::= { dot11WirelessMgmtOptionsEntry 29 }

dot11MgmtOptionChannelUsageEnabled OBJECT-TYPE

          SYNTAX TruthValue

          MAX-ACCESS read-write

          STATUS current

          DESCRIPTION



"This attribute, when TRUE, indicates that Channel Usage is enabled. Channel Usage is disabled otherwise.”


DEFVAL { false}


::= { dot11WirelessMgmtOptionsEntry 30 }

dot11MgmtOptionTriggerSTAStatisticsEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current



DESCRIPTION



“This attribute, when TRUE, indicates that the capability of the station to provide triggered STA statistics is enabled. The capability is disabled otherwise"



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 31 }

dot11MgmtOptionSSIDListImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only



STATUS current



DESCRIPTION



"This attribute, when TRUE, indicates that the station implementation is capable of supporting the SSID List capability when the dot11WirelessManagementImplemented is TRUE."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 32 }

dot11MgmtOptionSSIDListEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only



STATUS current



DESCRIPTION



"This attribute, when TRUE, indicates that the capability of the station to support the SSID List capability is enabled. The capability is disabled, otherwise"



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 33 }

dot11MgmtOptionMulticastDiagnosticsEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Multicast Diagnostic Reporting is

enabled. The capability is disabled, otherwise."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 34 } 

dot11MgmtOptionLocationTrackNotificationImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Location Track Notification when the dot11WirelessManagementImplemented is TRUE."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 35 }

dot11MgmtOptionLocationTrackNotificationEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Location Track Notification is

enabled. The capability is disabled otherwise."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 36 }

dot11MgmtOptionDMSImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station implementation is capable of supporting DMS when the dot11WirelessManagementImplemented is TRUE."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 37 }

dot11MgmtOptionDMSEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that DMS is enabled. DMS is disabled otherwise."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 38 }

dot11MgmtOptionUTCTSFOffsetImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

Station implementation is capable of supporting UTC TSF Offset advertisement when the dot11WirelessManagementImplemented is set to TRUE."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 39 }

dot11MgmtOptionUTCTSFOffsetEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that UTC TSF Offset advertisement is enabled at the station. The capability is disabled, otherwise."

DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry 40}




Abstract


This document contains proposed edits to TGv draft 5.01, TGp D6.0 and TGp 09/0482r5 that aligns the use of Time Advertisment in TGv with TGp and resolves LB146 CIDs: 91, 94, 316, 317, 318, 319 .
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