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	CID
	Comment / Explanation
	Recommended Change
	Resolution Notes
	What I did

	916

	The text says: " … and proceed to active state." What is active state? 


	Please Clarify.
	Can be lumped with CID 1727.  Remove reference to all states in the discovery mechanism.  We have enough states in PLM.


	There is no “Active” state.  The profile is always “active”.  This was only meant to indicate that implementations could have multiple profiles, and basically “stick” to one for the purpose of following the standard.  I removed any text that suggests that a mesh STA can have multiple profiles, because that it completely an implementationj choice.  I left the “active path selection” language because we have an “extensibility framework”.

	1727

	It seems as that the description of the mesh discovery does not cover all cases, and that the defintion of neighbor MP and candidate peer MP might not so well defined.


	Irevisit description of mesh discovery, neighbor MP, and candidate peer MP. Provide some information on how the complete process of associating the a mesh ID is done.


	Submission needed.


	The definition of neighor mesh STA and peer mesh STA is now clear, and the discovery section follows the nomenclature failthfully.


Modify 11B.1 as follows:
· Mesh discovery

· General

Peering management (11B.4) requires that mesh STAs obtain information about neighbor mesh STAs. This discovery process is performed using beacons or Probe Requests.

· Mesh identifier

A Mesh ID indicates the identity of an MBSS. A matching Mesh ID is necessary for joining a mesh, along with other required conditions described in 11B.1.4. The Mesh ID may be installed in mesh capable devices by a variety of means that are beyond the scope of this standard. For example, the Mesh ID might be set by the user, e.g., “Mike’s Mesh”.


· Profiles for extensibility

A mesh STA shall support one mesh profile. A mesh profile consists of:

· A Mesh ID

· A path selection protocol identifier

· A path selection metric identifier(#914)
· A congestion control mode identifier

· A synchronization protocol identifier

· An authentication protocol identifier

· Candidate peer mesh STA discovery

The purpose of this procedure is to discover candidate peer mesh STAs and their configuration.  This discovery may occur both before and after a mesh STA has joined an MBSS.

If the mesh STA is a member of an MBSS, exactly one mesh profile is active.When a mesh STA deactivates a mesh profile, session information obtained while operating under that profile, such as local forwarding information and security associations (and related keys) created under that mesh profile, shall also be made inactive. Keys in an inactive security association shall not be used for any purpose, such as securing a protocol instance or encrypting an MPDU.

A mesh STA performs passive or active scans to discover neighbor mesh STAs. A discovered mesh STA shall be considered a candidate peer mesh STA if and only if all of the following conditions are met:

· A Beacon or Probe Response frame is received from the discovered mesh STA.

· The received Beacon or Probe Response frame contains a Mesh ID that matches the Mesh ID of the scanning mesh STA’s mesh profile.

· The received Beacon or Probe Response frame contains a Mesh Configuration element (see 7.3.2.86) that contains

· A supported version number

· A path selection protocol identifier and metric identifier matching the scanning mesh STA’s path selection protocol identifier .

· A congestion control mode identifier matching the scanning mesh STA’s congestion control mode identifier.

· A synchronization protocol identifier matching the scanning mesh STA’s synchronization protocol identifier.

· An authentication protocol identifier matching the scanning mesh STA’s authentication protocol identifier.

· An Accepting Peerings field (in the Mesh Configuration field) set to 1.

The Mesh Formation Info field in the Mesh Configuration element is available to assist mesh STAs into determining which neighbor mesh STAs to establishe peerings with. The details of the usage of this information are beyond the scope of this standard.
A candidate peer mesh STAs becomes a peer mesh STAs only after the peering management protocol (11B.4) has successfully established a peering between the two mesh STAs.

Note: Identification of candidate peer mesh STAs with whom to form links is outside the scope of this standard. That is, the mesh STA may freely select the mesh STAs with which it attempts to establish a peering.

Modify 11B.1 as follows:
11B.4.2.4.1 Peering Close frame contents 

A mesh STA sends a Peering Close frame to the peer mesh STA or candidate peer mesh STA to close a peer-ing instance or to terminate an attempt to establish a peering. The Peering Close frame shall contain:

 — Mesh ID shall be set to the same value as in the mesh STA’s mesh profile.

· Peering Management element shall contain the Local Link ID field, which shall be set according to the local state of localLinkID. If the mesh STA has local state of peerLinkID, the mesh STA shall include Peering ID field in the Peering Management element and the value shall be set according to the local state of peerLinkID. 

·  Reason code shall be set to the value that specifies the reason to close the peering instance. See 7.3.1.7.
Modify 11B.1 as follows:
11B.4.2.4.2 Processing Peering Close frames 

The mesh STA shall reject the Peering Close frame if the value in the Mesh ID element is not the same as the mesh STA’s mesh profile. Otherwise, the mesh STA shall accept the Peering Close frame.
Modify 11B.9 as follows:
11B.9 Airtime link metric 
This subclause defines a default link metric that may be used by a path selection protocol to identify an efficient radio-aware path. The extensibility framework allows this metric to be overridden by any path selection metric as specified in the mesh profile.
Modify 11B.2.1 as follows:
11B.2.1 Overview
A mesh STA that is configured to use SAE to secure the MBSS shall set the Authentication Protocol identifier field of the Mesh Configuration element to indicate SAE, and shall include the element in Beacon and Probe Response frames. A mesh STA shall run the SAE algorithm only if the mesh profile designates “SAE” as the active Authentication Protocol.

Modify 11B.4.2.2 as follows:
11B.4.2.2 Peering Open frames

 11B.4.2.2.1 Peering Open frame contents 

A mesh STA initiates the establishment of a peering with a candidate peer mesh STA by sending a Peering Open frame to the candidate peer mesh STA. The Peering Open frame shall contain: 

— Mesh ID, which shall be set to the Mesh ID supported by the mesh STA’s mesh profile. 

· Mesh Configuration 

• Active Path Selection Protocol ID field shall be set to the value supported by the mesh STA’s mesh profile

 • Active Path Selection Metric ID field shall be set to the value supported by the mesh STA’s mesh profile 
• Mesh Capability field

 • Accept Peerings field is set to 1

 • MCCA Enabled field is set according to the mesh STA’s configuration

· Peering Management element shall contain the Local Link ID field. The Local Link ID field shall be set to the identifier generated to identify the current link instance. 




Abstract


The submission is a resolution of comments 916 and 1727.
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