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Introduction

Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGn Draft.  This introduction, is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGn Draft (i.e. they are instructions to the 802.11 editor on how to merge the TGn amendment with the baseline documents).

TGn Editor:  Editing instructions preceded by “TGn Editor” are instructions to the TGn editor to modify existing material in the TGn draft.   As a result of adopting the changes, the TGn editor will execute the instructions rather than copy them to the TGn Draft.

Summission Note: Notes to the reader of this submission are not part of the motion to adopt.  These notes are there to clarify or provide context.

Coex 20-40 – other systems in SB0
	132
	Meyer, Klaus
	cf. Note 2 on page 227: The recommendation for the HT-STA not to transmit any 40 MHz mask PPDUs if it has knowledge of non-802.11 devices operating in the area does nothing to ensure that 802.11n devices with such knowledge will not interfere with non-802.11n devices!! In fact, it inadvertently creates a class of 802.11 devices that knowingly interfere with other 802 radio systems @ 2G4.
	If a device has the capability to detect the presence of other non-802.11 devices, it has to act upon such detection. The capability to detect other 802 radio devices operating in the same same frequency band has to be mantatory @ 2G4 in order to protect existing 802 radio systems (e.g. IEEE 802 WPAN systems). A .11n system shall sense the channel within its operative bandwidth (e.g. with an overlapping BSS scan operation), in order to detect the possible presence of other IEEE 802 radio systems. If such a system is detected and when using 40MHz channels .11n cannot operate in the channels defined in 20.3.15.1. The specification of such a 'detect and avoid method' also needs to cover the definition of an appropriate test setup: i) definition of detection limits for IEEE 802.15 systems @ 2G4 and ii) definition of timing requirements (e.g. min listen time before channel allocation & channel release requirements (max TX time + detect afterwards)). Without definition of detection limits and time requirements the utilization of more than 50% of the available spectrum @ 2G4 by a single device shall not be allowed!

	157
	Vlantis, George
	While the informative recommendation in Note 2 of 11.14.4.1 is a step in the right direction (i.e. adding text to Clause 11), I believe it is necessary to take the next step and convert the Note to a normative rule in the body of the subclause, and define a mechanism for detecting non-802.11, but well-defined 802 devices, e.g. 802.15.1
	Promote the Note 2 recommendation in 11.14.4.1 to the main body of the subclause. Define a mechanism for detecting non-802.11, but well-defined 802 devices, e.g. 802.15.1

	85
	Hiertz, Guido
	802.11n recommends to disallow 40MHz operation in the 2.4GHz band if non-802.11 operate in the area. However, this statement is extremly vague and there is no guarantee that non-802.11 devices are safe from interference of an 802.11n device operating in 40MHz mode.
As there is no mandatory scheme for the detection of non-802.11 device in the 802.11n standard, 802.11n devices do not provide a sufficient coexistence scheme.
	Introduce a mandatory detection scheme that allows for co-existence of non-802.11 and 802.11n devices in the 2.4GHz band. 40MHz operation should be allowed only if no non-802.11 device has been detected.
There are several non-802.11 systems that use the 2.4GHz band, which have broad market penetration. 802.15.1 and 802.15.4 are examples.

	11
	Barr, John
	The current draft includes a note recommending that 40 MHz PPDU's not be transmitted "if a STA operating in the 2.4 GHz ISM band has knowledge of non-802.11 communication devices operating in the area". This is in recognition that use of 40 MHz channels in 2.4 GHz does harm or limit performance of other radio systems attempting to share this spectrum. Additional recommendations to add mandatory detection, since the proposed ammendment is the one introducing 40 MHz channel operation, were dismissed as too costly to implement while insisting that the lower cost devices using IEEE 802.15.1 standard must implement Adaptive Frequency Hopping (AFH) with detection of IEEE 802.11 signals to prevent interference to 802.11 devices operating in the same band.
	As the proposed amendment to IEEE Std 802.11(tm)-2007, this amendment should introduce adequate detection mechanisms to prevent undue interference with radio systems in wide use that share the 2.4 GHz spectrum under the assumption that 802.11 based radio systems would be using 20 MHz channels as defined in the current standard. One such proposal is included in 11-08-1101-05-000n-Additional-40-MHz-Scanning-Proposal. This proposal should be included as a replacement to the non-normative Note included in 11.14.4.1. An alternative would be to prevent use of 40 MHz channels in 2.4 GHz spectrum.

	30
	Hach, Rainer
	The current draft includes a note recommending that 40 MHz PPDU's not be transmitted "if a STA operating in the 2.4 GHz ISM band has knowledge of non-802.11 communication devices operating in the area". Given the variety of technologies in use in the 2.4 band, does anybody believe that such knowledge can reliably be acquired?
	Don't use 40 MHz in the 2.4 GHz spectrum

	56
	Bourgeois, Monique
	This comment is in regard to NOTE 2. How does the STA gain this "knowledge" of non-802.11 communication devices? The STA should be required to scan the band in search of non-802.11 communication devices. The note then says that even if the STA does have this knowledge, it is not required to coexist with these non-802.11 communication devices. In other words, the STA is allowed to ignore the presence of the non-802.11 communication devices and transmit 40 MHz mask PPDUs.
	Replace this informative text with mandatory text. Word the new mandatory text such that the STA shall scan the band in search of non-802.11 communication devices before transmitting any 40 MHz mask PPDUs. Also add that the STA shall not transmit any 40 MHz mask PPDUs if any non-802.11 communication devices are found operating in the area.


Coex 20-40 SB1

	1077
	Epstein, Joseph
	Regarding CID 230: If the first statement in the resolution is true, then the resolutions for CIDs 227-230 should be altered to be consistent.
	Remove all of the text that requires APs to disable 40MHz operation on the basis of any rule whatsoever, as this is contrary to the existing spirit of 802.11 and adds minimal if not negative value. Retain the requirements that STAs must be able to scan, and the protocol that allows APs to require STAs to scan. Make the decision on whether an AP operates in 40MHz beyond the scope of the standard.

	1059
	Meyer, Klaus
	cf. Note 2 on page 237: The expression '... it is recommended ...' does nothing to ensure that 802.11n devices with such knowledge will not interfere with non-802.11n devices! In fact, it inadvertently creates a class of 802.11 devices that knowingly interfere with other 802 radio systems @ 2G4.
	Pls. change '... then it is recommended that the STA not transmit any 40 MHz mask PPDUs.' to '... then the STA shall not transmit any 40 MHz mask PPDUs.'

	1061
	Poegel, Frank
	My comment is still valid because nothing changed in the related chapters of D8.0:
The current draft does not ensure coexistence with other IEEE standards using the 2.4 GHz band. The transmission of any 40 MHz mask in the 2.4 GHz band has to be limited to devices with adequate detection mechanisms for non-802.11 devices. A detection threshold of -62 dBm is not appropriate.
	Specify adequate detection mechanisms for non-802.11 devices which have to be mandatory for all devices using 40 MHz channels @ 2.4 GHz in order to protect existing 802 radio systems. The specification also needs to cover the definition of appropriate test setups. The detection mechanisms should account for sensitive non-802.11 devices, i.e. the detection thresholds must be appropriate.
An alternative would be to allow 40 MHz channels in the 5 GHz band only.

	1008
	Vlantis, George
	Context is CID 157 in the orignal SB: "While the informative recommendation in Note 2 of 11.14.4.1 is a step in the right direction (i.e. adding text to Clause 11), I believe it is necessary to take the next step and convert the Note to a normative rule in the body of the subclause, and define a mechanism for detecting non-802.11, but well-defined 802 devices, e.g. 802.15.1"
	The "Disagree" resolution in the original SB to this comment was used to resolve several similar comments, I am encouraged that such a technically strong and well-thought out discussion was created. The resolution cites several 802.11 mechanisms (some mandatory like CCA detection) and some optional and sites 802.15 functional and coexistence mechanisms that would be informative in 802.11.
If the "Coexistence Measurements and Simulations" and subsequent "Conclusions" section of the resolution are acceptable to the sponsors, then
my recommendation is that the "Description of CSMA Coexistence in 2.4 GHz" and "40 MHz Coexistence in 802.11n in 2.4 GHz" sections of the explanation should be included in this subclause with its citations.

	1046
	Siti, Massimiliano
	Comment on CID 158 in the orignal SB: I believe it is necessary to convert the informative recommendation in Note 2 of 11.14.4.1 to a normative rule in the body of the subclause.
Failing this, 40MHz operation in the 2.4GHz band should be removed from the draft, because of the known existence of other 802 devices."
	If the "Coexistence Measurements and Simulations" and subsequent "Conclusions" section of the original resolution are not acceptable to the sponsors, then
I recommend to remove 40MHz operation in the 2.4GHz band from the draft.

	1063
	Walter, Udo
	Interfering with other 802.15-based systems is a huge issue. Already existing and world-wide used systems like Bluetooth, ZigBee, 6LowPAN, Wireless HART, and RF4CE will have problems to be operated in the same frequency band. The interoperabilty requirement for 802-based systems gets violated.
	Introduce mechanisms to 11n and make them mandatory identifying other operating 802.15-based systems or do not allow to use the 40 MHz bandwidth in the 2.4 GHz ISM band.

	1045
	Siti, Massimiliano
	Comment about CID 155 in the orignal SB: Note 2 of 11.14.4.1 is an informative recommendation but I believe it is necessary to convert the Note to a normative rule in the body of the subclause.
	The "Disagree" resolution in the original SB to this comment was used to resolve other similar comments but not this particular one. The quoted informative recommendation, and the fact that this particular mechanism of 802.15.2 is not cited in the resolution of the comment, encourages me to propose to resolve this comment by e.g. accomodating non-802.11 devices could be accomodated by implementing a TDMA-approach, similar to 802.15.2's "Alternating wireless medium access". This idea could extended also to 40MHz, and still allow non-802.11 devices time to access the media.


Discussion
The first set of comments (Coex 20-40 Other Systems SB0) were rejected during the TGn CRC teleconference call held on Feb 4. However, the reasons for rejecting these comments as shown in document “11-09-224-02-000n-sb0-coex-40mhz-other-systems” did not directly address the concern that the NOTE 2 on page 227 of the IEEE802.11n Draft 7.0 appears to grant any HT STA operating in the 2.4 GHz ISM band the right to ignore non-802.11 communication devices operating in the area even that it has the capability of detecting the existence of such devices. Furthermore, this NOTE creates a class of 802.11 devices that knowingly interfere with other 802 radio systems in 2.4 GHz by continuing their 40MHz operation.
SB1 has brought in another set of similar comments on the same NOTE (Coex 20-40 SB1).
The proposed resolution presented here is a compromise between barring the operation of 40 MHz in 2.4 GHz or making scanning of non 802.11 radios mandatory and do nothing. It simply states that a HT-STA has the capability of detecting non-802.11 radios operating in the area, don’t keep it to itself, informs the AP so that the AP can take appropriate action.
This proposed resolution does not impose any new rule or mechanism on how a HT STA may use to detect non-802.11 devices. More importantly, there is no change in the implementation or operation of HT STAs that are not capable of detecting any non-802.11 signals.
Proposed resolution

AGREE in Principle with TGn SB0, CIDs 11, 30, 157, 132, 85, 56 and TGn SB1, CIDs 1059, 1077, 1061, 1008, 1045, 1046, 1063
TGn editor : replace NOTE 2, page 227,  lines 15 to 17 in the IEEE802.11n Draft 7.0 with the following:

In addition to the restrictions on transmission of 40 MHz mask PPDUs found in subclauses 11.14.4.1 to 11.14.4.4, if a STA operating in the 2.4 GHz ISM band has knowledge of non-802.11 communication devices operating in the area that 

                               a) are not co-located with the STA radio 

and

                               b) may be affected by the 40 MHz operation*
the STA shall report to the AP via the 20/40 BSS coexistence management frame or 20/40 BSS coexistence management element with the Forty MHz Intolerant field set to 1.
· Note * based on submission 11-08-1101-03-000n-additional-40-mhz-scanning-proposal from John Barr,  any of these methods (or a combination of) can be used by the HT STA to determine the existence of affected non 802.11 device

· Similar to DFS algorithm used for radar detection

· Detection limits based on expected signal level of non-802.11 radio within range of likely interference by 40 MHz 802.11n transmissions (e.g., 2-3m).

· The presence of 1 MHz GFSK transmissions in channels centered on f=2402+k MHz for k=0..78 with a power level greater than –35 dBm that appear on at least 20 channels in a 10 mSec time period, and 5 MHz DSSS O-QPSK transmissions with a 2 MHz chip rate in channels centered on f=2405 + 5(k-11) MHz for k=11-26 with a power level greater than –38 dBm that appear on channels affected by the proposed 40 MHz channel in a 10 mSec time period. If either transmissions are detected “non-802.11 radio scan” result is positive otherwise it is negative.




Abstract


This document proposes an alternative resolution to the resolutions that are proposed with comments numbered 11, 30, 157, 132, 85, 56 as shown in doc. 11-09-224-02-000n-sb0-coex-40mhz-other-systems and comments numbered 1059, 1077, 1061, 1008, 1045, 1046, 1063 as shown in doc. 11-09-297-00-000n-sb1-coex-comments
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