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This document proposes text modification to 11v draft standard 3.02.  The proposed changes are indicated below: 
Insert the following paragraph:

5.2.11.19 STA Statistics (Triggered Report)
The STA Statistic (Triggered Report) enables the reporting of a STA statistics report when the satistics of interst reach a predefined threshold.  
11.1.2.3a Multiple BSSIDs procedures

When the MIB attribute dot11WirelessManagementImplemented is set to true, the implementation of Multiple BSSIDs is optional.  A STA that implements Multiple BSSIDs sets the MIB attribute dot11MgmtOptionMultiBSSIDImplemented to true. 
A STA that has a value of true for the MIB attribute dot11MgmtOptionMultiBSSIDEnabled is defined as a STA that supports Multiple BSSIDs. A STA for which the MIB attribute dot11MgmtOptionMultiBSSIDEnabled is set to true shall set the Multiple BSSID field of the Extended Capabilities element to 1. 

Note to the editor: please use the term “Multiple BSSIDs” consistently throughout the 11v spec. 
11.2.1.4a FMS power management

When the MIB attribute dot11WirelessManagementImplemented is true, the implementation of Flexible Multicast Service is optional. A STA that implements Flexible Multicast Service sets the MIB attribute dot11MgmtOptionFMSImplemented to true. When dot11MgmtOptionFMSEnabled is set to true, the STA supports FMS and it is possible to create different delivery intervals for different group addressed streams.

11.2.1.13TIM broadcast

When the MIB attribute  dot11WirelessManagementImplemented is true, the implementation of TIM Broadcast is optional.  A STA that implements TIM Broadcast sets the MIB attribute dot11MgmtOptionTIMBroadcastImplemented to true. A STA that has a value of true for the MIB attribute dot11MgmtOptionTIMBroadcastEnabled is defined as a STA that supports TIM Broadcast. A STA for which the MIB attribute dot11MgmtOptionTIMBroadcastEnabled is set to true shall set the TIM Broadcast field of the Extended Capabilities element to 1. 

11.2.2.1 WNM-Sleep mode capability

When the MIB attribute  dot11WirelessManagementImplemented is true, the implementation of WNM-sleep mode is optional.  A STA that implements WNM-Sleep Mode sets the MIB attribute dot11MgmtOptionWNMSleepModeImplemented to true. A STA where the MIB attribute dot11MgmtOptionWNMSleepModeEnabled is set to true is defined as a STA that supports WNM-Sleep mode. A STA supporting WNM-Sleep mode shall set the WNM-Sleep Mode field of the Extended Capabilities element to 1. When dot11MgmtOptionWNMSleepModeEnabled is true, dot11MgmtOptionTFSEnabled shall be true.

11.10.7 Triggered autonomous reporting

Triggered autonomous reporting is defined only for the Transmit Stream/Category Measurement measurement type – see 11.10.8.8. When dot11MgmtOptionDiagnosticsEnabled is set to true, triggered autonomous reporting is used for Multicast Diagnostics (11.20.2). When dot11MgmtOptionTriggerSTAStatisticsEnabled is set to true, triggered autonomous reporting is used for STA Statistics Reports (11.10.8.5).
11.10.8.5 STA statistics report

Insert the following at the end of 11.10.8.5:

A STA may request that a STA Statistics report be sent when statistics of interest reach a threshold as defined in the Measurement Request element of the STA Statistics Request frame (see 7.3.2.21.8). This is termed a triggered STA Statistics measurement.  When the MIB attribute  dot11WirelessManagementImplemented is true, the implementation of Triggered STA Statistics Reporting is optional.  A STA that implements Triggered STA Statistic Reporting sets the MIB attribute dot11MgmtOptionTriggerSTAStatisticsImplemented to true.  
A triggered STA Statistic measurement shall be requested by setting the Enable and Report bits to 1 within a Measurement Request element containing the STA Statistics Measurement Type. The Measurement Request field shall contain a STA Statistics Request with the trigger conditions specified in the Triggered Reporting subelement, as defined in 7.3.2.21.8. One or more trigger conditions may be set with specified thresholds. See 11.10.7. To prevent generation of too many triggered reports, the value of the Trigger Timeout field shall be set to a value greater or equal to the value of dot11MinTriggerTimeout. If the value of the Trigger Timeout field is less than the value of dot11MinTriggerTimout, the STA shall reject the measurement request and respond with a report where the Measurement Report Mode field is set to "Incapable".
11.10.16 Multicast diagnostic reporting

Multicast diagnostic reporting enables an AP to collect statistics group addressed traffic at associated STAs. The method an AP uses to determine the multicast groups to which an associated STA is a member of is outside the scope of the standard, and is typically performed by higher layer protocols. The Multicast Diagnostic Request and Multicast Diagnostic Report fields are defined in 7.3.2.21.12 and 7.3.2.22.11, respectively. 
When the MIB attribute  dot11WirelessManagementImplemented is set to true, the implementation of Multicast Diagnostic reporting is mandatory. A STA that has a value of true for the MIB attribute dot11MgmtOptionMulticastDiagnosticsEnabled is defined as a STA that supports multicast diagnostics reporting. A STA for which the MIB attribute dot11MgmtOptionMulticastDiagnosticsEnabled is set to true shall set the Multicast Diagnostics field of the Extended Capabilities element to 1. When the Multicast Diagnostics field in the Extended Capabilities field is set to 1, the Incapable bit in the Measurement Report Mode field of a Multicast Diagnostic Report shall not be set to 1. 

11.20.2.1 Event request and event report

The Event Request and Event Report frames enable network real-time diagnostics. When the MIB attribute dot11WirelessManagementImplemented is set to true, the implementation of  Event Request and Event Report is mandatory.  A STA that has a value of true for the MIB attribute dot11MgmtOptionEventsEnabled is defined as a STA that supports event requests or reporting. A STA for which the MIB attribute dot11MgmtOptionEventsEnabled is set to true shall set the Event field of the Extended Capabilities element to 1. If dot11MgmtOptionEventsEnabled is set to true, a STA shall collect, timestamp and log all transition, RSNA, Peer-to-peer, and WNM Log events.

11.20.3.1 Diagnostic request and diagnostic report

The Diagnostic Request and Diagnostic Report protocol provides a tool to diagnose and debug complex network issues. When the MIB attribute dot11WirelessManagementImplemented is set to true, the implementation of Configuration Profile diagnostic report, Manufacturer Information STA report, and Association Diagnostic report is mandatory. When the MIB attribute dot11WirelessManagementImplemented is set to true and RSN is supported, the implementation of the IEEE 802.1X Authentication diagnostic is mandatory. A STA that has a value of true for the MIB attribute dot11MgmtOptionDiagnosticsEnabled is defined as a STA that supports diagnostics reporting. A STA for which the MIB attribute dot11MgmtOptionDiagnosticEnabled is set to true shall set the Diagnostics field of the Extended Capabilities element to 1. 

11.20.4.1 Location track configuration procedures

When the MIB attribute dot11WirelessManagementImplemented is set to true, the implementation of the Location Track Configuration is mandatory.  A STA that has a value of true for the MIB attribute dot11MgmtOptionLocationEnabled is defined as a STA that supports location. A STA for which the MIB attribute dot11MgmtOptionLocationEnabled is set to true shall set the Location field of the Extended Capabilities element to 1.

11.20.4.2 Location track notification procedures

When the MIB attribute dot11WirelessManagementImplemented is set to true, the implementation of the Location Track Notification is optional. A STA that implements Location Track Notification sets the MIB attribute dot11MgmtOptionLocationTrackNotificationImplemented to true.  A STA with a value of true for the MIB attribute dot11MgmtOptionLocationTrackNotificationEnabled is defined as a STA that supports Location Track Notification.  When Location Track Notification is supported, a STA configured by another STA as described in the previous subclause shall transmit Location Track Notification frames as shown in the informative diagram in Figure v114. The implementation of Motion Detection or the Time of Departure reporting in Location Track Notification is optional. A STA that implements Motion Detection sets the MIB attribute dot11MgmtOptionMotionDetectionImplemented to true. A STA with a value of true for the MIB attribute dot11MgmtOptionMotionDetectionEnabled is defined as a STA that supports Motion Detection. A STA that implements Time of Departure sets the MIB attribute dot11MgmtOptionTODImplemented to true. A STA with a value of true for the MIB attribute dot11MgmtOptionTODEnabled is defined as a STA that supports Time of Departure for location tracking.  
11.20.5 Timing measurement procedure

When the MIB attribute dot11WirelessManagementImplemented is set to true, the implementation of the timing measurement is optional. A STA that implements Timing Measurement sets the MIB attribute dot11MgmtOptionTimingMsmtImplemented to true. If dot11MgmtOptionTimingMsmtEnabled is set to true, the Timing Measurement field in the Extended Capabilities element shall be set to 1 and the STA supports the timing measurement procedure. A STA provides timing measurement values to a peer STA using the Timing Measurement public action frame. A receiving STA uses the timing values in the Timing Measurement public action frame to:

a)
estimate the location of the STA transmitting the action frame and 

b)
estimate the offset of the local clock with respect to the clock of the STA transmitting the action frame.

11.20.6.1 BSS transition capability 

The BSS Transition Management Query, BSS Transition Management Request, BSS Transition Management Response frames provide a means and a protocol to exchange the information needed to enable an AP to inform associated STAs that the AP is shutting down for a period of time and to enable a network to manage BSS loads by influencing STA transition decisions, and by initiating STA transition to selected target BSS(s).

This protocol enables the improved throughput, effective data rate and/or QoS for the aggregate of STAs in a network by shifting (via transition) individual STA traffic loads to more appropriate points of association within the ESS.

When the MIB attribute dot11WirelessManagementImplemented set to true, the implementation of BSS Transition Capability is mandatory. A STA that has a value of true for the MIB attribute dot11MgmtOptionBSSTransitionEnabled is defined as a STA that supports BSS transition management. A STA for which the MIB attribute dot11MgmtOptionBSSTransitionEnabled is set to TRUE shall set the BSS Transition field of the Extended Capabilities element to 1. 

The provisions in this clause for BSS transition management and network load balancing do not apply in an IBSS.

11.20.8 Co-located interference reporting

Co-located interference might cause degradation of 802.11 STA performance either periodically or continuously. The co-located interference reporting allows a requesting STA to receive information concerning the co-located interference being experienced by another STA on the operating channel. Such interference may be due to an interaction between radios where a reporting STA is co-located with another radio device. Co-located interference information can be used by the requesting STA to manage communication to the reporting STA such that the effect of the interference is limited.

When the MIB attribute dot11WirelessManagementImplemented is true, the implementation of Co-located Interference reporting is optional. A STA that implements Co-located Interference reporting sets the MIB attribute dot11MgmtOptionCOLOINTReportingImplemented to true. A STA that has a value of true for the MIB attribute dot11MgmtOptionCOLOINTReportingEnabled is defined as a STA that supports co-located interference reporting. A STA for which the MIB attribute dot11MgmtOptionCLIReportingEnabled is set to true shall set the Co-located Interference Reporting field of the Extended Capabilities element to 1. 

11.20.9 QoS Traffic Capability procedure

When the MIB attribute dot11WirelessManagementImplemented is true, the implementation of QoS traffic capability is optional. A STA that implements the QoS Traffic Capability sets the MIB attribute dot11MgmtOptionTrafficGenerationImplemented to true. If the MIB attribute dot11MgmtOptionTrafficGenerationEnabled is set to true, a non-AP QoS STA supports the QoS Traffic Capability and shall include the QoS Traffic Capability element in an Association Request frame or in a Reassociation Request frame when it is sending such a frame to associate or reassociate with an AP. If there is any change in QoS Traffic Capability Flags while associated with an AP, the non-AP STA shall send a QoS Traffic Capability Update frame (see 7.4.11.23) including the updated QoS Traffic Capability Flags to the AP.

11.20.10 AC station count

When the MIB attribute dot11WirelessManagementImplemented is true,  the implementation of AC station count is optional. A STA that implements AC Station Count sets the MIB attribute dot11MgmtOptionStationCountImplemented to true. When dot11MgmtOptionACStationCountEnabled is set to true, the STA shall set the AC Station Count field to 1 in the Extended Capabilities element to indicate that the STA supports the AC Station Count capability. When dot11MgmtOptionACStationCountEnabled is set to false, the STA shall set the AC Station Count field in the Extended Capabilities element to 0 to indicate that the STA does not support this capability.

If the MIB attribute dot11MgmtOptionACStationCountImplemented is set to true, a QoS AP shall be able to construct the QoS Traffic Capability Bitmask and AC STA Count list as specified in 7.3.2.73. The AP shall construct the STA Count List value based on the UP-to-AC mappings as defined in Table 9-1, the QoS Traffic Capability Bitmask/Flags of the non-AP STAs that are currently associated with it, and additional information. If the MIB attribute dot11MgmtOptionACStationCountEnabled is set to true, a QoS AP shall include the QoS Traffic Capability element in a Probe Response frame and in a Beacon frame.

If the MIB attribute dot11MgmtOptionACStationCountEnabled is set to true, a non-AP QoS STA may use the STA Count field values as one of the factors when determining association, reassociation, and the BSS transition. If the MIB attribute dot11MgmtOptionACStationCountEnabled is set to false, a non-AP QoS STA shall not use the STA Count field values as one of the factors when determining association, reassociation, and the BSS transition.

11.20.11 TFS procedures

11.20.11.1 TFS capability

When the MIB attribute dot11WirelessManagementImplemented is true, the implementation of TFS capability is optional. A STA that implements the TFS Capability sets the MIB attribute dot11MgmtOptionTFSImplemented to true. A STA that has a value of true for the MIB attribute dot11MgmtOptionTFSEnabled is defined as a STA that supports TFS. A STA for which the MIB attribute dot11MgmtOptionTFSEnabled is set to true shall set the TFS field of the Extended Capabilities element to 1. 

A STA with a value of true for the MIB attribute dot11MgmtTFSEnabled may send a TFS Request, TFS Response or TFS Notify frame to a STA within the same infrastructure BSS whose last received Extended Capabilities element contained a value of 1 for the TFS bit in the Capabilities field. The Traffic Filtering service is not supported in an IBSS.

11.20.12 BSS max idle period management

When the MIB attribute dot11WirelessManagementImplemented is true, the implementation of BSS max idle period is mandatory. If dot11MaxIdlePeriod is non-zero, the BSS Max Idle Period element shall be included in the Association Response frame or the Reassociation Response frames. Otherwise, the BSS Max Idle period element shall not be included. The Idle Options field may require STAs to send security protocol protected or unprotected keep-alive frames.

If the Idle Options field requires security protocol protected keep-alive frames, then the AP shall disassociate the STA if no protected frames are received from the STA for a period of duration BSS Max Idle Period. If the Idle Options field allows unprotected or protected keep-alive frames, then the AP shall disassociate the STA if no protected or unprotected frames are received from the STA for a period of duration BSS Max Idle Period. 

NOTE — The AP may disassociate or deauthenticate the STA at any time for other reasons even if the STA satisfies the keep-alive frame transmission requirements.

11.20.13 Proxy ARP service

When the MIB attribute dot11WirelessManagementImplemented is true, the implementation of the Proxy ARP service is optional. A STA that implements the Proxy ARP Service sets the MIB attribute dot11MgmtOptionProxyARPImplemented to true. When dot11MgmtOptionProxyARPEnabled is set to true, the Proxy ARP Service bit in the Extended Capabilities field is set to 1 to indicate that the AP supports the Proxy ARP Service. When dot11MgmtOptionProxyARPEnabled is set to false, the Proxy ARP Service bit is set to 0 to indicate that the AP does not support the Proxy ARP Service.

When the AP sets the Proxy ARP field to 1 in the Extended Capabilities element, the AP shall maintain a Hardware Address to Internet Address mapping for each associated station, and shall update the mapping when the Internet Address of the associated station changes. When the IPv4 address being resolved in the ARP request packet is used by a non-AP STA currently associated to the BSS, the Proxy ARP service shall respond to the request on behalf of the non-AP STA [RFC 925], unless the packet updates the Hardware Address to Internet Address mapping. The Proxy ARP service also shall respond to Internet Control Message Protocol version 6 (ICMPv6) Neighbor Discovery packets on behalf of the non-AP STA, to support IPv6 services [RFC 2461], unless the packet updates the Hardware Address to Internet Address mapping.

11.20.14 Channel usage procedures

Channel Usage information is a set of channels provided by an AP to non-AP STAs for operation of a non-infrastructure network. The Channel Usage information provided by the AP to the non-AP STA is to advise the STA how to co-exist with the infrastructure network. 

When the MIB attribute dot11WirelessManagementImplemented is true,  the implementation of Channel Usage is optional. A STA that implements Channel Usage sets the MIB attribute dot11MgmtOptionChannelUsageImplemented to true. A STA that has a value of true for the MIB attribute dot11MgmtOptionChannelUsagEnabled is defined as a STA that supports Channel Usage. A STA for which the MIB attribute dot11MgmtOptionChannelUsageEnabled is true shall set the Channel Usage field of the Extended Capabilities element to 1.

A.4 PICS proforma–IEEE Std. 802.11, 2007 Edition

A.4.3 IUT configuration 

Insert this entry to the end of the IUT configuration table:

	Item
	IUT configuration
	References
	Status
	Support

	*CFv
	Is Wireless Network Management supported?
	
	(CF8 & CF11 & CF13 & CF15 & DSE5 & DSE6 & DSE7 & DSE8 & DSE9

):O
	Yes, No, N/A


Insert this new clause after A.4.20: 

EDITORIAL NOTE—last clause in 802.11k-D.70 is A.4.17.

A.4.21 Wireless Network Management extensions

	Item
	Protocol Capability
	References
	Status
	Support

	WNM1
	Extended Capabilities element
	7.3.2.27
	CFv:M
	Yes, No, N/A

	WNM2
	 STA Statistics (Triggered)
	11,10.7
	CFv:M
	Yes, No, N/A

	
WNM2.1
	Radio Measurement Request frame
	7.4.6.1
	CFv:M
	Yes, No, N/A

	
WNM2.2
	
Radio Measurement Report frame
	7.4.6.2
	CFv:M
	Yes, No, N/A

	
WNM2.3
	
Protocol for Triggered Measurements
	11.10.7
	CFv:M
	Yes, No, N/A

	
WNM2.4
	
Triggered STA Statistics 
	7.3.2.21.8,
7.3.2.22.8,
11.10.8.5
	CFv:O
	Yes, No, N/A

	
	
	
	
	

	
WNM2.5
	
Multicast Diagnostics 
	7.3.2.21.12,
7.3.2.22.11,
11.10.16
	CFv:M
	Yes, No, N/A

	WNM3
	Event 
	11.20.2
	CFv:M
	Yes, No, N/A

	
WNM3.1
	
Event Request frame
	7.3.2.62,
7.4.11.2
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM3.2
	
Event Report frame
	7.3.2.63,
7.4.11.3
	(CFv AND CF2):M
	Yes, No, N/A

	WNM4
	Diagnostic 
	11.20.3
	CFv:M 
	Yes, No, N/A

	
WNM4.1
	
Diagnostic Request frame
	7.3.2.64,
7.4.11.4
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM4.2
	
Diagnostic Report frame
	7.3.2.65,
7.4.11.5
	 (CFv AND CF2):M 
	Yes, No, N/A

	
	
	
	
	

	WNM4.3
	Configuration Profile Diagnostic Type
	7.3.2.65.3, 11.20.3.2
	CFv:M
	Yes, No, N/A

	WNM4.4
	Manufacturer Information STA Report Diagnostic Type
	7.3.2.65.2, 11.20.3.3
	CFv:M
	Yes, No, N/A

	WNM4.5
	Association Diagnostic Type
	7.3.2.64.2, 7.3.2.65.4, 11.20.3.4
	CFv:M
	Yes, No, N/A

	WNM4.6
	802.1X Authentication Diagnostic Type
	7.3.2.64.3,

7.3.2.65.4, 11.20.3.5
	(CFv AND PC34):M
	Yes, No, N/A

	WNM5
	Location
	11.20.4, 7.3.2.66
	CFv:M
	Yes, No, N/A

	WNM5.1
	Location Civic Request/Report
	11.10.8.9
	CFv:M
	Yes, No, N/A

	WNM5.2
	Location Identifier Request/Report
	11.10.8.10
	CFv:M
	Yes, No, N/A

	WNM5.3

WNM5.3.1

WNM5.3.2
	Location Track Notification

Time Of Departure Notifications

Motion Detection Notifications
	11.20.4, 7.4.7.10

11.20.4, 7.3.2.66

11.20.4, 7.3.2.66
	CFv:O

CFv:O

CFv:O
	Yes, No, N/A

	WNM5.4
	Location Configuration Request frame
	7.4.11.7, 7.3.2.66
	CFv:M
	Yes, No, N/A

	WNM5.4.1
	 Normal Indication
	7.4.11.7, 7.3.2.66
	CFv:O
	Yes, No, N/A

	WNM5.4.2
	 Motion Indication
	7.4.11.7, 7.3.2.66
	CFv:O
	Yes, No, N/A

	WNM5.5
	Location Configuration Response frame
	7.4.11.8, 7.3.2.66
	CFv:M
	Yes, No, N/A

	WNM6
WNM6.1
WNM6.2
	Multiple BSSID Support
Multiple BSSID element
Multiple BSSID-index element
	11.1.2.3a, 11.1.3, 11,10.11
7.3.2.46
7.3.2.69
	CFv:O
WNM6: M
     WNM6: M
	Yes, No, N/A
Yes, No, N/A

Yes, No, N/A

	WNM7
	BSS Transition Management
	11.20.6
	CFv:M 
	Yes, No, N/A

	
WNM7.1
	
Neighbor Report Element
	7.3.2.37

	(CFv AND CF1):M
	Yes, No, N/A

	
WNM7.2
	
BSS Transition Management Query frame
	7.4.11.8
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM7.3
	
BSS Transition Management Request frame
	7.4.11.9
	 (CFv AND CF2):M 
	Yes, No, N/A

	
WNM7.4
	
BSS Transition Management Response frame
	7.4.11.10
	 (CFv AND CF2):M 
	Yes, No, N/A

	*WNM8
	FMS
	9.2.7, 11.20.7
	CFv:O
	Yes, No, N/A

	WNM8.1
	FMS Request frame
	7.4.11.11
	(CF2&WNM8):M
	Yes, No, N/A

	WNM8.2
	FMS Response frame
	7.4.11.12
	(CF1&WNM8):M
	Yes, No, N/A

	WNM9
	Proxy ARP
	11.20.13
	CFv:O
	Yes, No, N/A

	WNM10
WNM10.11.1

WNM10.11.2


	Co-located Interference Reporting
Co-located Interference Request frame
Co-located Interference Response frame
	7.4.11.13, 7.4.11.14, 11.20.9
7.4.11.13
7.4.11.14
	CFv:O
WNM10: M
WNM10: M
	Yes, No, N/A
Yes, No, N/A

Yes, No, N/A

	WNM11
WNM11.1
	BSS Max Idle Period
BSS Max Idle Period element
	7.3.2.74, 11.20.12
7.3.2.74
	CFv:M
WNM: M
	Yes, No, N/A
Yes, No, N/A

	*WNM12
	TFS 
	11.20.11
	CFv:O
	Yes, No, N/A

	WNM12.1
	TFS Request frame
	7.3.2.75, 7.4.11.15
	WNM12:M
	Yes, No, N/A

	WNM12.2
	TFS Response frame
	7.3.2.76, 7.4.11.16
	WNM12:M
	Yes, No, N/A

	WNM12.3
	TFS Notify frame
	7.4.11.17
	(CF1&WNM12):M,

(CF2&WNM12):O
	Yes, No, N/A

	*WNM13
	WNM-Sleep Mode 
	11.2.2
	CFv:O
	Yes, No, N/A

	WNM13.1
	WNM-Sleep Mode Request frame
	7.3.2.77, 7.4.11.18
	WNM13: M
	Yes, No, N/A

	WNM13.2
	WNM-Sleep Mode Response frame
	7.3.2.77, 7.4.11.19
	WNM13: M
	Yes, No, N/A

	WNM14
WNM14.1

WNM14.2

WNM14.3
	TIM broadcast
TIM Broadcast Request frame
TIM Broadcast Response frame
TIM Broadcast frame
	11.2.1.13

7.3.2.78, 7.4.11.20
7.3.2.79,  7.4.11.21, 
7.4.11.22, 
	CFv:O
 WNM14: M

WNM14: M

      WNM14: M
	Yes, No. N/A
Yes, No, N/A

Yes, No, N/A

Yes, No, N/A

	WNM15
WNM15.1
WNM15.2
	QoS Traffic Capability
QoS Traffic capability element

QoS Traffic capability update frame
	11.20.9
7.3.2.73

7.4.11.23

	(CFv AND CF2):O
      WNM15: M

WNM15: M
	Yes, No, N/A
 Yes, No, N/A

Yes, No. N/A

	WNM16
	AC Station Count
	11.20.10
	(CFv AND CF2):O
	Yes, No, N/A

	 WNM17
	Timing Measurement
	11.20.5
	CFv:O
	Yes, No, N/A

	WNM18
WNM18.1
WNM18.2
	Channel Usage
Channle Usage request frame 
Channel Usage response frame
	11.20.14; 
7.3.2.81, 7.4.7.12
7.3.2.81, 7.4.7.13
	CFv:O
WNM18: M

WNM18: M
	Yes, No, N/A
Yes, No. N/A

Yes. No. N/A


Annex D

(normative)

ASN.1 encoding of the MAC and PHY MIB
Insert the following element at the end of the list of child objects for dot11smt object identifier:

--***********************************************************

--*Wireless Network Management 

--************************************************************

-- dot11WirelessMgmtOptionsTable
::= { dot11smt 17}

Insert the following text at the end of the Station management MIB:

-- **********************************************************************

-- * dot11WirelessMgmtOptions TABLE

-- **********************************************************************

dot11WirelessMgmtOptionsTable OBJECT-TYPE


SYNTAX SEQUENCE OF Dot11WirelessMgmtmOptionsEntry


MAX-ACCESS not-accessible


STATUS current


DESCRIPTION


    “Wireless Management attributes. In tabular form to


    allow for multiple instances on an agent. This table 

 
    only applies to the interface if dot11WirelessManagementImplemented 


    is set to TRUE in the dot11StationConfigTable. Otherwise


    this table should be ignored.”


::= { dot11smt 17 }

dot11WirelessMgmtOptionsEntry OBJECT-TYPE


SYNTAX Dot11WirelessMgmtOptionsEntry


MAX-ACCESS not-accessible


STATUS current


DESCRIPTION


    "An entry in the dot11WirelessMgmtOptionsTable. For all Wireless Management features, an “enabled” MIB variable is used to enable or disable the corresponding feature.  An “Implemented” MIB variable is used for an optional feature to indicate whether the feature is implemented. A mandatory feature does not have a corresponding “Implemented” MIB variable. It is


    possible for there to be multiple IEEE 802.11 interfaces


    on one agent, each with its unique MAC address. The


    relationship between an IEEE 802.11 interface and an


    interface in the context of the Internet-standard MIB is


    one-to-one. As such, the value of an ifIndex object


    instance can be directly used to identify corresponding


    instances of the objects defined herein.


    ifIndex - Each IEEE 802.11 interface is represented by an


    ifEntry. Interface tables in this MIB module are indexed


    by ifIndex."


INDEX { ifIndex }


::= { dot11WirelessMgmtOptionsTable 1 }

Editor: Make the following text  changes to Annex D  in 802.11v Draft:

Dot11WirelessMgmtOptionsEntry ::=


SEQUENCE {



dot11MgmtOptionLocationEnabled



TruthValue,



dot11MgmtOptionFMSImplemented


 TruthValue,



dot11MgmtOptionFMSEnabled


TruthValue,


dot11MgmtOptionEventsEnabled


TruthValue,



dot11MgmtOptionDiagnosticsEnabled



TruthValue,



dot11MgmtOptionMultiBSSIDImplemented



TruthValue,



dot11MgmtOptionMultiBSSIDEnabled



TruthValue,



dot11MgmtOptionTFSImplemented 



TruthValue,



dot11MgmtOptionTFSEnabled


TruthValue,



dot11MgmtOptionWNMSleepModeImplemented



TruthValue, 


















 

dot11MgmtOptionWNMSleepModeEnabled



TruthValue,



dot11MgmtOptionTIMBroadcastImplemented



TruthValue,



dot11MgmtOptionTIMBroadcastEnabled



TruthValue,



dot11MgmtOptionProxyARPEnabled



TruthValue,


dot11MgmtOptionProxyARPImplemented 



Truthvalue



dot11MgmtOptionBSSTransitionEnabled



TruthValue,



dot11MgmtOptionTrafficGenerationImplemented



TruthValue,



dot11MgmtOptionTrafficGenerationEnabled



TruthValue,



dot11MgmtOptionACStationCountImplemented



TruthValue,



dot11MgmtOptionACStationCountEnabled



TruthValue,



dot11MgmtOptionMulticastDiagnosticsEnabled



TruthValue,


dot11MgmtOptionCOLOINTReportingEnabled



TruthValue,




dot11MgmtOptionCOLOINTReportingImplemented 



TruthValue,




dot11MgmtOptionLocationTrackNotificationImplemented

TruthValue, 


dot11MgmtOptionLocationTrackNotificationEnabled


TruthValue,


dot11MgmtOptionCOLOINTReportingImplemented 



TruthValue,




dot11MgmtOptionMotionDetectionImplemented



TruthValue, 


dot11MgmtOptionMotionDetectionEnabled



TruthValue,


dot11MgmtOptionTODImplemented 



TruthValue,




dot11MgmtOptionTODEnabled


 TruthValue,




dot11MgmtOptionTimingMsmtImplemented 



TruthValue,




dot11MgmtOptionTimingMsmtEnabled



TruthValue


dot11MgmtOptionChannelUsageImplemented



TruthValue,


dot11MgmtOptionChannelUsageEnabled



TruthValue}


dot11MgmtOptionLocationTrackNotificationImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Location Track Notification when the dot11WirelessManagementImplemented is TRUE."

DEFVAL { FALSE }

::= { dot11WirelessMgmtOptionsEntry x } 

dot11MgmtOptionLocationTrackNotificationEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Location Track Notification is

enabled. The capability is disabled, otherwise"

DEFVAL { FALSE }

::= { dot11WirelessMgmtOptionsEntry y } 




Abstract


This document proposes comment resolutions to LB133 CID-1239 and CID-1257. The proposed resolutions intend to clarify the status of mandatory versus optional requirement for each feature defined in the 802.11v amendment.  
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