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Discussion, not to be included in the draft: 

Baseline is IEEE802.11:2007, 802.11D5.0 and 802.11vD3.0.

Editing instructions are via Word’s “track changes” facility.
The editor may wish to trim unchanged paragraphs from this document
Features:

- Three new Ack policies: directed, unsolicited retries, Block Ack

- One new power management mode: MC frames transmitted irrespective of power management state, sent during a Schdeuled Service Period.

Note: MRG directed is different from DMS since with MRG an AP can adaptively vary the Ack policy to suit the traffic load and number of group members.

New packet processing behaviors

Data packets 

- QoS control field is included

- Concealment

ADDBA.request/response 

- New Action field value but keeping the same ADDBA name

- Append the MRG group address and an Extended Parameter Set field

DELBA.request 

- Append the MRG group address 

BAR/BA for MRG streams 

- BAR is group addressed

- BAR includes a list of STAs to BA the BAR, and their order

- BA includes the MRG group address

- To improve BAR/BA security, only immediate BAs are allowed

- MTBAR/MTBA is for 1 TID only

ADDMRG.request, ADDMRG.response 

- Lightweight versions of ADDTSPEC, DELTSPEC

- ADDMRG.response also sent gratuitously with a GA DA to update parameters related to the group address 

Concealment of data frames

- A-MSDU encapsulation 

- Assumes unexpected control and management frames are discarded by legacy clients

- Does not support 11abg APs/clients (yet being WMM, these may not support TSIDs, BAs, etc)

3. Definitions
3.135 service period (SP): A contiguous time during which one or more downlink unicast frames are

transmitted to a quality of service (QoS) station (STA) and/or one or more transmission opportunities

 (TXOPs) are granted to the same STA. SPs can be scheduled or unscheduled. For a non-access point (non-

AP) STA, there can be at most one non-MRG SP active at any time. 
Insert and renumber
3.1.991aa No retry/no Ack: Ack policy for group addressed frames where each frame is transmitted once and without acknowledgement. 

3.1.992aa All-Active/Any-PS: Power Management mode for group addressed frames where a group addressed frame is only transmitted when all non-AP STAs are in Active mode or after a DTIM beacon if any non-AP STA is in PS mode. 

3.1.993aa MRG service: Means for transmission and retransmission of an MRG group address stream for greater reliability yet with these (re)transmissions concealed from MRG-incapable STAs 

3.1.994aa MRG group address: A group address subject to an MRG agreement between the AP and at least one STA within the BSS 

3.1.995aa MRG frame: A group addressed frame transmitted via the MRG service by an AP
3.1.996aa MRG-Directed frame (group address, MSDU, A-MSDU): Frame (group address, MSDU, A-MSDU) subject to the MRG service with Ack policy equal to MRG-Directed
3.1.997aa MRG-Unsolicited-Retry frame (group address, MSDU, A-MSDU): Frame (group address, MSDU, A-MSDU) subject to the MRG service with Ack policy equal to MRG-Unsolicited-Retry
3.1.998aa MRG-Block-Ack frame (group address, MSDU, A-MSDU): Frame (group address, MSDU, A-MSDU) subject to the MRG service with Ack policy equal to MRG-Block-Ack

3.1.9990aa MRG-SP frame (group address, MSDU, A-MSDU): Frame (group address, MSDU, A-MSDU) subject to the MRG service with Power Management mode equal to MRG-SP

3.1.9991aa MRG-non-SP frame (group address, MSDU, A-MSDU): Frame (group address, MSDU, A-MSDU) subject to the MRG service with Power Management mode not equal to MRG-SP (i.e. Power Management mode is equal to All-Active/Any-PS or FMS)

4. Abbreviations and acronyms
Insert 

MRG

More Reliable Groupcast
5.2.99aa.1 MRG
The More Reliable Groupcast Service allows a non-AP STA to request greater reliability for one or more group addressed streams that the non-AP STA receives. Greater reliability is provided via transmission as individually addressed frames, unsolicited retries, or the Block Ack mechanism. The non-AP STA may also request reduced delivery latency, so that the AP transmits the frames via EDCA within regular Service Periods. 
Y 6.1.1.3 Interpretation of service class parameter in MAC service primitives in a STA
In QoS STAs, the value of the service class parameter in the MAC service primitive (see 6.2) may be a noninteger value of QoSAck or QoSNoAck.

When an MSDU is received from the MAC_SAP and the recipient STA is a QoS STA with the service class set to

— QoSAck, the MSDU is transmitted using a QoS data frame with the Ack Policy subfield in the QoS Control field set to either Normal Acknowledgment (Normal Ack) or Block Ack.

· QoSNoAck, the MSDU is transmitted using a QoS data frame with the Ack Policy subfield in the QoS Control field set to No Acknowledgment (No Ack). 
Editor: note insertion of newline
If the sender STA is an AP and the frame has a group addressed DA, then the MSDU is buffered for transmission and is also sent to the DS.

When an MSDU is received from the MAC_SAP and the recipient STA is not a QoS STA, the MSDU is transmitted using a non-QoS data frame.
When a QoS data frame is received from another STA, the service class parameter in MA-UNITDATA.indication primitive is set to

— QoSAck, if the frame is a QoS data frame with the Ack Policy subfield in the QoS Control field set to either Normal Ack or Block Ack, or the frame is an MRG frame.
— QoSNoAck, if the frame is a QoS data frame with the Ack Policy subfield in the QoS Control field set to No Ack. This service class is also used where the DA parameter is a group address unless the frame is an MRG frame. 
When a non-QoS data frame is received from a STA, the service class parameter in MA-UNITDATA.indication primitive is set to

— QoSAck, if the frame is an individually addressed frame and is acknowledged by the STA.

— QoSNoAck, if the frame is a group addressed frame or is not acknowledged by the STA. Note that the group addressed frames sent by a non-QoS STA are not acknowledged regardless of the service class parameter in MA-UNITDATA.indication primitive. 
Note: MRG frames are not transmitted by a non-QoS STA
Y 7.1.3.1.7 More Data field

The More Data field is 1 bit in length and is used to indicate to a STA in PS mode that more MSDUs, AMSDUs or MMPDUs are buffered for that STA at the AP. The More Data field is valid in directed data or management type frames transmitted by an AP to a STA in PS mode. A value of 1 indicates that at least one additional buffered MSDU, A-MSDU or MMPDU is present for the same STA.

The More Data field may be set to 1 in directed data type frames transmitted by a CF-Pollable STA to the PC in response to a CF-Poll to indicate that the STA has at least one additional buffered MSDU available for transmission in response to a subsequent CF-Poll.

The More Data field is set to 0 in all other directed frames.

The More Data field is set to 1 in group addressed frames transmitted by the AP when additional non-MRG-SP group addressed MSDUs or MMPDUs remain to be transmitted by the AP during this beacon interval.

The More Data field is set to 0 in group addressed frames transmitted by the AP when no more non-MRG-SP grouped addressed MSDUs or MMPDUs remain to be transmitted by the AP during this beacon interval and in all group addressed frames transmitted by non-AP STAs.

The More Data field is set to 0 in all other group addressed frames.

For a non-AP STA that has the More Data Ack subfield set in its QoS Capability information element and also has APSD enabled, an AP may set the More Data field to 1 in ACK frames to this non-AP STA to indicate that the AP has a pending transmission for the non-AP STA.

Y 7.1.3.4.1 Sequence Number field

The Sequence Number field is a 12-bit field indicating the sequence number of an MSDU, A-MSDU or MMPDU. Each MSDU, A-MSDU or MMPDU transmitted by a STA is assigned a sequence number. Sequence numbers are not assigned to control frames, as the Sequence Control field is not present.

Non-QoS STAs, as well as QoS STAs operating as non-QoS STAs because they are in a non-QoS BSS or non-QoS IBSS, assign sequence numbers, to management frames and data frames (QoS subfield of the Subtype field is set to 0), from a single modulo-4096 counter, starting at 0 and incrementing by 1 for each MSDU or MMPDU.

QoS STAs associated in a QoS BSS maintain one modulo-4096 counter, per TID, per unique receiver (specified by the Address 1 field of the MAC header). Sequence numbers for QoS data frames are assigned using the counter identified by the TID subfield of the QoS Control field of the frame, and that counter is incremented by 1 for each MSDU or A-MSDU belonging to that TID. Sequence numbers for management frames, QoS data frames with a group address in the Address 1 field, and all non-QoS data frames sent by QoS STAs are assigned using an additional single modulo-4096 counter, starting at 0 and incrementing by 1 for each MSDU, A-MSDU or MMPDU. Sequence numbers for QoS (+)Null frames may be set to any value.

Each fragment of an MSDU or MMPDU contains a copy of the sequence number assigned to that MSDU or MMPDU. The sequence number remains constant in all retransmissions of an MSDU, MMPDU, or fragment thereof, excepting that the sequence number in the (re)transmission of an MSDU or A-MSDU via the No-Ack/No-Retry, MRG-Unsolicited-Retry or MRG-Block-Ack Ack policy need not match the sequence number of the same MSDU or A-MSDU (re)transmitted via the DMS or MRG-Directed Ack policy. 
7.1.3.5.2 EOSP (end of service period) subfield

The EOSP subfield is 1 bit in length and is used by the HC to indicate the end of the current service period

(SP). The HC sets the EOSP subfield to 1 in its transmission and retransmissions of the SP’s final frame to

end a scheduled/unscheduled SP and sets it to 0 otherwise.

If dot11WirelessManagementImplemented is true and dot11MgmtOptionFMSEnabled is true then the HC

sets the EOSP field to “1” in a group addressed QoS frame to indicate that no more group addressed QoS

frames for the stream identified by the FMSID and assigned by the AP are to be transmitted by the AP until

the next scheduled FMS delivery interval for this FMS stream.
If dot11RobustAVStreaming is true then the HC sets the EOSP field to 1 in a MRG-SP group addressed frame in order to indicate that no more MRG-SP frames of that group address are to be transmitted by the AP until the next scheduled SP for this MRG-SP stream.
7.2.1.7 Block Ack Request (BlockAckReq) frame format
7.2.1.7.1 Overview of the BlockAckReq frame format
The frame format of the BlockAckReq frame is defined in Figure 7-12.

The Duration/ID field value is set as defined in 7.1.4.

The RA field of the BlockAckReq frame is the individual address of the recipient STA or the MRG group address. 
The TA field is the address of the STA transmitting the BlockAckReq frame.

The BAR Control field is shown in Figure 7-13.

Figure 7-11—CF-End+CF-Ack frame
Change Figure 7-12 via the insertion of “MRG BAR Information” field as shown in the figure below.

[image: image1]
Figure 7-12—BlockAckReq frame
Figure 7-13—BAR Control field

For HT-delayed operation, the BAR Ack Policy subfield has the meaning shown in Table 7-6h. Otherwise

this subfield is reserved.

The values of the Multi-TID and Compressed Bitmap fields determine which of three possible BlockAckReq

frame variants is represented, as indicated in Table 7-6i.
The meaning of the TID_INFO subfield of the BAR Control field depends on the BlockAckReq frame variant

type. The meaning of this subfield is explained within the subclause for each of the BlockAckReq frame variants.

The meaning of the BAR Information field depends on the BlockAckReq frame variant type. The meaning

of this field is explained within the subclause for each of the BlockAckReq frame variants.

NOTE.Reference to .a BlockAckReq. frame without any other qualification from other subclauses applies to any of

the variants, unless specific exclusions are called out.
	Octets
	1
	1
	Variable
	

	
	MRG BAR Information Length
	MRG BAR Bitmap Control
	MRG BAR Partial Bitmap
	

	
	
	
	
	


Figure 7-13aa— MRG BAR Information
The MRG BAR Information field is included when the RA is a group address, and is not included when the RA is an individual address. The MRG BAR Information field indicates a list of STAs that are requested to respond with a Block Ack frame for the MRG stream identified by the RA field. 

The format of the MRG BAR Information field is shown in Figure 7-13aa. 
The MRG BAR Information Length field equals the length in octets of the MRG BAR Bitmap Control and MRG BAR Partial Bitmap subfields. 
Note to 802.11aa: there are other possible optimizations to consider here.
The MRG BAR Bitmap Control field is a single octet. One bit (bit 0) is reserved. The remaining 7 bits of the field form the Bitmap Offset subfield.
The MRG BAR virtual bitmap consists of  2008 bits, one per AID, and is organized into 251 octets such that AID number N (0 ≤ N ≤ 2007) in the bitmap corresponds to bit number (N mod 8) in octet number floor(N / 8) where the low-order bit of each octet is bit number 0, and the high order bit is bit number 7. The AP requests that the non-AP STA with AID equal to N respond to the BAR containing the MRG BAR Information field if bit number N is 1, and not respond if bit number N is 0.  The responding is in ascending AID order, as described in 9.10.10. The MRG BAR Partial Bitmap field consists of octets numbered P1 through P2 of the MRG BAR virtual bitmap, where P1 is the largest even number such that bits numbered 1 through (P1 × 8) – 1 in the bitmap are all 0 and P2 is the smallest number such that bits numbered (P2 + 1) × 8 through 2007 in the bitmap are all 0. In this case, the Bitmap Offset field value contains the number floor(P1/2), and the MRG BAR Information Length field is set to (P2 – P1) + 2. 
If the list of STAs that are requested to respond to the BlockAckReq is empty, then the MRG BAR Bitmap Offset subfield is 0 and the MRG BAR Partial Bitmap field is encoded as a single octet equal to 0.
7.2.1.7.4 Multi-TID BlockAckReq variant

The BAR Ack Policy subfield of the Multi-TID BlockAckReq frame is reserved.

The TID_INFO subfield of the BAR Control field of the Multi-TID BlockAckReq frame determines the number of TIDs present in the MTBAR as given by TID_INFO + 1, i.e., a value of 2 in the TID_INFO field means that there are 3 TID values present in the Multi-TID BlockAckReq frame’s BAR Information field. If the RA of a MTBAR is a group address, then the TID_INFO field is zero, and only one TID is present in the MTBAR frame.
The BAR Information field of the Multi-TID BlockAckReq frame comprises multiple sets of Per TID Info fields and Block Ack Starting Sequence Control fields, as shown in Figure 7-14a. The Per TID Info field is shown in Figure 7-14b. 
The Block Ack Starting Sequence Control field is shown in Figure 7-14. The Starting Sequence Number subfield of the Block Ack Starting Sequence Control field contains the sequence number of the first MSDU or A-MSDU for which this BlockAckReq is sent. The Fragment Number subfield of the Block Ack Starting Sequence Control field is set to 0.
Figure 7-14—Block Ack Starting Sequence Control field

7.2.1.8 Block Ack frame format 
7.2.1.8.1 Overview of the BlockAck frame format
The frame format of the BlockAck frame is defined in Figure 7-15.

The Duration/ID field value is set as defined in 7.1.4.

The RA field of the BlockAck frame is the address of the recipient STA that requested the Block Ack.

The TA field is the address of the STA transmitting the BlockAck frame.

The BA Control field defined in Figure 7-16 consists of the TID subfield.

Figure 7-14—Block Ack Starting Sequence Control field
Change Figure 7-15 via the insertion of “MRG Group address” field and related changes as shown in the figure below.

[image: image2]
Figure 7-15—BlockAck frame
Change Figure 7-16 via the insertion of “MRG” field and related changes as shown in the figure below.

[image: image3]
Figure 7-16—BA Control field

Figure 7-16—BA Control field
Table 7-6j—BA Ack Policy subfield for HT-delayed Block Ack

For HT-delayed operation, the BA Ack Policy subfield has the meaning shown in Table 7-6j. Otherwise this

subfield is reserved.

The values of the Multi-TID and Compressed Bitmap fields determine which of three possible BlockAck

frame variants is represented, as indicated in the Table 7-6k.

NOTE.Reference to .a BlockAck. frame without any other qualification from other subclauses applies to any of the

variants, unless specific exclusions are called out.
When the MRG field is set to 1, the BlockAck is sent in response to a BlockAckReq with an MRG address in the RA field. The BlockAck includes the MRG Group Address field when the MRG field is set to 1, and omits the field otherwise. 
The meaning of the TID_INFO subfield of the BA Control field depends on the BlockAck frame variant type.

The meaning of this subfield is explained within the subclause for each of the BlockAck frame variants.

The meaning of the BA Information field depends on the BlockAck frame variant type. The meaning of this

field is explained within the subclause for each of the BlockAck frame variants.
The MRG Group Address field is set to the RA field of the BlockAckReq frame that the BlockAck frame is sent in response to.
7.2.1.8.4 Multi-TID BlockAck variant

The TID_INFO subfield of the BA Control field of the Multi-TID BlockAck frame contains the number of

TIDs, less one, for which information is reported in the BA Information field. For example, a value of 2 in

the TID_INFO field means that information for 3 TIDs is present. If the RA of a MTBA is a group address, then the TID_INFO field is zero, and only one TID is present. 
Note to 802.11aa: there are other possible optimizations to consider here.
The BA Information field within the Multi-TID BlockAck frame comprises 1 or more instances of the Per

TID Info, Block Ack Starting Sequence Control field and the Block Ack bitmap, as shown in Figure 7-16c.

The Per TID Info field is shown in Figure 7-14b, the Block Ack Starting Sequence Control field is shown in

Figure 7-14.

The Starting Sequence Number subfield of the Block Ack Starting Sequence Control field is the sequence

number of the first MSDU or A-MSDU for which this BlockAck is sent. The value to go in this field is defined

in 9.10.7.5. The Fragment Number subfield of the Block Ack Starting Sequence Control field is set to 0. The

first instance of the Per TID Info, Block Ack Starting Sequence Control and Block Ack Bitmap fields that is

transmitted corresponds to the lowest TID value, with subsequent instances following in increasing order of

the Per TID Info field.

The Block Ack bitmap within the Multi-TID BlockAck frame contains an 8-octet Block Ack Bitmap. Each

bit that is set to 1 in the Block Ack Bitmap acknowledges the successful reception of a single MSDU or AMSDU

in the order of sequence number with the first bit of the Block Ack Bitmap corresponding to the

MSDU or A-MSDU with the sequence number that matches the Block Ack Starting Sequence Control field

Starting Sequence Number field value.
7.3.1.16 DELBA Parameter Set field

The DELBA Parameter Set field is used in a DELBA frame to terminate an already setup Block Ack. The

length of the DELBA Parameters field is 2 octets. The DELBA Parameters field is illustrated in Figure 7-34.

	Bits
	B0                B9
	B10
	B11
	B12   B15

	
	Reserved
	DELBA MRG Group Address Present
	Initiator
	TID

	 Octets
	(----------------------------2 --------------------------(


Figure 7-34—DELBA Parameters fixed field

The Initiator subfield indicates if the originator or the recipient of the data is sending this frame. It is set to 1 to indicate the originator and is set to 0 to indicate the recipient. The TID subfield indicates the TSID or the UP for which the Block Ack has been originally set up.

If the DEBA MRG Group Address Present field is set to 1, then the DELBA MRG Group Address field is included in the DELBA Request frame; otherwise the DELBA MRG Group Address field is omitted from the DELBA Request frame.

7.3.1.31 Extended Block Ack Parameter Set 

The Extended Block Ack Parameter Set field is used in Extended ADDBA frames to signal the parameters for setting up a Block Ack. The length of the Extended Block Ack Parameter Set field is 2 octets. The Extended Block Ack Parameter Set field is illustrated in Figure 7-9191919aa.

	Bits
	B0
	B1                 B15
	

	
	ADDBA MRG Group Address Present
	Reserved
	

	 Octets
	(----------------------------2 --------------------------(
	


Figure 7-32—Extended Block Ack Parameter Set fixed field
If the ADDBA MRG Group Address Present field is set to 1, then the ADDBA MRG Group Address field is included in the Extended ADDBA frame; otherwise the ADDBA MRG Group Address field is reserved in the Extended ADDBA frame.
Y 7.2.2.1 Data frame format
The frame format for a data frame is dependent on the QoS subfield of the Subtype field and is as defined in Figure 7-17.

Data frames with a value of 1 in the QoS subfield of the Subtype field are collectively referred to as QoS data frames. Each of these data subtypes contains QoS in their names, and this frame format is distinguished by the presence of a QoS Control field in the MAC header. Data frames with a value of 0 in the QoS subfield of the Subtype field do not have the QoS Control field.

A QoS STA always uses QoS data frames for data transmissions to other QoS STAs. A QoS STA uses frames with the QoS subfield of the Subtype field set to 0 for data transmissions to non-QoS STAs. A non-

QoS STA always uses frames with the QoS subfield of the Subtype field set to 0 for data transmissions to other STAs. All STAs use frames with the QoS subfield of the Subtype field set to 0 for non-concealed MRG broadcast data frames unless a transmitting STA knows that all STAs in a BSS have QoS capability, in which case the transmitting STAs use QoS data frames. All STAs use frames with the QoS subfield of the Subtype field set to 0 for non- concealed MRG multicast data frames unless it is known to the transmitter that all STAs in the BSS that are members of the multicast group have QoS capability, in which case STAs use QoS data frames.  APs use frames with the QoS subfield of the Subtype field set to 1 for concealed MRG frames.
The content of the address fields of data frames are dependent upon the values of the To DS and From DS fields in the Frame Control field and whether the Frame Body field contains either an MSDU (or fragment thereof) or an entire A-MSDU, as determined by the A-MSDU Present subfield of the QoS Control field (see 7.1.3.5.8). The contents of the address fields are defined in Table 7-7. Where the content of a field is shown as not applicable (N/A), the field is omitted. Note that Address 1 always holds the receiver address of the intended receiver (or, in the case of group addressed frames, receivers), and that Address 2 always holds the address of the STA that is transmitting the frame. 
A STA uses the contents of the Address 2 field to direct the acknowledgment if an acknowledgment is necessary.

The DA field is the destination of the MSDU (or fragment thereof) or A-MSDU in the Frame Body field.

The SA field is the address of the MAC entity that initiated the MSDU (or fragment thereof) or A-MSDU in

the Frame Body field.

When a data frame carries an MSDU (or fragment thereof), the DA and SA values related to that MSDU arecarried in the Address 1, Address 2, Address 3 and Address 4 fields (according to the setting of the To DS

and From DS fields) as defined in Table 7-7.

When a data frame carries an A-MSDU, DA and SA values related to each MSDU carried by the A-MSDU

are carried within the A-MSDU. One or both of these fields may also be present in the Address 1 and Address

2 fields as indicated in Table 7-7.

NOTE.If a DA or SA value also appears in any of these address fields, the value is necessarily the same for all MSDUs

within the A-MSDU because this is guaranteed by the To DS and From DS field settings.

The RA field is the unicast address of the STA that is the immediate intended receiver of the frame or the

multicast or broadcast address of the STAs that are the immediate intended receivers of the frame.

The TA field is the address of the STA that is transmitting the frame.

The BSSID of the Data frame is determined as follows:

a) If the STA is an AP or is associated with an AP, the BSSID is the address currently in use by the

STA contained in the AP.

b) If the STA is a member of an IBSS, the BSSID is the BSSID of the IBSS.

The Sequence Control field is defined in 7.1.3.4. The Sequence Control field for QoS (+)Null frames is

ignored by the receiver upon reception.

The QoS Control field is defined in 7.1.3.5.

The HT Control field is defined in 7.1.3.5a. The presence of the HT Control field is determined by the Order

subfield of the Frame Control field, as specified in 7.1.3.1.9.

The frame body consists of the MSDU (or a fragment thereof) or A-MSDU, and a security header and trailer

(if and only if the Protected Frame subfield in the Frame Control field is set to 1). The presence

of an A-MSDU in the frame body is indicated by setting the A-MSDU Present subfield of the QoS control

field to 1, as shown in Table 7-4.

For data frames of subtype Null (no data), CF-Ack (no data), CF-Poll (no data), and CF-Ack+CF-Poll (no

data) and for the corresponding QoS data frame subtypes, the Frame Body field is null (i.e., has a length of 0

octets); these subtypes are used for MAC control purposes. For data frames of subtypes Data, Data+

CF-Ack, Data+CF-Poll, and Data+CF-Ack+CF+-Poll the Frame Body field contains all of, or a fragment of, an MSDU after any encapsulation for security.

For data frames of subtypes QoS Data, QoS Data+CF-Ack, QoS Data+CF-Poll, and QoS Data+CFAck+

CF-Poll the Frame Body field contains an MSDU (or fragment thereof) or A-MSDU after any encapsulation

for security.

The maximum length of the Frame Body field can be determined from the maximum MSDU or A-MSDU

length plus any overhead from encapsulation for encryption (i.e., it is always possible to send a maximum

length MSDU, with any encapsulations provided by the MAC layer within a single data MPDU). When the

frame body carries an A-MSDU, the size of the frame body field may be limited by:

. the PHY.s maximum PSDU length,

. if A-MPDU aggregation is used, the maximum MPDU length is limited to 4095 octets (see 7.4a).

Within all data frames sent by STAs during the CFP under PCF, the Duration/ID field is set to 32 768.

Within all data frames sent by the QoS STA, the Duration/ID field contains a duration value as defined in

7.1.4. Within all data frames sent during the CP by non-QoS STAs, the Duration/ID field is set according to

the following rules:

— If the Address 1 field contains a group address, the duration value is set to 0.

— If the More Fragments bit is set to 0 in the Frame Control field of a frame and the Address 1 field

contains an individual address, the duration value is set to the time, in microseconds, required to

transmit one ACK frame, plus one SIFS interval.

— If the More Fragments bit is set to 1 in the Frame Control field of a frame and the Address 1 field

contains an individual address, the duration value is set to the time, in microseconds, required to

transmit the next fragment of this data frame, plus two ACK frames, plus three SIFS intervals.

The duration value calculation for the data frame is based on the rules in 9.6 that determine the data rate at

which the control frames in the frame exchange sequence are transmitted. If the calculated duration includes

a fractional microsecond, that value is rounded up to the next higher integer. All STAs process Duration/ID

field values less than or equal to 32 767 from valid data frames (without regard for the RA, DA, and/or

BSSID address values that may be present in these frames) to update their NAV settings as appropriate

under the coordination function rules.

7.3.1.11 Action field

Insert the following row (ignoring the header row) in Table 7-24 in the correct position to preserve ordering by the “Code” column and update a “Reserved” range of codes appropriately.

Table 7-24—Category Values

	Code 
	Meaning 
	See subclause

	<ANA> 
	Robust AV Streaming 
	7.4.13


Y 7.3.2.6 TIM

The TIM element contains four fields: DTIM Count, DTIM Period, Bitmap Control, and Partial Virtual

Bitmap. See Figure 7-43.

The Length field for this element indicates the length of the information field, which is constrained as

described below.

The DTIM Count field indicates how many Beacon frames (including the current frame) appear before the

next DTIM. A DTIM Count of 0 indicates that the current TIM is a DTIM. The DTIM count field is a

single octet.

DTIMs, the DTIM Period field has the value 1. The DTIM Period value 0 is reserved. The DTIM period

field is a single octet.

The Bitmap Control field is a single octet. Bit 0 of the field contains the Traffic Indicator bit associated with

Association ID 0. This bit is set to 1 in TIM elements with a value of 0 in the DTIM Count field when one or

more non-MRG-SP group addressed frames are buffered at the AP. The remaining 7 bits of the field form the

Bitmap Offset.

The traffic-indication virtual bitmap, maintained by the AP that generates a TIM, consists of 2008 bits, and

is organized into 251 octets such that bit number N (0 ≤N ≤2007) in the bitmap corresponds to bit number

(N mod 8) in octet number ⎣N / 8⎦where the low-order bit of each octet is bit number 0, and the high order

bit is bit number 7. Each bit in the traffic-indication virtual bitmap corresponds to traffic buffered for a

specific STA within the BSS that the AP is prepared to deliver at the time the Beacon frame is transmitted.

Bit number N is 0 if there are no directed frames buffered for the STA whose Association ID is N. If any

directed frames for that STA are buffered and the AP is prepared to deliver them, bit number N in the trafficindication

virtual bitmap is 1. A PC may decline to set bits in the TIM for CF-Pollable STAs it does not

intend to poll (see 11.2.1.6).

When dot11MgmtOptionMultiBSSIDEnabled is set to 0, the Partial Virtual Bitmap field consists of octets numbered N1 through N2 of the traffic indication virtual

bitmap, where N1 is the largest even number such that bits numbered 1 through (N1 8) – 1 in the bitmap

are all 0 and N2 is the smallest number such that bits numbered (N2 + 1) 8 through 2007 in the bitmap are

all 0. In this case, the Bitmap Offset subfield value contains the number ⎣N1/2⎦, and the Length field is set to

(N2 – N1) + 4.

In the event that all bits other than bit 0 in the virtual bitmap are 0, the Partial Virtual Bitmap field is

encoded as a single octet equal to 0, the Bitmap Offset subfield is 0, and the Length field is 4.

When multiple BSSIDs are supported, the Partial Virtual Bitmap field of the TIM element is interpreted as

follows by stations associated to an AP that uses one of the non-transmitted BSSIDs, where k=. (2^n-1), and

2^n is the maximum number of BSSIDs supported (see Annex L).

— The bits 1 to k of the bitmap are used to indicate that one or more group addressed frames are buffered

for each AP corresponding to a non-transmitted BSSID.

— A bit from 1 to k is set to 1 when the DTIM Count field is 0 for the BSS corresponding to the nontransmitted

BSSID and one or more group addressed frames are buffered at the AP for this BSS.

— The AIDs from 1 to k are not allocated to a STA. The rest of the bitmap is shared by the BSSs corresponding

to the transmitted BSSID and all non-transmitted BSSIDs.

— Each bit starting from bit (k+1) in the traffic-indication virtual bitmap corresponds to unicast traffic

buffered for a specific STA within any BSS corresponding to a transmitted or non-transmitted

BSSID at the time the Beacon frame is transmitted.

— Based upon its knowledge of the capability of associated stations and the content of the traffic indication

virtual bitmap, an AP shall encode the Partial Virtual Bitmap and the Bitmap Control field of

the TIM element using one of the two following methods. Specifically, an AP shall use Method B

whenever it does not incur the misinterpretation of the received Partial Virtual Bitmap by non-AP

STAs. Otherwise, an AP shall use Method A.

Method A and Method B are described as follows:

a) Method A: The Partial Virtual Bitmap field consists of octets numbered 0 through N2 of the traffic

indication virtual bitmap, where N2 is the smallest number such that bits numbered (N2 + 1) × 8

through 2007 in the bitmap are all 0. If such a value N2 does not exist, that is, when not all bits in the

last octet of the traffic indication virtual bitmap are equal to 0, N2=250. When using this method, the

Bitmap Offset subfield value always contains the number 0, and the Length field is set to N2 + 4.

b) Method B: The Partial Virtual Bitmap field consists of a concatenation of octets numbered 0 through

N0-1 and octets numbered N1 through N2 of the traffic indication virtual bitmap, where N0 is the

smallest positive integer number such that N0×8-2n < 8. If N0 is an odd number, then N1 is the largest

odd number such that N0< N1and each of the bits N0×8 to (N1×8-1) is equal to zero. When N0

is an even number, N1 is the largest even number such that N0< N1and each of the bits N0×8 to

(N1×8-1) is equal to zero. If such a value N1> N0 does not exist, N1=N0. Additionally, N2 is the

smallest integer value for which the values for bit (N2+1)×8 to 2007 in the bitmap are all 0. If such a

value N2 does not exist, that is, when not all bits in the last octet of the traffic indication virtual bitmap

are equal to 0, N2 = 250. When using this method, the Bitmap Offset subfield contains the

value of (N1-N0)/2, and the Length field is set to N0+N2-N1+4. Note that when N1=N0, Method B

reduces to Method A.

(N1) ⁄ 2

For both Method A and Method B, When there are no buffered frames at the AP, the Partial Virtual Bitmap

field is encoded as a single octet equal to 0, the Bitmap Offset subfield is set to 0, and the Length field is set

to 4. When an AP has no buffered unicast frames but has buffered non-MRG-SP group addressed frames, the

Partial Virtual Bitmap field consists of the octets number 0 through N0-1 where N0 is the smallest positive

integer number such that (N0 × 8 - 2n<8). The Bitmap Offset subfield value contains the number 0, and the

Length field is set to N0+3.

Change 7.3.2.27 as follows:

7.3.2.27 Extended Capabilities information element

Insert the following additional rows before the “Reserved” entry of Table 7-35a and adjust the

“Reserved” entries as appropriate:

	Bits 
	Information 
	Notes

	<ANA>
	Robust AV Streaming
	The STA sets the Robust AV Streaming field to 1 when the MIB attribute

dot11RobustAVStreaming is set to true, and sets it to 0 otherwise.

See 11.99aa.

	<ANA>
	Advanced MRG
	The STA sets the Advanced MRG field to 1 when the MIB attribute

dot11RobustAVStreamingAdvancedMRG is set to true, and sets it to 0 otherwise.

See 9.2.7.3.


Table 7-35a—Capabilities field

7.3.2.999aa1 MRG Request element

The MRG Request element contains a request by a non-AP STA to its associated AP for the MRG service for an indicated group address. The format of the MRG Request element is shown in Figure 7-999-aa3.

	
	
	
	
	
	
	
	

	
	Element ID
	Length
	Group Address
	MRG Ack Policy
	MRG Power Management Mode
	TSPEC Element
	Schedule element (optional)

	Octets
	1
	1
	6
	1
	1
	57
	0 or 14


Figure 7-999aa3—MRG Request element format

The Element ID field is equal to the MRG request value in Table 7-26.

The Length field equals the length of the element after the Length field in units of octets and is equal to 65 or 79. 

The Group Address field is set to the Group Address for which the MRG service is requested. 

The MRG Ack Policy field is set to indicate the non-AP STA’s preferred Ack policy for the group address for which the MRG service is requested. The values are shown in Table 7-999aa2.

Table 7-999aa2—MRG Ack Policy field values
	Value
	MRG Ack Policy
	Notes

	0
	MRG-Service-Cancel
	

	1
	MRG-Directed
	

	2
	MRG-Unsolicited-Retry
	

	3
	MRG-Block-Ack
	

	4-255
	Reserved
	


The MRG Power Management Mode field is set to indicate the non-AP STA’s preferred Power Management mode for the group address for which the MRG service is requested. The values are shown in Table 7-999aa3.

Table 7-999aa3—MRG Power Management Mode field values
	Value
	MRG Power Management Mode
	Notes

	0
	Don’t care
	

	1
	All-Active/Any-PS or FMS
	

	2
	MRG-SP
	

	3-255
	Reserved
	


The TSPEC Element field is set to the TSPEC element (see 7.3.2.30) and it defines the characteristics and QoS expectations for the group address for which the MRG service is requested. 

The Schedule Element field is present if the MRG Power Management Mode field is equal to MRG-SP. It indicates the requested SP schedule for the group addressed stream. See 7.3.2.34. The TSID field within the Schedule Info field is reserved, and the Direction field within the Schedule Info field is equal to Downlink (see Table 7-38).
7.3.2.999aa2 MRG Response element

The MRG Response element contains a response by an AP to a request by a non-AP STA for an MRG service for an indicated group address, or an autonomous advertisement for the parameters of an MRG  group address. The format of the MRG Response element is shown in Figure 7-999-aa4.

	
	
	
	
	
	
	
	
	

	
	Element ID
	Length
	Group Address
	MRG Ack Policy
	MRG Power Management Mode (optional)
	Schedule Element (optional)
	
	

	Octets
	1
	1
	6
	1
	1
	0 or 14
	
	


Figure 7-999aa4—MRG Response element format

The Element ID field is equal to the MRG Response value in Table 7-26.

The Length field equals the length of the element after the Length field in units of octets and is 8 or 22. 

The Group Address field is set to the Group Address subject to the MRG service. 
The MRG Ack Policy field is set to indicate the current MRG Ack policy selected by the AP for the group address for which the MRG service is requested. The values are shown in Table 7-999aa4. MRG service is denied or canceled if the MRG Ack Policy field equals MRG-Service-Cancel. 
Table 7-999aa4—MRG Ack Policy field values
	Value
	MRG Ack Policy
	Notes

	0
	MRG-Service-Cancel
	

	1
	MRG-Directed
	

	2
	MRG-Unsolicited-Retry
	

	3
	MRG-Block-Ack
	

	4-255
	Reserved
	


If MRG service is not denied, the MRG Power Management Mode field is present. 
The MRG Power Management Mode field is set to indicate the current MRG Power Management mode selected by the AP for the group address for which the MRG service is requested. The values are shown in Table 7-999aa5.

Table 7-999aa5—MRG Power Management Mode field values
	Value
	MRG Power Management Mode
	Notes

	0
	Reserved
	

	1
	All-Active/Any-PS or FMS
	

	2
	MRG-SP
	

	3-255
	Reserved
	


The Schedule Element field is present if the MRG Power Management Mode field is equal to MRG-SP. It indicates the current SP schedule for the group addressed stream. See 7.3.2.34. The TSID field within the Schedule Info field is reserved, and the Direction field within the Schedule Info field is equal to Downlink (see Table 7-38). 
7.4 Action frame format details

7.4.4 Block Ack Action frame details

The ADDBA frames are used to set up Block Ack for a specific TC, TS or MRG group address. The Action field values

associated with each frame format within the Block Ack category are defined in Table 7-54.

Table 7-54—Block Ack Action field values

	Action field values
	Meaning

	0
	ADDBA Request

	1
	ADDBA Response

	2
	DELBA

	3
	Extended ADDBA Request

	4
	Extended ADDBA Response

	5–255
	Reserved


7.4.4.1 ADDBA Request frame format

An ADDBA Request frame is sent by an originator of Block Ack to another STA. The frame body of an

ADDBA Request frame contains the information shown in Table 7-55.
Table 7-55—ADDBA Request frame body

	Order
	Information

	1
	Category

	2
	Action

	3
	Dialog Token

	4
	Block Ack Parameter Set

	5
	Block Ack Timeout Value

	6
	Block Ack Starting Sequence Control

	7
	Extended Block Ack Parameter Set

	8
	ADDBA MRG Group Address


The Category field is set to 3 (representing Block Ack).

The Action field is set to 0 (representing a Basic ADDBA request) or 3 (representing an Extended ADDBA request). If the Action field value equals 3, the Extended Block Ack Parameter Set field is included in the ADDBA Request frame. An Action field value of 3 is not used if the Extended Block Ack Parameter Set field equals zero.
The Dialog Token field is set to a nonzero value chosen by the STA.

The Block Ack Parameter Set field is defined in 7.3.1.14.

The Block Ack Timeout Value field is defined in 7.3.1.15.

The Block Ack Starting Sequence Control field is defined in 7.2.1.7.

The Extended Block Ack Parameter Set field is defined in 7.3.1.31. If the ADDBA MRG Group Address Present field is set to 1 in the Extended Block Ack Parameter Set field, then the TID field within the Block Ack Parameter Set field is reserved..

The ADDBA MRG Group Address field is a 6 octet field equal to the group address for which a Block Ack agreement is requested.
7.4.4.2 ADDBA Response frame format

The ADDBA Response frame is sent in response to an ADDBA Request frame. The frame body of an

ADDBA Response frame contains the information shown in Table 7-56.

Table 7-56—ADDBA Response frame body

	Order 
	Information

	1 
	Category

	2 
	Action

	3 
	Dialog Token

	4 
	Status Code

	5 
	Block Ack Parameter Set

	6 
	Block Ack Timeout Value

	7
	Extended Block Ack Parameter Set

	8
	ADDBA MRG Group Address


The Category field is set to 3 (representing Block Ack).

The Action field is set to 1 (representing a Basic ADDBA response) or 4 (representing an Extended ADDBA response). If the Action field value equals 4, the Extended Block Ack Parameter Set field is included in the ADDBA Response frame. An Action field value of 4 is not used if the Extended Block Ack Parameter Set field equals zero. 
The Dialog Token field value is copied from the corresponding received ADDBA Request frame.

The Status Code field is defined in 7.3.1.9.

The Block Ack Parameter Set field is defined in 7.3.1.14.

The Block Ack Timeout Value field is defined in 7.3.1.15.
The Extended Block Ack Parameter Set field is defined in 7.3.1.31. If the ADDBA MRG Group Address Present field is set to 1 in the Extended Block Ack Parameter Set field, then the TID field within the Block Ack Parameter Set field is reserved.

The ADDBA MRG Group Address field is a 6 octet field equal to the group address for which a Block Ack agreement is requested.

7.4.4.3 DELBA frame format

The DELBA frame is sent by either the originator of the traffic or the recipient to terminate the Block Ack

participation. The frame body of a DELBA frame format contains the information shown in Table 7-57.

Table 7-57—DELBA frame body

	Order 
	Information

	1 
	Category

	2 
	Action

	3 
	DELBA Parameter Set

	4 
	Reason Code

	5
	DELBA MRG Group Address


The Category field is set to 3 (representing DELBA).

The Action field is set to 2 (representing DELBA).

The DELBA Parameters field is defined in 7.3.1.16. If the DELBA MRG Group Address Present field is set to 1 in the DELBA Parameters field, then the DELBA MRG Group Address field is included in the DELBA frame and the TID field within the DELBA Parameter Set field is reserved.
The Reason Code field is defined in 7.3.1.7.
The DELBA MRG Group Address field is a 6 octet field equal to the MRG group address whose Block Ack agreement is being terminated.

Insert the following new clauses in 7.4:

7.4.13 Robust AV Streaming Action frame details
Several Action frame formats are defined to support Robust AV Streaming. The Action field values associated with each frame format within the Robust AV Streaming category are defined in Table 7-999aa1. The frame formats are defined in subsections of 7.4.13.

Table 7-999aa1—Robust AV Streaming Action field values

	Action field value 
	Meaning

	0 
	MRG Request

	1
	MRG Response

	2 – 255 
	Reserved


7.4.13.1 MRG Request frame format

The MRG Request frame uses the Action frame body format and is transmitted by a non-AP STA to its associated AP requesting the MRG service for selected group addresses. The format of the frame is shown in Figure 7-999-aa1.

	
	
	
	
	
	
	
	
	

	
	Category
	Action
	Dialog Token
	MRG Request Elements
	
	
	
	

	Octets
	1
	1
	1
	variable
	
	
	
	


Figure 7-999aa1—MRG Request frame body format

The Category field is set to the value indicating the Robust AV Streaming category, as specified in Table 7-24 in 7.3.1.11.

The Action field is set to indicate a MRG Request according to Table 7-999aa1 in 7.4.13.

The Dialog Token field is set to a non-zero value chosen by the non-AP STA sending the MRG Request frame to identify the request/report transaction.

The MRG Request Elements field contains zero or more of the MRG Request elements described in 7.3.2.999aa1 followed by zero of more Vendor Specific elements described in 7.3.2.26. The length of the MRG Request Elements field in an MRG Request frame is limited to 2304 octets.

7.4.13.2 MRG Response frame format

The MRG Response frame uses the Action frame body format and is transmitted by an AP in response to an MRG Request frame, or autonomously. The format of the frame is shown in Figure 7-999-aa2.

	
	
	
	
	
	
	
	
	

	
	Category
	Action
	Dialog Token
	MRG Response Elements
	
	
	
	

	Octets
	1
	1
	1
	variable
	
	
	
	


Figure 7-999aa2—MRG Response frame body format

The Category field is set to the value indicating the Robust AV Streaming category, as specified in Table 7-24 in 7.3.1.11.

The Action field is set to indicate a MRG Response according to Table 7-999aa1 in 7.4.13.

The Dialog Token field is set to the nonzero value of the corresponding MRG Request frame. If the MRG Report frame is being transmitted, but not in response to an MRG Request frame then the Dialog token is set to zero.
The MRG Response Elements field contains one or more of the MRG Response elements described in 7.3.2.999aa1 followed by zero or more Vendor Specific elements described in 7.3.2.26. The length of the MRG Response Elements field in an MRG Response frame is limited to 2304 octets.

Y 9.2 DCF

The basic medium access protocol is a DCF that allows for automatic medium sharing between compatible

PHYs through the use of CSMA/CA and a random backoff time following a busy medium condition. In

addition, all individually addressed traffic uses immediate positive acknowledgment (ACK frame) where

retransmission is scheduled by the sender if no ACK is received.

The CSMA/CA protocol is designed to reduce the collision probability between multiple STAs accessing a

medium, at the point where collisions would most likely occur. Just after the medium becomes idle following a

busy medium (as indicated by the CS function) is when the highest probability of a collision exists. This is

because multiple STAs could have been waiting for the medium to become available again. This is the situation

that necessitates a random backoff procedure to resolve medium contention conflicts.

CS shall be performed both through physical and virtual mechanisms.

The virtual CS mechanism is achieved by distributing reservation information announcing the impending use

of the medium. The exchange of RTS and CTS frames prior to the actual data frame is one means of

distribution of this medium reservation information. The RTS and CTS frames contain a Duration field that

defines the period of time that the medium is to be reserved to transmit the actual data frame and the returning

ACK frame. All STAs within the reception range of either the originating STA (which transmits the RTS) or

the destination STA (which transmits the CTS) shall learn of the medium reservation. Thus, a STA can be

unable to receive from the originating STA and yet still know about the impending use of the medium to

transmit a data frame.

Another means of distributing the medium reservation information is the Duration/ID field in individually

addressed frames. This field gives the time that the medium is reserved, either to the end of the immediately

following ACK, or in the case of a fragment sequence, to the end of the ACK following the next fragment.

The RTS/CTS exchange also performs both a type of fast collision inference and a transmission path check. If

the return CTS is not detected by the STA originating the RTS, the originating STA may repeat the process

(after observing the other medium-use rules) more quickly than if the long data frame had been transmitted and

a return ACK frame had not been detected.

Another advantage of the RTS/CTS mechanism occurs where multiple BSSs utilizing the same channel

overlap. The medium reservation mechanism works across the BSA boundaries. The RTS/CTS mechanism

may also improve operation in a typical situation where all STAs can receive from the AP, but may not be able

to receive from all other STAs in the BSA.

Excepting MPDUs transmitted via the MRG service, the RTS/CTS mechanism cannot be used for MPDUs with broadcast and multicast immediate destination because there are multiple recipients for the RTS, and thus potentially multiple concurrent senders of the CTS in response. For MPDUs transmitted via the MRG service, the RTS may be directed to a STA within the MRG group (see 9.2.8.1aa  and 9.10.10). The RTS/CTS mechanism need not be used for every data frame transmission. Because the additional RTS and CTS frames add overhead inefficiency, the mechanism is not always justified, especially for short data frames.

The use of the RTS/CTS mechanism is under control of the dot11RTSThreshold attribute. This attribute may

be set on a per-STA basis. This mechanism allows STAs to be configured to use RTS/CTS either always,

never, or only on frames longer than a specified length.

A STA configured not to initiate the RTS/CTS mechanism shall still update its virtual CS mechanism with the

duration information contained in a received RTS or CTS frame, and shall always respond to an RTS addressed

to it with a CTS if permitted by medium access rules.

To support the proper operation of the RTS/CTS and the virtual CS mechanism, all

STAs shall be able to receive control frames with the subtype field set to RTS or CTS.

Data frames sent under the DCF shall use the frame type Data and subtype Data or Null Function. STAs

receiving Data type frames shall not indicate a data frame to LLC when the subtype is Null Function, but shall

indicate a data frame to LLC when the subtype is Data, even if the frame body contains zero octets.

Y 9.2.7 Broadcast and multicast MPDU transfer procedure

In the absence of a PCF, when broadcast or multicast MPDUs are transferred from a STA with the To DS field

clear, only the basic access procedure shall be used. Regardless of the length of the frame, no RTS/CTS

exchange shall be used. In addition, no ACK shall be transmitted by any of the recipients of the frame. Any

broadcast or multicast MPDUs transferred from a STA with a To DS field set shall, in addition to conforming

to the basic access procedure of CSMA/CA, obey the rules for RTS/CTS exchange and the ACK procedure

because the MPDU is directed to the AP. The broadcast/multicast message shall be distributed into the BSS.

The STA originating the message shall receive the message as a broadcast/multicast message. Therefore, all

STAs shall filter out broadcast/multicast messages that contain their address as the source address. Broadcast

and multicast MSDUs shall be propagated throughout the ESS.

There is no MAC-level recovery on grouped addressed frames, except for 
- those frames sent with the To DS 
field set, and

- MRG frames. 
As a result, the reliability of non-MRG traffic is reduced, relative to the reliability of individually addressed

traffic, due to the increased probability of lost frames from interference, collisions, or time-varying channel

properties.

An STBC-capable STA shall discard either all received group addressed data frames that are STBC frames,

or all received group addressed data frames that are non-STBC frames. How it makes this decision is outside

the scope of this standard.
Y 9.2.7.1 General Procedure
9.2.7.3 More Reliable Groupcast Frame Exchange Procedure
9.2.7.3.1 Overview

MRG is a flexible service to improve the delivery of group addressed frames while optimizing for a range of criteria. 

Four Ack policies for group addressed frames are defined:

· As per 9.2.7 (labeled “No-Ack/No-Retry” or “non-MRG”)
· MRG-Directed
· MRG-Unsolicited-Retry 

· MRG-Block-Ack 

MRG-Directed allows the transmission of group addressed MSDUs as individually addressed A-MSDUs. It has low efficiency and scalability, and high delay and reliability. MRG-Unsolicited-Retry allows unsolicited retries. It has moderate delay, efficiency and reliability, and high scalability.  MRG-Block-Ack extends the BA mechanism to group addresses. MRG-Block-Ack has moderate delay, high efficiency, scalability, and reliability. 

Two Power Management modes for group addressed frames are defined:

· As per 11.2.1 (labeled “All-Active/Any-PS”) or FMS (see 11.2.1.4a) (collectively labeled “non-MRG-SP”)

· MRG-SP (see 9.2.7.3.8)

MRG-SP transmits MRG group addressed frames via EDCA at scheduled Service Periods. MRG-SP has low delay and jitter and moderate power savings. 

9.2.7.3.2 MRG Procedures

If an AP detects that a non-AP STA with Robust AV Streaming set to 1 in the Extended Capabilities element in the non-AP STA’s most recent (Re)Association Request is a member of an MRG group and  does not have an MRG agreement for the group address the AP may alert the non-AP STA by sending an unsolicited individually addressed MRG Response frame with the Dialog Token field set to zero. The MRG Response frame indicates the MRG group address and associated parameters. The non-AP STA may choose to ignore the MRG Response frame, or to initiate an MRG agreement for the group address.

Note: Group membership detection may be achieved via IGMP snooping.

A non-AP STA may request use of the MRG service by sending MRG Request elements within either an individually addressed MRG Request frame or a (Re)Association Request frame. The MRG Request elements are a declaration of group addressed streams which the STA requests to receive with greater reliability or at an alternative Service Period. Each MRG Request element shall be for a distinct group address. For each grouped addressed stream, the non-AP STA 
- requests an Ack policy and a Power Management mode and 
- includes the TSPEC element defining the characteristics and QoS expectations of the stream
via the MRG Request element. The TSID subfield within the TS Info field of the TSPEC element is reserved. If the requested Power Management mode is MRG-SP, then the AP shall also include a Schedule element indicating its preferred wake-up schedule. 
The AP shall respond to a MRG Request frame with an individually addressed MRG Response frame using the same Dialog Token. The AP shall respond to a (Re)Association Request frame containing one or more MRG Request elements with a (Re)Association Response frame. For each MRG Request element, the AP shall include in its response an MRG Response element indicating the proposed Ack policy and Power Management mode for the group address stream. If the MRG group address stream is subject to the MRG-SP Power Management mode, then the AP shall also include a Schedule element indicating the wake-up schedule for the group address stream. The AP shall include the MRG Response elements in the same order that the MRG Request elements were received. For each MRG Request element, the AP may adopt the requested Ack policy and Power Management mode, maintain its existing Ack policy and Power Management mode, select an alternate Ack policy and Power Management mode or deny MRG service for the group addressed stream. MRG Service for a group addressed stream is denied by setting the MRG Ack Policy to MRG-Service-Cancel in the MRG Request element.
The Ack policy shall not be MRG-Block-Ack for an MRG group address while the AP has an MRG agreement for the group address with a non-AP STA which had the Advanced MRG field set to 0 in the Extended Capabilities element in the (Re)Association Request most recently received by the AP. 
If the non-AP STA determines that one or more MRG Response elements are unacceptable, then the non-AP STA shall discard any received ADDBA.request frames for the MRG streams and shall send a new MRG Request frame with unchanged MRG Request elements included for each acceptable MRG Response element, and without MRG Request elements for the unacceptable MRG Response elements. If no MRG Response elements are acceptable, the STA shall send an MRG Request frame with zero MRG Request elements.

The AP may update the Ack policy and Power Management mode as the size of the group changes, the capabilities of the members of the group change, MRG Request elements for the group are received, Multicast Diagnostics or for any other reason. The AP advertises the current settings upon a change and periodically by either:

· Transmitting an unsolicited MRG Response frame addressed to the MRG group address. This MRG Response frame shall have its Dialog Token field set to zero and shall be scheduled for delivery at the appropriate DTIM interval or SP where all non-AP STAs within the group are awake to receive the frame. 
· Transmitting unsolicited MRG Response frames individually addressed to each MRG group member. These MRG Response frames shall have their Dialog Token fields set to zero.
Non-AP STAs shall recover from missing group addressed MRG Response frames that advertise a changed Ack policy or Power Management mode according to Table 9.9999999aa or Table 9.9999999aa respectively.
Table 9.99999990aa: Non-AP STA recovery procedures for a changed Ack policy 

	Assumed Ack policy
	Actual Ack policy
	Recovery procedure

	MRG
	No-Ack/No-Retry
	A non-AP STA shall infer that an MRG stream is deleted if 
a) if the assumed Power Management mode is Non-MRG-SP and the recovery procedure for a Power Management mode changing from Non-MRG-SP to MRG-SP fails and 
b) no frames for an MRG stream are received via the MRG service within a timeout value 

	MRG-Directed
	MRG-Unsolicited-Retry or MRG-Block-Ack
	A non-AP STA shall infer that the current Ack Policy of a MRG stream is MRG-Unsolicited-Retry or MRG-Block-Ack upon receiving an MSDU for the MRG group address concealed via the MRG Concealment address. 

	MRG-Unsolicited-Retry or MRG-Block-Ack
	MRG-Directed
	A non-AP STA shall infer that the current Ack Policy of a MRG stream is MRG-Directed upon receiving an MSDU for an MRG group address concealed via the non-AP STA’s individual address.

	MRG-Unsolicited-Retry
	MRG-Block-Ack
	A non-AP STA shall infer that the current Ack Policy of a MRG stream is MRG-Block-Ack upon receiving a BlockAckReq frame for the MRG group address

	MRG-Block-Ack
	MRG-Unsolicited-Retry
	A non-AP STA shall infer that the current Ack Policy of a MRG stream is MRG-Unsolicited-Retry if MSDUs for the MRG group address concealed via the MRG Concealment address are being received yet no BlockAckReq frames for the MRG group address are received within a timeout value.


Table 9.99999991aa: Non-AP STA recovery procedures for a changed Power Management mode  

	Assumed Power Management mode
	Actual Power Management mode
	Recovery procedure

	Non-MRG-SP
	MRG-SP
	A non-AP STA shall infer that the current Power  Management mode of a MRG stream is MRG-SP if a) no frames with the More field set to 1 for the MRG stream are received within a timeout value, and b) at least one frame for the MRG stream with the More field set to 0 is received. Note: Upon detecting condition a), the STA should enter the Awake state in order to assist with detecting condition b).  

	MRG-SP
	Non-MRG-SP
	A non-AP STA shall infer that the current Power  Management mode of a MRG stream is Non-MRG-SP if a) no frames with the More field set to 0 for the MRG stream are received within a timeout value, and b) at least one frame for the MRG stream with the More field set to 1 is received. 


For each group addressed stream requested by the non-AP STA, if all the following conditions are true:

· the AP responds with an MRG Ack policy other than MRG-Service-Cancel,
· the AP advertised an Advanced MRG field set to 1 in its Extended Capabilities element 
· the non-AP STA advertised an Advanced MRG field set to 1 in the Extended Capabilities element in the most recently (Re)Association Request most recently received by the AP.
then the AP shall immediately initiate a Block Ack negotiation by sending an ADDBA Request frame to the non-AP STA that originated the MRG Request element. The Block Ack Policy field in the Block Ack Parameter field within the ADDBA frames shall not be set to 0 (for delayed Block Ack). Non-AP STAs shall maintain this Block Agreement for the duration of their MRG agreement, irrespective of whether the MRG-Block-Ack is the current Ack policy or not. While the Ack policy of the MRG group address stream is MRG-Directed or MRG-Unsolicited-Retry Ack, the non-AP STA shall suspend its Block Ack processing for the group addressed stream.
Note: Having a Block Ack agreement with all members of an MRG group address allows the AP to change the MRG Ack policy dynamically irrespective of the current MRG Ack policy.

An MRG agreement exists between a non-AP STA and an AP for a group addressed stream from when the AP successfully transmits an individually addressed MRG Response frame containing an MRG Response element with an Ack Policy other than MRG-Service-Cancel until either 
· the AP successfully transmits an MRG Response frame addressed to the broadcast or MRG group address containing an MRG Response element with an Ack Policy equal to MRG-Service-Cancel, 

· the AP successfully transmits an individually addressed MRG Response frame to the non-AP STA  containing an MRG Response element with an Ack Policy equal to MRG-Service-Cancel, or 

· a non-AP STA successfully transmits an MRG Request frame to the AP containing an MRG Request element with an Ack Policy equal to MRG-Service-Cancel.
· 
An MRG-Block-Ack agreement exists between a non-AP STA and an AP for a group addressed stream from when the non-AP STA successfully transmits an ADDBA Response frame until either the AP or non-AP STA successfully transmits a DELBA frame to the other party, or this MRG-Block-Ack agreement expires (see 9.10.5). 

An AP may transmit a group address stream via the No-Ack/No-Retry (non-MRG; see 9.2.7) service and MRG service simultaneously. The AP shall transmit each frame via the No-Ack/No-Retry Ack policy before it transmits the frame via the MRG service. 
An AP shall transmit a frame belonging to a group address via the MRG service if an associated non-AP STA has an MRG agreement for the group address, and otherwise does not transmit the frame via the MRG service.
An AP shall transmit a frame belonging to a group address via the No-Ack/No-Retry service if:

· there is at least one non-AP STA within the BSS with dot11RobustAVStreaming equal to false or without an MRG agreement for the group address, and 

· either 

· the group address is the broadcast address or 

· the group address is not the broadcast address and at least one of these non-AP STAs has been determined by the AP to be a member of the group address. How this determination is made is out of scope of this standard.

Note: IGMP snooping is commonly use to determine group address membership.

To avoid undetected retries being passed up at a receiver’s MAC-SAP, duplicate detection for group addressed frames is required in STAs with dot11RobustAVStreaming set to true (see 9.2.9).
MRG frames shall be QoS data frames (with QoS subfield of the Subtype field set to 1.
If the Block Ack agreement is successfully established for the group address stream and the Power Management mode for the group address stream is MRG-SP, then the non-AP STA shall ensure it is awake at the next SP (see 11.2.1.4). At every SP, the AP schedules for transmission buffered MRG-SP group addressed frames assigned to that particular group address. The AP signals the end of the service period by setting the EOSP bit to 1 in the last buffered group addressed frame in the stream. 
A non-AP STA may indicate that it is no longer using the MRG service for a group address stream by transmitting an MRG Request frame including an MRG Request element with the MRG Group Address field set to the group address and the Ack Policy set to MRG-Service-Cancel. The AP cancels an MRG agreement for a group address stream with a non-AP STA by transmitting an individually addressed MRG Response frame including an MRG Response element with the MRG Group Address field set to the group address and the Ack Policy set to MRG-Service-Cancel. The AP cancels the MRG service for an MRG stream by either

- transmitting a series of individually addressed MRG Response frames including an MRG Response element with the MRG Group Address field set to the group address and the Ack Policy set to MRG-Service-Cancel. 
- transmitting a group addressed MRG Response frame including an MRG Response element with the MRG Group Address field set to the group address and the Ack Policy set to MRG-Service-Cancel. This group addressed MRG Response frames frame shall be scheduled for delivery at the appropriate DTIM interval or SP where all non-AP STAs in the MRG group addressed stream are awake to receive the frame.
Such cancellation shall also cause the Block Ack agreement to be cancelled for the MRG stream also.
9.2.7.3.3 Concealment of MRG transmissions

Concealment prevents group addressed frames transmitted via the MRG-Unsolicited-Retry or MRG-Block-Ack Ack policies from being passed up the MAC-SAP of MRG-incapable STAs. 
MRG group addresses MSDUs transmitted via the MRG-Unsolicited-Retry or MRG-Block-Ack Ack policies shall be sent in an A-MSDU frame format with the RA set to the MRG Concealment address: <To-be-assigned-by-ANA>.

A STA with dot11RobustAVStreaming  set to true shall not use the MRG Concealment address for any purpose other than the transmission of MRG streams.

A STA with dot11RobustAVStreaming  set to true and at least one MRG agreement shall add the MRG Concealment address to the STA’s dot11GroupAddressesTable.

9.2.7.3.4 MRG-Directed 
A STA supports the MRG-Directed Ack policy if dot11RobustAVStreaming is true; otherwise the STA does not support the MRG service with Ack policy equal to MRG-Directed.
Note to editor: the following references are taken from 802.11vD4.0.

An AP adopting the MRG-Directed Ack policy for a MRG group address shall send MSDUs within the MRG stream as an individually addressed frame to each MRG group member in an A-MSDU frame format (see 7.4a and 9.2c).

Since MRG-Directed uses the same transmission mechanism as DMS, an AP may accept MRG and DMS agreements from different non-AP STAs for a group address stream, as long as the Ack Policy is MRG-Directed and the Power Management mode is not MRG-SP for the MRG stream. However, an AP shall only accept either an MRG-SP or an FMS agreement for a group address stream from a single non-AP STA. A non-AP STA shall not request simultaneous transmission of an MRG group address stream via both MRG and DMS.
9.2.7.3.5 MRG-Unsolicited-Retry 
A STA supports the MRG-Unsolicited-Retry Ack policy if dot11RobustAVStreaming is true; otherwise the STA does not support the MRG service with Ack policy equal to MRG-Unsolicited-Retry.

An AP adopting the MRG-Unsolicited Retry Ack policy for an MRG group address chooses a lifetime limit for the group address. The AP may vary the lifetime limit for the group address at any time, and may use lifetime limits for different MRG group addresses. An AP adopting the MRG-Unsolicited-Retry Ack policy for a MRG group address shall transmit each MSDU according to 9.2.7.3.3, subject to the lifetime limit. Transmission uses the backoff procedure described in 9.2.8.1aa. 

9.2.7.3.6 MRG-Block-Ack

A STA supports the MRG-Block-Ack Ack policy if both dot11RobustAVStreaming and dot11RobustAVStreamingAdvancedMRG are true; otherwise the STA does not support the MRG service with Ack policy equal to MRG-Block-Ack.
MRG Buffer Size for a group address is defined to equal to the minimum Buffer Size field in the Block Ack Parameter Set field in the last received ADDBA.response for that group address across members of the MRG group.
See 9.10.10.
9.2.7.3.7 MRG-SP

A STA supports the MRG-SP power management mode if dot11RobustAVStreaming is true; otherwise the STA does not support the MRG service with Power Management mode equal to MRG-SP.

Note: Group addressed traffic transmitted at the end of a DTIM beacon can be an impediment to providing QoS for uplink transmissions and in overlapping BSSs. Therefore APs in an overlapped environment are advised to make use of MRG-SP for group address traffic that consumes appreciable medium time.

A group address stream shall not be transmitted simultaneously via the MRG-SP Power Management policy and either the All-Active/Any-PS or FMS Power Management modes. 
An AP advertises that a group address stream is subject to MRG-SP within a MRG Response element. The frame indicates the start of each Service Period. The Service Period ends when the AP transmits a QoS data frame to the group address with the EOSP bit set to 1. When an MRG SP overlaps the transmission after a DTIM beacon of buffered frames (non-MRG-SP group addressed frames and frames individually addressed to non-AP STAs in PS mode), the SP is deferred until the AP has transmitted all buffered frames. 

9.2.8.1aa Unsolicited Retry procedure

A protective mechanism (such as transmitting using HCCA, RTS/CTS, or another mechanism described in 9.13) should be used to reduce the probability of other STAs transmitting during the MRG TXOP. If no protective mechanism is used, then the first frame that is sent as an MRG block should have a response frame which has the Duration field set based on the first frame, and the Duration fields in the first and response frames set the NAVs to appropriate values at all STAs in the BSS and OBSS(s). If there is more than one STA in a MRG group, an AP may use the OBSS information reported by STAs to select the responding STA,
When retransmitting an MPDU, following a MAC protection exchange that includes a response frame, using the MRG service with Ack policy equal to MRG-Unsolicited-Retry, for all retransmissions except the final retransmission, the STA shall invoke its backoff procedure at the PHY-TXEND.confirm with a CW equal to CWmin. 

When retransmitting an MPDU, without MAC protection or with MAC protection that lacks a response frame, using the MRG service with Ack policy equal to MRG-Unsolicited-Retry, for all retransmissions except the final retransmission, the STA concludes failure of the previous MPDU transmission, and the STA shall invoke its backoff procedure at the PHY-TXEND.confirm. The STA concludes that the final retransmission of an MPDU using the MRG service with Ack policy equal to MRG-Unsolicited-Retry, without MAC protection that includes a response frame, is successful.
Y 9.2.9 Duplicate detection and recovery

Because MAC-level acknowledgments and retransmissions are incorporated into the protocol, there is the

possibility that a frame may be received more than once. Such duplicate frames shall be filtered out within the receiver MAC.

Duplicate frame filtering is facilitated through the inclusion of a Sequence Control field (consisting of a sequence number and fragment number) within data and management frames as well as TID subfield in the QoS Control field within QoS data frames. MPDUs that are part of the same MSDU or A-MSDU shall have the same sequence number, and different MSDUs or A-MSDUs shall (with a high probability) have a different sequence number.

The sequence number, for management frames and for data frames with QoS subfield of the Subtype field set to 0, is generated by the transmitting STA as an incrementing sequence of integers. In a QoS STA, the sequence numbers for QoS (+)Data frames are generated by different counters for each TID and receiver pair and shall be incremented by one for each new MSDU or A-MSDU corresponding to the TID/receiver pair.

The receiving STA shall keep a cache of recently received <Address 2, sequence-number, fragment-number> tuples. The receiving QoS STA shall also keep a cache of recently received <Address 2, TID, sequencenumber,fragment-number> tuples for all STAs from whom it has received QoS data frames. A receiving STA is required to keep only the most recent cache entry per <Address 2-sequence-number> pair, storing only the most recently received fragment number for that pair. A receiving QoS STA is also required to keep only the most recent cache entry per <Address 2, TID, sequence-number> triple, storing only the most recently received fragment number for that triple. If dot11RobustAVStreaming is false, a receiving STA may omit tuples obtained from group addressed frames from the cache. If dot11RobustAVStreaming is true, the receiving STA is further required to keep N of the most recent cache entries per <Address 1, TID, sequence-number> triple for each group address subject to an MRG agreement, where N equals 1 if the receiving STA has no Block Ack agreement for the MRG group address and N is the Buffer Size of the Block Ack agreement for the MRG group address if such an agreement exists. A receiving STA may omit tuples obtained ATIM frames from the cache. 
A non-QoS receiver STA shall reject as a duplicate frame any frame that has the Retry bit set in the Frame Control field and that matches an <Address 2, sequence-number, fragment-number> tuple of an entry in the cache. A receiver QoS STA shall also reject as a duplicate frame any frame that has the Retry bit set in the Frame Control field and that matches an <Address 2, TID, sequence-number, fragment-number> tuple of an entry in the cache.

There is a small possibility that a frame may be improperly rejected due to such a match; however, this occurrence would be rare and simply results in a lost frame (similar to an FCS error in other LAN protocols).

The receiver STA shall perform the ACK procedure on all successfully received frames requiring acknowledgment, even if the frame is discarded due to duplicate filtering.
Y 9.3.2.1 Fundamental access

At the nominal beginning of each CFP, the PC shall sense the medium. When the medium is determined to be

idle for one PIFS period, the PC shall transmit a Beacon frame containing the CF Parameter Set element and a

DTIM element.

After the initial Beacon frame, the PC shall wait for one SIFS period, and then transmit one of the following: a

data frame, a CF-Poll frame, a Data+CF-Poll frame, a management frame, or a CF-End frame. If the CFP is

null, i.e., no traffic is buffered and no polls exist to send at the PC, a CF-End frame shall be transmitted

immediately after the initial Beacon frame. If there are buffered non-MRG-SP group addressed frames, the PC shall

transmit these prior to any unicast frames.

STAs receiving individually addressed, error-free frames from the PC are expected to respond after a SIFS

period, in accordance with the transfer procedures defined in 9.3.3.  If the recipient STA is not CF-Pollable, the

response to receipt of an error-free data frame shall always be an ACK frame.

Y 9.3.3.1 PCF transfers when the PC STA is transmitter or recipient

The PC shall transmit frames between the Beacon that starts the CFP and the CF-End using the SIFS except in

cases where a transmission by another STA is expected by the PC and a SIFS period elapses without the receipt

of the expected transmission. In such cases the PC may send its next pending transmission as soon as one PIFS

after the end of its last transmission. This permits the PC to retain control of the medium in the presence of an

overlapping BSS. The PC may transmit any of the following frame types to CF-Pollable STAs:

— Data, used to send data from the PC when the addressed recipient is not being polled and there is no

previous frame to acknowledge;

— Data+CF-ACK, used to send data from the PC when the addressed recipient is not being polled or is

not CF-Pollable or the DA is a group address and the PC needs to acknowledge the receipt of a

frame received from a CF-Pollable STA a SIFS period before starting this transmission;

— Data+CF-Poll, used to send data from the PC when the addressed recipient is the next STA to be

permitted to transmit during this CFP and there is no previous frame to acknowledge;

— Data+CF-ACK+CF-Poll, used to send data from the PC when the addressed recipient is the next

STA to be permitted to transmit during this CFP and the PC needs to acknowledge the receipt of a

frame received from a CF-Pollable STA a SIFS period before starting this transmission;

— CF-Poll, used when the PC is not sending data to the addressed recipient but the addressed recipient

is the next STA to be permitted to transmit during this CFP and there is no previous frame to

acknowledge;

— CF-ACK+CF-Poll, used when the PC is not sending data to the addressed recipient but the addressed

recipient is the next STA to be permitted to transmit during this CFP and the PC needs to acknowledge

the receipt of a frame from a CF-Pollable STA a SIFS period before starting this transmission;

— CF-ACK, used when the PC is not sending data to, or polling, the addressed recipient, but the PC

needs to acknowledge receipt of a frame from a CF-Pollable STA a SIFS period before starting this

transmission (useful when the next transmission by the PC is a management frame, such as a Beacon

frame); or

— Any management frame that is appropriate for the AP to send under the rules for that frame type.

The PC may transmit data or management frames to non-CF-Pollable, non-PS STAs during the CFP. These

STAs shall acknowledge receipt with ACK frames after a SIFS, as with the DCF. The PC may also transmit

broadcast or multicast frames during the CFP. Because the Beacon frame that initiates the CFP contains a

DTIM element, if there are associated STAs using PS mode, the buffered non-MRG-SP group addressed frames shall be

sent immediately after any Beacon frame containing a TIM element with a DTIM count field with a value of 0.

A CF-Pollable STA that receives an individually addressed data frame of any subtype that includes CF-Poll

may transmit one data frame a SIFS period after receiving the CF-Poll. CF-Pollable STAs shall ignore, but not

reset, their NAV when performing transmissions in response to a CF-Poll.

Non-CF-Pollable STAs that receive an individually addressed frame during the CFP shall transmit an ACK,

but shall not reset their NAV.

For frames that require MAC-level acknowledgment, CF-Pollable STAs that received a CF-Poll (of any type)

may perform this acknowledgment using the Data+CF-ACK subtype in the response to the CF-Poll. For

example, the U1 frame in Figure 9-16 contains the acknowledgment to the preceding D1 frame. The D2 frame

contains the acknowledgment to the preceding U1 frame. The PC may use the CF-ACK subtypes to

acknowledge a received frame even if the data frame sent with the CF-ACK subtype is addressed to a different

STA than the one being acknowledged. CF-Pollable STAs that are expecting an acknowledgment shall

interpret the subtype of the frame (if any) sent by the PC a SIFS period after that STA’s transmission to the PC.

If a frame that requires MAC-level acknowledgment is received by a non-CF-Pollable STA, that STA shall not

interpret the CF-Poll indication (if any), and shall acknowledge the frame by sending an ACK Control frame

after a SIFS period.

The lengths of the frames may be variable, only bounded by the frame and/or fragment length limitations that

apply for the BSS. If a CF-Pollable STA does not respond to a CF-Poll (of any type) within the SIFS period

following a transmission from the PC, or a non-CF-Pollable STA does not return the ACK frame within a SIFS

period following a transmission from the PC that requires acknowledgment, then the PC shall resume control

and may transmit its next frame after a PIFS period from the end of the PC’s last transmission.

A CF-Pollable STA shall always respond to a frame with any data subtype that includes CF-Poll directed to its

MAC address and received without error. If the STA has no frame to send when polled, the response shall be a

Null frame. If the STA has no frame to send when polled, but an acknowledgment is required for the frame that

conveyed the CF-Poll, the response shall be a CF-ACK (no data) frame. The null response is required to permit

a “no-traffic” situation to be distinguished from a collision between overlapping PCs.

The CFP shall end when the CFPDurRemaining time has elapsed since the Beacon frame originating the CFP

or when the PC has no further frames to transmit nor STAs to poll. In either case, the end of the CFP shall be

signaled by the transmission of a CF-End by the PC. If there is a received frame that requires acknowledgment

at the time the CF-End is to be transmitted, the PC shall transmit a CF-End+ACK frame instead. All STAs of

the BSS receiving a CF-End or CF-End+ACK shall reset their NAVs so they may attempt to transmit during

the CP.

Y 9.9.1.5 EDCA backoff procedure

Each EDCAF shall maintain a state variable CW[AC], which shall be initialized to the value of the parameter CWmin[AC].

For the purposes of this subclause, successful transmission and transmission failure are defined as follows:

a) After transmitting an MPDU (regardless of whether it is carried in an A-MPDU or not) that requires

an immediate frame as a response, the STA shall wait for a timeout interval of duration of aSIFSTime

+ aSlotTime + aPHY-RX-START-Delay, starting at the PHY-TXEND.confirm. If a PHYRXSTART.

indication does not occur during the timeout interval, the STA concludes that the transmission

of the MPDU has failed.

b) If a PHY-RXSTART.indication does occur during the timeout interval, the STA shall wait for the

corresponding PHY-RXEND.indication to determine whether the MPDU transmission was successful.

The recognition of a valid response frame sent by the recipient of the MPDU requiring a

response, corresponding to this PHY-RXEND.indication, shall be interpreted as a successful

response.

c) The recognition of anything else, including any other valid frame, shall be interpreted as failure of

the MPDU transmission. The recognition of a valid data frame sent by the recipient of a PS-Poll

frame shall also be accepted as successful acknowledgment of the PS-Poll frame. Excepting non-final (re)transmissions an MPDU subject to the MRG-Unsolicited-Retry service (9.2.7.3.5), an MPDU transmission that does not require an immediate frame as a response is defined as a successful transmission.
d) The non-final (re)transmission of an MPDU that is subject to the MRG-Unsolicited-Retry service (9.2.7.3.5) is defined to be a failure. 
The backoff procedure shall be invoked for an EDCAF when any of the following events occurs:

a) A frame with that AC is requested to be transmitted, the medium is busy as indicated by either physical

or virtual CS, and the backoff timer has a value of zero for that AC.

b) The final transmission by the TXOP holder initiated during the TXOP for that AC was successful

and the TXNAV timer has expired.

c) The transmission of the initial frame of a TXOP of that AC fails

d) The transmission attempt collides internally with another EDCAF of an AC that has higher priority,

that is, two or more EDCAFs in the same STA are granted a TXOP at the same time.

In addition, the backoff procedure may be invoked for an EDCAF when the following event occurs:

e) The transmission of a non-initial frame by the TXOP holder fails.

NOTE.A STA can perform a PIFS recovery as described in 9.9.1.4 or perform a backoff as described in e) as

a response to transmission failure within a TXOP. How it chooses between these two is implementation dependent.

A STA that performs a backoff within its existing TXOP shall not extend the TXNAV timer value.

Note.This means that the backoff is a continuation of the TXOP, not the start of a new TXOP.

If the backoff procedure is invoked for reason a) above, the value of CW[AC] shall be left unchanged. If the

backoff procedure is invoked because of reason b) above, the value of CW[AC] shall be reset to CWmin[AC].

If the backoff procedure is invoked because of a failure event [either reasons c), or d), or e) above], the value

of CW[AC] shall be updated as follows before invoking the backoff procedure:

a) If the QSRC[AC] or the QLRC[AC] for the QoS STA has reached dot11ShortRetryLimit or

dot11LongRetryLimit respectively, CW[AC] shall be reset to CWmin[AC].

b) Otherwise,

1) If CW[AC] is less than CWmax[AC], CW[AC] shall be set to the value (CW[AC] + 1)*2 . 1.

2) If CW[AC] is equal to CWmax[AC], CW[AC] shall remain unchanged for the remainder of

any retries.

The backoff timer is set to an integer value chosen randomly with a uniform distribution taking values in the

range [0,CW[AC]] inclusive.

All backoff slots occur following an AIFS[AC] period during which the medium is determined to be idle for

the duration of the AIFS[AC] period, or following an EIFS . DIFS + AIFS[AC] period during which the medium

is determined to be idle for the duration of the EIFS . DIFS + AIFS[AC] period, as appropriate (see

9.2.3).

If the backoff procedure is invoked following the transmission of a 40 MHz mask PPDU, the backoff counter

shall be decremented based on a medium busy indication that ignores activity in the secondary channel. Additional

40 MHz mask PPDU backoff rules are found in 11.14.9.
Y 9.9.2 HCCA

The HCCA mechanism manages access to the WM, using a HC that has higher medium access priority than

non-AP STAs. This allows it to transfer MSDUs to non-AP STAs and to allocate TXOPs to non-AP STAs.

The HC is a type of centralized coordinator, but differs from the PC used in PCF in several significant ways,

although it may optionally implement the functionality of a PC. Most important is that HCF frame exchange

sequences may be used among STAs associated in a BSS during both the CP and the CFP. Another significant

difference is that the HC grants a non-AP STA a polled TXOP with duration specified in a QoS (+)CF-Poll

frame. Non-AP STAs may transmit multiple frame exchange sequences within given polled TXOPs, subject to

the limit on TXOP duration.

All STAs inherently obey the NAV rules of the HCF because each frame transmitted under HCF by the HC or

by a non-AP STA contains a duration value chosen to cause STAs in the BSS to set their NAVs to protect the

expected subsequent frames.

All non-AP QoS STAs shall be able to respond to QoS (+)CF-Poll frames received from an HC with the

Address 1 field matching their own addresses.

The HC shall perform delivery of buffered non-MRG-SP group addressed frames following DTIM Beacon frames.

The HC may also operate as a PC, providing (non-QoS) CF-Polls to associated CF-Pollable STAs using the

frame formats, frame exchange sequences, and other applicable rules for PCF specified in 9.3.22

An HC may perform a backoff following an interruption of a frame exchange sequence due to lack of an

expected response under the rules described in 9.9.2.1.3, using the parameters dot11HCCWmin,

dot11HCCWmax, and dot11HCCAIFSN and the backoff rules in 9.1 and 9.9.1.5. The decision to perform a

backoff by the HC is dependent on conditions such as interference from an overlapping BSS. The mechanism

to detect the interference from an overlapping BSS and the decision to perform a backoff, DFS (such as

in 11.6), or other techniques (such as inter-BSS scheduling) is beyond the scope of this standard.

9.10 Block Acknowledgment (Block Ack)

9.10.1 Introduction

The Block Ack mechanism improves channel efficiency by aggregating several acknowledgments into one

frame. There are two types of Block Ack mechanisms: immediate and delayed. Immediate Block Ack is

suitable for high-bandwidth, low-latency traffic while the delayed Block Ack is suitable for applications that

tolerate moderate latency. In this subclause, the STA with data to send using the Block Ack mechanism is

referred to as the originator, and the receiver of that data as the recipient.

The Block Ack mechanism is initialized by an exchange of ADDBA Request/Response frames. After

initialization, blocks of QoS data frames can be transmitted from the originator to the recipient. A block may be

started within a polled TXOP or by winning EDCA contention. The number of frames in the block is limited,

and the amount of state that is to be kept by the recipient is bounded. The MPDUs within the block of frames

are acknowledged by a BlockAck control frame, which is requested by a BlockAckReq control frame.

The Block Ack mechanism does not require the setting up of a TS; however, QoS STAs using the TS facility

may choose to signal their intention to use Block Ack mechanism for the scheduler.s consideration in

assigning TXOPs. The Block Ack mechanism is also used by the MRG service. Acknowledgments of frames belonging to the same TID, but transmitted during multiple

TXOPs, may also be combined into a single BlockAck frame. This mechanism allows the originator to have

flexibility regarding the transmission of data MPDUs. The originator may split the block of frames across

TXOPs, separate the data transfer and the Block Ack exchange, and interleave blocks of MPDUs carrying

all or part of MSDUs or A-MSDUs for different TIDs or RAs.

Figure 9-21 illustrates the message sequence chart for the setup, data and Block Ack transfer, and the teardown

of the Block Ack mechanism, which are discussed in detail in 9.10.2 through 9.10.5.

All operations on sequence numbers are performed modulo 212. Comparisons between sequence numbers

are circular modulo 212, which means that the sequence number space is considered divided into two parts,

one of which is "old" and one of which is "new" by means of a boundary created by adding half the sequence

number range to the current start of receive window (modulo 212).

Figure 9-21—Message sequence chart for Block Ack mechanism:

(a) setup, (b) data and acknowledgment transfer and (c) tear down

9.10.2 Setup and modification of the Block Ack parameters

An originator that intends to use the Block Ack mechanism for the transmission of QoS data frames to

an intended recipient should first check whether the intended recipient STA is capable of participating

in Block Ack mechanism by discovering and examining its Delayed Block Ack and Immediate Block Ack

capability bits. If the intended recipient STA is capable of participating, the originator sends an ADDBA

Request frame indicating the TID for which the Block Ack is being set up. For an ADDBA set up between

STAs where one is a non-HT STA, the Block Ack Policy and Buffer Size fields in the ADDBA Request frame

are advisory and may be changed by the recipient. The Buffer Size field in the ADDBA Request frame is advisory

and may be changed by the recipient for an ADDBA setup between HT STAs.

When a Block Ack agreement is established between two HT STAs, the originator may or may not change

the size of its transmission window if the value in the Buffer Size field of the ADDBA Response frame is

larger than the value in the ADDBA Request frame. Otherwise, if the value in the Buffer Size field of the

ADDBA Response frame is smaller than value in the ADDBA Request frame, the originator shall change the

size of its transmission window (WinSize_O) so that it is not greater than the value in the Buffer Size field of

the ADDBA Response frame.

When the Block Ack Policy subfield value is set to 1 by the originator of an ADDBA request frame between

HT STAs, then the ADDBA response frame accepting the ADDBA request frame shall contain 1 in the Block

Ack Policy subfield. The receiving STA shall respond by an ADDBA Response frame. The receiving STA,

which is the intended recipient, has the option of accepting or rejecting the request. When the intended

recipient accepts, then a Block Ack agreement exists between the originator and recipient.

When the intended recipient accepts, it indicates the type of Block Ack and the number of buffers that

it shall allocate for the support of this Block Ack agreement within the ADDBA response frame. Each

Block Ack agreement that is established by a STA may have a different buffer allocation. If the receiving STA

rejects the request, then the originator shall not use the Block Ack mechanism.
The A-MSDU Supported field indicates whether an A-MSDU may be sent under the particular Block Ack

agreement. The originator sets this field to 1 to indicate that it might transmit A-MSDUs with this TID. The

recipient sets this field to 1 to indicate that it is capable of receiving A-MSDU with this TID.

NOTE.The recipient is free to respond with any setting of the A-MSDU supported field. If the value in the ADDBA

response frame is not acceptable to the originator, it can delete the Block Ack agreement and transmit data using normal

acknowledgement.
If the Block Ack mechanism is being set up for a TS, bandwidth negotiation (using ADDTS Request and

Response frames) should precede the setup of the Block Ack mechanism. If the Block Ack mechanism is being set up for the MRG service, one or more MRG Request/Response exchanges precede the setup of the Block Ack mechanism.

Once the Block Ack exchange has been set up, data and ACK frames are transferred using the procedure

described in 9.10.3.

9.10.3 Data and acknowledgment transfer

After setting up for the Block exchange following the procedure in 9.10.2, the originator may transmit a block

of QoS data frames separated by SIFS period, with the total number of frames not exceeding the Buffer Size

subfield value in the associated ADDBA Response frame. Each of the frames shall have the Ack Policy

subfield in the QoS Control field set to Block Ack. For non-MRG frames, the RA field of the frames shall be the recipient’s unicast address. For MRG frames, the RA field of the frames shall be the MRG group address. The originator requests acknowledgment of outstanding QoS data frames by sending a BlockAckReq

frame. The recipient shall maintain a Block Ack record for the block.

Subject to any constraints in this subclause about permitted use of TXOP according to the channel access

mechanism used, the originator may

— Separate the Block and BlockAckReq frames into separate TXOPs

— Split a Block frame across multiple TXOPs

— Split transmission of data MPDUs sent under Block Ack policy across multiple TXOPs

— Interleave MPDUs with different TIDs within the same TXOP

— Sequence or interleave MPDUs for different RAs within a TXOP

A protective mechanism (such as transmitting using HCCA, RTS/CTS, or the mechanism described in 9.13)

should be used to reduce the probability of other STAs transmitting during the TXOP. If no protective

mechanism is used, then the first frame that is sent as a block shall have a response frame and shall have the

Duration field set so that the NAVs are set to appropriate values at all STAs in the BSS.

The originator shall use the Block Ack starting sequence control to signal the first MPDU in the block for

which an acknowledgment is expected. MPDUs in the recipient’s buffer with a sequence control value that

precedes the starting sequence control value are called preceding MPDUs. The recipient shall reassemble any

complete MSDUs from buffered preceding MPDUs, reject duplicates for MRG MSDUs, and indicate non-duplicates to its higher layer. The recipient shall

then release any buffers held by preceding MPDUs. The range of the outstanding MPDUs (i.e., the reorder

buffer) shall begin on an MSDU boundary. The total number of frames that can be sent depends on the total

number of MPDUs in all the outstanding MSDUs. The total number of MPDUs in these MSDUs may not

exceed the reorder buffer size in the receiver.

The recipient shall maintain a Block Ack record consisting of originator address, TID, and a record of

reordering buffer size indexed by the received MPDU sequence control value. This record holds the

acknowledgment state of the data frames received from the originator.
If the immediate Block Ack policy is used, the recipient shall respond to a Basic BlockAckReq frame with a

Basic BlockAck frame. If the recipient sends the Basic BlockAck frame, the originator updates its own

record and retries any frames that are not acknowledged in the Basic BlockAck frame, either in another

block or individually.

If the delayed Block Ack policy is used, the recipient shall respond to a Basic BlockAckReq frame with an

ACK frame. The recipient shall then send its Basic Block Ack response in a subsequently obtained TXOP.

Once the contents of the Basic BlockAck frame have been prepared, the recipient shall send this frame in the

earliest possible TXOP using the highest priority AC. The originator shall respond with an ACK frame upon

receipt of the Basic BlockAck frame. If delayed Block Ack policy is used and if the HC is the recipient, then

the HC may respond with a +CF-Ack frame if the Basic BlockAckReq frame is the final frame of the polled

TXOP’s frame exchange. If delayed Block Ack policy is used and if the HC is the originator, then the HC

may respond with a +CF-Ack frame if the Basic BlockAck frame is the final frame of the TXOP’s frame

exchange.

The Basic BlockAck frame contains acknowledgments for the MPDUs of up to 64 previous MSDUs. In the

Basic BlockAck frame, the STA acknowledges only the MPDUs starting from the starting sequence control

until the MPDU with the highest sequence number (modulo 212) that has been received, and the STA shall

set bits in the Block Ack bitmap corresponding to all other MPDUs to 0. The status of MPDUs that are considered

"old" and prior to the sequence number range for which the receiver maintains status shall be

reported as successfully received (i.e., the corresponding bit in the bitmap shall be set to 1). The sequence

number space is considered divided into two parts, one of which is "old" and one of which is "new" by

means of a boundary created by adding half the sequence number range to the current start of receive window

(modulo 212). If the Basic BlockAck frame indicates that an MPDU was not received correctly (at any STA with the group, in the case of an MRG group address) , the

originator shall retry that MPDU subject to that MPDU’s appropriate lifetime limit.
A typical BlockAck frame exchange sequence using the immediate Block Ack for a single TID is shown in

Figure 9-22.

Figure 9-22—A typical Block Ack sequence when immediate policy is used

A typical Block Ack sequence using the delayed Block Ack is shown in Figure 9-23.

The subsequent Basic BlockAckReq request starting sequence number shall be higher than

or equal to the starting sequence number (modulo 212) of the immediately preceding Basic BlockAckReq

frame for the same TID.
The originator may continue to transmit MPDUs to the recipient after transmitting the Basic BlockAckReq

frame, but before receiving the Basic BlockAck frame (applicable only to delayed Block Ack). The bitmap

in the Basic BlockAck frame shall include the status of frames received between the start sequence number

and the transmission of the Basic BlockAckReq frame. A recipient sending a delayed Basic BlockAck frame

may update the bitmap with information on QoS data frames received between the receipt of the Basic

BlockAckReq frame and the transmission of the Basic BlockAck frame.

If there is no response (i.e., neither a BlockAck nor an ACK frame) to the BlockAckReq frame, the originator

may retransmit the BlockAckReq frame within the current TXOP (if time permits) or within a subsequent

TXOP. MSDUs that are sent using the Block Ack mechanism are not subject to retry limits but only to

MSDU lifetime. The originator need not set the retry bit for any possible retransmissions of the MPDUs.

The BlockAckReq frame shall be discarded if all MSDUs referenced by this BlockAckReq frame have been

discarded from the transmit buffer due to expiry of their lifetime limit.

In order to improve efficiency, originators using the Block Ack facility may send MPDU frames with the

Ack Policy subfield in QoS control frames set to Normal Ack if only a few MPDUs are available for transmission.

The Block Ack record shall be updated irrespective of the Ack Policy subfield in the QoS data

frame for the TID with an active Block Ack. When there are sufficient number of MPDUs, the originator

may switch back to the use of Block Ack. The reception of QoS data frames using Normal Ack policy shall

not be used by the recipient to reset the timer to detect Block Ack timeout (see 11.5.3). This allows the recipient

to delete the Block Ack if the originator does not switch back to using Block Ack.

The frame exchange sequences are provided in Annex S.
Figure 9-23—A typical BlockAck sequence when delayed policy is used

9.10.4 Receive buffer operation

Upon the receipt of a QoS data frame from the originator for which the Block Ack agreement exists, the

recipient shall buffer the MSDU regardless of the value of the Ack Policy subfield within the QoS Control field

of the QoS data frame.

The recipient flushes received MSDUs from its receive buffer as described in this subclause.

If a BlockAckReq frame is received, all complete MSDUs and A-MSDUs with lower sequence numbers than

the starting sequence number contained in the BlockAckReq frame shall be passed up the MAC protocol stack (see 6-1). Upon arrival of a Block-

AckReq frame, the recipient shall pass up the MSDUs and A-MSDUs starting with the starting sequence

number sequentially until there is an incomplete MSDU or A-MSDU in the buffer.

If, after an MPDU is received, the receive buffer is full, the complete MSDU or A-MSDU with the earliest

sequence number shall be passed

up the MAC protocol stack.

The recipient shall pass MSDUs and A-MSDUs up the MAC protocol stack

in order of increasing sequence number.
Insert the following subclause 9.10.10 after 9.10.9:
9.10.10 MRG Block Ack
This subclause extends the Block Ack mechanism to group addressed frames that are subject to the MRG-Block-Ack Ack policy. 
A protective mechanism (such as transmitting using HCCA, RTS/CTS, or another mechanism described in 9.13) should be used to reduce the probability of other STAs transmitting during the MRG TXOP. If no protective mechanism is used, then the first frame that is sent as an MRG block should have a response frame which has the Duration field set based on the first frame, and the Duration fields in the first and response frames set the NAVs to appropriate values at all STAs in the BSS and OBSS(s). If there is more than one STA in a MRG group, an AP may use the OBSS information reported by STAs to select the responding STA,
After an AP transmits between one and MRG Buffer Size MSDUs or A-MSDUs with RA set to an MRG group address when the Ack Policy for that group address is MRG-Block-Ack, the AP shall send a BlockAckReq to the group address. The BlockAckReq lists none, one, some or all of the MRG group members in the MRG BAR Information field. If the source of the MRG group addressed stream is within the BSS, the AP shall not send a BlockAckReq listing the source STA. 
Note: In one procedure, the AP sends a BlockAckReq listing one group member per MRG frame transmission. The AP begins with the first member of the MRG group and cycles through the members as the AP transmits each subsequent MRG frame. 
When a non-AP STA receives a BlockAckReq with an RA equal to an MRG group address with the non-AP STA’s AID listed in the MRG BAR Information field, the non-AP STA shall determine the number of order, N, in which it is listed in the BlockAckReq with the lowest AID in the list as 0, and shall transmit a BlockAck frame at a delay of (N+1)*SIFS + N*TXTIME(BlockAck) after the BlockAckReq. The BlockAck acknowledges the listed STA’s receiving status of the block of group addressed frames requested by the BlockAckReq frame. The receive buffer operation, the selection of BlockAck and BlockAckReq variants, and the BlockAck generation shall follow the rules in 9.10.4, 9.10.6, and 9.10.7.  
MRG group members that are not identified in the MRG BAR Information field of the BlockAckReq shall not respond to the BlockAckReq yet shall still use the Block Ack Starting Sequence Control to update the first MPDU in the block for which an acknowledgment is expected. The BlockAckReq may list zero MRG group members from whom a BlockAck is requested. This shall have the effect of updating the receiving MRG group members with a new first Block Ack Starting Sequence Control.
A typical frame exchange sequence using the MRG-Block-Ack Ack policy for a single TID is shown in Figure 9-9292929aa.
Figure 9-9292929aa: Typical frame exchange with MRG-Block-Ack Ack policy
BlockAckReq and BlockAck frames may be lost or incorrectly received by the intended recipients. If an AP transmits an MRG BlockAckReq including a list of MRG group members in the MRG BAR Information field yet does not successfully receive BlockAck frames from all the listed STAs, then the AP may retransmit, in a new TXOP, a BlockAckReq with STAs from whom the AP has not received a BlockAck listed in the MRG BAR Information field. The process of sending additional BlockAckReq frames for outstanding STAs is repeated until terminated by the AP or no outstanding STAs remain. The process may be restarted by the AP transmitting an updated BlockAckReq with a new Block Ack Starting Sequence Control field if the data MSDUs requested for acknowledgement in the BlockAckReq have reached their lifetime limit.  The AP shall not transmit a BlockAckReq listing a member of an MRG group when the AP has already received from the group member an acknowledgement of all outstanding frames in the MRG stream. 
Note: In one procedure, the AP sends a BlockAckReq listing one group member per MRG frame transmission. The AP begins with the first member of the MRG group and cycles through the members as the AP transmits each subsequent MRG frame. 
After completing the BlockAckReq and BlockAck frame exchanges, the AP determines from the information provided in the BlockAck bitmap and from the missing BlockAcks which, if any,  MSDUs or A-MSDUs need to be retransmitted. 
An AP adopting the MRG-Block-Ack policy for an MRG group address chooses a lifetime limit for the group address. The AP may vary the lifetime limit for the group address at any time, and may use different lifetime limits for different MRG group addresses. The AP transmits and retries each MSDU or A-MSDU until to the appropriate lifetime limit, or whenever received by all group members, whichever occurs first.
An AP may regularly send a BlockAckReq with Address 1 set to the MRG group address and the Block Ack Starting Sequence Control set to the sequence control field of the earliest non-expired MSDU or A-MSDU of the MRG stream, for MRG streams with Ack policy equal to MRG-Block-Ack, if there exist management frames, QoS data frames with another group address in the Address 1 field or non-QoS data frames transmitted with sequence numbers higher (modulo-4096) than the sequence number within the Block Ack Starting Sequence Control of the last transmitted BlockAckReq sent with Address 1 set to the MRG group address, in order to minimize buffering latency at receivers in the MRG group.
Note: This is because an AP may transmit management frames, QoS data frames with a group address in the Address 1 field (including different MRG streams), and non-QoS data frames intermingled. Since these are transmitted using a single sequence counter, missing frames or frames sent to group addresses absent from a receiving STA’s dot11GroupAddresses table complicates receiver processing for MRG streams with a MRG-Block-Ack Ack policy since cause of a hole in a receiver’s Block Ack bitmap is ambiguous: it is due either to an MPDU being lost from the MRG stream or to transmissions of MPDUs using the same sequence number counter yet from other than the MRG stream. 

10 Layer Management
11.2 Power management

11.2.1 Power management in an infrastructure network

STAs changing Power Management mode shall inform the AP of this fact using the Power Management bits

within the Frame Control field of transmitted frames. The AP shall not arbitrarily transmit MSDUs or A-MSDUs

to STAs operating in a PS mode, but shall buffer MSDUs and A-MSDUs and only transmit them at designated

times.

The STAs that currently have buffered MSDUs or A-MSDUs within the AP are identified in a TIM, which

shall be included as an element within all beacons generated by the AP. A STA shall determine that an MSDU

or A-MSDU is buffered for it by receiving and interpreting a TIM.

STAs operating in PS modes shall periodically listen for beacons, as determined by the STA.s ListenInterval

and the ReceiveDTIMs parameter in the MLME-POWERMGT.request primitive.

In a BSS operating under the DCF, or during the CP of a BSS using the PCF, upon determining that an MSDU or A-MSDU is currently buffered in the AP, a STA operating in the PS mode shall transmit a short PS-Poll frame to the AP, which shall respond with the corresponding buffered MSDU or A-MSDU immediately, or acknowledge the PS-Poll and respond with the corresponding MSDU or A-MSDU at a later time. If the TIM indicating the buffered MSDU or A-MSDU is sent during a CFP, a CF-Pollable STA operating in the PS mode does not send a PS-Poll frame, but remains active until the buffered MSDU or A MSDU is received (or the CFP ends). If any STA in its BSS is in PS mode, the AP shall buffer all non-MRG-SP group addressed MSDUs and deliver them to all STAs immediately following the next Beacon frame containing a DTIM transmission. This is known as All-Active/Any-PS Power Management mode. A STA shall remain in its current Power Management mode until it informs the AP of a Power Management mode change via a frame exchange that includes an acknowledgement from the AP. Power Management mode shall not change during any single frame exchange sequence, as (described in 9.12 Annex S).

A non-AP QoS STA may be in PS mode before the setup of DLS or Block Ack. Once DLS is set up with

another non-AP QoS STA, the non-AP QoS STA suspends the PS mode and shall always be awake. When a

STA enters normal (non-APSD) PS mode, any downlink Block Ack agreement without an associated schedule

is suspended for the duration of this PS mode. MSDUs and A-MSDUs for TID without a schedule are sent

using Normal Ack following a PS-poll as described in rest of this subclause. Uplink Block Ack, Block Acks

for any TID with a schedule, and any Block Acks to APSD STA continue to operate normally.
A STA may use both WNM-Sleep Mode and PS mode simultaneously.
Y 11.2.1.1 STA Power Management modes

A STA may be in one of two different power states:

— Awake: STA is fully powered.

— Doze: STA is not able to transmit or receive and consumes very low power.

The manner in which a STA transitions between these two power states shall be determined by the STA’s

Power Management mode. These modes are summarized in Table 11-1.

The Power Management mode of a STA is selected by the PowerManagementMode parameter of the

MLME-POWERMGT.request. Once the STA updates its Power Management mode, the MLME shall issue

an MLME-POWERMGT.confirm indicating the success of the operation.

To change Power Management modes , a STA shall inform the AP through a successful frame exchange initiated by the STA. The Power Management bit in the Frame Control field of the frame sent by the STA in this exchange indicates the Power Management mode that the STA shall adopt upon successful completion of the entire frame exchange. The Power Managment bit shall not be set in any management frame, except an Action frame. 
A STA that is changing from Doze to Awake in order to transmit shall perform CCA until a frame sequence

is detected by which it can correctly set its NAV, or until a period of time equal to the ProbeDelay has

transpired.
Table 11-1—Power Management modes
	Active mode or AM
	STA may receive frames at any time. In Active mode, a STA shall be in the Awake state. A STA on the polling list of a PCF shall be in Active mode for the duration of the CFP. 

	PS
	STA listens to selected Beacon frames (based upon the ListenInterval parameter of the

MLME-ASSOCIATE.request primitive) and sends PS-Poll frames to the AP if the TIM

element in the most recent Beacon frame indicates a directed MSDU buffered for that STA.

The AP shall transmit buffered directed MSDUs to a PS STA only in response to a PS-Poll

from that STA, or during the CFP in the case of a CF-Pollable PS STA, or during the SP of a scheduled SP. In PS mode, a STA

shall be in the Doze state and shall enter the Awake state to receive selected Beacon frames, to

receive broadcast and multicast transmissions following certain received Beacon frames, during the SP of a scheduled SP, to

transmit, and to await responses to transmitted PS-Poll frames or (for CF-Pollable STAs) to

receive CF transmissions of buffered MSDUs. 


11.2.1.2 AP TIM transmissions
The TIM shall identify the STAs for which traffic is pending and buffered in the AP. This information is coded in a partial virtual bitmap, as described in 7.3.2.6. In addition, the TIM contains an indication whether group addressed traffic is pending. Every STA is assigned an AID by the AP as part of the association process. AID 0 (zero) is reserved to indicate the presence of buffered non-MRG-SP group addressed MSDUs. The AP shall identify those STAs for which it is prepared to deliver buffered MSDUs or A-MSDUs by setting bits in the TIM.s partial virtual bitmap that correspond to the appropriate AIDs. 
11.2.1.3 TIM types

Two different TIM types are distinguished: TIM and DTIM. After a DTIM, the AP shall send out the

buffered non-MRG-SP grouped addressed MSDUs using normal frame transmission rules, before transmitting any unicast frames.

The AP shall transmit a TIM with every Beacon frame. Every DTIMPeriod, a TIM of type DTIM is

transmitted within a Beacon frame, rather than an ordinary TIM.

Figure 11-4 illustrates the AP and STA activity under the assumptions that no PCF is operating and that a

DTIM is transmitted once every three TIMs. The top line in Figure 11-4 represents the time axis, with the

beacon interval shown together with a DTIM Interval of three beacon intervals. The second line depicts AP

activity. The AP schedules Beacon frames for transmission every beacon interval, but the Beacon frames

may be delayed if there is traffic at the TBTT. This is indicated as “busy medium” on the second line. For

the purposes of this figure, the important fact about Beacon frames is that they contain TIMs, some of which

are DTIMs. Note that the second STA with ReceiveDTIMs set to false does not power-on its receiver for all

DTIMs.

The third and fourth lines in Figure 11-4 depict the activity of two STAs operating with different power management requirements. Both STAs power-on their receivers when they need to listen for a TIM. This is indicated as a ramp-up of the receiver power prior to the TBTT. The first STA, for example, powers up its receiver and receives a TIM in the first beacon; that TIM indicates the presence of a buffered MSDU or A-MSDU for the receiving STA. The receiving STA then generates a PS-Poll frame, which elicits the transmission of the buffered data MSDU or A-MSDU from the AP. Non-MRG-SP group addressed MSDUs are sent by the AP subsequent to the transmission of a beacon containing a DTIM. The DTIM is indicated by the DTIM count field of the TIM element having a value of 0. 

11.2.1.4 Power management with APSD

QoS APs capable of supporting automatic power save delivery (APSD) shall signal this capability through the use of the APSD subfield in the Capability Information field in Beacon, Probe Response, and (Re)Association Response management frames. 

Non-AP QoS STAs use the Power Management field in the Frame Control field of a frame to indicate whether it is in active or PS mode. As APSD is a mechanism for the delivery of downlink frames to powersaving STAs, the frames of a non-AP STA using APSD shall have the Power Management bit in the Frame Control field set to 1 for buffering to take place at the AP. 

APSD defines two delivery mechanisms, namely unscheduled APSD (U-APSD) and scheduled APSD (S-APSD). Non-AP STAs may use U-APSD to have some or all of their frames delivered during unscheduled SPs. Non-AP STAs may use S-APSD to schedule delivery of some or all of their frames during scheduled SPs. 

If there is no unscheduled SP in progress, the unscheduled SP begins when the AP receives a trigger frame from a non-AP STA, which is a QoS data or QoS Null frame associated with an AC the STA has configured to be trigger-enabled. An A-MPDU that contains one or more trigger frames acts as a trigger frame. An unscheduled SP ends after the AP has attempted to transmit at least one MSDU, A-MSDU or MMPDU associated with a delivery-enabled AC and destined for the non-AP STA, and either the frame includes the EOSP field set to 1, or the frame equals the number indicated by the Max SP Length field if the field has a nonzero value.  

In order to configure an AP to deliver frames during an unscheduled SP, the non-AP STA designates one or more of its ACs to be delivery-enabled and one or more of its AC to be trigger-enabled. A non-AP STA may configure an AP to use U-APSD using two methods. First, a non-AP STA may set individual U-APSD Flag bits in the QoS Info subfield of the QoS Capability element carried in (Re)Association Request frames. When a U-APSD Flag bit is set, it indicates that the corresponding AC is both delivery- and trigger-enabled. When all four U-APSD Flag subfields are set to 1 in (Re)Association Request frames, all the ACs associated with the non-AP STA are trigger- and delivery-enabled during (re)association. When all four U-APSD Flag subfields are set to 0 in (Re)Association Request frames, none of the ACs associated with the non-AP STA is trigger- or delivery-enabled during (re)association. 

Alternatively, a non-AP STA may designate one or more AC as trigger-enabled and one or more AC as delivery-enabled by sending an ADDTS Request frame per AC to the AP with the APSD subfield set to 1 and the Schedule subfield set to 0 in the TS Info field in the TSPEC element. APSD settings in a TSPEC request take precedence over the static U-APSD settings carried in the QoS Capability element. In other words, a TSPEC request overwrites any previous U-APSD setting of an AC. The request may be sent for ACs for which the ACM subfield is set to 0. 

A non-AP STA may set an AC to be trigger- or delivery-enabled for its own use by setting up TSPECs with the APSD subfield set to 1 and the Schedule subfield set to 0 in the uplink or downlink direction, respectively. An uplink TSPEC plus a downlink TSPEC, or a bi-directional TSPEC with the APSD subfield set to 1 and the Schedule subfield set to 0, makes an AC both trigger- and delivery-enabled. An uplink TSPEC plus a downlink TSPEC, or a bi-directional TSPEC with the APSD and the Schedule subfields both set to 0, makes an AC neither trigger- nor delivery-enabled. 

A scheduled SP starts at fixed intervals of time specified in the Service Interval field. In order to use a scheduled SP for a TS when the access policy is controlled channel access, a non-AP STA shall send an ADDTS Request frame to the AP with the APSD subfield of the TS Info field in the TSPEC element set to 1. To use a scheduled SP for a TS for a AC when the access policy is contention-based channel access, a non- AP STA shall send an ADDTS Request frame to the AP with the APSD and Schedule subfields of the TS Info field in the TSPEC element both set to 1. If the APSD mechanism is supported by the AP and the AP accepts the corresponding ADDTS Request frame from the non-AP STA, the AP shall respond to the ADDTS Request frame with a response containing the Schedule element indicating that the requested service can be accommodated by the AP. A scheduled SP when the access policy is contention-based channel access for an MRG group addressed stream is also set-up according to 9.2.7.3.7. The first scheduled SP starts when the lower order 4 octets of the TSF timer equals the value specified in the Service Start Time field. A non-AP STA using scheduled SP shall first wake up to receive downlink individually addressed and/or MRG-SP group addressed frames buffered and/or polls from the AP/HC. The STA shall wake up subsequently at a fixed time interval equal to the SI. The AP may modify the non-MRG service start time by indicating so in the Schedule element in ADDTS Response frames and in Schedule frames. The AP may modify the MRG service start time by indicating so in the Schedule element in MRG Response frames elements (see 9.2.7.3.7). In both non-MRG and MRG cases, the service start time shall be updated whenever the upper order 4 octets of the TSF timer change. 
A scheduled SP begins at the scheduled wakeup time that corresponds to the SI and the service start time indicated in the Schedule element sent in response to a TSPEC or MRG Request. The STA shall wake up at a subsequent time when 

(TSF – service start time) mod minimum SI = 0. 
A scheduled SP ends after the AP has attempted to transmit at least one MSDU, A-MSDU or MMPDU associated with a TS and destined for the non-AP STA, and either the frame includes the EOSP field set to 1, or the frame equals the number indicated by the Max SP Length field if the field has a nonzero value.  
If non-MRG scheduled services periods are supported in a BSS, a STA may use both unscheduled and scheduled APSD on different ACs at the same time. Further, the MRG-SP Power Management mode may be used on any AC, irrespective of the non-MRG unscheduled or scheduled APSD flows. When a non-AP STA establishes scheduled delivery for an AC, that AC shall be considered delivery-enabled. However, the AP shall not transmit frames associated with that AC during an SP that is initiated by a trigger frame, and it shall not treat frames associated with the AC that are received from the STA as trigger frames. The AP shall decline any ADDTS Request frame that indicates the use of both scheduled and unscheduled APSD to be used on non-MRG frames of the same AC at the same time. 

APSD shall be used only to deliver individually addressed and MRG-SP frames to a STA. Non-MRG and non-MRG-SP frame delivery shall follow the frame delivery rules defined for group addressed frames as defined in 11.2.1.6. 
Y 11.2.1.5 AP operation during the CP
APs shall maintain a Power Management status for each currently associated STA that indicates in which

Power Management mode the STA is currently operating. APs that implement and signal their support of

APSD shall maintain an APSD and an access policy status for each currently associated non-AP STA that

indicates whether the non-AP STA is presently using APSD and shall maintain the schedule (if any) for the

non-AP STA. An AP shall, depending on the Power Management mode of the STA, temporarily buffer the

MSDU, A-MSDU or management frame destined to the STA. An AP implementing APSD shall, if a non-AP

STA is using APSD and is in PS mode, temporarily buffer the MSDU, A-MSDU or management frames destined

to that non-AP STA. No MSDUs, A-MSDUs or management frames addressed directly to STAs operating

in the Active mode shall be buffered for power management reasons.

a) MSDUs, A-MSDUs or management frames destined for PS STAs, shall be temporarily buffered in

the AP. MSDUs, A-MSDUs or management frames, destined for PS STAs using APSD shall be

temporarily buffered in the APSD-capable AP. The algorithm to manage this buffering is beyond the

scope of this standard, with the exception that if the AP is QoS-enabled, it shall preserve the order of

arrival of frames on a per-TID, per-STA basis. 
b) MSDUs, A-MSDUs or management frames destined for STAs in the Active mode, shall be directly

transmitted to those STAs.
c) At every beacon interval, the AP shall assemble the partial virtual bitmap containing the buffer

status per destination for STAs in the PS mode and shall send this out in the TIM field of the Beacon

frame. At every beacon interval, the APSD-capable AP shall assemble the partial virtual bitmap

containing the buffer status of nondelivery-enabled ACs (if there exists at least one nondeliveryenabled

AC) per destination for non-AP STAs in PS mode and shall send this out in the TIM field of

the Beacon frame. When all ACs are delivery-enabled, the APSD-capable AP shall assemble the

partial virtual bitmap containing the buffer status for all ACs per destination for non-AP STAs. . If

FMS is enabled, the AP shall include the FMS Descriptor information element in every Beacon

frame for a single BSSID or if the corresponding group addressed bit is set to 1 for multiple BSSIDs,

as defined in 7.3.2.6. The FMS Descriptor information element shall indicate all the group

addressed groups for which the AP is buffering frames. 
d) If a non-AP STA has set up a scheduled SP, it shall automatically wake up at each SP. Therefore, the

APSD-capable AP shall transmit frames associated with admitted traffic with the APSD subfield set

to 1 in the TSPECs buffered for the non-AP STA during a scheduled SP. If the non-AP STA has set

up to use unscheduled SPs, the AP shall buffer frames belonging to delivery-enabled ACs until it has

received a trigger frame associated with a trigger-enabled AC from the non-AP STA, which

indicates the start of an unscheduled SP. A trigger frame received by the AP from a non-AP STA

that already has an unscheduled SP underway shall not trigger the start of a new unscheduled SP.

The AP transmits frames destined for the non-AP STA and associated with delivery-enabled ACs

during an unscheduled SP. The bit for AID 0 (zero) in the bit map control field of the TIM IE shall

be set to 1 when non-MRG-SP group addressed traffic is buffered, according to 7.3.2.6.

e) All non-MRG-SP group addressed MSDUs, with the Order bit in the Frame Control field clear, shall be buffered if any associated STAs are in PS mode.

f) When dot11MgmtOptionFMSEnabled is set to false, immediately after every DTIM, the AP shall transmit all buffered non-MRG-SP group addressed MSDUs. 
When dot11MgmtOptionFMSEnabled is set to true and the AP has set up an FMS delivery interval for a multicast stream, the AP shall transmit all non-MRG-SP group addressed frames belonging to particular FMS Element immediately after the DTIM with the Current Count field value of FMS Counter field set to 0 for that particular FMS stream. If any of the associated STAs are using FMS then the EOSP field of each group addressed frame shall be set to 0 if and only if there are buffered non-MRG-SP group addressed MSDUs belonging to the group address of that particular frame. 
The More Data field of each group addressed frame shall be set to 1 to indicate the presence of further buffered non-MRG-SP group addressed MSDUs. If the AP is unable to transmit all of the buffered non-MRG-SP group addressed MSDUs before the TBTT following the DTIM, the AP shall set the bit for AID 0 (zero) in the bit TIM element to 1 for a single BSSID or the corresponding group address bit is set to 1 for multiple BSSIDs, as defined in 7.3.2.6 and by setting the FMS Descriptor information element to indicate to which non-MRG-SP group addresses there are still buffered frames, until all buffered non-MRG-SP group addressed frames have been transmitted. 
When the AP transmits an STBC DTIM or TIM Beacon frame, the AP shall retransmit all non-MRG-SP group addressed frames that were transmitted following the non-STBC DTIM or TIM Beacon frame except that they are transmitted using the basic STBC MCS. It may be the case that a complete set of buffered non-MRG-SP group addressed frames is sent over a period of time during which non-STBC and STBC transmissions are interleaved, but the transition from non-STBC group addressed transmissions to STBC group addressed transmissions shall be preceded by the transmission of an STBC Beacon frame and the transition from STBC group addressed transmissions to non-STBC group addressed transmissions shall be preceded by the transmission of a non-STBC Beacon frame.
g) A single buffered MSDU, A-MSDU or management frame for a STA in the PS mode shall be forwarded

to the STA after a PS-Poll has been received from that STA. For a non-AP STAs using UAPSD,

the AP transmits one frame destined for the non-AP STA from any AC that is not deliveryenabled

in response to PS-Poll from the non-AP STA. When all ACs associated with the non-AP

STA are delivery-enabled, AP transmits one frame from the highest priority AC. The AP can

respond with either an immediate Ddata frame or with an ACK, while delaying the responding

data frame.

For a STA in PS mode and not using U-APSD, the More Data field of the response data frame

shall be set to indicate the presence of further buffered MSDUs, A-MSDUs or management frames

for the polling STA. For a non-AP STA using U-APSD, the More Data field shall be set to indicate

the presence of further buffered MSDUs, A-MSDUs or management frames that do not belong to

delivery-enabled ACs. When all ACs associated with the non-AP STA are delivery-enabled, the

More Data field shall be set to indicate the presence of further buffered MSDUs, A-MSDUs or management

frames belonging to delivery-enabled ACs. If there are buffered frames to transmit to the

STA, the AP may set the More Data bit in a QoS +CF-Ack frame to 1, in response to a QoS data

frame to indicate that it has one or more pending frames buffered for the PS STA identified by the

RA address in the QoS +CF-Ack frame. An AP may also set the More Data bit in an ACK frame in

response to a QoS data frame to indicate that it has one or more pending frames buffered for the PS

STA identified by the RA address in the ACK frame, if that PS STA has set the More Data Ack subfield

in the QoS Capability information element to 1.

Further PS-Poll frames from the same STA shall be acknowledged and ignored until the MSDU, AMSDU

or management frame has either been successfully delivered or presumed failed due to maximum

retries being exceeded. This prevents a retried PS-Poll from being treated as a new request to

deliver a buffered frame.
h) At each scheduled APSD SP for a non-AP STA, the APSD-capable AP shall attempt to transmit at

least one MSDU, A-MSDU or MMPDU, associated with admitted TSPECs with the APSD and

Schedule subfields both set to 1, that are destined for the non-AP STA. At each unscheduled SP for

a non-AP STA, the AP shall attempt to transmit at least one MSDU, A-MSDU or MMPDU, but no

more than the value specified in the Max SP Length field in the QoS Capability element from delivery-

enabled ACs, that are destined for the non-AP STA.

The More Data bit of the directed data or management frame associated with delivery-enabled ACs

and destined for that non-AP STA indicates that more frames are buffered for the delivery-enabled

ACs. The More Data bit set in MSDUs, A-MSDUs or management frames associated with nondelivery-

enabled ACs and destined for that non-AP STA indicates that more frames are buffered for the

nondelivery-enabled ACs. For all frames except for the final frame of the SP, the EOSP subfield of

the QoS Control field of the QoS data frame shall be set to 0 to indicate the continuation of the SP.

An AP may also set the More Data bit to 1 in a QoS +CF-Ack frame in response to a QoS data frame

to indicate that it has one or more pending frames buffered for the target STA identified by the RA

address in the QoS +CF-Ack frame. If the QoS data frame is associated with a delivery-enabled AC,

the More Data bit in the QoS +CF-Ack frame indicates more frames for all delivery-enabled ACs. If

the QoS data frame is not associated with a delivery-enabled AC, the More Data bit in the QoS +CFAck

frame indicates more frames for all ACs that are not delivery-enabled.

The AP considers APSD STA to be in awake state after it has sent a QoS +CF-Ack frame, with the

EOSP subfield in the QoS Control field set to 0, to the APSD STA. If necessary, the AP may generate

an extra QoS Null frame, with the EOSP set to 1. When the AP has transmitted a directed frame

to the non-AP STA with the EOSP subfield set to 1 during the SP except for retransmissions of that

frame, the AP shall not transmit any more frames to that STA using this mechanism until the next

SP. The AP shall set the EOSP subfield to 1 to indicate the end of the SP in APSD.
i) If the AP does not receive an acknowledgment to a directed MSDU, A-MSDU or management

frame sent to a non-AP STA in PS mode following receipt of a PS-Poll from that non-AP STA, it

may retransmit the frame for at most the lesser of the maximum retry limit and the MIB attribute

dot11QAPMissingAckRetryLimit times before the next beacon, but it shall retransmit that frame at

least once before the next beacon, time permitting and subject to its appropriate lifetime limit. If an

acknowledgment to the retransmission is not received, it may wait until after the next Beacon frame

to further retransmit that frame subject to its appropriate lifetime limit.

j) If the AP does not receive an acknowledgment to a directed frame containing all or part of an

MSDU or A-MSDU sent with the EOSP subfield set to 1, it shall retransmit that frame at least once

within the same SP, subject to applicable retry or lifetime limit. The maximum number of retransmissions

within the same SP is the lesser of the maximum retry limit and the MIB attribute

dot11QAPMissingAckRetryLimit. If an acknowledgment to the retransmission of this last frame in

the same SP is not received, it may wait until the next SP to further retransmit that frame, subject to

its applicable retry or lifetime limit.

k) An AP can delete buffered frames for implementation dependent reasons, including the use of an

aging function and availability of buffers. The AP may base the aging function on the listen interval

specified by the non-AP QoS STA in the association or reassociation request frame.

l) When an AP is informed that a STA changes to the Active mode, then the AP shall send buffered

MSDUs, A-MSDUs and management frames (if any exist) to that STA without waiting for a PSPoll.

When an AP is informed that an APSD-capable non-AP STA is not using APSD, then the AP

shall send buffered MSDUs, A-MSDUs and management frames (if any exist) to that non-AP STA

according to the rules corresponding to the current PS mode of the non-AP STA.
Y 11.2.1.6 AP operation during the CFP

APs shall maintain a Power Management status for each currently associated CF-Pollable STA that indicates

in which Power Management mode the STA is currently operating. An AP shall, for STAs in PS mode, temporarily

buffer any MSDU or A-MSDU destined to the STA.

a) MSDUs or A-MSDUs destined for PS STAs shall be temporarily buffered in the AP. The algorithm

to manage this buffering is beyond the scope of this standard.

b) MSDUs or A-MSDUs destined to STAs in the Active mode shall be transmitted as defined in Clause

9.

c) Prior to every CFP, and at each Beacon Interval within the CFP, the AP shall assemble the partial

virtual bitmap containing the buffer status per destination for STAs in the PS mode, set the bits in

the partial virtual bitmap for STAs the PC is intending to poll during this CFP, and shall send this

out in the TIM field of the DTIM. The bit for AID 0 (zero) in the bit map control field of the TIM IE

shall be set when group addressed traffic is buffered, according to 7.3.2.6.

d) All non-MRG-SP group addressed MSDUs, with the Order bit in the Frame Control field clear, shall be buffered if any associated STAs are in the PS mode, whether or not those STAs are CF-Pollable.

e) When dot11MgmtOptionFMSEnabled is set to false, immediately after every DTIM (Beacon frame with DTIM Count field of the TIM element equal to zero), the AP shall transmit all buffered non-MRG-SP group addressed frames. When dot11MgmtOptionFMSEnabled is set to true and the AP has set up an FMS delivery interval for a multicast stream, the AP shall send all non-MRG-SP group addressed frames belonging to particular FMS Element immediately after the DTIM with the Current Count field value of FMS Counter field set to 0 for that particular FMS stream. The More Data field shall be set to indicate the presence of further buffered non-MRG-SP group addressed MSDUs. If the AP is unable to transmit all of the buffered non-MRG-SP group addressed MSDUs before the non-STBC or STBC TBTT following the DTIM, AP shall set the bit for AID 0 in the TIM element to 1 for a single BSSID or the corresponding group addressed bit is set to 1 for multiple BSSIDs, as defined in 7.3.2.6, and by setting the FMS Descriptor information element to indicate to which non-MRG-SP group addresses there are still buffered frames, until all buffered non-MRG-SP group addressed frames have been transmitted. When the AP transmits an STBC DTIM or TIM Beacon frame, the AP shall re-transmit all non-MRG-SP group addressed frames that were transmitted following the non-STBC DTIM or TIM Beacon frame except that they are transmitted using the basic STBC MCS. It may be the case that a complete set of buffered non-MRG-SP group addressed frames is sent over a period of time during which non-STBC and STBC transmissions are interleaved, but the transition from non-STBC group addressed transmissions to STBC group addressed transmissions shall be preceded by the transmission of a STBC Beacon frame and the transition from STBC group addressed transmissions to non- STBC group addressed transmissions shall be preceded by the transmission of a non-STBC Beacon frame.
f) Buffered MSDUs, A-MSDUs or MMPDUs for STAs in the PS mode shall be forwarded to the CFPollable

STAs under control of the PC. Transmission of these buffered MSDUs or management

frames as well as CF-Polls to STAs in the PS mode that were indicated in the DTIM in accordance

with paragraph c) of this subclause shall begin immediately after transmission of buffered non-MRG-SP group addressed frames (if any), and shall occur in order by increasing AID of F-Pollable

STAs. A CF-Pollable STA for which the TIM element of the most recent beacon indicated

buffered MSDUs or management frames shall be in the Awake state at least until the receipt of a

directed frame from the AP in which the Frame Control field does not indicate the existence of more

buffered MSDUs, A-MSDUs or management frames. After acknowledging the last of the buffered

MSDUs, A-MSDUs or management frames, the CF-Pollable STA operating in the PS mode may

enter the Doze state until the next DTIM is expected.

g) An AP shall have an aging function to delete pending traffic buffered for an excessive time period.

The exact specification of the aging function is beyond the scope of this standard.

h) When an AP detects that a CF-Pollable STA has changed from the PS mode to the Active mode,

then the AP shall queue any buffered frames addressed to that STA for transmission to that CF-Pollable

STA as directed by the AP.s PC.
Y 11.2.2 Power management in an IBSS

This subclause specifies the power management mechanism for use within an IBSS.

Y 11.2.2.1 Basic approach

The basic approach is similar to the infrastructure case in that the STAs are synchronized, and group

addressed MSDUs and those MSDUs or A-MSDUs that are to be transmitted to a power-conserving STA are

first announced during a period when all STAs are awake. The announcement is done via an ad hoc ATIM

sent in an ATIM Window. A STA in the PS mode shall listen for these announcements to determine if it needs

to remain in the awake state. The presence of the ATIM window in the IBSS indicates if the STA may use PS

Mode. To maintain correct information on the power save state of other stations in an IBSS, a station needs

to remain awake during the ATIM window. At other times the STA may enter the Doze state except as indicated

in the following procedures.

When an MSDU or A-MSDU is to be transmitted to a destination STA that is in a PS mode, the transmitting

STA first transmits an ATIM frame during the ATIM Window, in which all the STAs including those operating

in a PS mode are awake. The ATIM Window is defined as a specific period of time, defined by the value

of the ATIM Window parameter in the IBSS Parameter Set supplied to the MLME-START.request primitive,

following a TBTT, during which only Beacon or ATIM frames shall be transmitted. ATIM transmission times

are randomized, after a Beacon frame is either transmitted or received by the STA, using the backoff procedure

with the CW equal to aCWmin. Directed ATIMs shall be acknowledged. If a STA transmitting a directed

ATIM does not receive an acknowledgment, the STA shall execute the backoff procedure for retransmission

of the ATIM. Group addressed ATIMs shall not be acknowledged.

If a STA receives a directed ATIM frame during the ATIM Window, it shall acknowledge the directed ATIM

and stay awake for the entire beacon interval waiting for the announced MSDU(s) or A-MSDU(s) to be received.

If a STA does not receive an ATIM, it may enter the Doze state at the end of the ATIM Window.

Transmissions of MSDUs announced by ATIMs are randomized after the ATIM Window, using the backoff

procedure described in Clause 9.

It is possible that an ATIM may be received from more than one STA, and that a STA that receives an ATIM

may receive more than a single MSDU or A-MSDU from the transmitting STA. ATIM frames are only addressed

to the destination STA of the MSDU or A-MSDU.

An ATIM for a group addressed MSDU shall have a destination address identical to

that of the MSDU. After the ATIM interval, only those directed MSDUs or A-MSDUs that have been successfully

announced with an acknowledged ATIM, and group addressed MSDUs that

have been announced with an ATIM, shall be transmitted to STAs in the PS mode. Transmission of these

frames shall be done using the normal DCF access procedure.
Figure 11-5 illustrates the basic PS operation.

The estimated power-saving state of another STA may be based on the power management information

transmitted by that STA and on additional information available locally, such as a history of failed

transmission attempts. The use of RTS/CTS in an IBSS may reduce the number of transmissions to a STA

that is in PS mode. If an RTS is sent and a CTS is not received, the transmitting STA may assume that the

destination STA is in PS mode. The method of estimating the power management state of other STAs in the

IBSS is outside the scope of this standard.
The MRG service with Power Management mode set to MRG-SP shall not be used within an IBSS
11.99aa Robust AV Streaming 
11.99aa.1 Robust AV Streaming Dependencies

When dot11RobustAVStreaming is true, dot11QosOptionImplemented shall be true.
Annex A PICS
Annex D MIB
Dot11StationConfigEntry ::=

SEQUENCE {

dot11StationID MacAddress,

dot11MediumOccupancyLimit INTEGER,

dot11CFPollable TruthValue,

dot11CFPeriod INTEGER,

dot11CFPMaxDuration INTEGER,

dot11AuthenticationResponseTimeOut Unsigned32,

dot11PrivacyOptionImplemented TruthValue,

dot11PowerManagementMode INTEGER,

dot11DesiredSSID OCTET STRING,

dot11DesiredBSSType INTEGER,

dot11OperationalRateSet OCTET STRING,

dot11BeaconPeriod INTEGER,

dot11DTIMPeriod INTEGER,

dot11AssociationResponseTimeOut Unsigned32,

dot11DisassociateReason INTEGER,

dot11DisassociateStation MacAddress,

dot11DeauthenticateReason INTEGER,

dot11DeauthenticateStation MacAddress,

dot11AuthenticateFailStatus INTEGER,

dot11AuthenticateFailStation MacAddress,

dot11MultiDomainCapabilityImplemented TruthValue,

dot11MultiDomainCapabilityEnabled TruthValue,

dot11CountryString OCTET STRING,

dot11SpectrumManagementImplemented TruthValue,

dot11SpectrumManagementRequired TruthValue,

dot11RSNAOptionImplemented TruthValue,

dot11RSNAPreauthenticationImplemented TruthValue,

dot11RegulatoryClassesImplemented TruthValue,

dot11RegulatoryClassesRequired TruthValue,

dot11QosOptionImplemented TruthValue,

dot11ImmediateBlockAckOptionImplemented TruthValue,

dot11DelayedBlockAckOptionImplemented TruthValue,

dot11DirectOptionImplemented TruthValue,

dot11APSDOptionImplemented TruthValue,

dot11QAckOptionImplemented TruthValue,

dot11QBSSLoadOptionImplemented TruthValue,

dot11QueueRequestOptionImplemented TruthValue,

dot11TXOPRequestOptionImplemented TruthValue,

dot11MoreDataAckOptionImplemented TruthValue,

dot11AssociatedinNQBSS TruthValue,

dot11DLSAllowdInQBSS TruthValue,

dot11DLSAllowed TruthValue,

dot11AssociateStation MacAddress,

dot11AssociateID INTEGER,

dot11AssociateFailStation MacAddress,

dot11AssociateFailStatus INTEGER,

dot11ReassociateStation MacAddress,

dot11ReassociateID INTEGER,

dot11ReassociateFailStation MacAddress,

dot11ReassociateFailStatus INTEGER,

dot11RadioMeasurementCapable TruthValue,

dot11RadioMeasurementEnabled TruthValue,

dot11RadioMeasurementProbeDelay INTEGER,

dot11MeasurementPilotReceptionEnabled TruthValue,

dot11MeasurementPilotTransmissionEnabled TruthValue,

dot11MeasurementPilotTransmissionVirtualApSetEnabled TruthValue,

dot11MeasurementPilotPeriod INTEGER,

dot11LinkMeasurementEnabled TruthValue,

dot11NeighborReportEnabled TruthValue,

dot11ParallelMeasurementsEnabled TruthValue,

dot11TriggeredMeasurementsEnabled TruthValue,

dot11RepeatedMeasurementsEnabled TruthValue,

dot11MeasurementPauseEnabled TruthValue,

dot11QuietIntervalEnabled TruthValue,

dot11PassiveBeaconMeasurementEnabled TruthValue,

dot11ActiveBeaconMeasurementEnabled TruthValue,

dot11TableBeaconMeasurementEnabled TruthValue,

dot11ReportingConditionsEnabled TruthValue,

dot11FrameMeasurementEnabled TruthValue,

dot11ChannelLoadEnabled TruthValue,

dot11NoiseHistogramEnabled TruthValue,

dot11StatisticsReportEnabled TruthValue,

dot11LCIReportEnabled TruthValue,

dot11TransmitStreamMeasurementEnabled TruthValue,

dot11APChannelReportEnabled TruthValue,

dot11AnnexQMIBSupportEnabled TruthValue,

dot11NonOperatingChannelMeasurementsEnabled TruthValue,

dot11MaximumMeasurementDuration Unsigned32,

dot11MeasurementPilotSupport Unsigned32,

dot11FastBSSTransitionImplemented TruthValue,

dot11LCIDSEImplemented TruthValue,

dot11LCIDSERequired TruthValue,

dot11DSERequired TruthValue,

dot11ExtendedChannelSwitchEnabled TruthValue,

dot11HighThroughputOptionImplemented TruthValue,

dot11WirelessManagementImplemented TruthValue,

dot11MaxIdlePeriod INTEGER,

dot11TIMBroadcastInterval INTEGER,

dot11TIMBroadcastOffset INTEGER,

dot11MinTriggerTimeout INTEGER,

dot11RRMCivicMeasurementEnabled TruthValue,

dot11RRMIdentifierMeasurementEnabled TruthValue,

dot11RobustAVStreaming TruthValue,

dot11RobustAVStreamingAdvancedMRG TruthValue}
dot11RobustAVStreaming OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This attribute, when TRUE, indicates that the station

implementation is supports Robust AV Streaming”

DEFVAL { FALSE }

::= { dot11StationConfigEntry 9999990}
dot11RobustAVStreamingAdvancedMRG OBJECT-TYPE
SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This attribute, when TRUE, indicates that the station

implementation is supports the Advanced MRG features of Robust AV Streaming”

DEFVAL { FALSE }

::= { dot11StationConfigEntry 9999991}
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