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Comment 3-02-DS-1: Proxy ARP text in Clause 5 not entirely consistent with text in 11.20.13. Suggest change to 5.2.11.12 as indicated below:
5.2.11.12 Proxy ARP

The Proxy ARP capability enables an AP to indicate that the non-AP STA will not receive ARP frames, unless the packet updates the Hardware Address to Internet Address mapping.

11.20.13 Proxy ARP service

Support of the Proxy ARP Service is optional. When dot11MgmtOptionProxyARPEnabled is set to true, the Proxy ARP Service bit in the Extended Capabilities field is set to 1 to indicate that the AP supports the Proxy ARP Service. When dot11MgmtOptionProxyARPEnabled is set to false, the Proxy ARP Service bit is set to 0 to indicate that the AP does not support the Proxy ARP Service.

When the AP sets the Proxy ARP field to 1 in the Extended Capabilities element, the AP shall maintain a Hardware Address to Internet Address mapping for each associated station, and shall update the mapping when the Internet Address of the associated station changes. When the IPv4 address being resolved in the ARP request packet is used by a non-AP STA currently associated to the BSS, the Proxy ARP service shall respond to the request on behalf of the non-AP STA [RFC 925], unless the packet updates the Hardware Address to Internet Address mapping. The Proxy ARP service also shall respond to Internet Control Message Protocol version 6 (ICMPv6) Neighbor Discovery packets on behalf of the non-AP STA, to support IPv6 services [RFC 2461], unless the packet updates the Hardware Address to Internet Address mapping.

Comment 3-02-DS-2: “range” in mentioned in 12.3.5.5.4, but deleted from 17.2.4.1. Make consistent?

12.3.5.5.4 Effect of receipt

The receipt of this primitive by the MAC entity will cause the MAC to start the transfer of data octets. Parameters in the TXSTATUS vector may be included in a transmitted frames in order for recipients on multiple channels to determine the time differences of air propagation times between transmitter and recipients and hence to compute the location of the transmitter.

17.2.4.1 TXSTATUS TIME_OF_DEPARTURE

The allowed values for the TIME_OF_DEPARTURE parameter are integers in the range of 0 to 232-1. This parameter is used to indicate the time of departure of the frame initiated by the most recent PHY-TXSTART.request in units given by TIME_OF_DEPARTURE_UNITS. TIME_OF_DEPARTURE may be included in transmitted frame in order for recipients on multiple channels to determine the time differences of air propagation times between transmitter and recipients and hence to compute the location of the transmitter.

Comment 3-02-DS-3: AP Power down capability uses “AP” as a physical entity, not a virtual entity. Considered using “device containing the AP”; however device itself is not always powered down, radio only may be disabled. (Note Annex N of the base spec uses “access unit”, and also refers to “the device containing the AP”, see 802.11-2007, page 1170.) Both “BSS Reset” and “BSS Termination” were considered. The text changes here propose referring to power down of the BSS as “BSS Termination”, which occurs using the MLME-RESET.request primitive.
7.3.2.37 Neighbor Report element

Change Table 7-43b in IEEE 802.11k-2008 as follows:

	Table 7-43b—Optional Subelement IDs for Neighbor Report



	Subelement ID
	Name
	Length field
(octets)
	Extensible

	0
	Reserved
	
	

	1
	TSF Information
	4
	Yes

	2
	Condensed Country String
	2
	Yes

	3
	BSS Transition Candidate Preference 
	1
	

	4
	BSS Termination  Duration
	12
	

	35-65
	Reserved
	
	

	66
	Measurement Pilot 
Transmission Information
	1 to 238
	Subelements

	67-69
	Reserved
	
	

	70
	RRM Enabled Capabilities
	4
	Yes

	71
	Multiple BSSID
	1 to 238
	Subelements

	72-220
	Reserved
	
	

	221
	Vendor Specific
	1 to 238
	

	222-255
	Reserved
	
	


Insert the following text at the end of 7.3.2.37 in IEEE 802.11k-2008 as indicated below:

The format of the BSS Transition Candidate Preference subelement field is shown in Figure 7-95e1.

	
	
	
	

	
	Subelement ID 
	Length 
	Preference 

	Octets:
	1
	1
	1

	Figure 7-95e1— BSS Transition Candidate Preference subelement field format


The value of the BSS Transition Candidate Information subelement length field is 1. 

The Preference field indicates the network preference for BSS transition to the BSS listed in this BSS Transition Candidate List Entries field in the BSS Transition Management Request frame. The Preference field value is a number ranging from 0 to 255, as defined in Table 7-43b1, indicating an ordering of preferences for the BSS transition candidates for this STA. Additional details describing Preference are provided in 11.20.6.3. 

	Table 7-43b1—Preference field values



	Preference field value 
	Description

	0
	Excluded AP

	1-255
	Relative values used to indicate the preferred ordering of BSSs, with 1 as the highest order of preference.


The BSS Termination Duration subelement is optionally present in a Neighbor Report element included in a BSS Transition Management Request frame, as defined in 7.4.11.8. The format of the BSS Termination Duration subelement field is shown in Figure 7-95e2. 

	
	
	
	
	

	
	Subelement ID 
	Length 
	BSS Termination TSF
	Duration 

	Octets:
	1
	1
	8
	2

	Figure 7-95e2—BSS Termination Duration subelement field format


The value of the BSS Termination Duration Information subelement length field is 10.

The BSS Termination TSF field indicates the value of the TSF counter when the BSS termination will occur in the future. A BSS Termination TSF field value of 0 indicates that termination of the BSS will occur imminently. Prior to termination of the BSS, all associated STAs are disassociated by the AP.

The Duration field is an unsigned 2 octet integer that indicates the number of minutes for which the BSS is not present. The Duration field value is set to 65535 when the BSS is terminated for a period longer than or equal to 65535 minutes.

7.4.11.9 BSS Transition Management Request frame format

The BSS Transition Management Request frame uses the Action frame body format and is transmitted by an AP STA in response to a BSS Transition Management Query frame, or autonomously. The format of the BSS Transition Management Request frame body is shown in Figure v82.

	
	
	
	
	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Request mode
	Disassociation Timer
	Validity Interval 
	BSS Termination Duration (optional)
	BSS Transition Candidate List Entries

	Octets:
	1
	1
	1
	1
	1
	1
	0 or 12
	variable 

	Figure v82—BSS Transition Management Request frame body format


The Category field is set to the value indicating the Wireless Network Management category, as specified in Table 7-24 in 7.3.1.11. 

The Action field is set to the value indicating BSS Transition Management Request frame, as specified in Table v36 in 7.4.11.

The Dialog Token field is set to the nonzero value received in the BSS Transition Management Query frame if the BSS Transition Management Request frame is being transmitted in response to a BSS Transition Management Query frame. If the BSS Transition Management Request frame is being transmitted other than in response to a BSS Transition Management Query frame, then the Dialog Token field is set to a nonzero value chosen by the AP STA sending the BSS Transition Management Request frame to identify the request/response transaction.

The Request mode field is defined in Figure v83.

	
	
	
	
	
	

	
	Preferred Candidate List Included
	Abridged
	Disassociation Imminent 
	BSS Termination Included
	Reserved

	Bit:
	0
	1
	2
	3
	4- 7

	Figure v83—Request Mode field


—
The Preferred Candidate List Included (bit 0) field indicates whether the BSS transition candidate list included in this frame is a preferred candidate list or a list of known BSS transition candidates. See 11.20.8.3.

—
The Abridged (bit 1) field indicates to the recipient of the frame the intended treatment of all BSSIDs not listed in the BSS Transition Candidate List. See 11.20.8.3.

—
The Disassociation Imminent (bit 2) field indicates whether the STA will be disassociated from the current AP. See 11.20.8.3.

—
The BSS Termination Included (bit 3) field indicates that the BSS Termination Duration field is included, that the BSS is shutting down and the STA will be disassociated. 

The Disassociation Timer field is set to the number of beacon transmission times (TBTTs) until the serving AP sends a Disassociation frame to this STA. If the Disassociation Imminent field is set to 0, the Disassociation Timer field is reserved.

The Validity Interval field is set to the number of beacon transmission times (TBTTs) until this recommendation of this BSS transition candidate list is no longer valid. A value of 0 is reserved.

The BSS Termination Duration field contains the BSS Termination Duration subelement (see 7.3.2.37) for the current BSS and is present only when the BSS Termination Included field is set to 1 in the Request mode field.

The BSS Transition Candidate List Entries field contains one or more Neighbor Report elements described in 7.3.2.37. If the STA has no information in response to the BSS Transition Management Query frame, the Neighbor Report Elements are omitted. The length of the BSS Transition Candidate List Entries in a BSS Transition Management Request frame is limited to 2304 octets.

7.4.11.10 BSS Transition Management Response frame format

The BSS Transition Management Response frame uses the Action frame body format and is optionally transmitted by a STA in response to a BSS Transition Management Request frame. The format of the BSS Transition Management Response frame body is shown in Figure v84.

	
	
	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Status code 
	BSS Termination Delay
	Target BSSID (Optional) 

	Octets:
	1
	1
	1
	1
	1
	0 or 6

	Figure v84— BSS Transition Management Response frame body format 


The Category field is set to the value indicating the Wireless Network Management category, as specified in Table 7-24 in 7.3.1.11. 

The Action field is set to the value indicating BSS Transition Response, as specified in Table v36 in 7.4.11.

The Dialog Token field is set to the value in the corresponding BSS Transition Management Request frame. The BSS Transition Management Response frame is only transmitted in response to a BSS Transition Management Request frame.

The Status code field contains the status code in response to a BSS Transition Management Request as defined in Table v39. If the STA decides to roam to another BSS, then the status code is set to 0 (i.e., Accept). If the STA intends to retain the association with the current BSS, the status code is set to one of the “Reject” status codes. 

	Table v39—Status Code Definitions



	Status Code 
	Status code description 

	0
	Accept 

	1
	Reject - Unspecified reject reason.

	2
	Reject – Insufficient Beacon frames received from all candidates

	3
	Reject – Insufficient available capacity from all candidates 

	4
	Reject - BSS Termination undesired.

	5
	BSS Termination delay requested

	6-255
	Reserved


The Target BSSID field is the BSSID of the BSS that the non-AP STA transitions to. This field is not present if the STA does not transition or if no transition information is available.

The BSS Termination Delay field is set to the number of minutes for which the responding STA wishes the BSS to delay termination. This field is reserved if the Status code field value is not set to 5.

10.3.52.4 MLME-BTM.request

10.3.52.4.1 Function

This primitive requests transmission of a BSS Transition Management Request frame to a non-AP STA.

10.3.52.4.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-BTM.request
(
Peer MAC Address
DialogToken,
RequestMode,
DisassociationTimer,





Validity Interval






BSS Termination Duration
BSSTransitionCandidateList)

	Name
	Type
	Valid range
	Description

	Peer MAC
Address
	MACAddress
	Any valid individual MAC Address

	The address of the peer MAC entity to which the BSS Transition Management Request frame is sent.

	DialogToken
	Integer
	1 – 255
	The Dialog Token to identify the BSS Transition Management transaction. Set to 0 for an autonomous BSS Transition Management Request frame.

	RequestMode
	Integer
	As specified in 7.4.11.9
	Contains the Disassociation Imminent and Abridged bits for the BSS Transition Management Request.

	Disassociation
Timer
	Integer
	0 – 255
	Specifies the number of TBTTs until the AP shall disassociate the non-AP STA. A value of 0 indicates time of disassociation has not yet been determined and a value of 1 indicates disassociation shall occur before the next TBTT.

	Validity Interval
	Integer
	As specified in 7.4.11.9
	The interval until the recommended BSS Transition candidate list is no longer valid.

	BSS Termination Duration
	Integer
	As specified in 7.4.11.9.
	The BSS Termination Duration subelement, present when the BSS Termination  Included field is set to 1 in the Request mode field.

	BSSTransition
CandidateList
	Set of Neighbor Report Elements 
	Set of Neighbor Report Elements as defined in the Neighbor Report Element in 7.3.2.37
	Contains the description of candidate BSS transition APs and their capabilities as described in section 7.3.2.37.


10.3.52.4.3 When Generated

This primitive is generated by the SME to request that a BSS Transition Management Request frame be sent to an associated non-AP STA. This request is sent either following the reception of a MLME-BTMQUERY.indication or may be sent autonomously.

10.3.52.4.4 Effect of Receipt

On receipt of this primitive, the MLME constructs a BSS Transition Management Request management frame of action type. The STA then attempts to transmit this frame to the indicated non-AP STA.

10.3.52.5 MLME-BTM.indication

10.3.52.5.1 Function

This primitive indicates that a BSS Transition Management Request frame was received from the AP with which the STA is associated.

10.3.52.5.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-BTM.indication
(
ResultCode,
PeerMACAddress,
DialogToken,
RequestMode,





Validity Interval






BSS Termination Duration
DisassociationTimer,
BSSTransitionCandidateList)

	Name
	Type
	Valid range
	Description

	ResultCode
	Enumeration
	SUCCESS,
INVALID_
PARAMETERS,
 TIMEOUT,
TRANSMISSION_FAILURE,
UNSPECIFIED_
FAILURE
	Indicates the result of the corresponding MLME-BTMQUERY.request. The ResultCode field is set to SUCCESS if the received BSS Transition Request frame is an unsolicited frame. 

	Peer MAC
Address
	MACAddress
	Any valid individual MAC Address
	The address of the MAC entity from which a BSS Transition Management Request frame was received.

	DialogToken
	Integer 
	1 – 255
	The Dialog Token to identity this BSS Transition Management transaction as received in the BSS Transition Management Request frame.

	RequestMode
	Integer
	As specified in 7.4.11.9
	Contains the Disassociation Imminent and Abridged bits for the BSS Transition Management Request.

	Disassociation
Timer
	Integer
	0 – 255
	Specifies the number of TBTTs until the AP shall disassociate the non-AP STA. A value of 0 indicates time of disassociation has not been determined yet and a value of 1 indicates disassociation shall occur before the next TBTT.

	Validity Interval
	Integer
	As specified in 7.4.11.9
	The interval until the recommended BSS Transition candidate list is no longer valid.

	BSS Termination Duration
	Integer
	As specified in 7.4.11.9.
	The BSS Termination Duration subelement, present when the BSS Termination Included field is set to 1 in the Request mode field.

	BSSTransition
CandidateList
	Set of Neighbor Report Elements 
	Set of Neighbor Report Elements as defined in the Neighbor Report Element in 7.3.2.37
	Contains the description of candidate BSS transition APs and their capabilities as described in 7.3.2.37.


10.3.52.5.3 When Generated

This primitive is generated by the MLME when a valid BSS Transition Management Request frame is received. This primitive is also generated when the MLME-BTMQUERY.request contains invalid parameters and when a timeout or failure occurs.

10.3.52.5.4 Effect of Receipt

On receipt of this primitive the SME shall operate according to the procedure in 11.20.6.

11.20.6 BSS transition management for network load balancing

11.20.6.1 BSS transition capability 

The BSS Transition Management Query, BSS Transition Management Request, BSS Transition Management Response frames provide a means and a protocol to exchange the information needed to enable an AP to inform associated STAs that the BSS will be terminated and to enable a network to manage BSS loads by influencing STA transition decisions, and by initiating STA transition to selected target BSS(s).

This protocol enables the improved throughput, effective data rate and/or QoS for the aggregate of STAs in a network by shifting (via transition) individual STA traffic loads to more appropriate points of association within the ESS.

A STA that has a value of true for the MIB attribute dot11MgmtOptionBSSTransitionEnabled is defined as a STA that supports BSS transition management. A STA for which the MIB attribute dot11MgmtOptionBSSTransitionEnabled is set to TRUE shall set the BSS Transition field of the Extended Capabilities element to 1. 

The provisions in this clause for BSS transition management and network load balancing do not apply in an IBSS.

11.20.6.2 BSS transition management query 

A non-AP STA supporting BSS transition management may request a BSS Transition Candidate list by sending a BSS Transition Management Query frame to its associated AP if the associated AP indicates that it supports the BSS Transition Capability in the Extended Capabilities information element. 

Upon receipt of a BSS Transition Management Query frame from a non-AP STA, the AP shall respond with a BSS Transition Management Request frame. 

11.20.6.3 BSS transition management request 

An AP shall respond to a BSS Transition Management Query frame with a BSS Transition Management Request frame. An AP supporting BSS transition management may send an unsolicited BSS Transition Management Request frame to a non-AP STA at any time if the non-AP STA indicates that it supports such capability in the Extended Capabilities information element. 

The AP shall include the BSS Transition Candidate List Entries field in the BSS Transition Management Request frame if the AP has information in response to the BSS Transition Management Query frame. The BSS Transition Candidate List Entries field contains one or more Neighbor Report elements describing the preferences for target AP candidates. Preference field value of 0 indicates that the AP being listed is an excluded AP, and the STA shall not attempt to associate to the listed AP unless the STA is unable to associate with any non-excluded APs that are compatible with the STA’s choice of SSID and, if the STA is associated with the AP that sent the request, the STA has transmitted a BSS Transition Candidate Response frame to the associated AP with the reason of reject. The Preference field values are used only to establish the relative order of entries within the given list at the given time, and for the given AP. The values between 1 and 255 provide the indication of order, with 1 indicating the most preferred AP within the given candidate list, increasing numbers representing decreasing preference relative only to entries with lower values of the Preference field, and equal numbers representing equal preference. The preference value is only valid before the Validity Interval has expired. Zero or more subelements may be included in the BSS Transition Candidate List Entries field. Load Subelements contain additional information describing the BSS load and QBSS Admission Control Capacity. The subelement is used by a non-AP QoS STAs to select a QoS AP that is likely to accept future admission control requests, but it does not represent a guarantee that the HC shall admit these requests.

The Preferred Candidate List Included bit set to 0 indicates that the receiving STA may ignore the Preferred Candidate List. The Preferred Candidate List Included bit set to 1 indicates that the sender expects the receiving STA to process this frame. 

The AP sets the Abridged bit in the Request Mode field to 1 when it wishes to assign a preference value of 0 to all BSSIDs that do NOT appear in the BSSID list. The non-AP STA that receives the abridged bit with a value of 0 shall treat every considering BSSID as if it were present in the BSS Transition Candidate List with a Preference value of 0. The AP sets the Abridged bit in the Request Mode field to 0 when the AP has no recommendation for or against any BSSID not present in the BSS Transition Candidate List Entries field.

The Disassociation Imminent bit in the Request Mode field set to 1 indicates that STA is to be disassociated from the current AP. The Disassociation Imminent field set to 0 indicates that disassociation from the AP is not imminent.

The AP sets the BSS Termination Included bit in the Request mode field to 1 to indicate that the BSS is shutting down. The BSS Termination Included bit is set to "0" if no BSS Termination Duration information is included in the BSS Transition Management Request frame. 

The Disassociation Timer indicates the time after which the AP will issue a Disassociation frame to this STA. A value of 0 indicates that the serving AP has not determined when it will send a Disassociation frame to this STA.

If the AP sets the BSS Termination Included (bit 3) field in the Request mode field to 1 the AP shall include the BSS Termination Duration field to indicate the expected time interval for which its BSS will be shutdown. 

An AP may also include one BSS Termination Duration subelement for each BSS in the BSS Transition Candidate List entry, including the BSS Termination Duration value and a BSS Termination TSF value. The BSS termination duration may be different for each BSS.

A STA receiving a MLME-BTM.indication containing the BSS Transition Candidate List Entries field may use this list of candidates, with their individual transition preference values, to make BSS transition decisions. Upon receiving a MLME-BTM.indication, the STA shall disregard any previous MLME-BTM.indication received from the same AP. The STA shall not use the corresponding BSS Transition Candidate List Entries field information after the indicated Validity Interval. The STA may send a BSS Transition Management Query frame at any time to obtain an updated BSS Transition Candidate List Entries field.

A STA receiving a MLME-BTM.indication containing a non-zero value of the Disassociation Timer field shall attempt to re-associate with some other AP before the indicated disassociation time. If the receiving STA cannot find a suitable AP with which to associate, the STA shall send a MLME-BTM.response containing a Status Code indicating reject before the indicated disassociation time.

11.20.6.4 BSS transition management response 

A STA receiving a MLME-BTM.indication may respond with a MLME-BTM.response.

A STA may include the result of its BSS transition decision in the Target BSSID field and Status Code field in the MLME-BTM.response. A Status Code set to 0 (i.e., Accept) indicates the STA will transition from the current BSS. The STA receiving a MLME-BTM.indication may reply with a MLME-BTM.response with a valid nonzero status code indicating rejection if it is unable to comply with this BSS transition management request.

When a non-AP STA receives a MLME-BTM.indication with the BSS Termination Included field in the Request Mode field set to 1 it may send a MLME-BTM.response  with the Status code set to one of the following values:

—
0 - Accept. The non-AP STA accepts the BSS Termination. 

—
4 - Deny, BSS Termination Undesired. Request for deferral of BSS Termination, interval not specified 
—
5 - Deny, BSS Termination Delay. Request for deferral of BSS Termination interval specified in the BSS Termination Delay field in the BSS Transition Management Response frame

The AP’s SME may choose to accept a response from a non-AP STA to terminate or delay BSS Termination based on policies that are out of the scope of this standard. The MLME-RESET.request primitive is invoked to terminate the BSS. The AP shall issue a Disassociation frame to each associated STA prior to termination of the BSS. 
Comment 3-02-DS-4: Text clean-up needed: “a sta that has not requested use of channel usage”
11.20.14 Channel usage procedures

Channel Usage information is a set of channels provided by an AP to non-AP STAs for operation of a non-infrastructure network. The Channel Usage information provided by the AP to the non-AP STA is to advise the STA on how to co-exist with the infrastructure network. 

A STA that has a value of true for the MIB attribute dot11MgmtOptionChannelUsagEnabled is defined as a STA that supports Channel Usage. A STA for which the MIB attribute dot11MgmtOptionChannelUsageEnabled is true shall set the Channel Usage field of the Extended Capabilities element to 1.

A non-AP STA that is not associated to an AP prior to using a non-infrastructure network may transmit a Probe Request frame including both Supported Regulatory Classes and Channel Usage elements. 

A non-AP STA supporting Channel Usage may send a Channel Usage Request frame at any time after association to the AP that supports the use of Channel Usage to request the Channel Usage information for supported regulatory classes. 

Upon the receipt of Channel Usage element in the Probe Request frame, the AP supporting Channel Usage shall send a Probe Response frame including one or more Channel Usage elements. Upon receiving a Channel Usage Request frame, the AP supporting Channel Usage shall send a Channel Usage Response frame including one or more Channel Usage elements. Channel Usage elements shall only include channels that are valid for the regulatory domain in which the AP transmitting the element is operating and consistent with the Country element in the Beacon or Probe Response frame.

The AP may send an unsolicited group addressed or individually addressed Channel Usage Response frame to the STAs that have requested Channel Usage information if the corresponding Channel Usage information needs to be updated. The Country information element shall be included in the unsolicited and/or group addressed Channel Usage Response frame. The Power Constraint information and EDCA Parameter elements may be included in the Channel Usage Response frame. The values of the fields in the Power Constraint information element included in the Channel Usage Response frame shall be the same values of the fields in the Power Constraint information element that is transmitted by the AP.

On the receipt of a Channel Usage element in the Probe Response or Channel Usage Response frame, the recipient may use 

—
the channel usage information as part of channel selection processing to start a non-infrastructure network. 

—
the Power Constraint element, if present, as part of determining its maximum transmit power for transmissions for the non-infrastructure network.

—
the EDCA Parameter Set element, if present, as part of determining its EDCA parameters for transmissions for the non-infrastructure network.

If either a recommended regulatory class, or a recommended channel, or both are not supported or understood by the recipient, or if the operating country of the sender is unknown, the recipient shall discard the corresponding channel usage recommendation. A STA that has not requested Channel Usage information shall discard an unsolicited group addressed Channel Usage Response frame.

Comment 3-02-DS-5: Minor editorial comments

A. Page 175, line 29, Insert editing instructions:
Insert the following as a new clause, immediately following  11.1.2.3:
11.1.2.3a Non-transmitted BSSID advertisement procedures

B. Page 177, line 7:

Change from

Change the 4th paragraph of 11.1.3.2.1 as shown below:

To

Change the fourth paragraph of 11.1.3.2.1 as shown below:

C. Page 180, line 8

Question to the editor: should the same change be made here?

The AP should accept new TIM Broadcast Interval requests if this implies transmitting TIM frames more

frequently. For instance, if the AP currently transmits TIM frames every 4th beacon period and it receives a

new request for every 3 beacon periods,
At the end of 7.3.2.21.12 , do we still need this editorial note? Do the figure number and 802.11k figure reference match/follow correctly?

7.3.2.21.12 Multicast Diagnostics Request

Figure 7-62q1—Measurement Request field format for a Multicast Diagnostics Request
EDITORIAL NOTE—The Figure 7-95p is defined in the IEEE 802.11k-2008. 

Comment 3-02-DS-6: Comments on the Introduction

Introduction
(This introduction is not part of IEEE /, Draft Standard for Information Technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless Medium Access Control (MAC) and physical layer (PHY) specifications. Amendment 8: Wireless Network Management) 

This amendment specifies enhancements to the following draft standard and draft amendments, in order to support wireless network management:

—
IEEE P802.11-2007

—
IEEE 802.11k-2008

—
IEEE 802.11r-2008

—
IEEE P802.11y D13.0 (RevCom Sep08), 

—
IEEE P802.11n D7.0 (RevCom Sep09), 

—
IEEE P802.11w D6.0 (RevCom Dec09),

—
IEEE P802.11p D4.0 (RevCom Jun10),

—
IEEE P802.11z D2.0 (RevCom Sep09)

The draft IEEE 802.11v amendment introduces several new concepts and processes, described in more detail below. 

BSS Transition Management for Network Load Balancing: New management action frames are defined, which enable the AP to direct the non-AP STA to transition to a specific AP, or to one of a set of APs. The AP can also indicate to a non-AP STA that “Disassociation is imminent” and that the non-AP STA should transition to a different AP. The motivation is to provide enhanced load balancing capabilities for the network.

Channel Usage: Channel Usage information is provided by the AP to the non-AP STA to recommend channels to use with non-infrastructure networks. The non-AP STAs may use the channel usage information as part of channel selection processing for a non-infrastructure network.

Co-located 
Interference Reporting: Co-located Interference reporting enables a STA to receive information about co-located interference being experienced by another STA. Co-located interference may be due to an interaction between radios when a reporting non-AP STA is co-located with another radio device. Co-located Interference information can be used to manage communication to the STA such that the detrimental effect of the interference may be reduced.

Diagnostic Reporting: Diagnostic reporting enables an AP to gather configuration and operational data about the associated non-AP STAs. The diagnostic reporting mechanism also enables an AP to instruct a non-AP STA to conduct association and 802.1X authentication tests, and gather the corresponding diagnostic results.

Event Reporting: A list of Event Types, including BSS Transition, RSNA, Peer-to-Peer Link and WNM Log are defined. New management action frames are defined to enable the AP to instruct the non-AP STA to report a set of information to the AP when a defined event occurs. Event Reporting is expected to be used for STA management and troubleshooting in managed networks. For example, in the BSS Transition event report, the non-AP STA indicates the reason for the transition, the previous and target AP BSSIDs and RF characteristics (RSNI and RCPI) of the link.

Flexible Multicast Service (FMS): The FMS capability enables a non-AP STA to request delivery of group addressed frames at multiples of the DTIM interval, allowing the non-AP STA to remain in a power save state for longer periods of time. FMS also supports Maximum Multicast Rate Processing, enabling the AP to indicate its ability to provide multicast services at higher data rates, and the non-AP STA to request use of a higher rate. This enables group addressed frames to be sent at higher data rates, reducing the amount of basic rate traffic sent over the radio link.

Multicast Diagnostics Reporting: Multicast Diagnostics Reporting enables an AP to collect statistics of group addressed traffic at associated non-AP STAs. The AP requests that a non-AP STA report multicast diagnostics statistics. The non-AP STA counts the number of received MSDUs with the specified group addressed frame address during a specified time interval, and reports the result to the AP. This gives the AP an indication of the number of dropped group addressed frames.

Multiple BSSID support: Multiple BSSID support enables a single Beacon frame rather than multiple Beacon frames to be used when the AP is a member of a multiple BSSID set. A new information element is defined, which is sent using the transmitted BSSID, that carries the common, inherited information element values of all of the BSSIDs, and the unique information elements from BSSIDs for which Beacon frames are not transmitted. This reduces the number of Beacon frames sent when the AP is a member of a multiple BSSID set.

SSID List: A new information element is added, to allow the non-AP STA to request information on a list of SSIDs. This is intended to reduce the number of Probe Request frames sent by the non-AP STA.

Proxy ARP: A mechanism is added for the AP to indicate to associated non-AP STAs that it can proxy ARP frames for the non-AP STA. This is intended to enable the non-AP STA to remain in a power save state for longer periods of time.

Location: The location capabilities add the ability of a non-AP STA to notify the network that it is/was in motion, enable the AP to configure the reporting frequency and channel(s) for the non-AP STA to transmit frames that includes information, such as radio information, that allows the network to track the location of the non-AP STA. The AP is able to provide control and management of location services and to exchange location data. The AP obtains information used to calculate the location of associated non-AP STAs, and can provide its location to associated non-AP STAs. Both civic and geospatial location formats are supported, providing more robust location information exchange capabilities, in support of location services.

WNM-Sleep Mode: WNM-Sleep Mode is an extended power save mode for non-AP STAs in which a non-AP STA need not listen for every DTIM Beacon frame, and does not perform GTK/IGTK updates. 
TIM Broadcast: A non-AP STA can request periodic transmission of a TIM frame by the AP. TIM frames are shorter than Beacon frames and are transmitted at a higher rate, allowing the non-AP STA to save additional power while in standby mode and to periodically check for traffic, instead of periodically receiving a Beacon frame.
Timing Measurement: The Time Measurement Request and Report frames return accurate time information for a frame received at the responding STA.
Traffic filtering service (TFS): A service provided by an AP to a non-AP STA that can reduce the number of frames sent to the non-AP STA by discarding individually addressed frames addressed to the non-AP STA that do not match traffic filters specified by the non-AP STA. If negotiated with the AP, the frames that do match at least one of the set of specified traffic filters are indicated to the non-AP STA via a notification frame.

QoS traffic capability: QoS Traffic Capability procedures allow the QoS STA to indicate that it is capable of transmitting traffic belonging to the corresponding user priority (UP). The QoS Traffic Capability is particularly useful in controlling the blocking probability of a voice application which depends on the number of voice stations regardless of whether the stations are generating voice traffic at a specific time.

Comment 3-02-DS-7: Clause 3 edits
3.22b configuration profile: The collection of parameters that can be modified to customize the behavior of a STA.

3.135a WNM-Sleep mode: An extended power save mode for non-AP STAs whereby a non-AP STA need not listen for every DTIM Beacon frame, and does not perform GTK/IGTK updates.. 

Comment 3-02-DS-8: Clause 5 edits 

5.2 Components of the IEEE 802.11 architecture

Insert the following clauses after 5.2.10:

5.2.11 Wireless LAN Network Management 

5.2.11.1 Overview

WLAN Network Management enables STAs to exchange information for the purpose of improving the overall performance of the wireless network. STAs use Wireless Network Management protocols to exchange operational data so that each STA is aware of the network conditions, allowing STAs to be more cognizant of the topology of the network. Wireless Network Management protocols provide a means for STAs to be aware of the presence of co-located interference, and enable STAs to manage RF parameters based on network conditions.

In addition to providing information on network conditions, Wireless Network Management also provides a means to exchange location information, provides support for multiple BSSIDs on the same wireless infrastructure, supports more efficient delivery of group addressed frames, and enables a WNM-Sleep mode in which a STA can sleep for long periods of time without receiving buffered frames from the AP.

The Wireless Network Management service includes:

· BSS Transition Management
· Channel Usage

—
Co-located Interference Reporting

—
Diagnostic Reporting

—
Event reporting

—
FMS

—
Location Services


—
Multicast Diagnostic reporting

—
Multiple BSSIDs

—
Proxy ARP

—
QoS Traffic Capability 

—
STA Statistics (Triggered)

—
TIM Broadcast

—
Timing Measurement

—
Traffic Filtering Service

—
WNM-Sleep Mode

A comprehensive statement on mandatory and optional functionality is available in Annex A.

5.2.11.6 Event reporting

Event requests enable a STA to request a non-AP STA to send particular real-time event messages. The types of events include: Transition, RSNA, WNM Log, and Peer to Peer link events. A transition event is transmitted after a non-AP STA successfully completes a BSS Transition. Transition events are used to diagnose transition performance problems. An RSNA event report describes the type of Authentication used for the RSNA. RSNA events are used to diagnose security and authentication performance problems. A WNM Log event report enables a non-AP STA to transmit a set of WNM Log event messages to the requesting STA. WNM Log event reports are used to access the contents of a STA's WNM Log. A peer-to-peer link event report enables a non-AP STA to inform the requesting STA that a peer-to-peer link has been established. Peer-to-peer link event reports are used to monitor the use of peer-to-peer links in the network.

5.2.11.7 FMS

The Flexible Multicast Service enables a non-AP STA to request an alternate DTIM delivery interval for one or more sets of group addressed streams that the non-AP STA receives. This enables the non-AP STA to wake up at the alternate DTIM interval rather than every DTIM and enables significant power saving when a non-AP STA receives group addressed traffic. The FMS also enables a STA to establish a data rate and delivery interval for group addressed traffic higher than the minimum data rates available.

5.2.11.8 Location Services

Location Configuration Request and Response frames enable STAs to configure a collection of location related parameters for Location Track Notification frames. The AP can indicate that it can provide E-911 Civic or GEO Location data for its location to support emergency services applications. Location services also provide the ability for STAs to exchange location information in Geospatial, Civic and Identifier formats using Radio Measurement Request and Report frames.



5.2.11.10 Multicast Diagnostic reporting

Multicast diagnostic reports enable a non-AP STA to report statistics for multicast traffic it received from a transmitting STA.
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