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Comment 3-02-DS-1: Proxy ARP text in Clause 5 not entirely consistent with text in 11.20.13. Suggest change to 5.2.11.12 as indicated below:
5.2.11.12 Proxy ARP

The Proxy ARP capability enables an AP to indicate that the non-AP STA will not receive ARP frames, unless the packet updates the Hardware Address to Internet Address mapping.

11.20.13 Proxy ARP service

Support of the Proxy ARP Service is optional. When dot11MgmtOptionProxyARPEnabled is set to true, the Proxy ARP Service bit in the Extended Capabilities field is set to 1 to indicate that the AP supports the Proxy ARP Service. When dot11MgmtOptionProxyARPEnabled is set to false, the Proxy ARP Service bit is set to 0 to indicate that the AP does not support the Proxy ARP Service.

When the AP sets the Proxy ARP field to 1 in the Extended Capabilities element, the AP shall maintain a Hardware Address to Internet Address mapping for each associated station, and shall update the mapping when the Internet Address of the associated station changes. When the IPv4 address being resolved in the ARP request packet is used by a non-AP STA currently associated to the BSS, the Proxy ARP service shall respond to the request on behalf of the non-AP STA [RFC 925], unless the packet updates the Hardware Address to Internet Address mapping. The Proxy ARP service also shall respond to Internet Control Message Protocol version 6 (ICMPv6) Neighbor Discovery packets on behalf of the non-AP STA, to support IPv6 services [RFC 2461], unless the packet updates the Hardware Address to Internet Address mapping.

Comment 3-02-DS-2: “range” in mentioned in 12.3.5.5.4, but deleted from 17.2.4.1. Make consistent?

12.3.5.5.4 Effect of receipt

The receipt of this primitive by the MAC entity will cause the MAC to start the transfer of data octets. Parameters in the TXSTATUS vector may be included in a transmitted frames in order for recipients on multiple channels to determine time-of-flight the time differences of air propagation times between transmitter and recipients and hence to compute the location of the transmitter.

17.2.4.1 TXSTATUS TIME_OF_DEPARTURE

The allowed values for the TIME_OF_DEPARTURE parameter are integers in the range of 0 to 232-1. This parameter is used to indicate the time of departure of the frame initiated by the most recent PHY-TXSTART.request in units given by TIME_OF_DEPARTURE_UNITS. TIME_OF_DEPARTURE may be included in transmitted frame in order for recipients on multiple channels to determine the time differences of air propagation times between transmitter and recipients and hence to compute the location of the transmitter.

Comment 3-02-DS-3: AP Power down capability uses “AP” as a physical entity, not a virtual entity. Consider using “device containing the AP”. Note Annex N of the base spec uses “access unit”, and also refers to “the device containing the AP”, see 802.11-2007, page 1170.
7.3.2.37 Neighbor Report element

Change Table 7-43b in IEEE 802.11k-2008 as follows:

	Table 7-43b—Optional Subelement IDs for Neighbor Report



	Subelement ID
	Name
	Length field
(octets)
	Extensible

	0
	Reserved
	
	

	1
	TSF Information
	4
	Yes

	2
	Condensed Country String
	2
	Yes

	3
	BSS Transition Candidate Preference 
	1
	

	4
	Power Down Duration
	12
	

	35-65
	Reserved
	
	

	66
	Measurement Pilot 
Transmission Information
	1 to 238
	Subelements

	67-69
	Reserved
	
	

	70
	RRM Enabled Capabilities
	4
	Yes

	71
	Multiple BSSID
	1 to 238
	Subelements

	72-220
	Reserved
	
	

	221
	Vendor Specific
	1 to 238
	

	222-255
	Reserved
	
	


Insert the following text at the end of 7.3.2.37 in IEEE 802.11k-2008 as indicated below:

The format of the BSS Transition Candidate Preference subelement field is shown in Figure 7-95e1.

	
	
	
	

	
	Subelement ID 
	Length 
	Preference 

	Octets:
	1
	1
	1

	Figure 7-95e1— BSS Transition Candidate Preference subelement field format


The value of the BSS Transition Candidate Information subelement length field is 1. 

The Preference field indicates the network preference for BSS transition to the BSS listed in this BSS Transition Candidate List Entries field in the BSS Transition Management Request frame. The Preference field value is a number ranging from 0 to 255, as defined in Table 7-43b1, indicating an ordering of preferences for the BSS transition candidates for this STA. Additional details describing Preference are provided in 11.20.6.3. 

	Table 7-43b1—Preference field values



	Preference field value 
	Description

	0
	Excluded AP

	1-255
	Relative values used to indicate the preferred ordering of BSSs, with 1 as the highest order of preference.


The Power Down Duration subelement is optionally present in a Neighbor Report element included in a BSS Transition Management Request frame, as defined in 7.4.11.8. The format of the Power Down Duration subelement field is shown in Figure 7-95e2. 

	
	
	
	
	

	
	Subelement ID 
	Length 
	Power Down TSF
	Duration 

	Octets:
	1
	1
	8
	2

	Figure 7-95e2—Power Down Duration subelement field format


The value of the Power Down Duration Information subelement length field is 10.

The Power Down TSF field indicates the value of the TSF counter when the power down will occur in the future. A Power Down TSF field value of 0 indicates that power down of the device containing the AP will occur imminently. Prior to power down of the device containing the AP, all associated STAs are disassociated from the AP.

The Duration field is an unsigned 2 octet integer that indicates the number of minutes for which the BSS is not present. The Duration field value is set to 65535 when the device containing the AP is powering down for a period longer than or equal to 65535 minutes.

11.20.6 BSS transition management for network load balancing

11.20.6.1 BSS transition capability 

The BSS Transition Management Query, BSS Transition Management Request, BSS Transition Management Response frames provide a means and a protocol to exchange the information needed to enable an AP to inform associated STAs that the AP is shutting down for a period of time and to enable a network to manage BSS loads by influencing STA transition decisions, and by initiating STA transition to selected target BSS(s).

This protocol enables the improved throughput, effective data rate and/or QoS for the aggregate of STAs in a network by shifting (via transition) individual STA traffic loads to more appropriate points of association within the ESS.

A STA that has a value of true for the MIB attribute dot11MgmtOptionBSSTransitionEnabled is defined as a STA that supports BSS transition management. A STA for which the MIB attribute dot11MgmtOptionBSSTransitionEnabled is set to TRUE shall set the BSS Transition field of the Extended Capabilities element to 1. 

The provisions in this clause for BSS transition management and network load balancing do not apply in an IBSS.

11.20.6.2 BSS transition management query 

A non-AP STA supporting BSS transition management may request a BSS Transition Candidate list by sending a BSS Transition Management Query frame to its associated AP if the associated AP indicates that it supports the BSS Transition Capability in the Extended Capabilities information element. 

Upon receipt of a BSS Transition Management Query frame from a non-AP STA, the AP shall respond with a BSS Transition Management Request frame. 

11.20.6.3 BSS transition management request 

An AP shall respond to a BSS Transition Management Query frame with a BSS Transition Management Request frame. An AP supporting BSS transition management may send an unsolicited BSS Transition Management Request frame to a non-AP STA at any time if the non-AP STA indicates that it supports such capability in the Extended Capabilities information element. 

The AP shall include the BSS Transition Candidate List Entries field in the BSS Transition Management Request frame if the AP has information in response to the BSS Transition Management Query frame. The BSS Transition Candidate List Entries field contains one or more Neighbor Report elements describing the preferences for target AP candidates. Preference field value of 0 indicates that the AP being listed is an excluded AP, and the STA shall not attempt to associate to the listed AP unless the STA is unable to associate with any non-excluded APs that are compatible with the STA’s choice of SSID and, if the STA is associated with the AP that sent the request, the STA has transmitted a BSS Transition Candidate Response frame to the associated AP with the reason of reject. The Preference field values are used only to establish the relative order of entries within the given list at the given time, and for the given AP. The values between 1 and 255 provide the indication of order, with 1 indicating the most preferred AP within the given candidate list, increasing numbers representing decreasing preference relative only to entries with lower values of the Preference field, and equal numbers representing equal preference. The preference value is only valid before the Validity Interval has expired. Zero or more subelements may be included in the BSS Transition Candidate List Entries field. Load Subelements contain additional information describing the BSS load and QBSS Admission Control Capacity. The subelement is used by a non-AP QoS STAs to select a QoS AP that is likely to accept future admission control requests, but it does not represent a guarantee that the HC shall admit these requests.

The Preferred Candidate List Included bit set to 0 indicates that the receiving STA may ignore the Preferred Candidate List. The Preferred Candidate List Included bit set to 1 indicates that the sender expects the receiving STA to process this frame. 

The AP sets the Abridged bit in the Request Mode field to 1 when it wishes to assign a preference value of 0 to all BSSIDs that do NOT appear in the BSSID list. The non-AP STA that receives the abridged bit with a value of 0 shall treat every considering BSSID as if it were present in the BSS Transition Candidate List with a Preference value of 0. The AP sets the Abridged bit in the Request Mode field to 0 when the AP has no recommendation for or against any BSSID not present in the BSS Transition Candidate List Entries field.

The Disassociation Imminent bit in the Request Mode field set to 1 indicates that STA is to be disassociated from the current AP. The Disassociation Imminent field set to 0 indicates that disassociation from the AP is not imminent.

The AP sets the Power Down Included bit in the Request mode field to 1 to indicate that the device containing the AP is shutting down. The Power Down Included bit is set to "0" if no Power Down Duration information is included in the BSS Transition Management Request frame. 

The Disassociation Timer indicates the time after which the AP will issue a Disassociation frame to this STA. A value of 0 indicates that the serving AP has not determined when it will send a Disassociation frame to this STA.

If the AP sets the Power Down Included (bit 3) field in the Request mode field to 1 the AP shall include the Power Down Duration field to indicate the expected time interval for which the device containing the AP will be shutdown. 

An AP may also include one Power Down Duration subelement for each BSS in the BSS Transition Candidate List entry, including the Power Down Duration value and a Power Down TSF value. The power down duration may be different for each BSS.

A STA receiving a MLME-BTM.indication containing the BSS Transition Candidate List Entries field may use this list of candidates, with their individual transition preference values, to make BSS transition decisions. Upon receiving a MLME-BTM.indication, the STA shall disregard any previous MLME-BTM.indication received from the same AP. The STA shall not use the corresponding BSS Transition Candidate List Entries field information after the indicated Validity Interval. The STA may send a BSS Transition Management Query frame at any time to obtain an updated BSS Transition Candidate List Entries field.

A STA receiving a MLME-BTM.indication containing a non-zero value of the Disassociation Timer field shall attempt to re-associate with some other AP before the indicated disassociation time. If the receiving STA cannot find a suitable AP with which to associate, the STA shall send a MLME-BTM.response containing a Status Code indicating reject before the indicated disassociation time.

11.20.6.4 BSS transition management response 

A STA receiving a MLME-BTM.indication may respond with a MLME-BTM.response.

A STA may include the result of its BSS transition decision in the Target BSSID field and Status Code field in the MLME-BTM.response. A Status Code set to 0 (i.e., Accept) indicates the STA will transition from the current BSS. The STA receiving a MLME-BTM.indication may reply with a MLME-BTM.response with a valid nonzero status code indicating rejection if it is unable to comply with this BSS transition management request.

When a non-AP STA receives a BSS Transition Management Request frame
 with the Power Down Included field in the Request Mode field set to 1 it may send a BSS Transition Management Response frame with the Status code set to one of the following values:

—
0 - Accept. The non-AP STA accepts the power down. 

—
4 - Deny, Power Down Undesired. Request for deferral of power down, interval not specified 
—
5 - Deny, Power Down Delay. Request for deferral of power down, interval specified in the BSS Transition Management Response frame

The AP shall issue a Disassociation frame to each associated STA before power down of the device containing the AP.. 
Comment 3-02-DS-4: Text clean-up needed: “a sta that has not requested use of channel usage”
11.20.14 Channel usage procedures

Channel Usage information is a set of channels provided by an AP to non-AP STAs for operation of a non-infrastructure network. The Channel Usage information provided by the AP to the non-AP STA is to advise the STA on how to co-exist with the infrastructure network. 

A STA that has a value of true for the MIB attribute dot11MgmtOptionChannelUsagEnabled is defined as a STA that supports Channel Usage. A STA for which the MIB attribute dot11MgmtOptionChannelUsageEnabled is true shall set the Channel Usage field of the Extended Capabilities element to 1.

A non-AP STA that is not associated to an AP prior to using a non-infrastructure network may transmit a Probe Request frame including both Supported Regulatory Classes and Channel Usage elements. 

A non-AP STA supporting Channel Usage may send a Channel Usage Request frame at any time after association to the AP that supports the use of Channel Usage to request the Channel Usage information for supported regulatory classes. 

Upon the receipt of Channel Usage element in the Probe Request frame, the AP supporting Channel Usage shall send a Probe Response frame including one or more Channel Usage elements. Upon receiving a Channel Usage Request frame, the AP supporting Channel Usage shall send a Channel Usage Response frame including one or more Channel Usage elements. Channel Usage elements shall only include channels that are valid for the regulatory domain in which the AP transmitting the element is operating and consistent with the Country element in the Beacon or Probe Response frame.

The AP may send an unsolicited group addressed or individually addressed Channel Usage Response frame to the STAs that have requested Channel Usage information if the corresponding Channel Usage information needs to be updated. The Country information element shall be included in the unsolicited and/or group addressed Channel Usage Response frame. The Power Constraint information and EDCA Parameter elements may be included in the Channel Usage Response frame. The values of the fields in the Power Constraint information element included in the Channel Usage Response frame shall be the same values of the fields in the Power Constraint information element that is transmitted by the AP.

On the receipt of a Channel Usage element in the Probe Response or Channel Usage Response frame, the recipient may use 

—
the channel usage information as part of channel selection processing to start a non-infrastructure network. 

—
the Power Constraint element, if present, as part of determining its maximum transmit power for transmissions for the non-infrastructure network.

—
the EDCA Parameter Set element, if present, as part of determining its EDCA parameters for transmissions for the non-infrastructure network.

If either a recommended regulatory class, or a recommended channel, or both are not supported or understood by the recipient, or if the operating country of the sender is unknown, the recipient shall discard the corresponding channel usage recommendation. A STA that has not requested Channel Usage information shall discard an unsolicited group addressed Channel Usage Response frame.

Comment 3-02-DS-5: Minor editorial comments

A. Page 175, line 29, Insert editing instructions:
Insert the following as a new clause, immediately following  11.1.2.3:
11.1.2.3a Non-transmitted BSSID advertisement procedures

B. Page 177, line 7:

Change from

Change the 4th paragraph of 11.1.3.2.1 as shown below:

To

Change the fourth paragraph of 11.1.3.2.1 as shown below:

C. Page 180, line 8

Question to the editor: should the same change be made here?

The AP should accept new TIM Broadcast Interval requests if this implies transmitting TIM frames more

frequently. For instance, if the AP currently transmits TIM frames every 4th beacon period and it receives a

new request for every 3 beacon periods,
References:



Abstract


This document contains proposed edits to TGv draft 3.02. No new functionality is added.
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