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Abstract

This document addresses TGz LB127 596-638 (general), except 633 and 635.
Instruction to the editor: Make changes as shown.
In TGz Draft 1.1, on page 35, at line 22, add the following:

11A.10.3 Remote request/response frame definition
Modify the definition of the Remote Frame Type field as follows:

The Remote Frame Type for FT Remote request/response messages shall be set to 1. Received messages with Remote Frame Type other than 1 (FT Remote request/response) or <ANA> (Tunneled Direct Link Setup) shall be discarded.

In TGz Draft 1.1, on page 40 and 41, change as follows:
	Item
	IUT configuration
	References
	Status
	Support

	*CF17
	Is Tunneled Direct Link Setup supported?
	11.z1
	O
	Yes, No, N/A


	Item
	Protocol Capability
	References
	Status
	Support

	TDLS1
	Tunneled Direct Link Setup
	7.2.2.1, 11.z1
	CF2&CF17:M
	Yes, No. N/A

	    TDLS1.1
	    TDLS Setup
	7.2.2.1.1, 7.2.2.1.2, 11.z1
	CF2&CF17:M
	Yes, No. N/A

	    TDLS1.2
	    TDLS Teardown
	7.2.2.1.3, 7.2.2.1.4, 11.z1
	CF2&CF17:M
	Yes, No. N/A

	    TDLS1.3
	    TDLS DL Path Switch   
	7.2.2.1.5, 7.2.2.1.6, 11.z1
	CF2&CF17:M
	Yes, No. N/A

	    TDLS1.4
	    TDLS AP Path Switch
	7.2.2.1.7, 7.2.2.1.8, 11.z1
	CF2&CF17:M
	Yes, No. N/A

	    TDLS1.5
	    TDLS Peer Key Handshake
	8.5.9
	CF2&CF17:M
	Yes, No. N/A

	    TDLS1.6
	    Link RCPI Request/Report
	7.3.2.21.11, 7.3.2.22.11, 11.z1
	CF2&CF17:M
	Yes, No. N/A

	    TDLS1.7
	    Peer PSM (AP mode)
	7.2.2.1.10, 11.2.1.12
	CF2&CF17:O
	Yes, No. N/A

	    TDLS1.8
	    Peer PSM (client mode)
	7.2.2.1.10, 11.2.1.12
	CF2&CF17:O
	Yes, No. N/A

	    TDLS1.9
	    TDLS Channel Switching
	7.2.2.1.11, 7.2.2.1.12, 11.z1
	CF2&CF17:O
	Yes, No, N/A

	    TDLS1.10
	    Peer Traffic Indication
	7.2.2.1.10, 11.2.1.12
	CF2&CF17:O
	Yes, No, N/A


On page 1, line 12, change the amendment number from 7 to 6:

Amendment 6: Direct Link Setup

On page 9, line 12, change the amendment number from 7 to 6:

Amendment 6: Direct Link Setup

In clause D, modify the changes to the dot11StationConfigEntry as follows (including the editorial instruction):

Change the “Dot11StationConfigEntry” of the “dotStationConfig TABLE” as follows:
-- *********************************************************************

-- * dotStationConfig TABLE

-- *********************************************************************

Dot11StationConfigEntry ::=

SEQUENCE {

dot11StationID MacAddress,

dot11MediumOccupancyLimit INTEGER,

dot11CFPollable TruthValue,

dot11CFPeriod INTEGER,

dot11CFPMaxDuration INTEGER,

dot11AuthenticationResponseTimeOut Unsigned32,

dot11PrivacyOptionImplemented TruthValue,

dot11PowerManagementMode INTEGER,

dot11DesiredSSID OCTET STRING,

dot11DesiredBSSType INTEGER,

dot11OperationalRateSet OCTET STRING,

dot11BeaconPeriod INTEGER,

dot11DTIMPeriod INTEGER,

dot11AssociationResponseTimeOut Unsigned32,

dot11DisassociateReason INTEGER,

dot11DisassociateStation MacAddress,

dot11DeauthenticateReason INTEGER,

dot11DeauthenticateStation MacAddress,

dot11AuthenticateFailStatus INTEGER,

dot11AuthenticateFailStation MacAddress,

dot11MultiDomainCapabilityImplemented TruthValue,

dot11MultiDomainCapabilityEnabled TruthValue,

dot11CountryString OCTET STRING,

dot11SpectrumManagementImplemented TruthValue,

dot11SpectrumManagementRequired TruthValue,

dot11RSNAOptionImplemented TruthValue,

dot11RSNAPreauthenticationImplemented TruthValue,

dot11RegulatoryClassesImplemented TruthValue,

dot11RegulatoryClassesRequired TruthValue,

dot11QosOptionImplemented TruthValue,

dot11ImmediateBlockAckOptionImplemented TruthValue,

dot11DelayedBlockAckOptionImplemented TruthValue,

dot11DirectOptionImplemented TruthValue,

dot11APSDOptionImplemented TruthValue,

dot11QAckOptionImplemented TruthValue,

dot11QBSSLoadOptionImplemented TruthValue,

dot11QueueRequestOptionImplemented TruthValue,

dot11TXOPRequestOptionImplemented TruthValue,

dot11MoreDataAckOptionImplemented TruthValue,

dot11AssociatedinNQBSS TruthValue,

dot11DLSAllowdInQBSS TruthValue,

dot11DLSAllowed TruthValue,

dot11AssociateStation MacAddress,

dot11AssociateID INTEGER,

dot11AssociateFailStation MacAddress,

dot11AssociateFailStatus INTEGER,

dot11ReassociateStation MacAddress,

dot11ReassociateID INTEGER,

dot11ReassociateFailStation MacAddress,

dot11ReassociateFailStatus INTEGER,

dot11RadioMeasurementCapable TruthValue,

dot11RadioMeasurementEnabled TruthValue,

dot11RRMMeasurementProbeDelay INTEGER,

dot11RRMMeasurementPilotPeriod INTEGER,

dot11RRMLinkMeasurementEnabled TruthValue,

dot11RRMNeighborReportEnabled TruthValue,

dot11RRMParallelMeasurementsEnabled TruthValue,

dot11RRMRepeatedMeasurementsEnabled TruthValue,

dot11RRMBeaconPassiveMeasurementEnabled TruthValue,

dot11RRMBeaconActiveMeasurementEnabled TruthValue,

dot11RRMBeaconTableMeasurementEnabled TruthValue,

dot11RRMBeaconMeasurementReportingConditionsEnabled TruthValue,

dot11RRMFrameMeasurementEnabled TruthValue,

dot11RRMChannelLoadMeasurementEnabled TruthValue,

dot11RRMNoiseHistogramMeasurementEnabled TruthValue

dot11RRMStatisticsMeasaurementEnabled TruthValue,

dot11RRMLCIMeasurementEnabled TruthValue,

dot11RRMLCIAzimuthEnabled TruthValue,

dot11RRMTransmitStreamCategoryMeasurementEnabled TruthValue,

dot11RRMTriggeredTransmitStreamCategoryMeasurementEnabled TruthValue,

dot11RRMAPChannelReportEnabled TruthValue,

dot11RRMMIBEnabled TruthValue,

dot11RRMMaxMeasurementDuration Unsigned32,

dot11RRMNonOperatingChannelMaxMeasurementDuration Unsigned32,

dot11RRMMeasurementPilotTransmissionInformationEnabled TruthValue,

dot11RRMMeasurementPilotCapability Unsigned32,

dot11RRMNeighborReportTSFOffsetEnabled TruthValue,

dot11RRMRCPIMeasurementEnabled TruthValue,

dot11RRMRSNIMeasurementEnabled TruthValue,

dot11RRMBSSAverageAccessDelayEnabled TruthValue,

dot11RRMBSSAvailableAdmissionCapacityEnabled TruthValue,

dot11RRMAntennaInformationEnabled TruthValue,

dot11FastBSSTransitionImplemented TruthValue

dot11LCIDSEImplemented TruthValue,

dot11LCIDSERequired TruthValue,

dot11DSERequired TruthValue,

dot11ExtendedChannelSwitchEnabled TruthValue,

dot11RSNAProtectedManagementFramesEnabled TruthValue,

dot11RSNAUnprotectedManagementFramesAllowed TruthValue,

dot11AssociationPingResponseTimeout Unsigned32,

dot11AssociationMaximumPingAttempts INTEGER,

dot11HighThroughputOptionImplemented TruthValue

dot11TunneledDirectLinkSetupImplemented TruthValue

dot11PeerPSMAPModeImplemented TruthValue,

dot11PeerPSMClientModeImplemented TruthValue,

dot11PeerPSMIndicationWindow INTEGER
}
On page 41 and 42, number the dot11StationConfigTable items as follows:

dot11TunneledDirectLinkSetupImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Tunneled Direct

Link Setup.

The default value of this attribute is FALSE."

::= { dot11StationConfigEntry 94 }

dot11PeerPSMAPModeImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

“This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Peer PSM AP mode.

The default value of this attribute is FALSE.”

::= { dot11StationConfigEntry 95 }

dot11PeerPSMClientModeImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

“This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Peer PSM client mode.

The default value of this attribute is FALSE.”

::= { dot11StationConfigEntry 96 }

dot11PeerPSMIndicationWindow OBJECT-TYPE

SYNTAX INTEGER (1...256)
MAX-ACCESS read-write 

STATUS current 

DESCRIPTION 

“This attribute indicates the minimum interval in Beacon Intervals

between successive Peer Traffic Indication frames.

This value is transmitted in the Peer Traffic Indication frame. 

The default value of this attribute is equal to one DTIM Interval.” 

::= { dot11StationConfigEntry 97 }

dot11TDLSChannelSwitchingImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

“This attribute, when TRUE, indicates that the station 

implementation is capable of supporting TDLS Channel Switching.

The default value of this attribute is FALSE.”

::= { dot11StationConfigEntry 98 }

On page 2, line 23, remove TGu from the baseline:

— IEEE P802.11-2007

— IEEE P802.11k (RevCom Mar08)

— IEEE P802.11r (RevCom Jun08)

— IEEE P802.11y (RevCom Jun08),

— IEEE P802.11w (RevCom Mar09)

— IEEE P802.11n (RevCom Jun09),


Modify 11.z1 as shown:
11.z1 Tunneled Direct Link Setup

Tunneled Direct Link Setup (TDLS) is characterized by the fact that the signaling frames are encapsulated in Data frames, which allows them to be transmitted through an access point transparently. Therefore, the access point does not need to be direct link aware, nor does it have to support any of the capabilities which will be used on the direct link. TDLS also includes an option either to enter Peer Power Save Mode (Peer PSM) remaining on the direct link or to suspend receiving over the direct link, so that the station can enter a power save mode.

The following terminology is used in this section:

· Initiator STA: STA which transmits a TDLS Setup Request

· Peer STA: STA which is involved in a direct link or a direct link setup

A direct link transmission is a transmission in which the A1 field of the MAC header is set to the MAC address of the Peer STA.

A non-AP STA may act as Initiator STA or Peer STA when dot11TunneledDirectLinkSetupImplemented is true.

TDLS frames (as defined in 7.2.2.1) shall be transmitted via the AP (i.e. the A1 field of the MAC header contains the BSSID). TDLS frames should be transmitted at UP 7 (AC_VO). TDLS shall not be used in an IBSS. BSS parameter settings provided by the AP shall be applied by the peer STAs for direct link traffic on the base channel (i.e. QoS settings, ACM settings, protection settings, etc.).
	596
	Dave
	Stephenson
	11A.10.3
	XCI
	
	T
	Y
	P802.11r-d9 states in the cited section that, "Received messages with Remote Frame Type other than 1 shall be discarded."
	Amend this sentence to reflect that Frame Type 2 is now defined allow which correcting rules for discarding frames.
	Accept – see 11-08-0776-00-000z

	597
	Dave
	Stephenson
	11A.10.3
	XCI
	
	T
	Y
	P802.11r-d9 states in the cited section that, "Received messages with Remote Frame Type other than 1 shall be discarded."
	Amend this sentence to reflect that Frame Type 2 is now defined allow which correcting rules for discarding frames.
	Accept – see 11-08-0776-00-000z

	598
	Bill
	Marshall
	A
	34
	36
	T
	y
	"CFz" is not an appropriate item to appear in a document going to Sponsor Ballot
	assign a proper item number
	Accept – see 11-08-0776-00-000z

	599
	Bill
	Marshall
	A
	34
	36
	T
	y
	Reference for "CFz" should be to 11.z1
	as in comment
	Accept – see 11-08-0776-00-000z

	600
	Ganesh
	Venkatesan
	A
	
	
	T
	Y
	TDLS requires the STAs to be QoS STAs. Hence there is a dependency on CF2 and CF12. If these are not true, TDLS cannot be supported.
	Insert a row in Annex-A to define TDLS dependency of CF2 and CF12.
	Decline – TDLS can (in theory) be supported by STAs which are not QoS capable.

	601
	Peter
	Ecclesine
	A
	35
	1
	T
	Y
	AM mode is CF1, and non-AP mode is CF2, so the Status entries of TDLS1.7 CF1&CFz:O and TDLS1.8  CF2&CFz:O should reflect that
	per comment
	Accept – see 11-08-0776-00-000z

	602
	Tomoko
	Adachi
	A.4.3
	34
	36
	T
	Y
	The "References" column of CFz is empty. 
	Fill in the column with appropriate subclause numbers. 
	Accept – see 11-08-0776-00-000z

	603
	Allan
	Thomson
	A.4.z1
	35
	1
	T
	Y
	TDLS1 is the main feature of TDLS and appears to be mandatory. It should not be considering not all markets or products require this capability.
	Make this line consistent with previous row in PICS Table or remove this row and just leave previous one. That is, make the feature optional
	Decline – the feature as a whole is optional per CFz:O (see A.4.3 IUT configuration, on page 40, line 26, of TGz draft 1.0).

	604
	Matthew
	Fischer
	A.4.z1
	35
	2
	T
	Y
	The Peer Traffic frame is missing.
	Add the peer traffic indication frame to the table.
	Accept – see 11-08-0776-00-000z

	605
	Tomoko
	Adachi
	A.4.z1
	35
	1
	T
	Y
	Not only subclauses in 7 but also those in 11 should be referred to. 
	As in comment. 
	Accept – see 11-08-0776-00-000z

	606
	Tomoko
	Adachi
	A.4.z1
	35
	1
	T
	Y
	The status of TDLS DL Path Switch and TDLS AP Path Switch is CFz:M. 
I think transmitting the request frames is option and transmitting the response frames is mandatory. 
	Change the entries as in comment. 
	Decline – TDLS itself is optional (per CFz:O), but when TDLS is implemented, then supporting the path switches is mandatory.

	607
	Tomoko
	Adachi
	A.4.z1
	35
	1
	T
	Y
	The status of Link RCPI Request/Report is CFz:M. 
Reading 11.z1, I thought it is optional. 
	Change the status entry to CFz:O. 
	Decline – responding to a Link RCPI Request is mandatory

	608
	Tomoko
	Adachi
	A.4.z1
	35
	1
	T
	Y
	The Peer Traffic Indication frame is not in the list. 
	Add Peer Traffic Indication as an item, add references and status. This item should relate to Peer PSM AP mode. 
	Accept – see 11-08-0776-00-000z

	609
	Bill
	Marshall
	Boilerplate
	1
	12
	T
	y
	Amendment number should be 6
	as in comment
	Accept – see 11-08-0776-00-000z

	610
	Bill
	Marshall
	Boilerplate
	9
	12
	T
	y
	Amendment number should be 6
	as in comment
	Accept – see 11-08-0776-00-000z

	611
	Adrian
	Stephens
	D
	36
	9
	T
	Y
	"<ANA>" - the ANA does not administer these values.
	Put in your best guess as to what the correct value is.

I would also suggest an editorial note indicating that the values are dependent on ammendments x,y,z and subject to change.
	Accept – see 11-08-0776-00-000z

	612
	Allan
	Thomson
	D
	35
	9
	T
	Y
	TunneledDirectLinkSetup, PSMAPmode and PSMClient mode are all suffixed with "implemented". If the feature is mandatory then this should be "enabled" not "implemented". If agreeing to make optional then add 3 additional attributes to capture both "implemented" and "enabled" states.
	As per comment
	Decline – TDLS is already optional (see CFz:O in A.4.3). The assumption is that the mentioned features are automatically enabled when implemented, so dual bits are not required.

	613
	Bill
	Marshall
	D
	35
	8
	T
	y
	show more context of this insertion.  Show the remainder of the Dot11StationConfirEntry that is being modified, and how these changes are being added to the existing MIB definition
	change "insert" to "change" on line 4. Incorporate the current definition of Dot11StationConfigEntry, and show the new lines with underlining.
	Accept – see 11-08-0776-00-000z

	614
	Bill
	Marshall
	D
	35
	24
	T
	y
	There should be no "TBD"s in balloted drafts
	assign the next sequential number for the MIB variable
	Accept – see 11-08-0776-00-000z

	615
	Bill
	Marshall
	D
	36
	9
	T
	y
	These are not assigned by ANA, they are assigned by the TG editor.
	assign the next sequential numbers for the MIB variables; also on line 19 and 30.
	Accept – see 11-08-0776-00-000z

	616
	Stephen
	McCann
	D
	36
	22
	T
	N
	Why does this integer have the range (1...256), as opposed to (0...255). Does 0 have some significance?
	Clarify the number range of this value. Is 0 significant?
	The value 1 is the smallest value that makes sense for this parameter.

	617
	Bill
	Marshall
	Frontmatter
	2
	23
	T
	y
	base document for this amendment needs to track the timeline
	drop Tgu from the list of prior amendments
	Accept – see 11-08-0776-00-000z

	618
	Bill
	Marshall
	Frontmatter
	2
	12
	T
	y
	Amendment number should be 6
	as in comment
	Accept – see 11-08-0776-00-000z

	619
	Adrian
	Stephens
	General
	
	
	T
	N
	I don't know the answer to this.   What if an AP supports VLANs,  and has two STA that want to communicate (is this meaningful?) using DLS?   Can the tunnelled DLS make its way between VLAN segments?
	
	Probably not, but this is a known limitation for TDLS.

	620
	Andrew
	Myles
	General
	
	
	T
	Y
	One is always more confident about a proposed new standard when someone has implemented at least a draft version
	Provide some evidence that this protocol actually works by providing evidence that a working implementation exists, ie proof by example
	Layer 2 tunneling is commonly used in the networking industry, and TGz builds on this. There are known cases in which layer 2 connectivity between stations associated with the same AP is not possible, such as in certain hotspot environments, but this has been accepted by the group as a known limitation for 802.11z.

	621
	Bill
	Marshall
	General
	
	
	T
	y
	Use of Ethertype 89-0d is fine, but current text in the base standard (introduced by 11r) will prevent it from working.
	Include a change to 11A.10.3, showing the statement "Received messages with Remote Frame Type other than 1 shall be discarded." with strikethrough.
	Counter – see CID 596

	622
	Dee
	Denteneer
	General
	
	
	T
	N
	A more versatile off channel feature would make this TDLS even more useful
	
	Accept – see 11-07-2762-06-000z

	623
	Dorothy
	Stanley
	General
	
	
	T
	N
	Add missing text for all editorial notes
	As in comment
	Accept

	624
	Douglas 
	Chan
	General
	
	
	T
	Y
	What is DLS's relation to IBSS operations?  Can DLS be used with IBSS?  Do we care?
	Please clarify and provide normative text re. IBSS and DLS.
	Accept – TDLS can not be used in an IBSS. Text provided in 11-08-xxxx-00-000z.

	625
	Ganesh
	Venkatesan
	General
	
	
	T
	Y
	DLS specific statistics should be specified. STA statistics is cumulative and can be more valuable if separated to include DLS specific information.
	Update STA statistics and Traffic Stream metrics to include separate DLS specific statistics.
	Decline – this is not deemed necessary, but the commenter is encouraged to bring in a proposal to address this issue.

	626
	Guido
	Hiertz
	General
	
	
	T
	Y
	Off-channel DLS solution is missing.

Off-channel DLS is a very helpful technology to efficiently share unused spectrum.

Furthermore, in an unlicensed spectrum any device may set-up an IBSS or an according network at any time. Thus, an exclusion of spectrum is neither feasible nor desirable.

Since off-channel DLS devices are required to periodically come back to their AP's channel, the off-channel devices periodically check the conditions on the AP's channel. If the conditions on the AP's channel provide sufficient capacity, the off-channel DLS devices will no longer use the off-channel. Thus, off-channel DLS works a temporarily mechanism.

It is in the off-channel DLS devices' own interest, not to use
off-channels that are already heavily used. Accordingly, vendors will incorporate mechanisms that prevents their devices from switching to off-channels that provide them with less capacity than in the AP's channel. Thus, off-channel DLS is a solution to cope with traffic peaks.
	With respect to concerns that TGz received, we propose that the off-channel DLS devices agree on the establishment of an exclusive IBSS that is only used among them. This off-channel DLS exclusive IBSS then can be transferred to the off-channel. As the off-channel DLS devices operate in an IBSS, they are required to send beacon frames. Those beacon frames will announce their existence to other devices in the off-channel. Accordingly, concerns that the off-channel devices wouldn't be traceable for TGk measurements or other devices in general, do not hold.

Recommended change:

Add an off-channel DLS mechanism that allows off-channel DLS devices to set-up their own, private IBSS. The off-channel DLS devices will use their own IBSS BSSID for identification. They shall not grant access to devices other than those that agreed on the off-channel DLS.
	Accept – see 11-07-2762-06-000z

	627
	Matthew
	Fischer
	General
	
	
	T
	Y
	How does this entire TDLS concept fit in with the more general existing idea that the QAP is supposed to be allowed to exercise some control over QOS decisions in the QBSS? Is there any requirement for admitting a flow before establishing a TDLS session? And outside of the channel on which the QBSS is operating on, who controls the QOS of the channel that is chosen for the TDLS link? Does the initiator or both STAs in the link send informative messages either unsolicited or in response to queries that help other potential users of the shared spectrum to ascertain the amount of available bandwidth on that channel of the link?
	Address QOS issues both within the home BSS and on the TDLS channel of operation.
	Accept – see 11-07-2762-06-000z

	628
	Matthew
	Fischer
	General
	
	
	T
	Y
	transposition errors in TDLS
	Find occurrences of transposed TDLS and correct them - I know of at least TDSL
	Accept

	629
	Matthew
	Fischer
	General
	
	
	T
	Y
	The description of the uses of the various TLDS frames are not properly consolidated. Specifically, a restriction on the intended transmission path for a TDLS frame is given for each subtype of TDLS within clause 7 using a normative SHALL describing a behavior (i.e. indicating that all TDLS frames are sent through the AP). Such language should normally appear in clause 9 or 11 (Clause 11 in this case) where the rest of the description of the behavior surrounding these frames is described.
	Move the normative statements on the path of travel for TLDS frames from each fo the subclauses within clause 7 that contain those references to 11.z1 or other appropriate locations, probably within clause 11 (MLME). You might make the language a bit more precise along the way, e.g. rather than saying that the frame is "sent through the AP", one might instead require that the RA of the frame corresponds to the AP and the DA of the frame corresponds to the STA at the other end of the TDLS link and maybe mention the ToDS bit. On the other hand, maybe the description needs to be worded with respect to MAC SAPs and their associated parameters, since all of the addressing information should be generated by the MLME or SME - there is no picture of the MAC_SAP interface between MLME or SME and the MAC in either clause 5 or clause 10, so I am not certain if MAC SAPs are the right reference - how does MLME get a frame into a MAC TX queue? A note about the fact that the AP is expected to perform a layer2 forwarding operation might be handy.
	Counter – see 11-08-0776-00-000z

	630
	Menzo
	Wentink
	General
	
	
	T
	Y
	A direct link can not go off-channel.
	Add the option for a direct link to go off-channel.
	Accept – see 11-07-2762-06-000z

	631
	Michael
	Livshitz
	General
	
	
	T
	Y
	The TDLS behavior on ACM=1 ACs is not specified.

Which STA is responsible for admittance, is the admittance before or after TDLS setup? What are the TSPEC settings (e.g. APSD, scheduling subfields – is it U-APSD?)
	Specify the mechanism of requesting TS admittance before establishing direct link.
	Decline – there is no reason why the ACM rules on the base channel would be different for direct link traffic than for traffic to the AP.

	632
	Nancy
	Cam-Winget
	General
	
	
	T
	Y
	It appears that there is a new 4-way handshake to establish an STKSA though the baseline spec already defines one mechanism to do so….how are these distinguished?  Or will one replace the other? There do not appear to be any changes or removal of 8.5.8 which leads the reader to believe both are possible.
	Please clarify.
	

	633
	Osama
	Aboul-Magd
	General
	
	
	T
	N
	The use of data frames to perform management actions doesn't seem to be correct. while I understand the reasons for using the data frames, I am still not convinced this usage is appropriate. I think the TG should investigate other ways for setting TDLS using management frames. Is it possible 
	
	

	634
	Richard
	Roy
	General
	All
	
	T
	N
	Throughout the document, references to 11k D7.0 are made while the introductory info states the draft is based on 11k (revcom Mar 08) which is D12.0.  There are quite likely many differences between D7.0 and D12.0 that affect this draft.
	Change the references and the text accordingly.
	Accept

	635
	Roger
	Durand
	General
	
	
	T
	Y
	Generally, need more details on power save details in DTLS mode
	Generally, need more details on power save details in DTLS mode
	

	636
	Thomas
	Kolze
	General
	
	
	T
	Y
	There is lack of clarity on the entire TDLS concept fitting in with the more general, existing idea that the QAP is supposed to be allowed to exercise some control over QOS decisions in the QBSS. What are the requirements for admitting a flow before establishing a TDLS session? Who controls the QOS of the channel that is chosen for the TDLS link? Does the initiator or both STAs in the link send informative messages either unsolicited or in response to queries that help other potential users of the shared spectrum to ascertain the amount of available bandwidth on that channel of the link?
	Provide more description regarding QOS issues both within the home BSS and on the TDLS channel of operation.
	Decline – there is no reason why the ACM rules on the base channel would be different for direct link traffic than for traffic to the AP.

	637
	Emily
	Qi
	Introduction
	2
	23
	T
	Y
	IEEE P802.11v shall be in the list. 
	add IEEE P802.11v.
	Decline – v currently schedules after z.

	638
	Michael
	Bahr
	Introduction
	2
	17-23
	T
	Y
	The draft text of P802.11z D1.0 can not uniquely related to other draft amendments mention here because the version numbers are missing.
	Add version number for draft amendments.
	Accept – the baseline has been added on page 9.
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