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Editor—add the following paragraph to the end of section 7.3.1.1
7.3.1.1 Authentication algorithm number field
When elliptic curve finite cyclic groups are used, elliptic curves over a prime field, Fp, (whose defining equation is written y2 = x3 + ax + b) shall be used.
Editor—add the following paragraph to the beginning of 11B.2.3.1

11B.2.3.1 Elliptic Curve Finite Cyclic Groups
Only elliptic curves over a prime field, Fp, shall used with SAE in this standard. When generating the password element in section 11B.2.3.1.1, the defining equation y2 = x3 + ax + b is used to solve for a y-coordinate using a known x-coordinate.

References:

Federal Information Processing Standard (FIPS) 186-2
http://csrc.nist.gov/publications/PubsFIPS.html



Abstract


It is required to remove support for characteristic two elliptic curves from the draft. Elliptic curves defined over a prime field continue to be supported and encouraged for use. Examples of such curves include those defined by the United States National Institute of Standards and Technology (NIST).
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