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1. Normative references
Editing Instructions: Add the following references, alphabetizing as appropriate
IETF RFC 3986, Uniform Resource Identifier (URI): Generic Syntax, January 2005
2. Definitions
3. Abbreviations and acronyms

Editing Instructions: Add the following abbreviation, alphabetizing as appropriate
URL
Uniform Resource Locator

7. Frame Formats

7.3 Management frame body components

7.3.3 Native Query Protocol information elements
7.3.3.6 Native Info Network Authentication Type information element
Replace Figure 7-95bk with the one shown below:

	
	
	
	
	
	

	
	Network Authentication Type Indicator Value
	Network Authentication Type Unit Length
	Network Authentication Type Indicator data
	Re-direct URL Length
(optional)
	Re-direct URL
(optional)

	Octets:
	1
	1
	variable
	2
	variable


Figure 7-95bk—Network Authentication Type Unit

Modify the text as shown below:

The Network Authentication Type indicator value has one of the values shown in Table 7-43z.

The Network Authentication Type Unit Length field is set to the number of octets in the Network Authentication Type Indicator data plus, if present, the number of octets in the Re-direct URL.

If the Network Authentication Type indicator value is 0, the network requires the user to accept terms and conditions. No Network Authentication Type data is present.

If the Network Authentication Type indicator value is 1, the network supports on-line enrollment. Higher-layer software on the non-AP STA may indicate to the user that accounts may be created. No Network Au​thentication Type Data is present.

If the Network Authentication Type indicator value is 2, the network supports http or https re-direct. Higher layer software on the non-AP STA will exchange credentials with the network. The Network Authentication Type Data may be used to indicate the version of the protocol chosen.
The Re-direct URL length field is a 2-octet field whose value is the length in octets of the Re-direct URL.  It is an optional field which is present whenever the Re-direct URL is present.
If the Network Authentication Type indicator value is 2, a re-direct URL may optionally be included.  The URL is formatted in accordance with RFC 3986.



Abstract


P802.11u-d2.0 provides methods to facilitate fast discovery of hotspots (e.g., scanning for “chargeable” Network Type) including identifying whether or not the authentication method is HTTP Re-direct.  In these cases, some hotspots permit non-AP STAs to access network resources corresponding to some URLs (prior to authentication), but not others.  Thus is can be difficult to automate the authentication process.  





What is needed is for the re-direct URL to be provided to the state-1 non-AP STA.  Once the non-AP STA gets the webpage from the re-direct URL and authenticates, is it assured that access to the Internet is opened on a global, rather than selective basis.  This proposal provides such a method.





This document is based on 802.11u-d2.0.
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