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7.2.3 Management frames

7.2.3.1 Beacon frame format
Modify the following contents of Table7- 8 as shown below:

Table 7-8—Beacon frame body 

	Order
	Information
	Notes

	25
	Interworking
	Interworking is present if dot11InterworkingServiceEnabled is true.

	26
	Advertisement Protocol
	One or more Advertisement Protocol elements is present if dot11InterworkingServiceEnabled is true and one or more dot11GasAdvertisementID MIB objects exist.

	27
	Generic Advertisement Service Traffic Indication Map
	Generic Advertisement Service Traffic Indication Implemented is present if and only if dot11InterworkingServiceEnabled is true and at least one of the supported Advertisement Protocol’s dot11GasDeliveryMethod MIB object(s) is set to multicast.


7.2.3.8 Probe Request frame format

Modify the following contents of Table 7-14 as shown:

Table 7-14—Probe Request frame body 
	Order
	Information
	Notes

	5
	Interworking
	Interworking is present if dot11InterworkingServiceEnabled is true.

	6
	SSID Container
	SSID Container is present if dot11InterworkingServiceEnabled is true, the ASP bit in the Interworking element is set to 1 and the SSID in the probe request is not the default SSID.


7.2.3.9 Probe Response frame format

Modify the following contents of Table 7-15 as shown:

Table 7-15—Probe Response frame body 
	Order
	Information
	Notes

	23
	Interworking
	Interworking is present if dot11InterworkingServiceEnabled is true.

	24
	Advertisement Protocol
	One or more Advertisement Protocol elements is present if dot11InterworkingServiceEnabled is true and one or more dot11GasAdvertisementID MIB objects exist.

	25
	SSID Container
	SSID Container element present if the ASP bit in the Interworking element is set to 1 and the SSID in the corresponding Probe request is not the default SSID.


11.
MLME

11.1
Synchronization

11.1.1
Basic approach
11.1.2
Maintaining synchronization
11.1.3
Acquiring synchronization, scanning
11.1.3.1
Passive scanning

11.1.3.2
Active scanning
Modify the contents of the following paragraph as shown:

STAs having dot11InterworkingServiceEnabled set to true support multiple SSID operation in which more than one SSID share the same BSSID. In order to preserve behavior of a non-interworking BSS, having associated non interworking-capable STAs wherein Probe Request and Probe Response frames have a single SSID to BSSID binding, the AP needs to signal when non interworking-capable STAs are present. APs inform non-AP STAs of the presence of non interworking-capable non-APs STAs via the via the ASP bit in the Interworking Capabilities field of the Interworking element transmitted in Beacon and Probe Response frames. When an AP with its ASP bit set to 0 receives a Probe Request frame from a non Interworking-capable STA, it shall set the ASP bit to 1 in any transmitted Beacon and Probe Response frames within 1 second. An AP having its ASP bit set to 1 may set it to 0 whenever no Probe Request frames have been received from non interworking-capable STAs and there are no non interworking-capable STAs associated to the BSS for at least 60s.

Modify the contents of the following paragraph as shown:

When an Interworking-capable STA is initially searching for a wireless network, it may not know the state of the ASP bit. If a STA transmits a Probe Request frame containing a wildcard SSID, the resulting Probe Response frame from a Interworking-capable AP with dot11InterworkingServiceEnabled set to true will contain an SSID element containing the default SSID and an Interworking element (which contains the ASP bit). Consequently, the Interworking-capable STA will know how to format subsequent Probe Request frames to discover a specific SSID.
11.4
TS Operation

11.1.4
Introduction
Modify the contents of the following paragraph as shown:

When dot11InterworkingServiceEnabled is set to true, TSPEC processing by the HC may be subject to limitations received from the SSPN interface. The SSPN may limit access to certain QoS priorities, and further restrict the data rate and delay used with any priority.
11.18
WLAN Interworking with External Networks Procedures

11.18.1
Interworking capabilities and Information

Modify the contents of the following paragraphs as shown:

STAs indicate their support for Interworking Service by setting the dot11InterworkingServiceEnabled MIB variable to TRUE. This causes APs to include the Interworking element in Beacon and Probe response; it causes non-AP STAs to include the Interworking element in Probe request frames. STAs indicate their sup​port of QoS Map procedures and Expedited Bandwidth request procedures by setting the appropriate bits in the Interworking element. QoS Map procedures are supported when dot11InterworkingQosmapImplemented is TRUE; QoS Map procedures are not supported when dot11InterworkingQosmapImplemented is FALSE. Expedited Bandwidth Request procedures are supported when dot11InterworkingEbrImplemented is TRUE; Expedited Bandwidth Request procedures are not supported when dot11InterworkingEbrImplemented is FALSE. 

When dot11InterworkingServiceImplemented is TRUE, then dot11ExtendedChannelSwitchEnabled should also be set to TRUE. The purpose of this is so that support for dot11RegulatoryClassesTable is provided thereby allowing the operating channel and regulatory class of each AP to be provided to an Interworked SSPN.

11.18.2
Interworking Procedures: Generic Advertisement Services

Modify the contents of the following paragraph as shown:

There are two forms for GAS: Native GAS and non-native GAS. Native Gas shall be supported by a non-AP STA when dot11InterworkingServiceEnabled is true. Non-native GAS is enabled whenev​er dot11InterworkingServiceEnabled is true and one or more dot11GasAdvertisementID MIB objects exist. The Advertisement Protocol information element spec​ifies the Advertisement Protocols a non-AP STA may use to communicate with Advertisement servers which may be located in the DS or other external network. The Advertisement Protocol identifies the query language used by the advertisement server. GAS transport is transparent to the Advertisement Protocol as defined in clause 7.3.2.60, which is used for Queries and Query Responses. Vendor specific advertisement protocols are also supported. Non-native GAS information delivery is supported using two options: multicast delivery method and unicast delivery method.

11.18.2.1
Native GAS Protocol
Modify the contents of the following paragraph as shown:

Native GAS protocol shall be supported by a STA whenever dot11InterworkingServiceEnabled is true. A non-AP STA may use GAS Native protocol to discover supported services. A non-AP STA accomplishes this by transmitting a Native Query information element (see clause 7.3.3) in a GAS Initial Request Action frame. The AP responds to the query using a GAS Initial Response Action frame. GAS Comeback Response Action frames are not used for Native GAS proto​col

11.18.6
Interworking Procedures: Support for QoS Mapping from External Networks

Modify the contents of the following paragraph as shown:

Therefore, a non-AP STA with dot11InterworkingServiceEnabled set to true, shall request the QoS Map from an AP prior to transmitting frames at other than best-effort user priority (UP = 0). The non-AP STA re​quests the QoS Map by transmitting a QoS Map Request Action frame to the AP to which it’s associated. In response, the AP transmits the QoS Map Set element in a QoS Map Configure Action frame. Upon receiving the QoS Map Set element, the non-AP STA is then capable of deciding the proper user priority and in turn the AC to use over-the-air for a particular service. The AP shall ensure the correctness of the QoS mapping information at the non-AP STA associated to itself. Therefore, when the AP detects a change in the QoS map​ping information, it shall update the non-AP STA using a new QoS Map Set element.

Insert the following text as shown below:

Annex D

Other amendments are also making changes in Dot11StationConfigEntry. It will be aligned.
Dot11StationConfigEntry::=

SEQUENCE {
dot11StationID 


MacAddress,


dot11MediumOccupancyLimit 


INTEGER,


dot11CFPollable 


TruthValue,


dot11CFPPeriod 


INTEGER,


dot11CFPMaxDuration 


INTEGER,


dot11AuthenticationResponseTimeOut 


Unsigned32,


dot11PrivacyOptionImplemented 


TruthValue,


dot11PowerManagementMode 


INTEGER,


dot11DesiredSSID 


OCTET STRING,


dot11DesiredBSSType 


INTEGER,


dot11OperationalRateSet 


OCTET STRING,


dot11BeaconPeriod 


INTEGER,


dot11DTIMPeriod 


INTEGER,


dot11AssociationResponseTimeOut 


Unsigned32,


dot11DisassociateReason 


INTEGER,


dot11DisassociateStation 


MacAddress,


dot11DeauthenticateReason 


INTEGER,


dot11DeauthenticateStation 


MacAddress,


dot11AuthenticateFailStatus 


INTEGER,


dot11AuthenticateFailStation 


MacAddress,


dot11MultiDomainCapabilityImplemented 


TruthValue,


dot11MultiDomainCapabilityEnabled 


TruthValue,


dot11CountryString 


OCTET STRING,


dot11SpectrumManagementImplemented 


TruthValue,


dot11SpectrumManagementRequired 


TruthValue,


dot11RSNAOptionImplemented 


TruthValue,


dot11RSNAPreauthenticationImplemented 


TruthValue,


dot11RegulatoryClassesImplemented 


TruthValue,


dot11RegulatoryClassesRequired 


TruthValue,


dot11QosOptionImplemented 


TruthValue,


dot11ImmediateBlockAckOptionImplemented 


TruthValue,


dot11DelayedBlockAckOptionImplemented 


TruthValue,


dot11DirectOptionImplemented 


TruthValue,


dot11APSDOptionImplemented 


TruthValue,


dot11QAckOptionImplemented 


TruthValue,


dot11QBSSLoadOptionImplemented 


TruthValue,


dot11QueueRequestOptionImplemented 


TruthValue,


dot11TXOPRequestOptionImplemented 


TruthValue,


dot11MoreDataAckOptionImplemented 


TruthValue,


dot11AssociateinNQBSS 


TruthValue,


dot11DLSAllowedInQBSS 


TruthValue,


dot11DLSAllowed 


TruthValue,


dot11InterworkingServiceImplemented 


TruthValue,


dot11InterworkingServiceEnabled 


TruthValue,


dot11GasTimPeriod 


INTEGER,


dot11GasTimTimeToSuspend 


INTEGER,


dot11ESNetwork 


TruthValue


}

dot11InterworkingServiceImplemented OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION





“This attribute when TRUE, indicates the STA is capable of




interworking with external networks. A STA setting this to TRUE 





implements Interworking Service. When this is set to FALSE, 





the STA does not implement Interworking Service. The default 





value of this attribute is FALSE.”



DEFVAL (FALSE)



::= {dot11StationConfigEntry <ANA>}

dot11InterworkingServiceEnableded OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION




“This attribute, when TRUE, indicates the capability of the 



station to interwork with external networks is enabled.The 



capability is disabled, otherwise.  The default value of this 



attribute is FALSE.”



DEFVAL (FALSE)



::= {dot11StationConfigEntry <ANA+1>}

Insert the following text as shown below:

Annex K

(informative)
Admission Control

K.2
Recommended practices for contention-based admission control

K.2.1
Use of ACM (admission control mandatory) subfield

Change the text of K.2.1 as follows
When dot11InterworkingServiceEnabled is false, Iit is recommended that admission control not be re​quired for the access categories AC_BE and AC_BK. The ACM subfield for these categories should be set to 0. The AC parameters chosen by the AP should account for unadmitted traffic in these ACs.

When dot11InterworkingServiceEnabled is true, it is recommended that any STA authenticated through an SSPN interface use admission control to access categories AC_VO and AC_VI to ensure network utiliza​tion consistent with the policy imposed by the SSPN for admission. AC parameters chosen by the AP should further account for any unadmitted traffic in AC_VO and AC_VI that may be reserved for users of a particular SSPN.
Guidelines and reference design for sample scheduler and admission control unit
Guidelines for deriving service schedule parameters

Insert the following paragraph to the end of K.3.1:
When dot11InterworkingServiceEnabled is true, the HC should police all traffic flows from non-AP STAs authenticated against the maximum authorized data rates stored in the dot11InterworkingTable. Each SSPN-authenticated STA may be given a maximum bandwidth allowance by the SSPN for each access category as well as scheduled access. The AP should police the SSPN-authenticated STA's traffic flows to the maximum bandwidth allowance provided by the SSPN.



Abstract


Most of the amendments to 802.11 use two MIB variables to enable basic operation of new features.  For Interworking Service they would be referred to as dot11InterworkingServiceImplemented and dot11InterworkingServiceEnabled.  The former is a MIB variable, which typically is accessed via SNMP only, and provides capability information for the STA.  The latter is a state variable which determines whether the feature is currently being used in the STA.  For example, an information element related to Interworking Service should be included in a Beacon frame based on the state of dot11InterworkingServiceEnabled and not on dot11InterworkingServiceImplemented.





This document is based on 802.11u-d2.0.
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