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Editing Instructions
Change thefollowing  subclause:
2. Normative references

Insert the following new references into clause 2 maintaining the ordering:

IANA, EAP Method Type Numbers, http://www.iana.org/assignments/eap-numbers.

IANA, PPP Protocol Numbers, http://www.iana.org/assignments/ppp-numbers.
IEEE P802.21/D08.00, “Draft IEEE Standard for Local and Metropolitan Area Networks: Media Indepen​dent Handover Services”, December 2007.
OASIS Emergency Management Technical Committee, “Common Alerting Protocol Version 1.1” http://xml.coverpages.org/CAPv11-12649.pdf, April 2005

OASIS Emergency Management Technical Committee, “Emergency Data Exchange Language (EDXL) Distribution Element, v. 1.0”. OASIS Standard EDXL-DE v1.0, http://docs.oasis-open.org/emergency/EDXL-DE/V1.0, May-2006.
Change the subclause within 7.3.2.58 as below:
The Emergency Alert System Notification (EASN) capability bit (see 7.3.2.60) set to 1 indicates that higher layer EAS is in operation. This bit is set to 0 by the non-AP STA upon transmission and ignored by the AP upon reception. The EASN capability bit set to 0 indicates that no higher layer EAS is in operation. The setting of this bit may then require a non-AP STA to request further information from the higher layers to receive the full EAS information.  The upper layer system alert information would be typically be received by using a suitable advertisement protocol as described in section 7.3.2.2.
Change the subclause within 7.3.2.59 as below:
· Native Query Protocol is a mechanism for a non-AP STA to query the AP for locally configured data (i.e., the AP will directly respond to queries without proxying the query to a server in the DS or external network).
· MIH Information Service is a Service defined in IEEE 802.21 (see ref. IEEE P802.21) to support information retrieval from an information repository in the DS.
· MIH Command and Event Services capability discovery is a mechanism defined in IEEE 802.21 (see ref. IEEE P802.21) to support discovering capabilities of command service and event service entities in the DS.
· Emergency Alert System (EAS) service is an internationally defined mechanism which allows a network to disseminate emergency alert notifications from an external network to unauthenticated and unassociated non-AP STAs.  To provide a standardized alerting system EAS has been defined to use the Common Alerting Protocol (CAP) [ref OASIS CAP] which is transparently carried over the air interface carrying EDXL formatted messages [ref OASIS EDXL].  Utilising GAS and this advertisement protocol ID, CAP and EDXL can operate transparently over the air interface.  The structure of the CAP Alert Message is defined in section 1.3 of ref OASIS CAP.  The message format itself is defined in section 3.2 of ref OASIS EDXL, which is a special emergency type of XML message.
· Advertisement Protocol ID 221is reserved for a Vendor Specific protocol which shall have the format defined in clause 7.3.2.26.

Add the following subclause:
11.10.6 Interworking Procedures: Emergency Alert System (EAS) Support
The Emergency Alert System (EAS) provides alerts, typically issued by authorities, to be transmitted to non-AP STAs using the GAS protocol.  The mechanism provided by the interworking service uses a single bit to indicate whether or not such an alert is in progress.
Upon receipt of a network alert, the AP advertises the option for the EAS mechanism, setting bit 2 (B2) of the Interworking Capabilities Field to 1.  Once the non-AP STA receives this advertisement, it utilizes GAS to retrieve the alert message, formatted using the Common Alert Protocol (CAP).

By utilizing GAS in this manner, the emergency functionality of the interworking service can be very simply extended to provide EAS support for client devices.
It is further worth noting that CAP allows the collection and distribution of "all-hazard" safety notifications and emergency warnings across information networks and public alert systems used by first responders.  CAP utilises Emergency Data Exchange Language (EDXL) messages for the transmissions of messages from the network to user devices.
Authorization and integrity protection of the message is the responsibility of the authority and is out of scope of this standard.
References:
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Abstract


This submission resolves CIDs 18, 865, 1568, 1666, 1881, 2332 from 802.11 LB#107.
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