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Editing Instructions

Change the subclause within 7.3.2.58 as below:
The Emergency Alert System Notification (EASN) capability bit (see 7.3.2.60) set to 1 indicates that higher layer EAS is in operation. This bit is set to 0 by the non-AP STA upon transmission and ignored by the AP upon reception. The EASN capability bit set to 0 indicates that no higher layer EAS is in operation. The setting of this bit may then require a non-AP STA to request further information from the higher layers to receive the full EAS information.  The upper layer system alert information would be typically be received by using a suitable advertisement protocol as described in section 7.3.2.2.
Change the subclause as below:
7.3.2.2 Advertisement Protocol Information element

The Advertisement Protocol Information element contains information which identifies a particular advertisement protocol and its Advertisement Control as shown in Figure u7.

	
	
	
	
	
	

	
	Element ID
	Length
	Advertisement Control
	Query Response Length Limit
	Advertisement Protocol ID

	Octets:
	1
	1
	1
	1
	variable


Figure u7—Advertisement Protocol Information element format

The Element ID field is equal to the Advertisement Protocol value in Table 26.

The Length field is the length of the Advertisement Protocol Information element. The Length field is 2 octets plus the length of by the Advertisement Protocol ID.

The Advertisement Control is a 1-octet field which specifies multicast or unicast delivery method of the GAS protocol.  The format of this field is shown in 
	
	B0
	B1
	B7

	
	Delivery Method
	Reserved

	Bits:
	1
	7


Figure 8—Advertisement Control field

.

The Query Response Length Limit indicates the maximum number of octets an AP will transmit in the Response Info field of a Gas Response IE contained within a GAS Initial Response action frame or GAS Comeback Response action frame(s).  The Query Response Length Limit is encoded as an integer number of 256-octet units.  A value of zero is not permitted.  A value of 0xFF means there is no maximum limit enforced.

The Advertisement Protocol ID is a variable length field. If the first octet of this field is the vendor specific Advertisement Protocol ID as provided in Table u1, then this field contains the Vendor Specific Information Element per clause 7.3.2.26.  If this first octet of this field is not the vendor specific Advertisement Protocol ID, then its length is 1 octet and its value is per Table u1.
	
	B0
	B1
	B7

	
	Delivery Method
	Reserved

	Bits:
	1
	7


Figure u8—Advertisement Control field
The Advertisement control field is defined as follows:

Bit 0 is set to 1 if, for the advertising protocol specified in the Advertisement protocol ID, the AP is configured for multicast delivery as described in ‎11.10.1.1. Bit 0 is set to 0 if the AP is configured for unicast delivery as described in ‎11.10.1.2. In the AP, the Delivery Method shall be set in accordance with dot11GasDeliveryMethod. The non-AP STA must set bit0 to 0 on transmission and the AP shall ignore this bit upon reception.

Table u1—Advertisement Protocol ID definitions
	Name
	Value

	Native Query Protocol
	0

	MIH Information Service
	1

	MIH Command and Event Services Capability Discovery
	2

	Emergency Alert System (EAS) Service
	3

	Reserved
	4-220

	Vendor Specific
	221

	Reserved
	222 – 255


· Native Query Protocol in Table u1 is a mechanism for a non-AP STA to query the AP for locally known data (i.e., the AP will directly respond to queries without proxying the query to a server in the DS).

· MIH Information Service in Table u1 is a Service defined in IEEE 802.21 to support information retrieval from an information repository in the DS. 
· MIH Command and Event Services capability discovery is a mechanism defined in IEEE 802.21 to support discovering capabilities of command service and event service entities in the DS. 
· Emergency Alert System (EAS) service is an internationally defined mechanism which allows a network to disseminate emergency alert notifications from an external network to unauthenticated and unassociated IEEE 802.11 STAs.  The Common Alerting Protocol (CAP) [B37] is transparently carried over the air interface carrying EDXL formatted messages [B38].Through the allocation of this advertisement protocol ID, CAP and EXDL [B37, B38] can operate transparently over the air interface.
· Advertisement Protocol ID 221is reserved for a Vendor Specific protocol which shall have the format defined in clause 7.3.2.26.

11.10.6 Interworking Procedures: Emergency Alert System (EAS) Support
The Emergency Alert System (EAS) provides alerts, typically issued by authorities, to be transmitted to non-AP STAs using the GAS protocol.  The mechanism provided by the interworking service uses a single bit to indicate whether or not such an alert is in progress.
Upon receipt of a network alert, the AP advertises the option for the EAS mechanism, setting bit 2 (B2) of the Interworking Capabilities Field to 1.  Once the non-AP STA receives this advertisment, it utilizes GAS to retrieve the alert message, typically formatted using the Common Alert Protocol (CAP) [B37].

By utilizing GAS in this manner, the emergency functionality of the interworking service can be very simply extended to provide EAS support for client devices.
It is further worth noting that CAP allows the collection and distribution of "all-hazard" safety notifications and emergency warnings across information networks and public alert systems used by first responders.  CAP utilises Emergency Data Exchange Language (EDXL) messages for the tranmissions of messages from the network to user devices.
11.10.6.1. GAS Encapsulation of Higher Layer Protocols

This feature also demonstrates that GAS can encapsulate higher layer protocols over the air.  Typically protocols (e.g. EAP or CAP) would be terminated by an AP and then encapsulated within the GAS payload.  When the GAS payload reaches the non-AP STA, it is decapsulated and passed up to a higher layer stack within the non-AP STA which would be expected to recognize the transported payload.  Specific details of how this operation should work are out of scope of this standard.
Change the subclause as below:
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Abstract


This submission resolves comment bucket 598, 1568, 1666 and 1881 from 802.11 LB#107.
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