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Editing Instructions

Change the subclause as below:
1. Normative references  
Insert the following references alphabetically:
Extensible Authentication Protocol Registry, http://www.iana.org/assignments/eap-numbers
IANA, EAP Method Type Numbers, http://www.iana.org/assignments/eap-numbers

IANA, PPP Protocol Numbers, http://www.iana.org/assignments/ppp-numbers

IEEE P802.21/D05.00, “Draft IEEE Standard for Local and Metropolitan Area Networks: Media Independent Handover Services”, April 2007.

IEEE P802.21 “Media Independent Handover Service, Document 21-04-0087-12-0000, Draft Technical Requirements”, Sept. 21, 2004. Available at: http://www.ieee802.org/21/sept04_meeting_docs/ 21-04-0087-12-0000-Draft_Technical_Requirements.doc.
IETF RFC-4282, “The Network Access Identifier”, B. Aboba, M. Beadles, J. Arkko, and P. Eronen, December 2005 (status: informational).
NENA Functional and Interface Standards for Next Generation 9-1-1 (i3) NENA 08-0XX, Issue 0.1 DRAFT, May 15, 2007
Point to Point Protocol Registry, http://www.iana.org/assignments/ppp-numbers
Wi-Fi Alliance, "Best Current Practices for Wireless Internet Service Provider (WISP) Roaming", version 1.0.  B. Anton, B. Bullock, and J. Short, February 2003

Reference to CAP (IETF EAS protocol) stuff.
OASIS Emergency Management Technical Committee, “Common Alerting Protocol Version 1.1” http://xml.coverpages.org/CAPv11-12649.pdf, April 2005

OASIS Emergency Management Technical Committee, “Emergency Data Exchange Language (EDXL) Distribution Element, v. 1.0”. OASIS Standard EDXL-DE v1.0, http://docs.oasis-open.org/emergency/EDXL-DE/V1.0, May-2006.
Change the subclause as below:
7.3.2.2 Advertisement Protocol Information element

The Advertisement Protocol Information element contains information which identifies a particular advertisement protocol and its Advertisement Control as shown in Figure u7.

	
	
	
	
	
	

	
	Element ID
	Length
	Advertisement Control
	Query Response Length Limit
	Advertisement Protocol ID

	Octets:
	1
	1
	1
	1
	variable


Figure u7—Advertisement Protocol Information element format

The Element ID field is equal to the Advertisement Protocol value in Table 26.

The Length field is the length of the Advertisement Protocol Information element. The Length field is 2 octets plus the length of by the Advertisement Protocol ID.

The Advertisement Control is a 1-octet field which specifies multicast or unicast delivery method of the GAS protocol.  The format of this field is shown in 
	
	B0
	B1
	B7

	
	Delivery Method
	Reserved

	Bits:
	1
	7


Figure 8—Advertisement Control field

.

The Query Response Length Limit indicates the maximum number of octets an AP will transmit in the Response Info field of a Gas Response IE contained within a GAS Initial Response action frame or GAS Comeback Response action frame(s).  The Query Response Length Limit is encoded as an integer number of 256-octet units.  A value of zero is not permitted.  A value of 0xFF means there is no maximum limit enforced.

The Advertisement Protocol ID is a variable length field. If the first octet of this field is the vendor specific Advertisement Protocol ID as provided in Table u1, then this field contains the Vendor Specific Information Element per clause 7.3.2.26.  If this first octet of this field is not the vendor specific Advertisement Protocol ID, then its length is 1 octet and its value is per Table u1.
	
	B0
	B1
	B7

	
	Delivery Method
	Reserved

	Bits:
	1
	7


Figure u8—Advertisement Control field
The Advertisement control field is defined as follows:

Bit 0 is set to 1 if, for the advertising protocol specified in the Advertisement protocol ID, the AP is configured for multicast delivery as described in ‎11.10.1.1. Bit 0 is set to 0 if the AP is configured for unicast delivery as described in ‎11.10.1.2. In the AP, the Delivery Method shall be set in accordance with dot11GasDeliveryMethod. The non-AP STA must set bit0 to 0 on transmission and the AP shall ignore this bit upon reception.

Table u1—Advertisement Protocol ID definitions
	Name
	Value

	Native Query Protocol
	0

	MIH Information Service
	1

	MIH Command and Event Services Capability Discovery
	2

	Emergency Alert System (EAS) Service
	3

	Reserved
	4-220

	Vendor Specific
	221

	Reserved
	222 – 255


· Native Query Protocol in Table u1 is a mechanism for a non-AP STA to query the AP for locally known data (i.e., the AP will directly respond to queries without proxying the query to a server in the DS).

· MIH Information Service in Table u1 is a Service defined in IEEE 802.21 to support information retrieval from an information repository in the DS. 
· MIH Command and Event Services capability discovery is a mechanism defined in IEEE 802.21 to support discovering capabilities of command service and event service entities in the DS. 
· Emergency Alert System (EAS) service is an internationally defined mechanism [Ref CAP/EXDL] which allows a network to disseminate emergency alert notifications from an external network to unauthenticated and unassociated IEEE 802.11 STAs.  Through the allocation of this advertiment protocol ID, CAP/EXDL can operate transparently over the IEEE 802.11, thus providing this valuable feature.
Note: The EDXL-DE standards are part of a larger emergency communications interoperability framework that includes the Common Alerting Protocol (CAP), a text-based data-interchange format. CAP allows the collection and distribution of "all-hazard" safety notifications and emergency warnings across information networks and public alert systems used by first responders. The CAP standard was approved and released in 2004 by OASIS.
· Advertisement Protocol ID 221is reserved for a Vendor Specific protocol which shall have the format defined in clause 7.3.2.26.

7.3.2.3 EAS Operation

7.3.2.4 As part of the emergency services functionality, IEEE 802.11u provides a simple mechanism to allow the emergency alaert system to operate in providing authority alerts, issued by through a network provider, to be tranmissted to a user device. 
7.3.2.5 Upon receipt of a authority alert, through the network, the AP advertises the option for the EAS mechanism.  Once the client receives the advert, it will then utilize GAS over the air, to retrieve the upper layer procotol (e.g. CAP)
The OASIS Emergency Management TC approved the Emergency Data Exchange Language (EDXL) Hospital AVailability Exchange (HAVE) v1.0 specification as a Committee Draft and submitted the package for public review. HAVE describes a standard message for data sharing among emergency information systems using the XML-based EDXL
References:

P802.11u-D1.0
802.11-2007




Abstract


This submission resolves comment bucket 1568, 1666 and 1881 from 802.11 LB#107.








Submission
page 4
Stephen McCann, NSN

