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P.1.6 Emergency Alert System (EAS)
Clause 7.3.2.36 shows the support for the Emergency Alsrt System (EAS) within IEEE 802.11, through the extension of a 1 bit to the interworking capabilities field.  This clause briefly decribes the intent and use of such a feature.

In the event of an emergency situation arising, various regional entities will require to notify users utilising any available communications systems at their disposal.  It is likely that legislation will mandate this requirement for any communication system, be it VoIP, Text, Video, FAX, Email etc.  The wireless technology underpinning the communications media will be not be of a concern to the entities mentioned above.  This section describes how a STA can signal such an alert to a device user in a unsolicited manner.  This message would only be of use to STAs which are currently unauthenticated (or possibly in power save-idle mode) within a hotspot.  STAs in state 3, would potentially rely on a higher layer entity (e.g. an application) to process the network alert.
Most of this service will be STA based software, but indication of an alert (push) from the network, can be simply implented with the addition of a single bit flag as shown in Figure u5.
Specific operation of this flag is decribed in clause 7.3.2.36.  Upon reception of the EAS notification (i.e. B2 is set to 1 within the Interworking Capabilities Field – Figure u5), the non-AP STA then knows that a higher layer alert is available from the network associated with the current HESSID.  The non-AP STA would then request further information about the alert, using the EAS service as stated in Table u1.  Although the definition of the EAS service is outside of the scope of this document, the formats of the alerts may be text (e.g. GeoRSS – location enabled RSS), email, video, audio, or indeed any media type.

P.1.6.1 Suggested Protocols
As mentioned above the definition of the Emeregncy Alert System (EAS) service is out of scope for this document, but could be based on the following:

CAP (Common Alert Protocol) carrying EDXL messages.
OASIS Standard CAP-V1.1, October 2005, http://www.oasis-open.org/committees/download.php/15135/emergency-CAPv1.1-Corrected_DOM.pdf 
EDXL base message  OASIS Standard EDXL-DE v1.0, 1 May 2006, 
http://docs.oasis-open.org/emergency/edxl-de/v1.0/EDXL-DE_Spec_v1.0.pdf 
EDXL is a message format using XML encoding for common emergency data exchanged agency to agency.  It originated in U.S. Department of Homeland Security Disaster Management group.  It is standardized by OASIS.

The transport mechanism for CAP is likely to be SIP.




























































































































































































































































































































































Abstract


This document describes proposed informative text, which describes the operation of the Emergency Alert System (EAS).  It is intended that this text forms part of Annex P.





This document is based on IEEE P802.11u-D1.0 and IEEE 802.11-2007.








Submission
page 1
Stephen McCann, NSN

