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7.3.2.48 Native Query Information element

The Native Query information element is used by the GAS protocol using the procedures defined in clause 11.10.2.  The format of the Native Query information element is provided in Figure .

	
	Element ID
(0)
	Length
	Native Query
Info

	Octets:
	1
	1
	variable


Figure u1—Native Query IE

Table u1—Native Query Info ID definitions

	Info Name
	Info ID
	Native Info Element (clause)

	Capability List
	0
	7.3.2.50

	mSSID List
	1
	7.3.2.51

	Emergency Public Network Access Information
	2
	7.3.2.52

	Network Authentication Type
	3
	7.3.2.53

	Reserved
	3 – 255
	


The Element ID field is equal to 0 for Native Query IE.  Note that the Element ID space for GAS Native Advertisement protocol is distinct from the number space for standard 802.11 information elements.

The Length field is the length of the Native Query Information element and is determined by the number of 1-octet values in the Native Query Info field.

The Native Query Info field is a list one-octet values which are chosen from Table u3 corresponding to the information a non-AP STA is querying from an AP.

7.3.2.49 Native Query Response Information element

The Native Query Response information element is used by the GAS Native protocol using the procedures defined in clause 11.10.2.  The format of the Native Query information element is provided in Figure .

	
	Element ID
(1)
	Length
	Native Info
IE #1
	Native Info
IE #2
(Optional)
	…
	Native Info
IE #N
(Optional)

	Octets:
	1
	2
	variable
	variable
	…
	variable


Figure u2—Native Query Response Information element format


The Element ID field is equal to 1 for Native Query Response IE.  Note that the Element ID space for GAS Native Advertisement protocol is distinct from the number space for standard 802.11 information elements.

The Length field is the length of the Native Query Response Information element and is determined by the determined by the number and size of the Native Info IEs.Each Native Info IE is one of the Native Info elements identified by the Info IDs in Table u2.

7.3.2.50 Native Info Capabilities List element

The Native Info Capabilities List element provides a list of information/capabilities that has been configured on an AP.  This IE may be returned in response to a GAS Native Query Request.  The format of the Native Info Capabilities List element is provided in Figure .

	
	Info ID
(0)
	Length
	Status Code
	Info ID #1
(0)
	Info ID #2
(Optional)
	…
	Info ID #N
(Optional)

	Octets:
	1
	2
	2
	1
	1
	…
	1


Figure u3—Native Info Capabilities List element format

The Info ID field is equal to 0, which corresponds to the Capabilities List element per Table u2.

The Length field is 2-octet length of the Capabilities List element and is equal to the number of Info IDs present plus 2.

The Status Code is a 2-octet field whose value is drawn from Table 23.

Each Info ID included in the Capabilities List element declares that the corresponding capability is either configured or supported in the BSS.  In other words, a Native query for that Info ID would return a non-trivial response (i.e., a trivial response being a response with status code indicating failure).  Each Info ID returned must be a member of the Info IDs in Table u2.

7.3.2.51 Native Info mSSID List element

The Native Info mSSID List element provides a list of non-default SSID(s) that have been configured on an AP.  This IE may be returned in response to a GAS Native Query Request.  The format of the Native Info mSSID List element is provided in Figure .

	
	Info ID
(1)
	Length
	Status Code
	SSIDC
IE #1
(optional)
	SSIDC
IE #2
(optional)
	…
	SSIDC
IE #N
(optional)

	Octets:
	1
	2
	2
	variable
	Variable
	…
	variable


Figure u4—Native Info mSSID List element format

The Info ID field is equal to 1, which corresponds to the mSSID List element per Table u2.

The Length field is 2-octect the length of the mSSID List element and is the determined by the number and size of the SSIDC IEs.

The Status Code is a 2-octet field whose value is drawn from Table 23.

Each SSIDC IE in the mSSID List provides information for one of the non-default SSIDs defined in the BSS.

7.3.2.52 Native Info Emergency Public Network Access Information element

The Native Info Emergency Public Network Acccess Information element provides information related to network access for public emergency use.  This IE may be returned in response to a GAS Native Query Request that can be iniitated by non-AP STA to the AP that supports Emergency Services.  The format of the Public Emergency Access Information element is provided in Error! Reference source not found..  It includes zero or more duples of Emergency Subtype code and Emergency Information data elements.

	
	Info ID
(2)
	Length
	Status Code
	Emergency Subtype Code #1
	Emergency Information Data #1
	Emergency Subtype Code #2
	Emergency Information Data #2
	…

	Octets:
	1
	2
	2
	1
	variable
	1
	variable
	…


Figure u5—Native Info Emergency Public Network Access Information element format
The Info ID field is equal to 2, which corresponds to the Emergency Public Network Access Information element per .

The Length field is the 2-octet length of the information element and is the determined by the number and size of the following IEs.

The Status Code is a 2-octet field whose value is drawn from Table 23.

The Emergency Subtype codes are as defined in Table u6.

Table u2—Emergency Public Network Access Information Subtypes

	Subtype  Name
	Subtype Code

	Not used
	0

	Open Association – Emergency Services Only
	1

	Public Credentials
	2

	Reserved
	2 – 255


The Emergency Information Data for the Open Association subtype is the SSID IE of variable length that is configured to provide an open association for emergency access only. 

The Emergency Information Data for the Public Credential subtype is shown in Figure u6—Emergency Information Data format using Public Credentials



. It includes 

· An Emergency Service Public Credential IE as shown in Figure u27

· SSID IE as defined in the base specification.

	
	Emergency Service Public Credentials IE 
	SSID IE

	Octets:
	Variable
	variable


Figure u6—Emergency Information Data format using Public Credentials

7.3.2.53 Native Info Network Authentication Type Information element

The Native Info Network Authentication Type Information Element provides a list of authentication types that are used on the indicated SSID.

	
	Info ID
(3)
	Length
	Status Code
	Network Authentication Type Unit #1
	Network Authentication Type Unit #2
	…
	Network Authentication Type Unit #N

	Octets:
	1
	2
	2
	variable
	variable
	…
	Variable


Figure u7—Native Info Network Authentication Type element format
The Info ID field is equal to 3, which corresponds to the Network Authentication Type element per Table u2.

The Length field is the length of the Network Authentication Type element and is the determined by the number and size of the Network Authentication Type Units, as described in this subclause.

The Status Code is a 2-octet field with values from Table 23.

Each Network Authentication Type Unit has the structure shown in Figure u29.
	
	Network Authentication Type Indicator Value
	Network Authentication Type Unit Length
	Network Authentication Type Indicator data

	Octets:
	1
	1
	Variable


Figure u8—Network Authentication Type Unit

The Network Authentication Type indicator value has one of the values show in Table u5.

The Network Authentication Type Unit Length field is set to the number of octets in the Network Authentication Type Unit.

Each indicator value defines additional information that may be communicated.

Table u3—Network Authentication Type indicator value
	Value
	Meaning

	0
	Acceptance of legal terms and conditions

	1
	On-line enrollment supported

	2
	UAM


If the Network Authentication Type indicator value is 0, the network requires the user to accept terms and conditions.  No Network Authentication Type data is present.

If the Network Authentication Type indicator value is 1, the network supports on-line enrolment.  Therefore, higher-layer software on the non-AP STA may indicate to the user that accounts may be created.  No Network Authentication Type Data is present.

If the Network Authentication Type indicator value is 2, the network supports the browser-based Universal Access Method.  In this case, the Network Authentication Type data is used to indicate the version of UAM in use, as shown in Figure u30.

	
	Network Authentication Type Indicator Value (2 - UAM)
	Network Authentication Type Unit Length (2)
	UAM Version

	Octets:
	1
	1
	1


Figure u9—Network Authentication Type Unit for UAM

The UAM Version is a one-octet field indicating the version of UAM in use.  When the version number is equal to 1, there is no further data required.

Editors note: insert the following subclause, renumber when necessary:

7.3.3 Native query protocol Information elements
Native query protocol information elements are defined to have a common general format consisting of a 1-octet Info ID field, a 2-octet length field, and a variable-length element-specific information field. Each element is assigned a unique Info ID as defined in this standard. The Length field specifies the number of octets in the Information field. See Figure u22a.

[image: image1]
Figure u10a—Native Query protocol Information element format

The set of valid Info IDs is defined in Table u5.

Table u5—Native query protocol info ID definitions
	Info Name
	Info ID
	Native Info Element (clause)

	Capability List
	0
	7.3.3.1

	multiple SSID Set
	1
	7.3.3.2

	Emergency Public Network Access Information
	2
	7.3.3.3

	Network Authentication Type
	3
	7.3.3.4

	Reserved
	4 – 220
	n/a

	Vendor Specific
	221
	n/a

	Reserved
	222 – 255
	n/a


Editor’s Note: after approval of this amendment, Info IDs will be managed by 802.11 Assigned Numbers Authority.
7.3.3.1 Native Info Capabilities element

The Native Info Capabilities element provides a list of information/capabilities that has been configured on an AP.  This IE may be returned in response to a GAS Native Query Request.  The format of the Native Info Capabilities element is provided in Figure u13.

	
	Info ID
	Length
	Status Code
	Info ID #1
	Info ID #2
(Optional)
	…
	Info ID #N
(Optional)

	Octets:
	1
	2
	2
	1
	1
	…
	1


Figure u11—Native Info Capabilities List element format

The Info ID field is equal to the value in Table u5 corresponding to the Capabilities List element.
The Length field is 2-octet length of the Capabilities List element and is equal to the number of Info IDs present plus 2.

The Status Code is a 2-octet field whose value is drawn from Table 23.

Each Info ID included in the Capabilities List element declares that the corresponding capability is either configured or supported in the BSS.  A Native query for any Info ID in the Capabilities List will not return a response with status code indicating failure.  Each Info ID returned is one of the Info IDs in Table u5.
7.3.3.2 Native Info Multiple SSID Set element

The Native Info Multiple SSID Set element provides a list of non-default SSID(s) that have been configured on an AP.  This IE may be returned in response to a GAS Native Query Request.  The format of the Native Info Multiple SSID List element is provided in Figure u14.

	
	Info ID
	Length
	Status Code
	SSIDC
IE #1
(optional)
	SSIDC
IE #2
(optional)
	…
	SSIDC
IE #N
(optional)

	Octets:
	1
	2
	2
	variable
	Variable
	…
	variable


Figure u12—Native Info Multiple SSID List element format

The Info ID field is equal to the value in Table u5 corresponding  to the Multiple SSID List element.

The Length field is 2-octect the length of the multiple SSID Set element and is the determined by the number and size of the SSIDC IEs.

The Status Code is a 2-octet field whose value is drawn from Table 23.

Each SSIDC IE in the multiple SSID Set provides information for one of the non-default SSIDs defined in the BSS.

7.3.3.3 Native Info Emergency Public Network Access Information element

The Native Info Emergency Public Network Acccess Information element provides information related to network access for public emergency use.  This IE may be returned in response to a GAS Native Query Request that can be iniitated by non-AP STA to the AP that supports Emergency Services.  The format of the Public Emergency Access Information element is provided in 7.3.2.44.  It includes zero or more duples of Emergency Subtype code and Emergency Information data elements.

	
	Info ID
	Length
	Status Code
	Emergency Subtype Code #1
	Emergency Information Data #1
	Emergency Subtype Code #2
	Emergency Information Data #2
	…

	Octets:
	1
	2
	2
	1
	variable
	1
	variable
	…


Figure u13—Native Info Emergency Public Network Access Information element format
The Info ID field is equal to the value in Table u5 corresponding  to the Emergency Public Network Access Information element.
The Length field is the 2-octet length of the information element and is the determined by the number and size of the following IEs.

The Status Code is a 2-octet field whose value is drawn from Table 23.

The Emergency Subtype codes are as defined in Table u6.

Table u4—Emergency Public Network Access Information Subtypes
	Subtype  Name
	Subtype Code

	Not used
	0

	Open Association – Emergency Services Only
	1

	Public Credentials
	2

	Reserved
	2 – 255


The Emergency Information Data for the Open Association subtype is the SSID IE of variable length that is configured to provide an open association for emergency access only. 

The Emergency Information Data for the Public Credential subtype is shown in Figure u6—Emergency Information Data format using Public Credentials



. It includes 

· An Emergency Service Public Credential IE as shown in Figure u27

· SSID IE as defined in the base specification.

	
	Emergency Service Public Credentials IE 
	SSID IE

	Octets:
	Variable
	variable


Figure u14—Emergency Information Data format using Public Credentials
7.3.3.4 Native Info Network Authentication Type Information element

The Native Info Network Authentication Type Information Element provides a list of authentication types that are used on the indicated SSID.  The format of the Native Info Network Authentication Type element is shown in Figure u17.
	
	Info ID
	Length
	Status Code
	Network Authentication Type Unit #1
	Network Authentication Type Unit #2
	…
	Network Authentication Type Unit #N

	Octets:
	1
	2
	2
	variable
	variable
	…
	Variable


Figure u15—Native Info Network Authentication Type element format
The Info ID field is equal to the value in Table u5 corresponding  to the Network Authentication Type element.

The Length field is the length of the Network Authentication Type element and is the determined by the number and size of the Network Authentication Type Units, as described in this subclause.

The Status Code is a 2-octet field with values from Table 23.

Each Network Authentication Type Unit has the structure shown in Figure u29.
	
	Network Authentication Type Indicator Value
	Network Authentication Type Unit Length
	Network Authentication Type Indicator data

	Octets:
	1
	1
	Variable


Figure u16—Network Authentication Type Unit
The Network Authentication Type indicator value has one of the values show in Table u5.

The Network Authentication Type Unit Length field is set to the number of octets in the Network Authentication Type Unit.

Each indicator value defines additional information that may be communicated.

Table u5—Network Authentication Type indicator value
	Value
	Meaning

	0
	Acceptance of legal terms and conditions

	1
	On-line enrollment supported

	2
	UAM


If the Network Authentication Type indicator value is 0, the network requires the user to accept terms and conditions.  No Network Authentication Type data is present.

If the Network Authentication Type indicator value is 1, the network supports on-line enrolment.  Therefore, higher-layer software on the non-AP STA may indicate to the user that accounts may be created.  No Network Authentication Type Data is present.

If the Network Authentication Type indicator value is 2, the network supports the browser-based Universal Access Method.  In this case, the Network Authentication Type data is used to indicate the version of UAM in use, as shown in Figure u30.

	
	Network Authentication Type Indicator Value (2 - UAM)
	Network Authentication Type Unit Length (2)
	UAM Version

	Octets:
	1
	1
	1


Figure u17—Network Authentication Type Unit for UAM
The UAM Version is a one-octet field indicating the version of UAM in use.  When the version number is equal to 1, there is no further data required.
11.10.1 Interworking Procedures: Generic Advertisement Services

11.10.1.1
Native GAS Protocol
11.10.1.1.1 Native GAS Procedures at the Non-AP STA 

Editors note: modify the following text as indicated:

Upon receipt of a MLME-GAS.request primitive with Advertisement Protocol ID set to Native Query Protocol, the non-AP STA shall engage in a Native GAS message exchange according to the following procedure:

a) The non-AP STA transmits a Native GAS query by transmitting a GAS Initial Request Action frame containing a Dialog Token, an Advertisement Protocol information element containing an Advertisement Protocol ID set to Native Query protocol and one Native Query Info ID value, drawn from Table u5, in the query request field.  If the Native Query Info ID value is equal to the Vendor Specific value, then the Vendor Specific information element (see 7.3.2.26) shall be appended to the Info ID value in the query request field.
11.10.1.1.2 Native GAS Procedures at the AP

Editors note: modify the following text as indicated:

Upon receipt of a GAS Initial Request Action frame with Advertisement Protocol ID set to Native Query Protocol, an MLME-GAS.indication primitive shall be issued to the AP’s SME.  Upon receipt of a MLME-GAS.response primitive, the AP shall transmit a GAS Initial Response Action frame to the requesting STA according to the following procedures.  If the requesting STA is in state 3 and in the power-save state, the AP shall buffer the frame for transmission according to the procedures in 11.2.1; otherwise the AP shall queue the frame for transmission.  The following fields in a GAS Initial Response Action frame are not used by Native GAS and shall be set to 0: GAS Query ID, GAS multicast address and Comeback delay.
b) If the query request corresponds to information that has been configured on the AP, the AP shall transmit a directed GAS Initial Response Action frame to the requesting STA containing a dialog token whose value is identical to the dialog token in the GAS Initial Request Action frame, a Status Code set to “success”, an Advertisement Protocol information element containing an Advertisement Protocol ID set to Native Query protocol and a query response containing the Native Info element corresponding to the query (Table u5).  If the query request Info ID value is equal to the Vendor Specific value, then the Vendor Specific information element (see 7.3.2.26) shall be returned in the query response field.
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Abstract


This document describes proposed changes to Native GAS (Generic Advertisement Service transporting Native query protocol).  This document (if approved) will resolve the following review comments (cf. 11-07-2204r12) CID #’s: 36, 37, 282, 284, 287, 1266, 1274, 1276, 1280, 1282, 1289, 1797, 1902, 2108, 2111, 2159, 2317.
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