September 2006

doc.: IEEE 802.11-07/2593r0

IEEE P802.11
Wireless LANs

	Proposed Texts for TGs Frame Forwarding at Intermediate and Destination MPs

	Date:  2006-09-20

	Author(s):

	Name
	Company
	Address
	Phone
	email

	Liwen Chu
	STMicroelectronics, Inc.
	1060 East Brokaw Road, MS 212, San Jose, CA 95131
	+1-408-467-8436
	Liwen.chu@st.com

	George Vlantis
	STMicroelectronics, Inc.
	1060 East Brokaw Rd. San Jose, CA 95131
	+1 408 451-8109
	George.vlantis@st.com

	Guenael Strutt
	Motorola
	1064 Greenwood Blvd – Lake Mary, FL 32771 -- USA
	+1-407-562-4050
	Guenael.Strutt@motorola.com

	Michael Bahr
	Siemens AG, Corporate Technology
	Otto-Hahn-Ring 6, 

81730 München, Germany
	+49-89-636-49926
	bahr@siemens.com





Background

This contribution provides updated texts for frame forwarding at intermediate and destination MPs.

The following is normative text proposed as an amendment to P802.11s/D0.06.
Update Clause 11A.5.5.2.2 as follows:

· At Intermediate and destination MPs
On receipt of a unicast mesh frame, an MP shall decipher it and check it for authenticity. If it is not from a peer MP, the frame shall be silently discarded.

The MP shall then check to see whether the Mesh DA in Address 3 field is known; if it is an unknown address, the MP may either silently discard the frame or trigger a path discovery procedure depending on the path selection protocol that is currently active in the mesh.

By the pair of source MP Address (identified by Address 4 field) and Mesh Sequence Number, the MP may detect duplicate frames. Duplicate frames may be discarded.

If Address 3 does not match the MP’s own address, but is a known MAC addresses in the forwarding information, the MP shall decrement the TTL field in the Mesh Header. If zero has been reached, the frame shall be discarded. Otherwise, the MP shall forward the frame by setting the Address 1 field to the MAC address of the next hop MP as determined from the forwarding information and the TA field to its own MAC address and queueing the frame for transmission.

If Address 3 matches the MP’s own MAC address, and the frame is a Mesh data frame,  then the MP shall check the Address Extension Mode field in the Mesh Header field and take the following actions based on its value:

· If the Address Extension Mode is set to 00 or 01, indicating this MP is the final destination of the frame, the MP shall process and send it to an upper layer.  By the pair of source MP Address (identified by Address 4 field) and Mesh Sequence Number, the destination MP may detect duplicate frames.  Duplicate frames may be discarded.
· If the Address Extension Mode is set to 10 or 11:

· If the current MP is the final destination of the frame (mesh DA = DA), the MP shall process and send it to an upper layer

· If the current MP is a proxy MP for non-mesh, proxied entities, the MP shall first check whether or not the destination address (DA) in Address 5 field is one of the addresses of its proxied entities. If the destination address is the address of one of its proxied entities, the MP shall translate the frame to the corresponding format and queue it for transmission to the final destination.

· If the current MP is a root MP (in HWMP proactive tree building mode), the MP shall check whether the DA in Address 5 field is one of its known addresses or not:

· If the DA in Address 5 corresponds to an MP for which there is valid forwarding information and Address 4 is the same as Address 6, the MP shall reformat the frame as a 4-address frame with Address 3 field set to the DA, Address 4 set to the source end-point addressMesh SA, Address 1 set to the next-hop MP in the forwarding information on the mesh path to the destination MP, and Address 2 set to the root MP’s address.  The MP shall then queue the frame for transmission. The address extension mode becomes 00 or 01 if the received frame is a Data Frame or a Multihop Action Frame (respectively). The MP shall then queue the frame for transmission.

· If the DA in Address 5 corresponds to an MP for which there is valid forwarding information and Address 4 is not the same as Address 6, the MP shall set the Address 3 field to the DA, Address 1 set to the next-hop MP in the forwarding information to the destination MP, and Address 2 set to the root MP’s address. The MP shall then queue the frame for transmission.

· If the DA in Address 5 corresponds to a non-mesh entity proxied by an MP for which there is valid forwarding informationone of its known MPs, the MP shall update the Address 3 field to the address of the proxy MP, the Address 1 field to the next-hop MP in the forwarding information on the mesh path to the proxy MP, and Address 2 to the root MP’s address.  The MP shall then queue the frame for transmission.

Note that in some cases, an MP could be both a proxy MP and a root MP. In such a case, the MP should follow both the steps described for the case that Address Extension Mode is set to 10 or 11.

Also, note that during the forwarding process at intermediate MPs, the contents of the frame body are not changed.
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