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To allow an MP to be part of a Mesh without providing forwarding services, make the following changes to the current draft [1]:
Page 147
After

11.1.5.5.6 Forwarding of Multihop Action Frames

Add:

11.1.5.5.7 Mesh Points that do not forward
An MP that is unwilling to forward frames shall set dot11MeshForwarding to 0.  The circumstances in which an MP may be allowed to become a non forwarding entity and the authority to set dot11MeshForwarding to 0 are beyond the scope of this standard.

Page 25

In figure s15 add
Forwarding

(one bit @ B6)

After

The “MDA Enabled” field is set to 1 if the MP supports MDA services and set to 0 otherwise.
Add

The “Forwarding” field is set to dot11MeshForwarding. 

Page 228
After

dot11MeshKeyTransportTimeout OBJECT-TYPE

Add:

dot11MeshForwarding OBJECT-TYPE

SYNTAX INTEGER
MAX-ACCESS read-write

STATUS current

DESCRIPTION

This attribute shall specify the ability of a Mesh Point to forward frames.
::= { dot11MeshPointConfigEntry 17}.

Page 167
After

11A.8.5.3.1 Acceptance criteria

The PREQ is discarded if any of the following is true:

— The Originator DSN < previous Originator DSN

— (DSN = previous DSN) AND (updated path metric is worse than previous path metric)

Otherwise, the PREQ information element is accepted.
Add:

— (the destination address of the PREQ is neither the recipient MAC address nor a MAC address proxied by the recipient) AND (dot11MeshForwarding is set to 0)
Page 172

After

11A.8.6.3.1 Acceptance criteria

The PREP is discarded if any of the following is true:

— The DSN < previous DSN from this originator

— The Time to Live is 1 or less
Add

— (the destination address of the PREQ is neither the recipient MAC address nor a MAC address proxied by the recipient) AND (dot11MeshForwarding is set to 0)
Page 173

After
Case A: Original transmission

All of the following applies:

• The MP detects a link break to the next hop of an active path in its stored forwarding information

while transmitting frames to it. Note: the detection may be triggered by the fact that an MP is

unable to forward a data frame to a next hop MP.

• The MP did not send more than HWMP_PERR_RATELIMIT – 1 PERR messages during the

last second.

Add

• dot11MeshForwarding is set to 1
Page 173

After
Case B: PERR propagation

All of the following applies:

• The MP creates a list of unreachable destinations consisting of those destinations in the PERR

for which there exists valid forwarding information that has the transmitter of the PERR as the

next hop.

• The MP received a PERR from a neighbor for one or more of its active paths in its stored forwarding

information.

• The MP has not sent or forwarded more than HWMP_PERR_RATELIMIT – 1 PERR messages

during the last second.

Add

• dot11MeshForwarding is set to 1
Page 175

After
Case B: Forwarding

All of the following applies:

•the MP has received and accepted a RANN – See 11A.8.8.3

•RANN_PROPAGATION_DELAY has expired – See 11A.8.8.3.2
Add

• dot11MeshForwarding is set to 1

Summary of HWMP methods supported by MPs and terminal MPs:

Table 1 – Conditions when HWMP IEs are sent

	
	
	MP
	Terminal MP

	RREQ
	Case A: Original Transmission (Path Discovery)
	
	

	
	Case B: Original Transmission (Path Maintenance) 
	
	

	
	Case C: Root Path Confirmation
	
	

	
	Case D1: PREQ Forwarding (no PREP generation)
	
	

	
	Case D2: PREQ Forwarding (PREP generation as intermediate MP)
	
	

	
	Case E: Proactive PREQ (original transmission)
	
	

	RREP
	Case A: Original transmission
	
	

	
	Case B: PREP Propagation
	
	

	
	Case C: Intermediate reply
	
	

	
	Case D: Gratuitous PREP
	
	

	RERR
	Case A: Original transmission
	
	

	
	Case B: PERR propagation
	
	

	RANN
	Case A: Original transmission
	
	

	
	Case B: Forwarding
	
	


Table 2 – Steps to perform when and HWMP IE is received

	
	
	MP
	Terminal MP

	RREQ
	1. Record
	
	 (if dest)

	
	2. Update forwarding information
	
	 (if dest)

	
	3. Initiate RREP
	
	 (if dest)

	
	4. Proxy
	
	 (if dest)

	
	5. Intermediate reply
	
	

	
	6. Reply and forward
	
	

	
	7. Precursor list
	
	

	RREP
	1. Record
	
	 (if orig)

	
	2. Record dependents
	
	

	
	3. Propagate
	
	

	
	4. Record proxy at originator
	
	 (if orig)

	
	5. Record proxy at intermediate node
	
	

	
	6. Update precursors
	
	

	RERR
	1. Update records
	
	

	
	2. Update route
	
	

	
	3. Transmit RERR
	
	

	RANN
	1. Propagate
	
	

	
	2. Establish path
	
	

	
	3. Record
	
	


Summary:

The terminal MP performs the following functions:

1. Send a PREQ to whichever destination it would like to establish a path with
2. Process PREPs that are specifically addressed to itself (as a consequence of step 1.)
a. Select the PREP with the best metric and the correct sequence number

3. Respond to PREQs that specifically address the terminal MP (or its proxies) as a destination (within implementation limits)

a. Sometimes the response will based on the value of the path selection metric

4. Keep track of its own sequence number

5. Keep track of the sequence number of its destinations (within the constraints of step 3.)

6. Store a next hop, a metric, a lifetime, a sequence number for each of its destinations (within the constraints of step 3.)
Limitations:

A terminal MP is disruptive: not only should an MP not switch from forwarding to non-forwarding mode too often, it should also—as a courtesy—send appropriate PERR to its precursors.
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Abstract


This submission describes a mechanism for MPs to perform limited routing in order to gain access to a network, without being full participants of this network.  This mechanism is useful for networks in which simple battery-operated devices must gain access to network resources, but they are not capable (possibly by design – in order to minimise the footprint of the chipset) of providing forwarding services to others.





The current draft (D1.06) [1] offers non-routing devices the ability to join one-hop “networks” by sending traffic over Peer Links, with no provisions for proper peer selection.  This submission addresses the concerns expressed in CIDs 353 and 722.  Power save related CIDs such as 180 could also be considered addressed by this submission. [2]





To allow an MP to be part of a mesh but not provide forwarding services, it must set dot11MeshForwarding to 0 (which will be advertised in the Mesh Configuration element).
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