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7.2.3 Management frames

7.2.3.1 Beacon frame format
Add the following to the contents of Table 8 as shown below:

Table 8—Beacon frame body 

	Order
	Information
	Notes

	25
	Interworking Capability
	Interworking Capability is present if dot11InterworkingImplemented is true.

	26
	Generic Advertisement Service Capability
	Generic Advertisement Service Capability is  present if dot11AdvertisingServiceImplemented is true.

	27
	Generic Advertising Service Traffic Indication Map
	Present in Beacon if any of the supported Advertisement Protocols are configured for multicast delivery.

	28
	HESSID
	HESSID is present if dot11InterworkingImplemented is present

	29
	Network Information
	Present if dot11InterworkingImplemented is true.


EDITORIAL NOTE— These order values need to be allocated before sponsor ballot (ABSB) by ANA

and are only tentative values at this time..
7.2.3.9 Probe Response frame format

Add the following to the contents of Table 15 as shown:

Table 15—Probe Response frame body 
	Order
	Information
	Notes

	23
	Interworking Capability
	Interworking Capability is present if dot11InterworkingImplemented is true.

	24
	Generic Advertisement Service Capability
	Generic Advertisement Service Capability is be present if dot11AdvertisingServiceImplemented is true.

	25
	HESSID
	HESSID is present if dot11InterworkingImplemented is present

	26
	Network Information
	Present if dot11InterworkingImplemented is true.

	26 27
	SSID Container IE
	Optional (shall be present if “Use SSIDC IE in Probes” bit in the Interworking Capability IE is set to 1 and the SSID in the corresponding Probe Request is not the default SSID.)


EDITORIAL NOTE— These order values need to be allocated before sponsor ballot (ABSB) by ANA

and are only tentative values at this time..
7.3.2
Information elements
Insert the following to the contents of Table 26 as shown below:

Table 26—Element IDs

	Information Element
	Element ID

	Interworking Capability
	<ABSB> (see note below)

	GAS Capability
	<ABSB> (see note below)

	Advertisement Protocol
	<ABSB> (see note below)

	GAS Request
	<ABSB> (see note below)

	GAS Response
	<ABSB> (see note below)

	GAS Traffic Indication Map
	<ABSB> (see note below)

	GAS Comeback Delay
	<ABSB> (see note below)

	HESSID
	<ABSB> (see note below)

	Network Information
	<ABSB> (see note below)

	QoS Map Set
	<ABSB> (see note below)

	Expedited bandwidth request
	<ABSB> (see note below)

	SSID Container element
	<ABSB> (see note below)

	Default Emergency Services NAI
	<ABSB> (see note below)

	Reserved
	<ABSB> (see note below)


EDITORIAL NOTE—Assignment of values for these information elements needs to be approved by IEEE 802.11 ANA. Until that time, these values are marked as Allocate By Sponsor Ballot (ABSB). Final values will be requested from IEEE 802.11 ANA once this amendment reaches the 75% approval threshold in Sponsor Ballot.
7.3.2.43
HESSID Information element
The Homogenous Extended Service Set ID (HESSID) Information element contains description of HESSID. The format of the HESSID element is shown in Figure u1.

	
	Element ID
	Length
	HESSID
	Network Type

	Octets:
	1
	1
	6
	1


Figure u1—HESSID Information element format

The Element ID field is equal to the HESSID value in Table 26.

The value of the Length field is 6.

The HESSID field specifies the definition of HESSID.  

In the infrastructure mode, the HESSID definition includes the BSSID value of one of the group of APs. The HESSID and the SSID together to provide is a unique value that is advertised in beacons and probe responses so that the non-AP STA is aware of continued applicability of previously discovered interworking and advertising services when moving from one AP to another within the scope of the HESSID.
The Network Type field is defined in Figure u13a.  This field is used to advertise the type of network for every SSID included in the HESSID set.
	
	b0
	b2
	b3
	b4
	b5
	b6
	b7
	b3
	b7

	
	Network Type Code
	NASR
	Intranet/
Internet
	Advertisement Policy
	Reserved
	Reserved

	Bits:
	3
	1
	1
	2
	1
	5


Figure u13a—HESSID Network Type Field

Bits 0-2 are the Network Type Code bits.  These bits are set with the value from Table u1a.

Table u1a—Network Type Code bit assignments
	Network Type Code Bits (b0-b1-b2)
	Meaning
	Description

	0x0
	Unspecified
	Network type has not been configured.

	000 0x1
	Private network
	Network requires user accounts for access

	001 0x2
	Private network with guest access
	Network requires user accounts for access, but guest accounts area available

	010 0x3
	Chargeable
	Access to the network requires payment.  Further information on types of charges may be available through other methods (802.21, UAM, etc).

	011 0x4
	Free
	No charges apply for network use.  Bits 4-6 are also used in this case.

	100 0x5
	Emergency network
	The network supports emergency services.  Further information is available from a GAS native query (see clause 7.3.2.53)

	101-111 0x6 to 0x7
	Reserved
	Not used.


Bits 3 through 7 are reserved and are set to 0 by the AP and ignored by the non-AP STA upon reception.

Bit 3 is the Next Authentication Step Required (NASR) bit.  This bit shall be set to one to indicate that the network requires a further authentication step, as defined in clause 7.3.2.54.

Bit 4 is the Internet/Intranet bit.  This bit is only used when the Network Type Code in Table u1a is set to 011.  It is set to 1 to indicate that the network provides Internet access, and 0 to indicate the network provides access only to local networks.  If the Network Type Code is not 011, these bits shall be set to 0.

Bits 5 and 6 are the Advertisement Policy field, which has values set according to Table u1b.  These bits are only used when the Network Type Code in Table u1a is set to 011  If the Network Type Code is not 011, these bits shall be set to 0.

Table u1b—Advertisement Policy bit assignments

	Network Type Code Bits (b0-b1-b2)
	Meaning
	Description

	00
	No Advertisements
	The network does not require the end user to view commercial advertisements

	01
	Advertisements present
	The network requires end users to view advertisements to support the service

	10
	Mixed advertisement policy
	The network may require end users to view advertisements, but only for certain services.

	11
	Reserved
	Not used.


Bit 7 is reserved and shall be set to zero.
Editor: insert a new element after HESSID element and renumber clauses.
7.3.2.44
Network Information element
The Network Information element contains descriptive data for the BSS.  The format of the Network Information element is shown in Figure u1a.

	
	Element ID
	Length
	Network Metadata
	Venue Group
	Venue Type

	Octets:
	1
	1
	1
	1
	1


Figure u2a—Network Information element format

The Element ID field is equal to the Network Information value in Table 26.

The value of the Length field is 3.

The Network Metadata field provides information about the BSS.  The Network Information field is defined in Figure u13a.  This field is used to advertise metadata for the default and non-default SSIDs included in the BSSID.  If the Network Information element is also included in an SSIDC element which is part of the same BSSID, it supersedes this element.
The Venue Group and Venue Type are both 1-octet values selected from Table 1c and Table 1d respectively.  These fields are used to advertise venue information for the default and non-default SSIDs included in the BSSID.  If the Network Information element is also included in an SSIDC element which is part of the same BSSID, it supersedes this element.
	
	b0
	b1
	b2
	b3
	b4
	b5
	b7

	
	NASR
	Internet/
Intranet
	Advertisement Policy
	Reserved

	Bits:
	1
	2
	2
	3


Figure u13a—Network Metadata Field

Bit 0 is the Next Authentication Step Required (NASR) bit.  This bit shall be set to one to indicate that the network requires a further authentication step, as defined in clause 7.3.2.54.
Bits 1 and 2 are the Internet/Intranet bits, whose values are set according to Table u1ab.  These bits are only used when the Network Type is free.  If the Network Type is not free, these bits are set to 0.

Bits 3 and 4 are the Advertisement Policy field, whose values are set according to Table u1b.  These bits are only used when the Network Type Code in the HESSID element indicate a “free” network type; otherwise these bits are set to 0.

Bits 5 - 7 are reserved and are set to zero by the AP and ignored upon reception.

Table u1ab—Internet/Intranet bit assignments
	Internet/Intranet Bits 
	Description

	0x0
	Unspecified

	0x1
	Internet access provided

	0x2
	Intranet access only (i.e., access is only provided to local networks)

	0x3
	Reserved


Table u1b—Advertisement Policy bit assignments
	Advertisement Policy Bits 
	Meaning
	Description

	0x0
	Unspecified
	This value has not been configured on the AP

	00 0x1
	No Advertisements
	The network does not require the end user to view commercial advertisements

	01 0x2
	Advertisements present
	The network requires end users to view advertisements to support the service

	10 0x3
	Mixed advertisement policy
	The network may require end users to view advertisements, but only for certain services.

	11
	Reserved
	Not used.


Table u1c—Venue Group assignments
	Venue Group Code
	Venue Group Description

	0
	Unspecified

	1
	Assembly

	2
	Business

	3
	Educational

	4
	Factory and Industrial

	5
	Institutional

	6
	Mercantile

	7
	Residential

	8
	Storage

	9
	Utility and Miscellaneous

	10
	Vehicular

	11
	Outdoor

	12 – 255
	Reserved


Table u1d—Venue Type assignments
	Venue Group
	Venue Type Code
	Venue Description

	0
	0
	Unspecified

	0
	1 - 255
	Reserved

	1
	0
	Unspecified Assembly

	1
	1
	Arena

	1
	2
	Stadium

	1
	3
	Passenger Terminal (e.g., airport, port, bus station, ferry terminal, train station)

	1
	4
	Amphitheater

	1
	5
	Amusement Park

	1
	6
	Church

	1
	7
	Convention Center

	1
	8
	Library

	1
	9
	Museum

	1
	10
	Restaurant

	1
	11
	Theater

	1
	12
	Zoo or Aquarium

	1
	13 - 255
	Reserved

	2
	0
	Unspecified Business

	2
	1
	Doctor or Dentist office

	2
	2
	Bank

	2
	3
	Fire Station

	2
	4
	Police Station

	2
	5
	Post Office

	2
	6
	Professional Office

	2
	7
	Research and Development Facility

	2
	8
	Attorney Office

	2
	9 – 255
	Reserved

	3
	0
	Unspecified Educational

	3
	1
	School, Primary

	3
	2
	School, Secondary

	3
	3
	University or College

	3
	4-255
	Reserved

	4
	0
	Unspecified Factory and Industrial

	4
	1
	Factory

	4
	2 – 255
	Reserved

	5
	0
	Unspecified Institutional

	5
	1
	Hospital

	5
	2
	Long-Term Care Facility (e.g., Nursing home, Hospice, etc.)

	5
	3
	Alcohol and Drug Re-habilitation Center

	5
	4
	Group Home

	5
	5
	Prison or Jail

	5
	6 – 255
	Reserved

	6
	0
	Unspecified Mercantile

	6
	1
	Retail Store

	6
	2
	Grocery Market

	6
	3
	Automotive Service Station

	6
	4 – 255
	Reserved

	7
	0
	Unspecified Residential

	7
	1
	Hotel or Motel

	7
	2
	Dormitory

	7
	3
	Boarding House

	7
	4 – 255
	Reserved

	8
	0 – 255
	Reserved

	9
	0 – 255
	Reserved

	10
	0
	Unspecified Vehicular

	10
	1
	Automobile or Truck

	10
	2
	Airplane

	10
	3
	Bus

	10
	4
	Ferry

	10
	5
	Ship or Boat

	10
	6
	Train

	10
	7 – 255
	Reserved

	11
	0
	Unspecified Outdoor

	11
	1
	Muni-mesh Network

	11
	2
	City Park

	11
	3 – 255
	Reserved


7.3.2.47 SSID Container Information element

The SSID Container Information element is used to contain an Index field, an SSID IE and optional RSN IE for use by Interworking-capable STAs in accordance with the scanning procedures defined in clause 11.1.3.  The format of the SSID Container information element is shown in Figure u3.

	
	Element
ID
	Length
	Index
	SSID IE
	RSN IE
(optional)
	Network Information IE
(optional)

	Octets:
	1
	1
	1
	variable
	variable
	5


Figure u3—SSID Container (SSIDC) element description

The Element ID field is equal to the SSID Container element value in Table 26.

The Length field is shall be set to 1 plus the sum of the number of octets in the SSID and RSN IEs if the Network Information IE is not present.  The Length field is set to 6 plus the sum of the number of octets in the SSID and RSN IEs if the Network Information IE is present.
The index field is used to identify within the TIM element which bit in the Partial Virtual bitmap indicates broadcast or multicast frames are buffered at the AP for this SSID.  The values which the Index field can take on are provided in clause 7.3.2.6.
The SSID IE is defined in clause 7.3.2.1.

The RSN IE is defined in clause 7.3.2.25.
The Network Information  IE is defined in 7.3.2.44.  If this optional field is present, then the information provided is specific to this SSID and overrides the information provided by the Network Information IE in the Beacon frame.
Insert a new Native Query Type in Table u5 in clause 7.3.2.48:
Table u5—Native Query Info ID definitions
	Info Name
	Info ID
	Native Info Element (clause)

	Capability List
	0
	7.3.2.51

	mSSID List
	1
	7.3.2.52

	Emergency Networks List
	2
	7.3.2.53

	Network Authentication Type
	3
	7.3.2.54

	Venue Name
	4
	7.3.2.55

	Reserved
	5 – 255
	


Insert the following new subclause, renumbering figures and tables as appropriate:
7.3.2.54 Venue Name Information element

The Venue Name Information Element provides the venue name associated with the BSS.  The format of the Venue Name IE is shown in Figure u27d.  The Venue Name element may be used in cases where the SSID does not provide sufficient description of the venue’s name.
	
	Info ID
(4)
	Length
	Status Code
	Venue Name

	Octets:
	1
	2
	2
	variable


Figure u27d—Native Info Venue Name element format

The Info ID field is equal to 4, which corresponds to the Venue Name element per Table u2.

The Length field is the length of the Venue Name element and is equal to 2 plus the size of the venue name field.
The Status Code is a 2-octet field with values drawn from Table 23.
The Venue Name field is a UTF-8 formatted field containing the venue’s name.  The maximum length of this field is 256 octets.  UTF-8 format shall be per RFC-3629.
10.3 MLME SAP Interface

10.3.1 
10.3.2 Scan

10.3.2.1 MLME-SCAN.request
10.3.2.2 MLME-SCAN.confirm
10.3.2.2.1 Function
10.3.2.2.2 Semantics of the service primitive

Add the following to the BSSDescription elements:

	Name
	Type
	Valid Range
	Description

	InterworkingCapability
	As defined in Interworking Capability element 

	As defined in frame format
	The values from the Interworking Capability information element if such an element was present in the Probe Response or Beacon.

	GASCapability
	As defined in GAS Capability element
	As defined in frame format
	The values from the GAS Capability information element if such an element was present in the Probe Response or Beacon.

	HESSID
	As defined in HESSID element
	As defined in frame format
	The values from the HESSID information element if such an element was present in the Probe Response or Beacon.

	Network Information
	As defined in Network Information element
	As defined in frame format
	The values from the Network Information element if such an element was present in the Probe Response of Beacon.


11 MLME

11.10 WLAN Interworking with External Networks Procedures

Insert the following new subclauses, renumbering figures and tables as appropriate:
11.10.4
Homogeneous Extended Service Set

A Homogenous ESS is a collection of BSSs wherein the set of reachable networks, defined by their SSIDs, and services provided by those networks available at any one BSS are available at all BSSs.  The HESSID is a 6-octet MAC address which identifies the homogeneous ESS.  All BSSs identified by an HESSID shall also be in the same mobility domain, if one is defined.  The HESSID value shall be identical to one of the BSSIDs in the homogeneous ESS.  Thus it is a globally unique identifier, which in conjunction with the SSID, is used to provide network identification for an SSPN.
11.10.5
Network Information

The Network Information element provides metadata, venue name and venue type information per 7.3.2.44 in Beacon and Probe Response frames to a non-AP STA to assist the non-AP STA with network selection.  When provided in Beacon and Probe Response frames, this information applies to all SSIDs configured on BSSID transmitted in those frames.
The Network Information element is optionally included in the SSIDC element (cf. 7.3.2.47).  When included in an SSIDC element, the information applies to only the SSID in the SSIDC and overrides the information provided in Beacon and Probe Response frames for that BSSID.
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Abstract


This document is a normative text proposal which adds venue type and venue name to the work of network-type assisted network selection (cf. 11-07-2219r2).  This document describes proposed changes to resolve CIDs: 1892, 1903.
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