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Introduction

LB#107 comment group 745 has two comments related to the encoding of the authentication type.  This submission addresses them by making the following changes:

· As suggested by CID 1046, the EAP type field is made 7 octets long to be compatible with Expanded EAP types as defined by RFC 3748
· The PPP inner authentication type is made two octets long to be compatible with all PPP type codes
Editing Instructions

7.3.2.44 Emergency Services Public Credential Information element

Change the paragraphs in the section as follows:

The Emergency Service Public Credential information element defined in Figure u15 provides a non-AP STA with information which public identifier to use to gain network access for emergency services along with the specific authentication type supported for that public identifier. 

	
	Element ID
	Length
	Emergency Authentication Type Control
	Emergency Authentication EAP Type
	Emergency Authentication Tunnelled Type (optional)
	Emergency Public Identifier

	Octets:
	1
	1
	1
	7
	2 or 7
	variable


Figure u15—Emergency Service Public Credential element description
The Element ID field is equal to the Emergency Services NAI value in Table 26.

The Length field shall be set to the length in octets of the Emergency Public Identifier field plus 8, if the Type control includes a tunnelled method or the length in octets of the Emergency Public Identifier field plus 10, if not.
The Emergency Authentication Type Control values are specified in Table u4, and is used to determine whether the Emergency Authentication Tunnelled Type field is present.
Table u4—Emergency Authentication Tunnelled Control Field Values
	Name
	Value

	Tunnelled Method not used
	0

	EAP based tunneling method 
	1

	PPP based tunneling method
	2

	Reserved
	3 – 255


The Emergency Authentication EAP Type is one of the EAP methods as specified in by IANA.  The format of the Emergency Authentication EAP Type field is shown in Figure u16, and is designed to accommodate Expanded EAP types.  When not used to communicate an Expanded EAP type, the Vendor-Id subfield and the first three octets of the Vendor-Type field are set to zero.  If the Emergency Authentication Type Control field indicates the presence of a tunnelled type, then this field represents the outer EAP type.
	
	Emergency Authentication EAP Type

	
	Vendor-Id
	Vendor-Type

	Octets:
	3
	4


Figure u16—Emergency Authentication EAP Type format


	
	

	
	

	
	

	
	

	
	


The presence and size of the Emergency Authentication Tunnelled Type field depends on the value of the Emergency Authentication Tunnelled Control field:
· If the Emergency Authentication Type Control field is set to 0, the Emergency Authentication Tunnelled type field is not present.
· If the Tunnelled Control field value is 1, the Emergency Authentication Tunnelled Type field is 7 octets long and describes an EAP type as shown in Figure u16.
· If the Tunnelled Control field value is 2, the Emergency Authentication Tunnelled Type value is 2 octets long and describes a PPP authentication type as specified in PPP IANA registry.
The Emergency Public Identifier field is a variable length field of Network Access Identifier (NAI) format as defined in RFC 4282.
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Abstract


This submission addresses LB#107 comment bucket 745, which describes authentication type encoding in the emergency services credential element.
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