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	CID
	Comment
	Proposed Resolution
	Resolution

	1950
	PSMP is a mechanism intended to provide improved quality of service, primarily for VoIP handsets, while attempting to limit power consumption of associated devices.  Typically this involves sending one frame each to many devices.  In this case, because the frames to the different STAs cannot be aggregated, it may make sense to use RIFS spacing between these frames in order to minimize STA power consumption by minimizing the PSMP exchange duration.  In all other cases it makes more sense to aggregate frames together rather than to transmit them with RIFS, both in terms of reliability as well as efficiency.
	Restrict the use of RIFS to frame exchanges within PSMP.
	Counter:
Added RIFS protection mechanisms per the changes contained in 11-07-2312/r0


	1951
	Depending on implementation, even some HT devices will find it difficult to detect RIFS bursts.  If the first frame of the burst is received in error, following frames in the burst may not be correctly detected.  Similarly, if an HT STA returns on-channel after background scanning or wakes from sleep in the middle of a RIFS burst, that burst may be undetectable if its received power falls below the power-based CCA threshold.  In such cases it's quite possible (if not probable) that the HT device will transmit over the RIFS burst.  This, combined with the fact that most RIFS frames will likely be unacknowledged, makes the use of RIFS unattatractive at best, as it not only causes the loss of some or all of the RIFS burst, but also the colliding frame(s) from the other associated HT client.
	Remove RIFS or determine a way to avoid RIFS-induced collisions in an HT BSS.  One potential method which doesn't entirely solve the problem but makes it much less likely is to severly limit the length of a RIFS burst at all times in an HT BSS.
	Counter:
See resolution to CID 1950

	1952
	RIFS bursts are either completely undetectable and/or cause unknown deleterious effects to legacy STAs (both AP and non-AP) or cause .  Merely protecting these bursts may not be sufficient to protect legacy clients.  Given that that OBSS detection is not mandatory and is difficult to determine even under the best of circumstances, disallowing the use of RIFS altogether is the safest approach to ensure compatibility with legacy devices.
	Remove RIFS or at least require that its use be prohibited when the OBSS Non-HT STAs Present field is set to 1.
	Counter:

See resolution to CID 1950

	1953
	Including RIFS in this ammendment greatly increases the number of possible transmit sequences, and therefore the number of sequences which may be received.  Since these sequences must all be tested to ensure spec compliance, the inclusion of RIFS has vastly increased the amount and level of testing required both by vendors and certification organizations.  The absence of testing nearly ensures incompatibility.  A feature that warrants so much additional testing effort and/or incompatibility risk should justify its inclusion in the 802.11 specification by providing equal or greater benefit.  In the case of RIFS, I do not feel that the marginal benefit, if any, outweighs the risk of its inclusion into the specification.
	Remove RIFS from the ammendment.
	Counter:

See resolution to CID 1950


Proposed Edits

TGn Editor: Modify Figure 112af of section 7.3.2.52.5 in TGn draft D2.02, changing B3 from “Reserved” to “RIFS Support”.

TGn Editor: Modify Table 43i of section 7.3.2.52.5 in TGn draft D2.02, adding the following row immediately after the row defining “PCO Transition Time”:

	RIFS Support
	Indicates the capability of the STA to receive RIFS-spaced transmissions
	Set to 0 if STA is not capable

Set to 1 if STA is capable


TGn Editor: Modify Table 43l of section 7.3.2.53 in TGn draft D2.02, replacing the row defining “RIFS Mode” with the following:

	RIFS Mode
	Indicates whether the use of RIFS requires protection within the BSS.

See 9.2.3.0b (RIFS) and 9.13.3.2

(RIFS protection)
	Set to 0 if protection is required
Set to 1 if protection is not required


TGn Editor: Modify the following text in section 9.13.3.1, “General”, as follows:

HT transmissions shall be protected if there are other STAs (HT or non-HT) that cannot interpret HT transmissions correctly. The fields HT Protection (#548),Non-greenfield HT (#20) STAs Present, and RIFS Mode in the HT Information element within the Beacon and Probe Response frames are used to determine if protection is required for transmission.  Rules for the interpretation and use of the RIFS Mode field are defined in 9.13.3.2.

TGn Editor: Modify the following text in section 9.13.3.2, “RIFS protection”, as follows:

An AP shall set the RIFS Mode (#2223) field of the HT Information element to 0 if one or more of the following conditions are met:
· the AP indicated a value of 0 in the RIFS Support field in its most recently transmitted HT Extended Capabilities IE, or 

· one or more associated HT-STAs indicated a value of 0 in the RIFS Support field in their most recently transmitted HT Extended Capabilities IE, or
· The HT Protection (#548) field is set to 3.

The AP may set the RIFS Mode (#2223) field to 0 if the HT Protection (#548) field is set to 1,  according to implementation-specific criteria (such as to protect legacy overlapping BSSs in the primary or secondary channels).

Otherwise the RIFS Mode (#2223) field shall be set to 1.

A STA that is associated with a BSS may protect RIFS sequences when the HT Protection (#548) field of the HT Information element transmitted by its AP is set to 1 (there may be non-HT STAs in either the primary or secondary channel or both).

When the RIFS Mode field of the HT Information Element is set to 0, a STA that is associated with a BSS shall protect transmitted RIFS sequences using one of the protection mechanisms defined in Table 70b (Applicable HT protection mechanisms)  If the RIFS Mode field of the HT Information Element is set to 1, protection may or may not be required in accordance with 9.13.3.1.

TGn Editor: Modify the following text in section 11.15.1, “Basic functionality in BSS 20/40 MHz mode”, as follows:

The HT AP indicates protection requirements in the BSS through the HT Protection (#548) field,Nongreenfield HT (#20) STAs Present field, and RIFS Mode field of the HT Information element as well as the Use_Protection (#33) field of the ERP Information element. Protection requirements for different settings of these fields are defined in 9.13.
TGn Editor: Delete section 20.3.21.7, “Reduced interframe Space (RIFS)”, which currently contains the following text:

The receiver shall be able to decode a packet that was transmitted by a STA with a RIFS separation from the previous packet.
TGn Editor: In annex A.4.18.1, “HT MAC features” modify the row identified by HTM6.1 as follows, where “…” indicates no changes: 
	HTM6.1
	Protection of RIFS sequences.
	 …


TGn Editor: On p. 355 on or around line 59, modify the “dot11RIFSMode”entry as follows:

dot11RIFSMode OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current

DESCRIPTION
“This attribute, when FALSE, indicates that RIFS sequences
shall be protected in the BSS. The default value of this attribute
is TRUE.”

::= { dot11OperationEntry 22 }
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Abstract


This document contains proposed resolutions for CIDs 1950-1953 regarding RIFS bursting.  The changes detailed herein make the reception of RIFS-spaced frames optional for HT devices.  A capability bit is added to the Extended HT Capabilities IE to signal an HT device’s support for RIFS reception.  A conflict in the setting of the RIFS Mode field is resolved by changing that field’s definition from whether or not RIFS is allowed at all to whether or not protection is required when sending RIFS sequences.  When this field is set to 0 (to maintain compatibility with the existing polarity), transmitted RIFS sequences must be protected in the same manner that HT transmissions must be protected when non-HT STAs are associated.  This allows non-RIFS STAs to to avoid having to receive RIFS while still allowing the use of RIFS when legacy or non-RIFS STAs are associated, so long as adequate protection is used.
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