July 2007

doc.: IEEE 802.11-07/2080r0

IEEE P802.11
Wireless LANs

	TGy LB106 Submission for DSE comments

	Date:  2007-07-10

	Author(s):

	Name
	Affiliation
	Address
	Phone
	email

	Peter Ecclesine
	Cisco Systems
	170 W. Tasman Dr., San Jose, CA 95134
	408-527-0815
	petere@cisco.com

	
	
	
	
	



Introduction

Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGy Draft.  This introduction, is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGy Draft (i.e. they are instructions to the 802.11 editor on how to merge the TGy amendment with the baseline documents).

TGy Editor:  Editing instructions preceded by “TGy Editor” are instructions to the TGy editor to modify existing material in the TGy draft.   As a result of adopting the changes, the TGy editor will execute the instructions rather than copy them to the TGy Draft.

Summission Note: Notes to the reader of this submission are not part of the motion to adopt.  These notes are there to clarify or provide context.

Clause 3
CIDs: 2034, 2035, 2049, 2050, 2051
Discussion:

In 11y/D3.0:

	2034
	3.34a
	1
	53
	E
	N
	All messages in digital wireless communication are coded. The sentence should read "… upon its ability to continue to receive messages from the enabling AP."
	Change text as suggested


Propose Accept Comment 2034.

	2051
	3.34a
	1
	54
	T
	Y
	The text speaks of an association between the dependent STA and the enabling AP.

However, this is confusing because I understand that this is not intended to be an 802.11 association.
	Modify nomenclature to call relationship between the dependent STA and the enabling AP a "registration"


Proposed Comment Resolution: “As the FCC uses "registration" for licensed operators and stations in required databases and regulations, it would be very confusing to replace "enablement" with "registration"”. Propose Reject Comment 2051.

	2049
	3.34b
	1
	59
	T
	Y
	Definition uses term "restricted channel"

However, this is not defined anywhere
	Define "restricted channel"

A similar comment applies to 3.48a, which defines "restricted bands"


Proposed Comment Resolution: “Adding definition of restricted channel “, which is a channel where transmission is restricted to licensed operators and stations operating under their control”.” Propose Accept in Principle Comment 2049.
	2035
	3.48a
	1
	61
	E
	N
	All messages in digital wireless communication are coded. "An AP that broadcasts coded signals" is a very obscure definition. It's misleading because readers may think that the successful detection of a preamble or other parts of an AP's beacon may be sufficient for the dependent STA to be allowed to transmit. As far as I understand, the dependent STA must successfully receive an enabling AP's beacon frame to interpret the IEs within.
	"3.48a enabling AP: An AP that broadcasts information that are used by dependent STAs to determine which restricted bands they may use."


	2050
	3.54a
	1
	65
	E
	Y
	The text uses "station"

However, "STA" would be more consistent with the rest of clause 3
	Replace "station" with STA

Similar comment applies to other clauses in draft


Propose Accept Comments 2035 and 2050 without discussion.

Proposed Resolution:

Accept: 2034, 2035 and 2050
Accept in Principle: based on discussion and editorial instructions in 07/2080r0; 2049
Reject: based on discussion in 07/2080r0; 2051
Editorial Instructions:

Tgy Editor: change text in 3, pg 1, D3.0 as follows
3.34a dependent STA: A station that must receive and successfully decode an enabling signal before it is allowed to transmit. Once enabled byassociated with an enabling AP, the dependent STA’s operation becomes contingent upon its ability to continue to receivedecode messages from the enabling AP. 

3.34b dependent STA enablement (DSE): The process by which a dependent STA gains permission to transmit on a restricted channel, which is a channel where transmission is restricted to licensed operators and stations operating under their control. 

3.48a enabling AP: An AP that broadcasts informationcoded signals that are used by dependant STAs to determine which restricted bands they may use. Restricted bands are those where transmission is restricted to licensed operators and stations operating under their control.
3.54a fixed stationSTA:  A station that is only authorized to operate at a specific location.  

Clause 5
Tgy Editor: insert text after Clause 4 DSE, pg 2 line 15, D3.0 as follows 

5.1.1.1 The wireless station (STA) 
Change the first paragraph of 5.1.1.1 as shown:

In wired LANs, an address is equivalent to a physical location. This is implicitly assumed in the design of

wired LANs. In the design of wired LANs it is implicitly assumed that an address is equivalent to a physical location. In IEEE 802.11, the addressable unit is a station (STA). The term implies no more than the origin or/and destination of a message. Physical and operational characteristics are defined by modifiers that are placed in front of the term STA. For example, in the case of location and mobility, the addressable units are the Fixed STA, the Portable STA and the Mobile STA. The STA is a message destination, but not (in general) a fixed location.

Conceptually, it is important to realize that a station can take on multiple distinct characteristics, each of which shape its function. For example, a single addressable unit can simultaneously be a Portable STA, a QoS STA, a Dependant STA and a Hidden STA.
Insert new text after 5.2.7.11:
5.2.8 Operation in licensed frequency bands 
 
5.2.8.1 Types of licenses
License types are frequency band specific, with either exclusive use or shared use in a given area. The types of licenses available continue to evolve as radios and service requirements evolve.
 
5.2.8.2 Operational logic and regulatory privileges
In the regulatory domain, a wireless device must adhere to published operational procedures as a condition of a license or as a condition for an exemption from needing a license. In order to meet this requirement a wireless device or its license holder may have to change how the device is operated in differing circumstances. For example, a station may have to change its behaviour or even cease operation while moving.
In addition, a STA may gain permission to operate in an enhanced manner through a registration and declaration process specified by a regulatory authority. These enhancements are referred to as the registered STA’s privileges.
The base level privilege of a Registered STA is the ability to operate autonomously in a licensed band (it does not need to hear an enabling signal)
Registration may also entitle a station to additional privileges that are further shaped by conditional operational procedures. 
For example, if regulations stated that:
1.       A fixed STA that is a registered STA may use higher power
2.       A control STA that is a registered STA may take responsibility for dependant stations
The following scenario could arise:
·                                 An enabling AP that is also a fixed STA could use increased power to reach potential dependant STAs.
·                                 A portable STA may be granted permission to be an enabling AP, but it may not be permitted to operate at higher power in order to reach potential dependant stations.
5.3 Logical service interfaces
Change text at end of table in Clause 5.3
a) Authentication

b) Association

c) Deauthentication

d) Disassociation

e) Distribution

f) Integration

g) Data confidentiality

h) Reassociation

i) MSDU delivery

j) DFS

k) TPC

l) Higher layer timer synchronization (QoS facility only)

m) QoS traffic scheduling (QoS facility only)

n) Radio measurement
o) DSE
5.3.1 SS
Change text at end of table in Clause 5.3.1
a) Authentication

b) Deauthentication

c) Confidentiality
d) MSDU delivery

e) DFS

f) TPC

g) Higher layer timer synchronization (QoS facility only)

h) QoS traffic scheduling (QoS facility only)

i) Radio measurement

j) DSE

5.3.2 DSS

Change text at end of table in Clause 5.3.2

a) Authentication

b) Disassociation

c) Distribution

d) Integration

e) Reassociation

f) QoS traffic scheduling (QoS facility only)

g) DSE

Clause 7

CIDs: 2020, 2022, 2028, 2054

	2022
	7.2.3.1
	3
	20
	E
	 
	If a description of how a dependent STA comes under the control of an enabling AP is created (maybe in response to other unsatisfied comments, e.g. LB104 1034 or 1101), then the variable dot11LCIDSERequired should be renamed globally to something more descriptive of enablement.
	Per comment


	2054
	7.3.2.21.11
	6
	39
	T
	Y
	The text refers to the AP with which the STA is associated.

However, it is unclear if this is the enabling AP (with which it is registered)  or the local AP (with which it is associated - in 802.11 speak)
	Clarify to which AP the clause applies.

If it is the enabling AP, how does the STA return the report if it cannot actually communicate directly with the enabling AP


Commenter notes ambiguity about STA sending DSE request. Proposed Comment Resolution: “It is mandatory to generate a report in response to a request from either the enabling AP or the AP with which it is associated.”
Propose Accept Comment 2054.
Tgy Editor: Change second sentence in 7.3.2.21.11 pg 6 line 38 in D3.0
"It is mandatory for a STA in a BSS with dot11LCIDSERequired true to generate a DSE report in response to a DSE request if the request is received from the AP with which it is associated or the enabling AP, and dot11LCIDSERequired is true.”

Tgy Editor: Replace figure 79m of 7.3.2.21.11, pg 6 line 25, D3.0 as follows 

	
	
	
	
	
	
	

	
	RequesterSTAAddress
	ResponderSTAAddress
	Regulatory Class
	Channel Number
	Measurement Start Time
	Measurement Duration

	Octets:
	6
	6
	1
	1
	8
	2


Tgy Editor: insert text after second paragraph of 7.3.2.21.11, pg 6 line 42, D3.0 as follows 

The RequesterSTAAddress is the individual MAC address of the requesting STA that grants enablement. The length of the RequesterSTAAddress field is six octets.

The ResponderSTAAddress is the individual MAC address of the responding STA that operates based on the enablement. The length of the ResponderSTAAddress field is six octets.

Tgy Editor: Replace figure 85p of 7.3.2.22.11, pg 7 line 27, D3.0 as follows 

	
	
	
	
	
	
	
	

	
	RequesterSTAAddress
	ResponderSTAAddress
	Regulatory Class
	Channel Number
	Actual Measurement Start Time
	Measurement Duration
	Reported DSE LCIs

	Octets:
	6
	6
	1
	1
	8
	2
	variable


Tgy Editor: insert text before second paragraph of 7.3.2.22.11, pg 6 line 37, D3.0 as follows 

The RequesterSTAAddress is the individual MAC address of the requesting STA that grants enablement. The length of the RequesterSTAAddress field is six octets.

The ResponderSTAAddress is the individual MAC address of the responding STA that operates based on the enablement. The length of the ResponderSTAAddress field is six octets.

	2028
	7.3.2.49
	9
	60
	T
	N
	The impact of being in a National Policy Area or border is undescribed. It must have some impact else it need not exist. E.g. How should STA behavior change in this case?
	Describe (perhaps in clause 11) the need/use of this bit 


Commenter notes signaling of presence within a National Policy area or near a national border and asks for description of some implications of such signaling.Proposed Comment Resolution: “Clause 11.14 rewrite discusses both the setting and reception of RegLoc Agreement.”
Propose Accept in Principle Comment 2028.
	2020
	7.4
	11
	23
	T
	 
	If a description of how a dependent STA comes under the control of an enabling AP is created (maybe in response to other unsatisfied comments, e.g. LB104 1034 or 1101), and other Action frames are defined, then DSERegisteredLocationAnnouncement should be moved from Spectrum management into a new catagory of Action frames that involve dependent stations.
	Per comment


Comment 1142 11.14.1, asks if fixed stations are APs? Proposed Comment Resolution: “Insert clarifying sentence ‘A fixed station is an AP that broadcasts its registered location.’ and change definition term to ‘fixed station’.” Propose Accept Comment 1142.
Proposed Resolution:

Accept: 2054

Accept in Principle based on discussion and editorial instructions in 07/2080r0: 2028
Editorial Instructions:

Tgy Editor: Change Table 26 DSE registered location Length, pg 5 line 45, D3.0 as shown below:

“2022”
Tgy Editor: Replace Figure 85q, pg 8 line 3, D3.0 as shown below:
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Tgy Editor: Replace Figure 112z, pg 9 line 8, D3.0 as shown below:
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Tgy Editor: Change third sentence of 7.3.2.49, pg 9 line 41, D3.0 as shown below:

“The length field is set to 1820.”

Tgy Editor: Insert new text before NOTE of 7.3.2.49, pg 10 line 4, D3.0 as shown below:

Regulatory Class indicates the channel set for which the enablement request or report or announcement applies. Regulatory Class and Channel Number together specify the channel frequency and channel bandwidth for which the report applies. Valid values of Regulatory Class are shown in Annex J.

Channel Number indicates the channel number for which the enablement request or report or announcement applies. Channel Number is defined within a Regulatory Class as shown in Annex J.

Tgy Editor: Change part of Table 44 of 7.4.1, pg 11 line 54, D3.0 as shown below:

Table 44—Spectrum management Action Value field values

	Action Value field value
	Description

	6
	DSE Registered Location Announcement

	7
	DSE Enablement

	8
	DSE Deenablement

	59-255
	Reserved


Tgy Editor: insert text after 7.4.1.7, pg 12 line 44, D3.0 as follows 

7.4.1.8 DSE enablement frame format

The DSE enablement frame is an Action frame. It is transmitted by a DSE STA as part of enablement. The format of the DSE enablement frame body is shown in Figure 117c.
	
	
	
	
	
	
	

	
	Category
	Action Value
	RequesterSTAAddress
	ResponderSTAAddress
	Reason Result Code
	Enablement Identifier

	Octets:
	1
	1
	6
	6
	1
	2


Figure 117c—DSE enablement frame body format
The Category field is set to 0 (representing spectrum management).

The Action Value field is set to indicate a DSE enablement frame.

The RequesterSTAAddress is the individual MAC address of the requesting STA that initiates the enablement process. The length of the RequesterSTAAddress field is six octets.

The ResponderSTAAddress is the individual MAC address of the responding STA that grants the enablement. The length of the ResponderSTAAddress field is six octets.
The Enablement Identifier is a 16-bit number assigned by an enabling AP to a dependent STA, otherwise it is zero.

The Reason Result Code field is used to indicate the reason that an unsolicited notification management frame of

Type DSE enablement was generated. The length of the Reason Result Code field is one octet. The Reason Result Codes that have been allocated are shown in Table 7-44a.
Table 7-44a—Reason result code field values

	Reason Result Code field value
	Description

	0
	Reserved

	1
	Unspecified reason

	2
	Request enablement

	3
	Success

	4
	The request has been declined

	5
	The request has not been successful as one or more parameters have invalid values

	6
	Enablement denied because enabling AP is unable to handle additional dependent STAs

	7
	Handshake timeout

	8
	The Peer STA is not reachable

	9-255
	Reserved


7.4.1.9 DSE deenablement frame format

The DSE deenablement frame is an Action frame. It is transmitted by a DSE STA as part of deenablement. The format of the DSE deenablement frame body is shown in Figure 117d.

	
	
	
	
	
	

	
	Category
	Action Value
	RequesterSTAAddress
	ResponderSTAAddress
	Reason Result Code

	Octets:
	1
	1
	6
	6
	1


Figure 117d—DSE deenablement frame body format
The Category field is set to 0 (representing spectrum management).

The Action Value field is set to indicate a DSE deenablement frame.

The RequesterSTAAddress is the individual MAC address of the requesting STA that initiates the deenablement process. The length of the RequesterSTAAddress field is six octets.

The ResponderSTAAddress is the individual MAC address of the responding STA that grants the deenablement. The length of the ResponderSTAAddress field is six octets.

The Reason Result Code field is used to indicate the reason that an unsolicited notification management frame of

Type DSE deenablement was generated. The length of the Reason Result Code field is one octet. The Reason Result Codes that have been allocated are shown in Table 7-44b.
Table 7-44b—Reason result code field values

	Reason Result Code field value
	Description

	0
	Reserved

	1
	Unspecified reason

	2
	Request deenablement

	3
	Success

	4
	The request has been declined

	5
	The request has not been successful as one or more parameters have invalid values

	6
	Reserved

	7
	Reserved

	8
	The Peer STA is not reachable

	9-255
	Reserved


Clause 9.8.1
Tgy Editor: insert text after 9.8, pg 13 line 6, D3.0 as follows 

9.8.1 Operation upon entering a regulatory domain

Insert text at end of second paragraph of 9.8.1:
When a STA enters a regulatory domain, it shall passively scan to learn at least one valid channel, i.e., a channel upon which it detects IEEE 802.11 frames. The Beacon frame contains information on the country code, the maximum allowable transmit power, and the channels to be used for the regulatory domain. Optionally, the Beacon frame may also include, on a periodic basis, the regulatory information that would be returned in a Probe Response frame. When DSE dependent STA operation is required in a regulatory domain, a dependent STA may be required to receive a Beacon frame signalling dependent enablement (11.14.3), and may need to continue passive scanning to receive such a Beacon frame directly from an enabling AP. Once the STA has acquired the information so that it is able to meet the transmit requirements of the regulatory domain, it shall transmit a Probe Request to an AP to gain the additional regulatory domain information contained in the Probe Response frame, unless the information was previously received in a Beacon frame. The STA then has sufficient information available to configure its PHY for operation in the regulatory domain.
Tgy Editor: insert text after 10.3.36.4.4, pg 23 line 56, D3.0 as follows 

10.3.37 Enablement
This mechanism supports the process of establishing an enablement relationship with a peer MAC entity.
10.3.37.1 MLME-ENABLEMENT.request

10.3.37.1.1 Function

This primitive requests enablement with a specified peer MAC entity.
10.3.37.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-ENABLEMENT.request(

RequesterSTAAddress,
ResponderSTAAddress,
EnablementTimeLimit,

VendorSpecificInfo
)
	Name
	Type
	Valid range
	Description

	RequesterSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the MAC entity which initiates the enablement process.

	ResponderSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the MAC entity of the enabling AP.

	EnablementTimeLimit
	Integer
	≥ 1
	Specifies a time limit (in TU) after which the enablement process will be terminated.

	VendorSpecificInfo


	A set of information elements
	As defined in

7.3.2.26


	Zero or more information elements.




10.3.37.1.3 When generated

This primitive is generated by the SME for a STA to establish enablement with a specified peer MAC entity in order to permit Class 2 frames to be exchanged between the two STAs. During the enablement procedure, the SME can generate additional MLME-ENABLEMENT.request primitives.
10.3.37.1.4 Effect of receipt

This primitive initiates an enablement procedure. The MLME subsequently issues a MLME-ENABLEMENT.confirm that reflects the results.
10.3.37.2 MLME-ENABLEMENT.confirm

10.3.37.2.1 Function

This primitive reports the results of an enablement attempt with a specified peer MAC entity.
10.3.37.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-ENABLEMENT.confirm(

RequesterSTAAddress,

ResponderSTAAddress,

ResultCode,

VendorSpecificInfo
)
	Name
	Type
	Valid range
	Description

	RequesterSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the MAC entity which initiated the enablement process. This value must match the RequesterSTAAddress parameter specified in the corresponding MLME-ENABLEMENT.request.

	ResponderSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which the enablement process was attempted. This value must match the ResponderSTAAddress parameter specified in the corresponding MLME-ENABLEMENT.request.

	ResultCode
	Enumeration
	SUCCESS,

INVALID_

PARAMETERS,

TIMEOUT,

TOO_MANY_

SIMULTANEOUS_

REQUESTS,

REFUSED
	Indicates the result of MLME-ENABLEMENT.request.


	VendorSpecificInfo


	A set of information elements
	As defined in

7.3.2.26


	Zero or more information elements.




10.3.37.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-ENABLEMENT.request for enablement with a specified peer MAC entity.
10.3.37.2.4 Effect of receipt

The SME is notified of the results of the enablement procedure.

10.3.37.3 MLME-ENABLEMENT.indication

10.3.37.3.1 Function

This primitive indicates receipt of a request from a specific peer MAC entity to establish an enablement relationship with the STA processing this primitive.
10.3.37.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-ENABLEMENT.indication
(

RequesterSTAAddress,
ResponderSTAAddress,
VendorSpecificInfo
)
	Name
	Type
	Valid range
	Description

	RequesterSTAAddress
	MACAddress
	Any valid individual MAC Address

	Specifies the address of the peer MAC entity which initiated the enablement relationship.

	ResponderSTAAddress
	MACAddress
	Any valid individual MAC Address
	Specifies the address of the peer MAC entity which is the enabling AP.

	VendorSpecificInfo


	A set of information elements
	As defined in

7.3.2.26


	Zero or more information elements.




10.3.37.3.3 When generated

This primitive is generated by the MLME as a result of the receipt of an enablement request from a specific peer MAC entity.
10.3.37.3.4 Effect of receipt

The SME is notified of the receipt of this enablement request.

10.3.37.4 MLME-ENABLEMENT.response

10.3.37.4.1 Function

This primitive is used to send a response to a specific peer MAC entity that requested enablement with the STA that issued this primitive.
10.3.37.4.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-ENABLEMENT.response(

RequesterSTAAddress,
ResponderSTAAddress,
ResultCode,

EnablementIdentifier,

VendorSpecificInfo
)
	Name
	Type
	Valid range
	Description

	RequesterSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity which initiated the enablement relationship.

	ResponderSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity which is the enabling AP.

	ResultCode
	Integer
	SUCCESS, REFUSED
	Indicates the result response to the enablement request from the peer MAC entity.

	EnablementIdentifier
	Integer
	0-65535
	Specifies the dependent enablement identifier.

	VendorSpecificInfo


	A set of information elements
	As defined in

7.3.2.26


	Zero or more information elements.




10.3.37.4.3 When generated

This primitive is generated by the SME of a STA as a response to an MLME-ENABLEMENT.indication primitive.
10.3.37.4.4 Effect of receipt

This primitive initiates transmission of a response to the specific peer MAC entity that requested enablement.
10.3.38 Deenablement
This mechanism supports the process of invalidating an enablement relationship with a peer MAC entity.
10.3.38.1 MLME-DEENABLEMENT.request

10.3.38.1.1 Function

This primitive requests that the enablement relationship with a specified peer MAC entity be invalidated.
10.3.38.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-DEENABLEMENT.request(

RequesterSTAAddress,
ResponderSTAAddress,
ReasonCode,

VendorSpecificInfo
)
	Name
	Type
	Valid range
	Description

	RequesterSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with initiating the deenablement process.

	ResponderSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity which become deenabled in the process.

	ReasonCode
	As defined in frame format
	As defined in frame format
	Specifies the reason for initiating the deenablement procedure.

	VendorSpecificInfo


	A set of information elements
	As defined in

7.3.2.26


	Zero or more information elements.




10.3.38.1.3 When generated

This primitive is generated by the SME for a STA to invalidate enablement with a specified peer MAC entity in order to prevent the exchange of Class 2 frames between the two STAs. During the deenablement procedure, the SME can generate additional MLME-DEENABLEMENT.request primitives.
10.3.38.1.4 Effect of receipt

This primitive initiates a deenablement procedure. The MLME subsequently issues a MLME-DEENABLEMENT.confirm that reflects the results.

10.3.38.2 MLME-DEENABLEMENT.confirm

10.3.38.2.1 Function

This primitive reports the results of a deenablement attempt with a specified peer MAC entity.
10.3.38.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-DEENABLEMENT.confirm(

PeerSTAAddress,

ResponderSTAAddress,

ResultCode,

VendorSpecificInfo
)
	Name
	Type
	Valid range
	Description

	RequesterSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity which initiated the deenablement process. This value must match the RequesterSTAAddress parameter specified in the corresponding MLME-DEENABLEMENT.request.

	ResponderSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which the deenablement process was attempted. This value must match the ResponderSTAAddress parameter specified in the corresponding MLME-DEENABLEMENT.request.

	ResultCode
	Enumeration
	SUCCESS,

INVALID_

PARAMETERS,

TOO_MANY_

SIMULTANEOUS_

REQUESTS
	Indicates the result of MLME-DEENABLEMENT.request.


	VendorSpecificInfo


	A set of information elements
	As defined in

7.3.2.26


	Zero or more information elements.




10.3.38.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-DEENABLEMENT.request to invalidate the enablement relationship with a specified peer MAC entity.

10.3.38.2.4 Effect of receipt

The SME is notified of the results of the deenablement procedure.

10.3.38.3 MLME-DEENABLEMENT.indication

10.3.38.3.1 Function

This primitive reports the invalidation of an enablement relationship with a specific peer MAC entity.
10.3.38.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-DEENABLEMENT.indication
(

RequesterSTAAddress,
ResponderSTAAddress,

ReasonCode,
VendorSpecificInfo
)
	Name
	Type
	Valid range
	Description

	RequesterSTAAddress
	MACAddress
	Any valid individual MAC Address

	Specifies the address of the peer MAC entity with which the enablement relationship was invalidated.

	ResponderSTAAddress
	MACAddress
	Any valid individual MAC Address

	Specifies the address of the peer MAC entity with which the enablement relationship was invalidated.

	ReasonCode
	As defined in frame format
	As defined in frame format
	Specifies the reason the deenablement procedure was initiated.

	VendorSpecificInfo


	A set of information elements
	As defined in

7.3.2.26


	Zero or more information elements.




10.3.38.3.3 When generated

This primitive is generated by the MLME as a result of the invalidation of an enablement relationship with a specific peer MAC entity.
10.3.38.3.4 Effect of receipt

The SME is notified of the invalidation of the specific enablement relationship.

Clause 11.3
Tgy Editor: insert text after 11., pg 24 line 3, D3.0 as follows
11.3 STA authentication and association

Change first two paragraphs of 11.3 as shown:
A STA keeps two state variables for each STA with which direct communication via the WM is needed:
— Authentication state: The values are unauthenticated and authenticated.
— Association state: The values are unassociated and associated.
These two variables create three local states for each remote STA:
— State 1: Initial start state, unauthenticated, unassociated.
— State 2: Authenticated, not associated.
— State 3: Authenticated and associated.
 

 When dot11LCIDSERequired is true, requirements of enablement (allowed frame types) apply, as specified in 11.14. 
Clause 11.14
CIDs: 2030, 2031, 2032, 2033, 2038, 2040, 2042, 2052, 2055, 2056, 2057, 2058, 2059, 2060, 2069
	2042
	General
	 
	 
	E
	Y
	dot11AssociateFailHoldTime is used three times in the document.

It should be dot11DSEAssociateFailHoldTime’.
	Fix


	2055
	11.14
	25
	64
	T
	Y
	Page 40 says the DSE procedures (defined in 11.14) are only used when dot11DSERequired is true

However, line 64 covers the case when  dot11DSERequired is false
	Remove reference to dot11DSERequired when false


Propose Accept Comments 2042 and 2055.

	2056
	11.14
	25
	50
	T
	Y
	The text refers to "frequency band"

However, "frequency band" is not defined
	Define "frequency band" in this context


Proposed Comment Resolution: “Will insert clarifying example ‘(e.g. 3.65 GHz and 4.9 GHz)’ and rewrite to remove second occurrence.” Propose Accept in Principle Comment 2056.

	2057
	11.14
	25
	50
	T
	Y
	The text defines various parameters indexed by frequency band

However they do not seem to be indexed by frequency band in the MIB.
	Fix, or explain why not


Proposed Comment Resolution: “Will rewrite to remove apparent MIB indexing.” Propose Accept Comment 2057.

	2052
	11.14
	 
	 
	T
	Y
	This is  similar comment to one I made in the last LB that was not addressed because I acidently marked it as not required

My understanding of the intent of 11y is as follows:
* Dependent AP hears enabling AP
* Dependent AP registers with enabling AP, either over the air or via wire (noting the dependent AP may be a low power device unable to communicate with the enabling AP)
* Enabling AP accepts registration from dependent AP and allocates unique indentity to dependent AP
* Dependent STA hears enabling AP, either over the air or via wire
* Dependent STA registers with enabling AP, either over the air or via wire  (noting the dependent AP may be a low power device unable to communicate with the enabling AP)
* Enabling AP accepts registration from dependent STA  and allocates unique indentity to dependent STA
* Both the dependent AP and the dependent STA may operate normally while they regularly hear the enabling AP

However, if this underdstanding is correct then there are lots of unanswered questions in the draft
* Where is all this described in the text?
* What protocol is used for a dependent STA or a dependent AP to communicate with the enabling AP, over the wire (possibly in a different subnet) or over the air?
* Is the dependent STA allowed to associate with the dependent AP for the purpose of registering over the wire with the enabling AP? The text in 11.14.3 implies not.
* ...
	The text needs to be completely rewritten to describe intent completely


Proposed Comment Resolution: “Will rewrite to remove concurrent associations.” Propose Accept in Principle Comment 2052.

Proposed Resolution:

Accept: 2042, 2055, 2057

Accept in Principle: based on discussion and editorial instructions in 07/2080r0; 2052, 2056
Editorial Instructions:

Tgy Editor: change third through fifth paragraphs of 11.14 pg 25 line 48-65, D3.0 as follows
STAs shall use the DSE procedures defined in this subclause if dot11RegLocRequired or dot11LCIDSERequired is true.  dot11DSERequired and dot11ExtendedChannelSwitchImplemented  shall be true when regulatory authorities require DSE. Dot11DSERequiredIt may also be set to false to configure STAs to operate as registered STAs. true in other circumstances. If licensees in more than one frequency band of a country use DSE procedures, then each dot11RegLocRequired, each dot11DSERequired, and each dot11ExtendedChannelSwitchImplemented shall be specific to a frequency band using the DSE procedures of that country. For each frequency band using the DSE procedures, the corresponding dot11ExtendedChannelSwitchImplemented shall be true.
The DSE procedures provide for the following:

 --—Fixed STAstation and enabling AP operation

 --—Creation of a Basic Service Area for dependent station operation

 --—Dependent STA operation with DSE

For the purpose of DSE, a STA with dot11DSERequired set to false shall not respond to the DSE registered location request unless dot11RegLocRequired is set to true.
Tgy Editor: Insert new text before existing 11.14.1  pg 26 line 1, D3.0 as follows
11.14.1 Enablement and deenablement
This subclause describes the procedures used for IEEE 802.11 enablement and deenablement. A STA keeps a state variable for each STA with which enablement communication is needed:
— Enablement state: The values are unenabled and enabled.
The other states used in this description are defined in 11.3.
11.14.1.1 Enablement‑originating STA

Upon receipt of an MLME-ENABLEMENT.request primitive, the originating STA shall become enabled with the indicated STA using the following procedure:

a) In an ESS, or optionally in an IBSS, the STA shall execute the enablement mechanism described herein. 
Enablement utilizes a two-message transaction sequence. The first message asserts identity and requests enablement. The second message returns the enablement result. If the result is “successful,” the requesting STA shall be declared enabled.The STA initiating the authentication exchange is referred to as the requester, and the enabling AP to which the initial frame in the exchange is directed is referred to as the responder.
First frame

— Message type: Management

— Message subtype: Action DSE enablement
— Information items:

• STA Identity Assertion (in RequesterSTAAddress)
• Enabling AP Identity Assertion (in ResponderSTAAddress)

• Reason Result Code = 2
• Enablement identifier = 0

— Direction of message: From requester to responder

Final frame

— Message type: Management

— Message subtype: Action DSE enablement
— Information items:

• STA Identity Assertion (in RequesterSTAAddress)

• Enabling AP Identity Assertion (in ResponderSTAAddress)

• Enablement identifier
• The result of the requested enablement as defined in 7.4.1.7
— Direction of message: From responder to requester

b) If the enablement was successful, the state variable for the indicated STA shall be set to State 2.

c) The STA shall issue an MLME-ENABLEMENT.confirm primitive to inform the SME of the result of the enablement.

11.14.1.2 Enablement‑destination STA

Upon receipt of an Action frame with DSE enablement Request Result Code = 2, the

destination STA shall enable the requesting STA using the following procedure:

a) The STA shall create a response frame with the enablement status as defined in 7.4.1.7 set in the Request Result Code, and a unique dependent enablement identifier if enablement was successful.
Final frame

— Message type: Management

— Message subtype: Action DSE enablement

— Information items:

• STA Identity Assertion (in RequesterSTAAddress)

• Enabling AP Identity Assertion (in ResponderSTAAddress)

• Enablement identifier

• The result of the requested enablement as defined in 7.4.1.7

— Direction of message: From responder to requester

b) If the enablement was successful, the state variable for the indicated STA shall be set to State 2.

c) The STA shall issue an MLME-ENABLEMENT.indication primitive to inform the SME of the enablement.

11.14.1.3 Deenablement‑originating STA

Upon receipt of an MLME-DEENABLEMENT.request primitive, the originating STA shall

deenable with the indicated STA using the following procedure:

a) If the state variable for the indicated STA is in State 2 or State 3, the STA shall send a

DSE deenablement frame to the indicated STA.

b) The state variable for the indicated STA shall be set to State 1.

c) The STA shall issue an MLME-DEENABLEMENT.confirm primitive to inform the SME of the

completion of the deenablement.

11.14.1.4 Deenablement‑destination STA

Upon receipt of a Deenablement frame, the destination STA shall deenable with the indicated STA

using the following procedure:

a) The state variable for the indicated STA shall be set to State 1.

b) The STA shall issue an MLME-DEENABLEMENT.indication primitive to inform the SME of

the deenablement.

	2069
	11.14.1
	26
	3
	T
	N
	What is the difference between a "fixed station" and an enabling AP" It seems like they are the same.
	Clarify.


Propose Accept Comment 2069
Proposed Resolution:

Accept: 2069
Editorial Instructions:

Tgy Editor: change text in 11.14.1, pg 26, D3.0 as follows
11.14.2 Fixed STAstation and enabling AP operation

A fixed station is an AP that broadcasts its registered location, and is restricted from enabling other stations. Fixed STAsstations and enabling APs shall have dot11RegLocRequired set to true, and dot11DSERequired set to false. They shall transmit the DSE registered location element in every beacon, and shall set the Dependent STA bit in the DSE registered location element to 0. If the registered location of the fixed or enabling AP is within a national policy area, such as within a Fixed Satellite Service exclusion zone, or the registered location is within an international agreement area near a national border, the RegLoc Agreement bit in the DSE registered location element shall be set to1, signifying to other stations that additional restrictions on STAs with directional antennas may apply, otherwise it shall be set to 0.
The DSE registered location element Latitude, Longitude and Altitude fields shall be reported at their best known resolutions, which may exceed the resolutions required by regulatory authorities. The Altitude Type shall be 3, Height Above Ground meters (altitude in meters above adjacent terrain), unless another altitude type is required for operation in the regulatory domain. The Datum value shall be 1 (World Geodetic System 1984), unless another datum is required for operation in the regulatory domain. 

	2030
	11.14.2
	26
	24
	E
	N
	Typo? "dependentstaenabled"
	Fix typo


Proposed Comment Resolution: “Not a typo, see Page 44 line 58. Per CID 2007, dot11RegLocDSE is changed to TruthValue, then this becomes "true".” Propose Accept in Principle Comment 2032.

Proposed Resolution:

Accept in Principle: based on discussion and editorial instructions in 07/2080r0; 2030
Editorial Instructions:

Tgy Editor: change text in 11.14.2, pg 26, D3.0 as follows
11.14.3 Creation of a DSE service area for dependent station operation

An enabling AP may allow the creation of a DSE service area for dependent STA operation where regulatory requirements permit. An enabling AP sets dot11RegLocDSE to truedependentstaenabled, and signifies the creation of a DSE service area by setting the RegLoc DSE bit in the DSE registered location element to 1. Dependent STA operation is conditional on receiving and decoding a DSE registered location element with RegLoc DSE bit set to 1 directly from an enabling AP. Before attempting enablement withassociation to any one enabling AP, a dependent STA may have detected several enabling APs, and may attempt enablementassociation with any one and fail, then attempt enablementassociation to another and another. An enabling AP shall assign Dependent EnablementStation Identifiers in a way that makes them unique among enabledassociated STAs to maximize the ability to identify sources of interference. 
An enabling AP may request dependent STAs to perform Measurement Request DSE requests and make DSE reports. The details of sending Measurement Requests from outside a BSS are unspecified. 
	2033
	11.14.3
	33
	1
	T
	N
	I understood one usage case is an enabling AP enabling an AP, which in turn enables its STAs. Is this mode still supported? I couldn't figure out how it would work.
	Please tell the commenter his knowledge is outdated, or provide extra detail on how this indirect enablement might work.


Proposed Comment Resolution: “FCC regulation prohibits indirect enablement. Any station that wants to transmit and is not registered, must directly receive and decode an enabling signal from a registered base station.” Propose Reject Comment 2033.
	2059
	11.14.3
	27
	1
	T
	Y
	The text provides a picture of a "typical" state machine.

Why does the draft need a "typical" state machine?
	Remove diagram or provide better context


Proposed Comment Resolution: “a picture is sometimes worth 1000 words, and 802.11-2007 Figures 15.7, 15.9, 17.15, 17.7, 18.8 and 18.10 show typical state machines. The state machine diagram clarifies the decision to change states, and its consequences.” Propose Accept in Principle Comment 2059.
	2031
	11.14.3
	27
	2
	E
	N
	Figure could be more helpful
	Annotate figure with more detailed conditions: e.g. RegLocDSE == 1 received 


Proposed Comment Resolution: “Email commenter for suggestions..” Propose ? Comment 2031.
	2038
	11.14.3
	27
	11
	E
	N
	The sentence "Receive and decode an Enabling Signal?" in Figure 204a seems to imply that a message was received that allows the STA to transmit.
	Change sentence to "Enabling message received?"


Propose Accept Comment 2038.
	2040
	11.14.3
	27
	42-47
	T
	Y
	A station can use active or passive scanning. With passive scanning, a STA does not transmit any frames. It solely seeks for beacon frames. With active scanning, a STA transmits probe request frames after some period the WM is deteced as idle.

"The current text reads "For DSE, the following statements apply:  A STA with dot11DSERequired set to true shall not operate in an infrastructure BSS or IBSS unless it has received a Beacon frame or Probe Response frame from a enabling AP with the Spectrum Management bit set to 1 in the Capability Information field, and with the RegLocDSE bit set to 1 in the DSE registered location element."

To receive a Probe Response the STA needs to transmit a Probe Request. Once it has transmitted a Probe Request in search of an AP it may have already violated the regulatory limitations.
	Do not allow active scanning when the STA is known to operate in a frequency band that requires an enabling AP to be allowed to transmit.

Therefore, change the text accordingly to not to allow a station to search for APs using Probe Request frames.


Proposed Comment Resolution: “will remove Probe Response from unenabled state, but retain Probe Request/Probe Response in enabled state, for use when dot11DSERenewalTime limit approaches.” Propose Accept in Principle Comment 2040.
	2032
	11.14.3
	27
	57
	T
	N
	DEI details are light. Why is 16 bits of DEI needed over & above the SA? It seems there is only 1 bit of info - associated to an enabling AP or not? 
	Provide more detail & justificaiton on DEI or simplify. 


Proposed Comment Resolution: “SA is not as valid as an identifying number assigned by a licensed operator.” Propose Reject Comment 2032. 
	2060
	11.14.3
	28
	7
	T
	Y
	The text includes "count the sum"

This makes no sense
	Recast sentence to remove "count the sum"


Propose Accept Comment 2060.
Proposed Resolution:

Accept: 2038, 2060
Accept in Principle: based on discussion and editorial instructions in 07/2080r0; 2040 and 2059
Reject: based on discussion in 07/2080r0; 2032 and 2033
Editorial Instructions:

Tgy Editor: Change text in 11.14.3, pg 26 line 36, D3.0  as follows
Dependent STAs shall have dot11RegLocRequired and dot11DSERequired set to true.
Tgy Editor: replace Figure 204a in 11.14.3, pg 27 line 2, D3.0  as follows
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Figure 204a—Dependent STA state machine

Tgy Editor: Change text in 11.14.3, pg 26-28 line 42-11, D3.0  as follows
For DSE, the following statements apply:

—A STA with dot11DSERequired set to true shall not operate in an infrastructure BSS or IBSS unless it has received a Beacon frame or Probe Response frame from an enabling AP with the Spectrum Management bit set to 1 in the Capability Information field, and with the DSE registered location element RegLoc DSE bit set to 1 in the DSE registered location element. A dependent STA that is not associated with an enabling AP shall not transmit, except to attain enablement fromauthenticate and associate with an enabling AP, unless such action is as mandated in the regulatory domain (e.g. Emergency Services);

—A dependent STA shall only attempt enablementassociation with an enabling AP if the AP is transmitting Beacon frames with the RegLoc DSE bit set to 1 in the DSE registered location element;

—An associated dependent STA shall operate under the control of the enabling AP from which it attained enablementto which it is associated;

—A dependent STA shall create a dependent DSE registered location element containing the enabling AP’s DSE registered location element and having the RegLoc DSE bit set to 0 and the Dependent STA bit set to 1. Before enablementassociation, the Dependent Enablement Identifier (DEI) field shall be set to zero. Upon attaining enablementassociation or reassociation, the DEI field shall be set to the DEI value received by the dependent STA from the enabling AP in the MLME-ENABLEMENTASSOCIATE.response or MLME-REASSOCIATE.response;

—A dependent STA that has not attained enablementis not eassociated with an enabling AP shall only transmit for up to dot11DSEAssociateTimeLimit seconds, measured from the time of first transmission, while attempting to attain enablementassociate, then if it is not enabledassociated with an enabling AP, it shall not transmit for dot11DSEAssociateFailHoldTime seconds, before it can again attempt to attain enablementauthenticate and associate;

—An enabledassociated dependent STA shall cease transmission within dot11DSERenewalTime seconds if it has not received either a Beacon frame or a Probe Response frame from it’s enabling AP with the RegLoc DSE bit set to 1 in the DSE registered location element, and set all fields in bits 16-1759 of it’s DSE registered location element to zero;
—An enabled dependent STA shall return a DSE report in response to a Measurement Request DSE request, if the request is received from the AP with which it is associated or the enabling AP from which it received enablement.;

—A dependent STA shall create a Spectrum management Action frame containing the dependent DSE Registered Location Announcement element. Whenever The dependent STA shall count the sum of dot11TransmittedFragmentCount, dot11MulticastTransmittedFrameCount and dot11ReceivedFragmentCount, modulo dot11DSETransmitDivisor has a remainder of zero, the dependent STA shall and send this Action frame to the broadcast address using normal frame transmission rules, whenever the sum modulo dot11DSETransmitDivider has a remainder of zero.
. 
Annex A
Editorial Instructions:

Tgy Editor: change text in Annex A, Table A.4.17 entries, pg 36, line 47, D3.0 as shown
	
	
	
	
	

	Item
	Protocol Capability
	References
	Status
	Support

	*DSE1
	Fixed station operation with RegLoc
	11.14.21
	CF15:O.1
	Yes □ No □ N/A □

	*DSE2
	Enabling AP operation with RegLoc
	11.14.21
	CF15:O.1
	Yes □ No □ N/A □

	DSE2.1
	Enabling AP creation of BSA
	11.14.32
	DSE2:M
	Yes □ No □ N/A □

	DSE2.2
	Enabling AP operation with DSE
	11.14.21
	DSE2:M
	Yes □ No □ N/A □

	*DSE3
	Dependent STA operation with DSE
	11.14.43
	CF15:O.1
	Yes □ No □ N/A □

	DSE3.1
	Dependent STA Enablement
	11.14.43
	DSE3:M
	Yes □ No □ N/A □

	DSE3.2
	Dependent STA DSE Time to Associate
	11.14.43
	DSE3:M
	Yes □ No □ N/A □

	DSE3.3
	Dependent STA DSE Time to Not Transmit
	11.14.43
	DSE3:M
	Yes □ No □ N/A □

	DSE3.4
	Dependent STA DSE Probe ResponseRegistered Location Announcement frame
	11.14.43
	DSE3:M
	Yes □ No □ N/A □

	DSE3.5
	Dependent STA MLME-ASSOCIATE.response DSE
	10.3.6.4
	DSE3:M
	Yes □ No □ N/A □

	DSE3.6
	Dependent STA MLME-REASSOCIATE.response DSE
	10.3.7.4
	DSE3:M
	Yes □ No □ N/A □

	DSE4
	DSE request report procedure Transmission of Measurement Request DSE request by an AP

Transmission of Measurement Report DSE report by a STA
	11.14.4

11.14.4
	(CF15& CF1):M

(CF15& CF2):M


	Yes □ No □ N/A □

	DSE5
	Station Association procedure Transmission of Association Request with SupportedRegulatoryClasses by a STA

Transmission of Association Response with SupportedRegulatoryClasses by an AP
	9.8.3, 11.3.2.1

9.8.3, 11.3.2.2
	(CF15& CF2:M

(CF15& CF1):M


	Yes □ No □ N/A □

	DSE6
	Station Reassociation procedure Transmission of Reassociation Request with SupportedRegulatoryClasses by a STA

Transmission of Reassociation Response with SupportedRegulatoryClasses by an AP
	9.8.3, 11.2.3.3

9.8.3, 11.2.3.4
	(CF15& CF2:M

(CF15& CF1):M
	Yes □ No □ N/A □

	DSE7
	Probe Request procedure

Transmission of Probe Request with Supported Regulatory Classes by a STA
	11.9.7.3
	CF15&CF2:M
	Yes □ No □ N/A □

	DSE8
	Probe Response procedure

Transmission of Probe Response with Supported Regulatory Classes by an AP
	11.9.7.3
	CF15&CF1:M
	Yes □ No □ N/A □


Annex D
CIDs: 2018, 2047, 2048

	2018
	Annex D
	44
	48
	E
	 
	dot11RegLocAgreement and dot11RegLocDSE DESCRIPTIONs refer to RegLoc STA, but should refer to Enabling AP
	Change RegLoc STA's to Enabling AP's in both descriptions

	2047
	Annex D
	40
	28
	T
	Y
	The name of "dot11RgLocRequired" suggests that something is required.

However the definition provides no hint as to what is required
	Change the definition so that it is clear what is required

	2048
	Annex D
	40
	40
	T
	Y
	The name of "dot11DSERequired" suggests that something is required.

However the definition only hints that the station is required to be enabled by an "enabling AP"
	Change the definition so that it is clearer what is required


Propose Accept Comment 2018 without discussion.

Comments 2047 and 2048 are about the adequacy of DESCRIPTION fields in MIB elements.

Proposed Comment Resolution: “The DESCRIPTION text will be clarified” Propose Accept in Principle Comment 2048.
Proposed Comment Resolution: “The DESCRIPTION text will be clarified or deleted” Propose Accept in Principle Comment 2047.
Proposed Resolution:
Accept 2018

Accept in Principle based on discussion and editorial instructions in 07/2080: 2047 and 2048

Tgy Editor: Delete text in Annex D, dot11RegLocRequired, dot11StationConfigEntry 60, pg 40, lines 28-38, D3.0 
Tgy Editor: Change text in Annex D, dot11DSERequired, pg 40, lines 40-50, D3.0 
dot11DSERequired OBJECT-TYPE

            SYNTAX TruthValue

            MAX-ACCESS read-write
            STATUS current

            DESCRIPTION

               "This attribute, when true, indicates that the station

               operation is dependent on enablement from enabling APsregisgtered stations. The capability is disabled otherwise. This attribute, when false, indicates that station operation does not depend on enablement from enabling APs. The default value of this attribute is false."

    ::= { dot11StationConfigEntry 61 }
General
	2061
	General
	 
	 
	T
	Y
	The description of the DSE procedures need a rewrite to make them much clearer and match the intent of the TG
	It is hard to know how to rewrite the procedures until the intent of the TG is more obvious


Comment 2061 says “The description of the DSE procedures need a rewrite to make them much clearer and match the intent of the TG”. Proposed Comment Resolution: “Comment appears to be a generalization of Comment 2052 by same commenter, which only addresses 11.14. Accepting 2052 and doing the supporting message formats causes changes to other clauses.” Propose Accept in Principle Comment 2061.

Proposed Resolution:

Accepted in Principle based on discussion in 07/2080: 2061




Abstract


This document is aligned with P802.11-2007, P802.11k/D7.0, P802.11r/D6.1 for baseline, P802.11y/D3.0, and submissions 07/2058r1 (misc PHY comments), 07/2073r1 non-Editorial comments and 07/2072r1 Editorial comments, and addresses the following LB106 comments:
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