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Thursday, June 14, 2007, 12:30-1:30 PM EST
Chair: Jesse Walker
Acting recording secretary: Jesse Walker
Attendees:  Nancy Cam-Winget, Emily Qi, Dorothy Stanley, Jesse Walker 
Call to order and agenda

Meeting called to order on Monday, June 25, 2007 by Jesse Walker at 10:30 Pacific Daylight Time (EDT).
The Chair made everyone aware of the IEEE patent policy. Everyone acknolwedged the patent policy and no one was aware of any letters of assurance that needed to be made known to the Working Group chair.

Agenda is to propose resolutions to comments received from LB# 102. The agenda was approved by unanimous consent.
The Working Group worked with document 11-07/0714/05
Actions: Nancy to post 11-07-0243r4 to the sever, to propose better pseudo-code. TGw will review this document at its conference call on July 9
Comments:
· CIDs 5, 125, 190, 404 – resolved to called the service “management frame protection”, and the frames “Robust Management Frame”
· CID 86 – accept in principle. Fix the grammar

· CID 73 – The task group recommends rejecting the comment, as 8.3.4 defines how security is added to existing frames, and does not define a new frame format. This is consistent to what 802.11i did for TKIP and CCM. Given CID 73, the group discussed how to assure the MIC IE goes last. We must update text for action frame, disassociate, and deauthenticate. The group decide to modify Tables 9, 18, and 19

· CID 106 – Accept in principal.
· CID 124 – Robust Management “frame”
· CID 19, 20 – Reject; there are no acronyms for the various frame types

· Technical Issue 7 – The group decided fragemented broadcast doesn’t make sense, because with a 30% packet loss rate the probability of receiving both fragments to reassemble is only 49%
Meeting recessed for lunch at 12:20 PM PST
Meeting resumed at 1:40 PM PST

· CID 372, 167, 740 – accept in principle

· CID 373 – accept in principle

· CID 374 – accept in principle

· CID 663 – accept in principle

· CID 375 – accept

· CID 166, 739, 741 – accept in principle. The “if” statement should not assume CCM; it should check the ciphersuite

·  CID 376 – accept; also we need to fix the transmit pseudo-code to work with unprotected frames as well

· CID 71 – defer until 11-07-243r4 becomes available
· CID 744, 62, 355 – Accept. The task group wants all or nothing implementation for 802.11w compliance and we will enumerate the individual clauses needed for compliance. We need to update PICS requirement PC34 so that 8.7.2 applies only to 802.11i for non-802.11w frames, and include the new 8.7.2 sections for 802.11w under the 802.11w PICs branch.
· CID 457 – Accept in principle.We will use CMAC replays. Remove the BIP replays counter.
· CID 458 – Accept in principle.

· CID 632 – Accept; need a submission

· CID 356 – Accept

· CID 357 – Accept

· CID 360 – Accept

· CID 185, 627 – Accept

· CID 362 – Accept

· CID 186 – Accept; Jesse to provide text
· CID 476 – Accept; classified as editorial
· CID 226, 228 – Accept

· CID 44, 54 – Accept in principle: rename MIB variable to do11RSNAUnprotectedManagementFramesAllowed
· CID 478 – the comment is false. See 5.4.3.7. Reject

· CID 479 – Reject; see 5.4.3.7 and 8.4.10

· CID 631 – Need more investigation on CID 833, 883 from LB88. The rest of the problems cited are editorial.
· CID 629 – Accept

· CID 630 – Accept

· CID 57 – Accept in principle; see CID 126

· CID 227 – Accept

· CID 224 – Accept. This was addressed by 
· CID 225 – Accept

Recessed at 4:50 PM PST

The meeting resumed at 9:10 on Tuesday, June 26.

· CID 666 – We will accept in principle, but we will need a submission proposing changes to 5.4.3.3, 5.4.3.4, and 5.4.3.7. The current text does not use “data confidentiality” and “data origin authenticity correctly” as these are terms from cryptography to refer to protection schemes, and not terminology applying to 802.11 data v. mgmt frames.
· CID 738 – Accept 
· CID 742 – Accept

· CID 353 – Accept in principle

· CID 117 – Accept in principle; see CID 354

· CID 455 – Accept in principle; see CID 354

· CID 350 – Accept in principle; the key id for IGTK will be 4-4095
· CID 365 – We will need a submission

· CID 667 – Accept in principle; see CID 666

· CID 58 – Reject. 8.4.10 defines the “standard” way to recover from loss of SA state synchronization is to reassociate.
· CID 251 – Accept in principle.

· CID 22, 229, 750, 515 – Accept in principle; see CID 251
· CID 392, 515 – Accept in principle

· CID 394 – Accept

· CID 127 – Accept in principle; see CID 666

· CID 519 – Accept in principle

· CID 520 – Accept in principle

· CID 13, 24 – Accept in principle; see CID 666
· CID 256 – Accept in principle; see DIC 666
· CID 527 – Accept

· CID 532, 680 – Accept

· CID 97 – Accept

· CID 197 – Accept

· CID 196 – Accept

· CID 26 – Reject. “Data confidentiality” is the service to protect the payload. This is the term from cryptography, and does not refer to the data/management frame distinction.
· CID 262 – Accept

· CID 27, 751 – Reject; see CID 26

· CID 639 – Accept in principle

· CID 472 – Accept in principle
· CID 199 – Accept in principle; see CID 666.

· CID 200 – Reject. The Task Group decided that the Protected Frame field in broadcast must be set to 0 for legacy implementations.

· CID 194 – Accept in principle; see 11-07-243r4

· CID 408 – Accept in principle
· CID 366 – Accept in principle

· CID 267 – Accept

· CID 232 – Accept

· CID 15, 28 – Reject; the proposed objection occurs in the baseline standard and thus outside the scope of the P802.11w PAR

· CID 270, 203, 271, 641, 689 – Accept in principle; see CID 408

· CID 204 – Accept in principle; see CID 86
· CID 272 – Accept

· CID 205 – Accept in principle

· CID 273 – Accept

· CID 243 – Accept

· CID 122, 142, 691, 276, 747 – Accept in principle; see CID 639

· CID 143 – Accept in principle

· CID 414 – Accept in principle
· CID 692 – Reject. 

· CID 61, 206, 227, 88 – Accept

· CID 693 – Accept in principle

· CID 123 – Accept in principle
· CID 411 – Accept

· CID 633 – Accept in principle; see CID 639

· CID 207 – Reject. TGw has decided to pursue a different approach. Legacy STAs cannot interpret the proposed bit, so accepting the comment has no efficacy.
· CID 550 – Accept
· 745 – Accept in principle. See Technical Issue 8

· CID 418 – Accept

· CID 208 – Reject. The IE length defined here follows the conventions for all fixed length IEs in the base standard.

· CID 30, 87 – Accept
The TGw Chair will schedule a vote on the changes proposed at its July meeting in San Francisco.

Meeting adjourns at 2:25 PM.
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