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Insert the following text, as an informative Introduction, which will be removed upon publication of the TGv amendment:

The IEEE 802.11v PAR includes the following project purpose:
The purpose of this document is to provide amendments to the IEEE 802.11 PHY/MAC layers that enables management of attached stations in a centralized or in a distributed fashion (e.g. monitoring, configuring, and updating) through a layer 2 mechanism. 

The draft IEEE 802.11v amendment introduces several new concepts and processes, described in more detail below. 
BSS Transition Management for Network Load Balancing – New management action frames are defined, which enable the AP to direct the client to transition to a specific AP, or to one of a set of APs. The AP can also indicate to a client that “Disassociation is imminent” and the client should transition to a different AP. The motivation is to provide enhanced load balancing capabilities for the network.
Co-located Interference Reporting - Co-located Interference reporting enables an AP to receive information about co-located interference being experienced by a STA. Co-located interference may be due to an interaction between radios when a reporting STA is co-located with another radio device. Co-located Interference information can be used to manage communication to the STA such that the effect of the interference is limited.
Diagnostic Reporting - Sets of information, termed Diagnostic Types, about a STA are defined, and new management action frames are defined for the AP to request a set of information from the STA.  The Diagnostic types are 

· Manufacturer Information Client Report

· Operating Parameters Client Report

· Capabilities Client Report

· Configuration Profile

· IEEE 802.11 Authentication

· Association, and 

· IEEE 802.1X Authentication
As an example, when the AP requests the Capabilities Client Report, the Client provides information on the Radio Channels that it supports, its TX power range, Data rates supported, Authentication and Key Management Suites, Cipher Suites, and EAP methods supported. Diagnostic reporting enables an AP to gather configuration and operational data about the associated client STAs.

Event Reporting.  A list of “Event Types”, including BSS Transition, RSNA, Peer-to-Peer Link and Syslog are defined. New management action frames are defined to enable the AP to instruct the STA to report a set of information to the AP when a defined event occurs. Event Reporting is expected to be used for client management and troubleshooting in managed networks. For example, in the BSS Transition event report, the STA indicates the reason for the transition, the previous and target AP BSSIDs and RF characteristics (RSNI and RCPI) of the link.

Flexible Broadcast/Multicast Service (FBMS) – The FBMS capability enables a client to request delivery of broadcast or multicast at multiples of the DTIM interval, allowing the client to remain in power save state for longer periods of time. FBMS also supports Maximum Multicast Rate Processing, enabling the AP to indicate its ability to provide multicast services at higher data rates, and the STA to request use of a higher rate. This enables multicast frames to be sent at higher data rates, reducing the amount of basic rate traffic sent over the radio link.

Multicast Diagnostics Reporting - Multicast Diagnostics Reporting allows an AP to receive statistics of broadcast/multicast traffic at associated STAs. The AP requests that a STA report statistics, and assuming the STA accepts the request, the STA counts the number of received MSDUs with the specified multicast address during a specified time interval, and reports the result to the AP. This gives the AP an indication of the number of dropped broadcast/multicast frames.

Multiple BSSID support - Multiple BSSID support enables a single Beacon frame rather than multiple Beacon frames to be used when the AP supports multiple BSSIDs (the “virtual AP case”). A new information element is defined, which is sent by the transmitted BSSID, that carries the common, inherited information element values of all of the BSSIDs, and the unique information elements of the non-transmitted BSSIDs. This reduces the number of Beacon frames sent when the AP supports multiple BSSIDs.
Multiple SSID – A new information element is added, to allow the STA to request information on multiple SSIDs from an AP. This is intended to reduce the number of Probe Request frames sent by the STA.
Proxy ARP – A mechanism is added for the AP to indicate to clients that it can Proxy ARP packets for the client. This is intended to enable the STA to remain in power-save for longer periods of time.
Presence and Location – Initially added to enable the client to advertise its “presence”, to support Wi-Fi tag applications, the TGv presence and location capabilities add the ability of a client to notify the network that it is present and that it is/was in motion, enable the AP to indicate the reporting frequency and channel for the client to use to notify the network that it is present, and to enable the exchange of radio information that can be used to determine location of a device. Both civic and geospatial location formats are supported, providing more robust location information exchange capabilities, to support location services.
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Abstract


This document contains introduction text for the TGv draft, which will be removed upon publication.
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