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1 Summary
The MP is presently broken since it misses some vital fields.

The MP is presently dangerous since if enabled using nominal settings it will bring enterprise, apartment and mesh WLANs to their knees. This is because of its 100pps * 10 overlapping APs * 4-6 virtual APs = 4000-6000pps load.
When we look at the use cases for MPs, we find insufficient justification for MPs. 

A straw poll in Montreal indicated 10/0/0 support to remove MPs.

A straw poll in San Francisco indicated 10/8/? support to remove MPs. There was 9/3/? acceptance of a MP that solved: 

· Rapid discovery of a suitable BSS
· Reliable collection of neighbor RSSIs for finding and selecting a candidate AP to roam to, and for selecting the right time to actually roam

· Also  expressed as “Being able to schedule off-channel, multiple APs per channel dwell, RSSI harvesting” 
· For non-DFS channels, this is achieved via probe requests

· The Neighbor Report can provide TSF offsets, assisting with off-channel scheduling.

Therefore Section 3.1 explores less dangerous ways of using the MP, while attempting to preserve it benefits. 

Therefore Section 3.2 fixes the MP by providing the required fields, and no spurious fields. 

2 Are there Viable Use Cases for MPs?

2.1 Background: typical 11k-era scanning algorithms

Over every week, record the top few APs that the device was associated the longest to, or found first after losing association for an extended period. Record the day of week and time of day of the association, plus the AP’s BSSID, channel and location. Identify the top few channels where the device was associated the longest time (i.e. channels of the nearest work AP, home AP, plus one or two others). 

A: On power up, or after losing association for an extended period, taking into account day of week, time of day and location (if known), scan the channels of the APs consistently found at that day of week, time of day and location. 

B: On non-DFS channels, [variation NDFS.A] active scan or [variation NDFS.B] passive scan for suitable beacons, waiting up to 100 ms, or [variation NDFS.C] passive scan for beacons, MPs, and traffic, waiting up to 10 ms, and extending this if they are found until 100 ms or a suitable beacon is found. If they are not found within 10 ms, return to this channel if scanning on all other channels also fails, but now wait for 100 ms. 

If this fails, on DFS channels, [variation DFS.A] passive scan for suitable beacons, waiting up to 100 ms, [variation DFS.B] same as NDFS.C, [variation DFS.C] passive scan for MPs and beacons, waiting up to 100 ms, and probe requesting if found, [variation DFS.D] passive scan for beacons, MPs and traffic, waiting up to 10 ms. If traffic is found within 10 ms, wait until a beacon or MP is found. Probe request as soon as a beacon or MP is found. If no probe requests could be sent, return to this channel if passive scanning on all other channels also fails, and now wait for 100 ms.

C: After association, use the neighbor report to seed the channel lists for B above.

2.2 Analysis of Use Cases for MPs

	Benefit
	Scenario
	Pros and Cons
	Summary

	Rapid discovery of a suitable BSS 
	Work
	There are so many overlapping APs, virtual APs (multiple SSIDs and beacons per physical AP) and traffic that MPs provide little incremental scanning benefit. MPs add 100 pps per enabled AP, so MPs probably do more harm than good, so would be disabled except perhaps on the portal (entryway) AP(s). Yet the portal AP is most likely to be a virtual AP already sending multiple beacons per 100 ms, each of which enables active scanning on the DFS bands, and promotes passive scanning (there is WLAN activity, so wait 100 ms).
	Insufficient justification for MPs; weak justification for a virtual AP solution 

	
	Home
	The AP’s channel and its BSSID are well-known ahead of time. The device probe requests if it is a non DFS channel; or scans for beacons or traffic for 100 ms if it is a DFS channel. Exception: if it is a DFS channel,  there is an active call on a dual mode device and the dual mode device needs to roam to maintain the call or enhance call functionality. Passive scanning is more difficult, so may say take two times longer (e.g. 3 seconds absolute worst case to 6 seconds absolute worst case). This scenario is probably 5% likely for 5 minutes per day, and the cost is only a roam delayed by 3 seconds.
	Insufficient justification for MPs

	
	Between work and home 
	No MPs from a suitable non-mesh APs are present. The device scans full time. MPs from unsuitable SSIDs enable active scanning more quickly on DFS channels. Depending on the number of overlapping APs, virtual APs and traffic, MPs might help here by enabling probe requests to be sent up to 10 times more quickly. But these are wasted probe requests – there is no suitable APs to respond. 
	No justification for MPs

	
	Muni-Mesh
	Capacity is the key, so MPs are unlikely to be enabled.
	No justification for MPs

	Reliable collection of neighbor RSSIs for finding and selecting a candidate AP to roam to, and for selecting the right time to actually roam 
	Work
	MPs add 100 pps per enabled AP, and there are so many overlapping APs that MPs probably do more harm than good, so would be disabled except perhaps on the portal (entryway) AP(s). Yet one AP with MPs does not help roaming much. 


	Insufficient justification for MPs; weak justification for a virtual AP solution

	
	Home
	Typically there is only one AP, so there is no roaming
	No justification for MPs

	
	Between work and home 
	There are no suitable non-mesh APs to roam to. 
	No justification for MPs

	
	Muni-Mesh
	Capacity is the key, so MPs are unlikely to be enabled.
	No justification for MPs

	Link margin calculations for transition decisions and initial rate  selection
	Work
	Link margin calculations do not require a MP with its 100 pps overhead: these could be better provided in the Neighbor Report, and/or an IE in the beacon, and/or that same IE requested by the device in its probe request. Other points:

· TGn has improved, robust features for rate selection.

· The regulatory class in the Country field in the beacon indicates the maximum regulatory TX power and antenna gain.

· The AP’s TX power can already be determined by requesting the TPC report element

· In most cases there is zero extra dB’s for broadcast packets and perhaps a few dB of TxBF gain for unicast packets – which is rather hard to determine ahead of time! 

· An assumed noise floor of -95 dBm +- 2 dB is accurate enough for most scenarios (and more accurate than most devices can measure themselves)
	No justification for MPs; very weak justification for a link budget  IE

	
	Home
	Typically there is only one AP, so there is no roaming. See above for initial rate selection. 
	No justification for MPs

	
	Between work and home 
	Typically there is no suitable non-mesh AP, so there is no roaming or rate selection
	No justification for MPs

	
	Muni-Mesh
	Capacity is the key, so MPs are unlikely to be enabled. See above for initial rate selection.
	No justification for MPs


Summary: insufficient justification for MPs; weak justification for a link budget IE and a virtual AP solution.

3 An Improved MP

Even though the previous section does not find a strong justification for MPs, if we were to keep MPs as part of the consensus process, how should they be fixed?
3.1 Transmission Rules

First Problem: MPs consume too much medium time, so remove virtual AP inefficiency

Proposal:
Add Virtual AP IE (see Section 3.2) optionally in Beacon, MP and Neighbor Report. If not present in the Neighbor Report, MPs are not enabled on that AP or the MP enablement state is not known. Reduce MP duration to 1 octet in MP Interval subelement in Section 7.3.2.37
Each physical AP shall only transmit MPs from zero or one virtual APs. As well, MPs shall not be transmitted when a beacon from that physical AP has been transmitted within the last 10% of the beacon interval. Then physical APs with spread-out beacons may not even need to transmit MPs.
Effect: If MPs are widely adopted, STAs can determine that a channel is empty of BSSs almost certainly within 10 ms; conversely if an MP-enabled BSS is present then master enablement is achieved within 10 ms. A 10 ms dwell on any channel gets at least one RSSI per physical AP.

Second  problem: There is no way to determine that any client is actually using the MPs. MPs  should not be TX at high pps if never used.

Proposal:

Add two bits to the 11k capability element being drafted by Ganesh. 1 bit: MP Supported = “I can & do use MPs in my operations” and 1 bit, set only when the AP is actually transmitting MPs, MP Used = “I did use your MPs in selecting your BSS”
See also Note below
Third Problem: For #virtual APs = #physical APs, still up to (100-10)pps * 10 overlapping APs = 900 pps. But 10 overlapping APs is typical case not worst case. Worst case is certainly more than 30 physical APs, probably more than 100 APs, and in fact mesh providers have seen upwards of 300 physical APs. Then we have 2700, 9000 or even 27000 pps, all of which are still unacceptable. Thus not all APs can transmit MPs all the time. 

Possible solutions: This can be done per AP (APs turned on later recognize the pps load and do not enable MPs) or in time (APs discard MPs before transmission if they see more than say 3 MPs in the last 30 ms). The former is more predictable for clients and easier for implementation on APs and clients, so is drafted below.

Proposal:


· 
· 





Note: To avoid overloading the medium with MPs, APs are advised to enable MPs judiciously. For instance, an AP should not enable MPs if enabling MPs would cause:

· more than 10% of the medium time at the AP to be consumed by beacons and MPs transmitted by any source. 

· more than 5% of the medium time at the AP to be consumed by MPs transmitted by any source.

As a second consideration, MPs may be most useful when transmitted at ingress and egress points of the ESS to support roaming between an 802.11 ESS and other networks, and relatively less useful elsewhere. 

As a third consideration, APs transmitting MPs may disable MPs whenever no STAs are expected to be using them. How this is determined is out of scope of this standard, but:

· MPs may be disabled when few STAs are reporting MP Used upon association presently and at similar times in the past 

· MPs may be enabled when many STAs are reporting MP Supported upon association presently or at similar times in the past

As a fourth consideration, MPs are more useful in bands subject to DFS regulations and less useful elsewhere.
Non-AP STAs are advised that due to considerations such as those listed, not all APs may transmit MPs at all times or in all bands. 
Fourth problem: Sending MPs via DSSS or DSSS/CCK is an inefficient usage of the medium, and almost all devices supporting MPs will support at least 11ag.
Proposal:
Note: For most efficient use of the medium, it is not recommended that Measurement Pilots be sent using the Clause 15 or Clause 18 PHY.
Add an MP element in the beacon.
3.2 Frame Format
MP header and footer:

· 2 Frame Control (Management Frame of type Action)
· 2 Duration

· 6 DA: broadcast

· 6 SA (AP MAC)

· 6 BSSID (BSSID) 

· 2 SeqControl
· 4 FCS

· 28 total
MP Body
· 1 Category field (first octet of Action field)
· 1 MP Frame Control. 

· 4 bits for MP subtype (allows extension by 11p, 11s)
· 4 bits for misc capability: ESS, Short Slot Time in 2.4 GHz, other bits reserved
· 2 Country String (first two octets)
· 2 Regulatory class and channel

· 1 MP interval

· 
· 
· 
· 
· 
· 
· 
· 
· 0-3. Virtual AP IE for indicating which beacons/MPs come from the same physical AP. IE contents:

· 1 Virtual AP field
· Multiple Virtual APs: 1 bit: 0 (one virtual AP per physical AP, i.e. the physical AP transmits one beacon per beacon interval), or 1 (at least two virtual APs per physical AP, i.e. the physical AP transmits two or more beacons with different BSSIDs per beacon interval) 

· Virtual AP Correlation: 3 bits = n: BSSIDs come from the same physical AP if the BSSIDs are equal up to their n LSBs. Thus the MP can advertise 2n = 1, 2, 4, 8, … 128 virtual APs per physical AP
· 4 bits: reserved 

· 0-??? Other IEs including Vendor Specific IEs
· 7-10 total assuming no other IEs

Grand total:

· 35-38 grand total assuming no other IEs

3.3 Improvements with respect to the existing MP
· Since it is not clear that MPs will ever be used, preserve the Management Subtype and convert the MP to an Action frame

· Extensible to other styles of non-beacon beacons

· Includes Regulatory class 

· Compressed Capability, DS parameter set
· 
· 
· Designed for virtual APs from the outset

· Promotes MP by removing real time (HW) requirements on inserting TSF into the MP

3.4 Omissions with respect to existing MP and other candidate fields
· SSID – Too much overhead in a multiple SSID environment; available from MP-enabled active scanning, passive scanning, neighbor report and possibly past knowledge

· RSN – Hard to see why the cipher suite is needed while the SSID is unknown; available from MP-enabled active scanning, passive scanning, possibly past knowledge, and partially known from the neighbor report 

· Capabilities – Not really needed for active scanning, since the MP tells you an acceptable PHY clause already.  Only the ESS and Short Slot Time bits are preserved

· Max regulatory power and DS Parameter set – subsumed by Regulatory class and channel

· TSF timer, beacon interval – not needed to formulate a probe request. 
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