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Submission note: The following 4 CIDs are concerned with su clause 7. The proposed text contained in this document address these comments.
CIDs and their proposed resolution:

	9
	52
	
	7.3.2
	There is a sentence in 7.3.2.29 (baseline) about TXOPLimit=0 case. Following the change made in 9.9.1.2, this sentence should be also changed.
	Add clause 7.3.2.29 in the draft and modify the sentence in the baseline "A TXOP Limit field value of 0 indicates that a single MSDU or MMPDU, in addition to a possible RTS/CTS exchange or CTS to itself, may be transmitted at any rate for each TXOP." to "A TXOP Limit field value of 0 indicates that a single MSDU, or MMPDU, or A-MPDU along with any ACK or BlockAck response frame as well as any NDP that are announced within the TXOP, in addition to a possible RTS/CTS exchange or CTS to itself, may be transmitted at any rate for each TXOP."
	Counter: Text as indicated in doc: 11-07-0520/r2

	1878
	22
	
	7.1.4
	The text allows a TXOP holder to force third party stations to set the NAV up to the TXOP Limit duration even in the case the protected TXOP is not entirely used. Since sending a CF-End is not mandatory at the TXOP holder even when it runs out of frames and the remaining protected TXOP is significant (e.g. a couple of milliseconds), this could cause a serious capture effect (i.e. the TXOP holder can re-start decreasing the Backoff window for all its pending ACs, while other stations have to wait until NAV expires). The results is that it is highly probable that the old TXOP holder re-gain access to the channel and other QoS/Legacy transmissions could be either suppressed or seriously delayed.   
	Add a sentence like this in either this section or section 9.9.1.3 (Obtaining an EDCA TXOP): "the TXOP holder cannot restart decrementing its backoff window, for any of its pending ACs, until its last protected TXOP is elapsed (i.e. NAV is clear at third party stations)"  
	Tranfer : MAC Adhoc

11-07/0636r3

	1879
	22
	50
	7.2.1.1
	The sentence leads to several interpretations. Is it the TXOP Limit (as communicated by the AP in the beacon) or just any value between zero and the TXOP Limit?
	Clarify
	Counter : Text as indicated in doc: 11-07-0520/r1
Straw poll Reject this comment : This text is in baseline and should be addressed by TGmb through an interpretation request.

Unanimous

	2023
	22
	13
	7.1.4
	"The time, not exceeding the value given by 2) below if TXOP Limit is non-zero, required for

the transmission the pending MPDUs of the AC and the associated ACKs, if any, and applicable

SIFS durations,"

What is a "pending MPDU of the AC"?    There is no definition of this term,  yet it is part of a normative requirement.
	Add the definition:  "where pending MPDU is an MPDU that will be transmitted in current TXOP, provided that any required acknowledgement (Ack or BlockAck) is received."
	Counter : Text as indicated in doc: 11-07-0520/r2
Unanimous


Updated with  discussion from Frame Format Adhoc call on April 11th 2007.
TGn Editor: Change the following text in TGn Draft 2.0 to as indicated along with  instructions to the 802.11 base standard editor.
7.1.4 Duration/ID field in data and management frames

------------
1) The time, not exceeding the value given by 2) below if TXOP Limit is non-zero, required for

the transmission of pending MPDUs of the same AC and the associated responses
, if any, and applicable Inter Frame Spacing (IFS) durations, and

TGn Editor: Change the following text in TGn Draft 2.0 to as indicated along with  instructions to the 802.11 base standard editor.










TGn Editor: Change the following text in TGn Draft 2.0 to as indicated along with  instructions to the 802.11 base standard editor.

7.3.2.29 EDCA Parameter Set element

…. A TXOP Limit field value of 0 indicates that a single MSDU or MMPDU, or A-MSDU or A-MPDU along with any frames required for beamforming or link adaptation, acknowledgements, and protection
 including a possible RTS/CTS exchange or CTS to itself, may be transmitted at any rate for each TXOP.

TGn Editor: Change the following text in TGn Draft 2.0 to as indicated along with  instructions to the 802.11 base standard editor.

9.9.1.2 EDCA TXOPs
The TXOP limit duration values are advertised by the AP in the EDCA Parameter Set information element

in Beacon and Probe Response frames transmitted by the AP. A TXOP limit value of 0 indicates that a single

MSDU or MMPDU or A-MSDU or A-MPDU along with any frames required for beamforming or link adaptation, acknowledgements, and protection 

including a possible RTS/CTS exchange or CTS to itself

(or a dual CTS sequence as defined in 9.2.5.5a (Dual CTS protection)), may be transmitted at any rate for

each TXOP. 
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The submission also addresses 4 comments received on P802.11n Draft 2.0. The CIDs are: 9, 1878, 1879, 2023.





The text is aligned with P802.11-REVma/D9.0 and P802.11n-D2.0.
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