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Replace line 18, page 2 with the following, renumbering the terms as required
3.s5 mesh link: A link from one MP to another MP that has been established with the peer link management protocol.
Replace line 28, page23 with the following:

3.s8 peer MP: MP to which a mesh link has been established.

3.s9 neighbor MP: Another MP that is in direct communication range. Not all neighbor MPs are peer MPs.
3.s10 mesh neighborhood: The set of all neighbor MPs relative to a particular MP.

3.s11 candidate peer MP: a neighbor MP to which a mesh link has not been established but meets eligibility requirements to become a peer MP 

Delete text in line 11 to line 12, line 24 to line 25, and line 51 to line 52 on page 2.
Replace text in 11A.6.2 with the following, re-number 11A.6.1 to 11A.6.2 and re-number the rest of clause 11A.5 where needed.
11A. Definitions
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Figure s107: Illustration of definitions
The following definitions are made within the context of a single RREQ/RREP action frame pair (path discovery).

Path Originator:

The path originator is the MP that triggers the path discovery.  

Path originator address:

The MAC address of the path originator.

Path Target:

The path target is the MP to which the path originator attempts to establish a path.  
Path target address:

The MAC address of the path target.

Intermediate MP:

The intermediate MP is the MP which participates in path selection and is neither path originator nor path target.

Intermediate MP address:

The MAC address of the intermediate MP.

Forward Path:

The Forward Path is the path to the Path Target, set up at the Path Originator and Intermediate MPs. 

Reverse Path:

The Reverse Path is the path to the Path Originator, set up at the Path Target and Intermediate MPs.
Forwarding Information:

The Forwarding Information maintained by an intermediate MP that allows the MP to perform its routing and forwarding functions. 
The terminology used when discussing Forwarding Information is relative to the MP (reference MP) and a particular destination of the path. The following terms are specific to a given instance of the Forwarding Information.
Destination MP:

The end point of a path.  

Destination MP address:

The MAC address of the path destination.

Next Hop MP:

The Next Hop MP is a peer MP on the path to the Destination MP. 
Next Hop MP address:

The MAC address of the Next Hop MP.
Precursor MP:

A Precursor MP is an MP that identifies a given MP as the Next Hop MP to some Destination MP.

Precursor MP address:

The MAC address of the Precursor MP.
The following table shows the roles of the various MPs in the Forward Path and Reverse Path generated as a result of the full path RREQ/RREP processing as shown in Figure 1.  Each row in the table contains the roles of a forward/reverse path from the reference MP’s perspective..
Table s18: Precursor and Next Hop Examples

	Forward Path (to Path Target)



	Reference MP
	Precursor MP
	Next Hop MP
	Destination MP

	Path Originator
	N/A
	Intermediate 1
	Path Target

	Intermediate 2
	Intermediate 1
	Intermediate 3
	Path Target

	Path Target
	Intermediate 3
	N/A
	Path Target

	Reverse Path (to Path Originator)



	Reference MP
	Precursor MP
	Next Hop MP
	Destination MP

	Path Originator
	Intermediate 2
	N/A
	Path Originator

	Intermediate 2
	Intermediate 3
	Intermediate 1
	Path Originator

	Path Target
	N/A
	Intermediate 3
	Path Originator


Unknown destination:
A destination MP is considered unknown if the MP does not have any forwarding information for that MP.
 

Unreachable destination:
A destination MP is considered unreachable if the MP does not have valid forwarding information for that MP.
Destination Sequence Number: 
The sequence number of the MP when the MP is referred to as the Destination. The Destination Sequence Number is used to distinguish newer from older forwarding information to the Destination MP. See also 11A.6.3.2. 
Target Sequence Number:

The sequence number of the MP when the MP is referred to as the Path Target. It is only used in RREQ/RREP during the establishment of the path.
Time-to-Live (TTL): An integer number that is used to limit the number of hops an HWMP Information Element may be processed and propagated.  Note that this TTL is not related to the TTL in the mesh header (see 7.1.3.5a).  

Root MP:

A Root MP is the root of a routing tree.

Dependent MP:
An MP that has a Next Hop MP on the path to the Root MP. 
Replace clause 11A.6.3.1 with the following:
11A.6.3.1 HWMP propagation

Many HWMP Information Elements are intended to be processed and propagated across a WLAN mesh by MPs. Each propagation is subject to certain rules or limitations as explained in the following subclauses. Certain parameters in the HWMP Information Elements are updated during the propagation.  See 11A.6.4, 11A.6.5, 11A.6.6, and 11A.6.7.
The originator of an HWMP Information Element sets the initial value of TTL. The MP which receives the HWMP Information Element will propagate it if the TTL value is greater than zero. Before propagating the HWMP Information Element, the MP decrements the TTL value.

In general, the propagation of an HWMP Information Element is not subject to a delay. Exception exists for the RANN Information Element as described in 11A.6.4.

Delete clause 11A.6.3.3, 11A.6.3.4.

Replace 11A.6.3.5 with the following:

11A.6.3.5 Forwarding Information
The forwarding information consists of at least a Destination MP address, the Destination Sequence Number (DSN), the Next Hop address, the path metric, the precursor list, and the lifetime of this forwarding information. Stored forwarding information can be valid and invalid. The latter means that the forwarding information is still known for future reference but not used for forwarding. The Forwarding Information becomes invalid when either the MP receives a RERR regarding the Destination MP or the information is no longer valid according to the lifetime.
Add the following text in the end of clause 7.3.2.71:

The RREQ element can be sent to a peer MP via either unicast or broadcast. A “unicast RREQ” is a RREQ element contained in a management frame that is unicast to a peer MP. A “broadcast RREQ” is an RREQ element contained in a management frame that is broadcast to all peer MPs.
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Abstract


This submission provides clarification to the HWMP terminology in Draft P802.11s_D1.01 clause 3, 7.3.2.71, 11A.6.2, and 11A.6.3. 





Comments CID 113, 745, 941, 1191, 3500, 3729, 3962, 4766, 5610, 5612, 408, 422, 2073, 3564, 5685 are fully resolved and comment 989 is partially resolved.
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