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11 MLME

11.4 TS operation

11.4.1 Introduction

Insert the following paragraph at the end of the section:

When dot11InterworkingServiceImplemented is set to true, TSPEC processing by the HC may be subject to limitations received from the SSPN interface.  The SSPN may limit access to certain QoS priorities, and further restrict the data rate, delay, and throughput used with any priority.

11.4.3 TS lifecycle

Change the following paragraphs as indicated:
An active TS becomes inactive following a TS deletion process initiated at either non-AP STA or HC. It also becomes inactive following a TS timeout detected at the HC, or if the HC receives instructions from the SSPN that a non-AP STA connected to the SSPN is no longer allowed to access the Interworking service.  When an active TS becomes inactive, all the resources allocated for the TS are released.

11.4.4 TS setup

Add the following paragraph to the end of the section:

If dot11InterworkingServiceImplmented is true, the decision to admit the TSPEC or refuse it is based on both the available capacity as well as authorization information from the SSPN interface in the dot11InterworkingTable.  The HC shall refuse to admit a TSPEC requesting service at a higher priority than authorized.  When a STA requests service at a higher priority than authorized, the HC may optionally provide a suggested TSPEC with a data rate and lower priority that would be authorized.  Usage of the TSPEC in an Interworking environment is described in Annex K.
11.7 DLS operation
Change the following paragraph from P802.11-REVma-D9.0, page 474, as indicated:
b) If STA-2 is associated in the BSS, direct streams are allowed in the policy of the BSS and SSPN authorization as indicated in dot11InterworkingTable, and STA-2 is indeed a QoS STA, then the AP forwards the DLS Request frame to the recipient, STA-2 (step 1b in Figure 202).

11.7.1.2 Setup procedure at the QAP

Change the following paragraph from P802.11-REVma-D9.0, page 475, as indicated:

Upon receipt of the DLS Request frame (step 1a in Figure 202), the AP shall
— Send DLS Response frame to the STA that sent the DLS Request frame with a result code of Not Allowed in the BSS, if direct links are not allowed in the BSS, or with a result code of Not Allowed by SSPN if dot11nonApStaAuthDls of the dot11InterworkingTable is not true for either of the STAs (step 2b in Figure 202).

Annex D

(normative)

ASN.1 Encoding of MAC and PHY MIB

Insert the following element into the Dot11StationConfigEntry in P802.11-REVma-D9.0, page 988:
Dot11StationConfigEntry ::=

SEQUENCE {


dot11StationID MacAddress,


dot11MediumOccupancyLimit INTEGER,


dot11CFPollable TruthValue,


dot11CFPPeriod INTEGER,


dot11CFPMaxDuration INTEGER,


dot11AuthenticationResponseTimeOut Unsigned32,


dot11PrivacyOptionImplemented TruthValue,


dot11PowerManagementMode INTEGER,


dot11DesiredSSID OCTET STRING,


dot11DesiredBSSType INTEGER,


dot11OperationalRateSet OCTET STRING,


dot11BeaconPeriod INTEGER,


dot11DTIMPeriod INTEGER,


dot11AssociationResponseTimeOut Unsigned32,


dot11DisassociateReason INTEGER,


dot11DisassociateStation MacAddress,


dot11DeauthenticateReason INTEGER,


dot11DeauthenticateStation MacAddress,


dot11AuthenticateFailStatus INTEGER,


dot11AuthenticateFailStation MacAddress,


dot11MultiDomainCapabilityImplemented TruthValue,


dot11MultiDomainCapabilityEnabled TruthValue,


dot11CountryString OCTET STRING,


dot11SpectrumManagementImplemented TruthValue,


dot11SpectrumManagementRequired TruthValue,


dot11RSNAOptionImplemented TruthValue,


dot11RSNAPreauthenticationImplemented TruthValue,


dot11RegulatoryClassesImplemented TruthValue,


dot11RegulatoryClassesRequired TruthValue,


dot11QosOptionImplemented TruthValue,


dot11ImmediateBlockAckOptionImplemented TruthValue,


dot11DelayedBlockAckOptionImplemented TruthValue,


dot11DirectOptionImplemented TruthValue,


dot11APSDOptionImplemented TruthValue,


dot11QAckOptionImplemented TruthValue,


dot11QBSSLoadOptionImplemented TruthValue,


dot11QueueRequestOptionImplemented TruthValue,


dot11TXOPRequestOptionImplemented TruthValue,


dot11MoreDataAckOptionImplemented TruthValue,


dot11AssociateinNQBSS TruthValue,


dot11DLSAllowedInQBSS TruthValue,


dot11DLSAllowed TruthValue,


dot11InterworkingServiceImplmented TruthValue }

Insert the following item into the description of the items in the Dot11StationConfigEntry in P802.11-REVma-D9.0, page 997:
EDITORIAL NOTE: The value for the dot11InterworkingImplmented attribute must be assigned by the ANA prior to sponsor ballot.  The value assigned will replace the notation <ANA> in the following entry.
dot11InterworkingServiceImplemented OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION
"This attribute available at AP STAs, when TRUE, indicates that STA is capable of interworking with external networks.  An AP setting this to TRUE implements interfaces with at least one SSPN for authentication, the Generic Advertising Service (GAS) protocol, QoS Map functionality, and the Expedited Bandwidth request.  When this is set to FALSE, the STA does not implement interworking and does not accept SSPN authentication requests, GAS requests, QoS Map requests, or Expedited Bandwidth requests.  The default value of this attribute is FALSE."

::= { dot11StationConfigEntry <ANA>}

Annex K
(informative)

Admission Control
K.2.1 Use of ACM (admission control mandatory) subfield
Change the section as indicated below:

When dot11InterworkingServiceImplemented is false, Iit is recommended that admission control not be required for the access categories AC_BE and AC_BK. The ACM subfield for these categories should be set to 0. The AC parameters chosen by the AP should account for unadmitted traffic in these ACs.
When dot11InterworkingServiceImplemented is true, it is recommended that any STA authenticated through an SSPN interface use admission control to access categories AC_VO and AC_VI to to ensure network utilization consistent with the policy imposed by the SSPN for admission.  AC parameters chosen by the AP should further account for any unadmitted traffic in AC_VO and AC_VI that may be reserved for users of a particular SSPN.

K.3.1 Guidelines for deriving service schedule parameters
Add the following paragraph to the end of the section:

When dot11InterworkingServiceImplemented is true, the HC should police all traffic flows from non-AP STAs authenticated against the maximum authorized data rates stored in the dot11InterworkingTable.  Each SSPN-authenticated STA may be given a maximum bandwidth allowance for each access category from the SSPN.  The AP should police the SSPN-authenticated STA's traffic flows to the maximum bandwidth allowance provided by the SSPN.
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