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Introduction

The current TGu draft uses the Emergency Services Realm to indicate to STAs how to associate to a network using the public credential method to place an emergency call.  Only the realm is specified by the current draft.  This submission changes the realm to a full NAI to allow the TGu-enabled network to supply the user name in addition to the realm.
Changes to TGu draft 0.03:

3. Definitions

Remove the definitions for "Realm" and "Realm-based routing"

7.2 Format of individual frame types

7.2.3 Management frames

7.2.3.1 Beacon frame format

Change the following row in table 8 as indicated:

Table 8—Beacon frame body

	Order
	Information
	Notes

	29
	Default Emergency Services RealmNAI
	Optional (present if configured)


7.2.3.8 Probe Request frame format

Change the following row in table 14 as indicated:

Table 14—Probe Request frame body

	Order
	Information
	Notes

	6
	Default Emergency Services RealmNAI
	Optional (present if configured)


7.3.2.44
Default Emergency Services RealmNAI Information element

Replace the existing text of this section and figure as follows:
The Default Emergency Service RealmNAI information element defined in Figure u14 provides a STA with information on which directly connected SSPN is configured as the default provider of emergency services for the BSS.  A STA using this field may be able to speed up the emergency call setup process when using the public credentials method.

	
	Element
ID
	Length
	RealmNAI

	Octets:
	1
	1
	Variable


Figure u14 - Default emergency services realm element description

The Length field shall be set to the length in octatesoctets of the RealmNAI field.

The RealmNAI field is a variable length field defined as the realm portion of the that contains user credentials that can be used to obtain emergency services.  It is formatted as a Network Access Identifiedr (NAI) as defined in RFC-4282.
Annex P

P.1.2 System Aspects for Emergency Call Support

Change the first bullet point on page 72 (lines 3-10) as follows:

· Using public user credentials (described further in P.1.5). In this situation, a STA uses the defined network selection method to query candidate SSPNs to determine which one (or several) support VoIP, end-to-end QoS and emergency services. Once this has been determined, the STA associates to the SSID corresponding to the chosen SSPN using public user credentials. Optionally, the AP may have been configured with a default realm (part of the NAI) user name and realm, present as the Emergency Services NAI, from which emergency services may be obtained. This information, if present/configured by the hotspot provider, may be used to speed up the emergency call setup process.
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Abstract


This submission modifies the public credentials advertised for emergency services access to be a user name plus realm, rather than just a realm.
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