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Introduction

CID 580 states that clause 5.3.4.6 implies that robust management frame protection is provided by TKIP because the last sentence in clause 5.3.4.6 reads "This mechanism is provided for STAs that use CCMP, TKIP, or BIP."  The text needs to be revised to indicate that TKIP provides replay protection for data only.  This submission changes the clause to indicate that data replay protection is provided by either TKIP or CCMP, but that support for both CCMP and BIP is required for management replay protection.  The reason why both CCMP and BIP support is required is that there are different replay protection mechanisms for unicast and broadcast management frames.
Editing Instructions

Change clause 5.3.4.6 to read:

The replay detection mechanism defines a means by which a STA that receives a data or robust management frame from another STA can detect whether the received data frame is an unauthorized retransmission. ThisThe replay protection mechanism is provided for data frames for STAs that use CCMP or TKIP.  The replay protection mechanism is also provided for robust management frames for STAs that use CCMP and BIP.
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Abstract


This submission resolves technical issue #17/comment ID 580 from LB 88 on TGw draft 1.0.
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