Note: this text is proposed as replacement for the initial parts of the Mesh Networking Overview that starts off Part 11A – in order to make it consistent with the rewritten part on Interworking. There are no functional changes.

1.1.1 Wireless LAN Mesh Networking

This Clause describes the services and protocols needed for wireless LAN networking
1.1.1.1 What is a Wireless LAN Mesh Network
A wireless LAN Mesh network is network that consists of a number of devices that are connected by secure peer-to-peer links and that provide for  route selection and/or forwarding of frames throughout such a network.

1.1.1.2 Introduction to WLAN Mesh
In most wireless local area network (WLAN) deployments today, there is a clear distinction between the devices that comprise the network infrastructure and the devices that are clients that use the infrastructure to gain access to network resources.  The most common WLAN infrastructure devices deployed today are access points (APs) that provide a number of services, in particular: support for power saving devices, for which it buffers traffic, authentication services, and access to the network.  APs are usually directly connected to a wired network (e.g., 802.3), and simply provide wireless connectivity to client devices rather than utilizing wireless connectivity themselves.  Client devices, on the other hand, are typically stations (STAs) that must associate with an AP in order to gain access to the network.  These clients are dependent on the AP with which they are associated to communicate. The non-mesh WLAN deployment model and device classes are illustrated in Figure s1.
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Figure s1: Non-mesh 802.11 deployment model and device classes.
The wireless LAN architecture described in IEEE 802.11-2007 defines a Wireless Distribution System (WDS)  but does not specify its use or details. 

3.170 wireless distribution system (WDS): A mechanism for wireless communication using a four address frame format specified in this standard. This standard describes such a frame format, but does not describe how such a mechanism or frame format would be used.

This Amendment specifies the functions, services and protocol for a Wireless Distribution System that allows  802.11 devices to participate in a WLAN mesh network. This specification is given in terms of an abstract entity called a Mesh Point. 
An example WLAN Mesh is illustrated in Figure s2. Mesh points (MPs) are entities that support WLAN mesh services, i.e. they participate in the formation and operation of the mesh network.  Higher layer protocols and applications may optionally be implemented above the MAC_SAP of a MP (the details of which are beyond the scope of this standard). A Mesh Point may be collocated with an Access Point, this is loosely referred to as a Mesh Access Point .  Such a configuration allows a single device implementation to logically provide both mesh services and AP services simultaneously.  
STAs acting as clients may associate with Mesh APs to gain access to the (mesh) network.  Such STAs  do not participate in WLAN Mesh Services such as path selection and forwarding, etc
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Figure s2: WLAN Mesh Containing MPs, MAPs, and STAs.

1.1.1.3 WLAN Mesh Network Model

A WLAN Mesh network is a layer 2 network that functions as a traditional IEEE 802-style LAN.  Effectively, this means that a WLAN Mesh network appears functionally equivalent to a broadcast Ethernet from the perspective of other networks and higher layer protocols.  Thus, it must appear as if all Mesh Points in a WLAN Mesh are directly connected at the link layer.  The protocols described in this document hide the details of this functionality from higher layer protocols by transparently providing multi-hop broadcast and unicast data delivery at layer 2 within the mesh.

JKR: the following diagram emphasizes an a typical  use of a mesh. I would move the source to one of the lower mesh nodes and leave the rest of the story to the interworking Clause.
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Figure s5: MAC data transport over a WLAN Mesh

As shown in Figure s5, the behavior of a WLAN Mesh is transparent to higher-layers. Internal L2 behavior of WLAN Mesh (including multi-hop message forwarding) is hidden from higher-layer protocols under the MAC-SAP.
See Clause [WLAN Mesh Interworking]  for further details.















