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Background

“One of the most fundamental and significant statutory mandates of the Federal Communications Commission (Commission) is the promotion of safety of life and property through the use of wire and radio communication.

For over forty years, the Commission has sought to satisfy this mandate in large part by requiring that the American public be provided with an effective and robust national alert and warning system.  Since 1994, this function has been performed by the Emergency Alert System (EAS), which is jointly administered by the Commission, the Federal Emergency Management Agency (FEMA), one of the component agencies of the Department of Homeland Security (DHS), and the Department of Commerce and its component, the National Oceanic and Atmospheric Administration's National Weather Service (NWS)”

“Review of the Emergency Alert System”, EB Docket No. 04-296, Federal Communications Commission, Washington D.C. 20554, November 10, 2005
Introduction

This document suggests an EAS notification functionality for IEEE 802.11 and recommends its placement within the Emergency Services section (clause 7.3.2.36) of the TGu draft specification document.

4. Abbreviations and acronyms
Add the following acronyms:

EAS
Emergency Alert System

EASN
Emergency Alert System Notification

Change the following clauses as shown:
7.3 Management frame body components
7.3.2 Information elements
7.3.2.36 Interworking Capability Information Element

The Interworking Capability Information element contains information about the interworking service capabilities of a STA as shown in Figure u1.

	
	
	
	

	
	Element ID
	Length
	Interworking Capabilities

	Octets:
	1
	1
	2


Figure u1—Interworking Capability Information element format
The Element ID field is equal to the Interworking Capability value in Table 26.

The Length field is the length of the Interworking Capabilities field. The value of the Length field is 2.

The Interworking Capabilities field is a bit field indicating the advertised interworking capabilities of the STA. The Interworking Capabilities field is shown in Figure u2.

	
	
	
	
	
	

	
	B0
	B1
	B2
	B3
	B4        B15

	
	QoS Map
	Expedited Bandwidth Request
	Emergency Services Only
	Emergency Alert System Notification
	Reserved

	Bits:
	1
	1
	1
	1
	13


Figure u2—Interworking Capabilities field
· The QoS Map Service capability bit set to 1 indicates the AP supports QoS Map Service.  The QoS Map Service capability bit set to 0 indicates the STA does not support QoS Map Service.

· The Expedited Bandwidth Request Service capability bit set to 1 indicates that the STA supports Expedited Bandwidth Request Service.  The Expedited Bandwidth Request Service capability bit set to 0 indicates the STA does not support Expedited Bandwidth Request Service.

· The ESO (Emergency Services Only on this SSID) capability set to 1 indicates higher layer emergency call services are reachable via this SSID.  The ESO capability set to 0 indicates other means are necessary to determine if higher layer emergency call services are reachable via this SSID.  This bit shall only be set to 1 if all the following conditions are true (cf. Annex P.1 for further information):

· SSID is configured for open authentication and used exclusively for providing emergency services

· dot11QosOptionImplemented is true

· Expedited Bandwidth Request Service capability bit is set to 1

· Location information capability is enabled on AP if AP is located in a regulatory domain that requires this.

· DS supports end-to-end QoS from STA to all APs in ESS to PSAP
The Emergency Alert System Notification (EASN) capability bit set to 1 indicates that higher layer EAS is in operation.  The EASN capability bit set to 0 indicates that no higher layer EAS is in operation.  The setting of this bit may then require an STA to request further information form the higher layers to received the full EAS information.
· All other bits are reserved and shall be set to 0 on transmission and ignored on reception

The lack of an Interworking Capability element shall be interpreted as the STA having no advertised Interworking Capabilities. 

7.3.2.37 Advertising Protocol Information element

The Advertising Protocol Information element contains information which identifies a particular advertisement protocol and its delivery method(s) as shown in Figure u4a.

	
	
	
	
	

	
	Element ID
	Length
	Delivery Method
	Advertisement Protocol ID

	Octets:
	1
	1
	1
	variable


Figure u4a— Advertisement Protocol Information element format

The Element ID field is equal to the Advertisement Protocol value in Table 26 or the Vendor Specific Element ID.

The Length field is the length of the Advertisement Protocol Information element. The Length field is determined by the Advertisement Protocol ID.

The Delivery Method field is a 1-octet field which specifies multicast or unicast delivery method.  The format of this field is shown in Figure u4b.

The Advertisement Protocol ID is a variable length field. If the first octet of this field is the vendor specific Advertising Protocol ID as provided in Table u1a, then this field contains the Vendor Specific Information Element per clause 7.3.2.26.  If this first octet of this field is not the vendor specific Advertising Protocol ID, then its length is 1 octet and its value is per Table u1a.

	
	B0
	B1
	B2
	B7

	
	Multicast Delivery
	Unicast Delivery
	Reserved

	Bits:
	1
	1
	6


Figure u4b— Delivery Method field

A STA using the Advertisement Protocol Information element requests the desired delivery method of advertisement protocol by setting either Bit0 or Bit1 as appropriate.

· Bit 0 is set to 1 if the STA supports multicast delivery as described in clause11.11.1.  Bit 0 is set to 0 if the STA does not support multicast delivery for this Advertisement Protocol IE.

· Bit 1 is set to 1 if the STA supports unicast delivery as described in clause 11.11.2.  Bit 1 is set to 1 if the STA does not support unicast delivery for this Advertisement Protocol IE.

The STA shall either support multicast delivery or unicast delivery.  Optionally, an STA may support both delivery methods.
Note : Also require some MIB entries??
Table u1—Advertisement Protocol ID definitions
	Name
	Value

	MIH Information Service
	0

	MIH Command and Event Services Capability Discovery
	1

	Emergency Alert System (EAS) Service
	2

	Reserved
	3-220

	Vendor Specific
	221

	Reserved
	222 – 255


· MIH Information Service in Table u1 is a mechanism defined in IEEE 802.21 to support information retrieval from an information repository in the DS. 
· MIH Command and Event Services capability discovery is a mechanism defined in IEEE 802.21 to support discovering capabilities of command service and event service entities in the DS.
· Emergency Alert System (EAS) service is a mechanism which allows a network to disseminate EAS notifications to unauthenticated and unassciated IEEE 802.11 STAs.
· Advertisement Protocol ID is reserved for a Vendor Specific protocol which shall have the format defined in clause 7.3.2.26.

· Note: after approval of this amendment, Advertisement Protocol IDs will be managed by 802.11 Assigned Numbers Authority.
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Abstract


This document describes the addition of an Emergency Alert System (EAS) notification functionality to the TGu draft.
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