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Annex D

Insert the following element at the end of the list of child objects for dot11smt object identifier:

-- dot11WirelessMgmtOptionsTable
::= { dot11smt TBD }

Insert the following text at the end of the Station management MIB:

-- **********************************************************************

-- * dot11WirelessMgmtOptions TABLE

-- **********************************************************************

dot11WirelessMgmtOptionsTable OBJECT-TYPE


SYNTAX SEQUENCE OF Dot11WirelessMgmtmOptionsEntry


MAX-ACCESS not-accessible


STATUS current


DESCRIPTION


    "Wireless Management attributes. In tablular form to


    allow for multiple instances on an agent. This table 

 
    only applies to the interface if dot11WirelessManagementImplemented 


    is set to TRUE in the dott11StationConfigTable. Otherwise


    this table should be ignored."


::= { dot11smt TBD }

dot11WirelessMgmtOptionsEntry OBJECT-TYPE


SYNTAX Dot11WirelessMgmtOptionsEntry


MAX-ACCESS not-accessible


STATUS current


DESCRIPTION


    "An entry in the dot11WirelessMgmtOptionsTable. It is


    possible for there to be multiple IEEE 802.11 interfaces


    on one agent, each with its unique MAC address. The


    relationship between an IEEE 802.11 interface and an


    interface in the context of the Internet-standard MIB is


    one-to-one. As such, the value of an ifIndex object


    instance can be directly used to identify corresponding


    instances of the objects defined herein.


    ifIndex - Each IEEE 802.11 interface is represented by an


    ifEntry. Interface tables in this MIB module are indexed


    by ifIndex."


INDEX { ifIndex }

::= { dot11WirelessMgmtOptionsTable 1 }

Dot11WirelessMgmtOptionsEntry ::=


SEQUENCE {



dot11MgmtOptionPresenceEnabled
TruthValue,



dot11MgmtOptionFBMSImplemented
TruthValue,



dot11MgmtOptionFBMSEnabled

TruthValue,



dot11MgmtOptionEventsEnabled

TruthValue,



dot11MgmtOptionDiagnosticsEnabled
TruthValue,



dot11MgmtOptionMultiBSSIDImplemented
TruthValue,



dot11MgmtOptionMultiBSSIDEnabled
TruthValue }

dot11MgmtOptionPresenceEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write 

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide presence is

enabled. The capability is disabled, otherwise.

The default value of this attribute is FALSE."

::= { dot11WirelessMgmtOptionsEntry 1 } 

dot11MgmtOptionFBMSImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station 

implementation is capable of supporting FBMS when the dot11WirelessManagementImplemented is TRUE.

The default value of this attribute is FALSE."

::= { dot11WirelessMgmtOptionsEntry 2 } 

dot11MgmtOptionFBMSEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write
STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide FBMS is

enabled. The capability is disabled, otherwise.

The default value of this attribute is FALSE."

::= { dot11WirelessMgmtOptionsEntry 3 } 

dot11MgmtOptionEventsEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write
STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Event Reporting is

enabled. The capability is disabled, otherwise.

The default value of this attribute is FALSE."

::= { dot11WirelessMgmtOptionsEntry 4 }
dot11MgmtOptionDiagnosticsEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write
STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Diagnostic Reporting is

enabled. The capability is disabled, otherwise.

The default value of this attribute is FALSE."

::= { dot11WirelessMgmtOptionsEntry 5 } 

dot11MgmtOptionMultiBSSIDImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Multiple BSSID when the dot11WirelessManagementImplemented is TRUE.

The default value of this attribute is FALSE."

::= { dot11WirelessMgmtOptionsEntry 6 } 

dot11MgmtOptionMultiBSSIDEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write
STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the

capability of the station to provide Multi BSSID is

enabled. The capability is disabled, otherwise.

The default value of this attribute is FALSE."

::= { dot11WirelessMgmtOptionsEntry 7 } 
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This submission contains the normative text changes necessary to define the MIB supporting the Wireless


Network Management capabilities to resolve TGv D0.05 CID #251.








The text is aligned with P802.11v-D0.08. 
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