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Affected CIDs

G14 category (“peer capacity”):

· CIDs 7, 337, 1282, 1283, 2130, 2299, 4311, (5260) 5260 (S4) is not part of G14 but it should be
Rearranging bits in the Mesh Configuration element:

· CIDs 2302, 469

Rearranging clauses (Active Protocol, Active Metric):

· CIDs 350, 793, 355, 794, 2643, 3539, 3790, 4495, 356, 357, 360, 732, 1353, 4496, 4481, 5637

Remove Active Profile

· CID 2316

General cleanup

· CID 2941

The editor should perform the following four tasks:

1) Remove WLAN from “WLAN Mesh Capability” (30 occurrences in D1.00)

2) Replace all occurrences of “Mesh Capability” with “Mesh Configuration”
3) Add italicized text to 11A.1.5.1 Overview:

An MP must be able to establish at least one mesh link with a peer MP, and may be able to establish many such links simultaneously. It is possible that there are more candidate peer MPs than the device is capable of maintaining peer links with simultaneously. In this case, the MP must select which MPs to establish peer links with based on some measure of signal quality or other information received from candidate neighbor MPs, such as a Peer Link Capacity value.  However, the MP shall not establish a peer link with another MP that has advertised a Peer Link Capacity of 0 [0000] in the last received Mesh Configuration element.  Peer Link Capacity values between 1 [0001] and 15 [1111] may be interpreted as a willingness to establish peer links, based on connectivity, available memory or remaining battery life; the higher the value, the higher the willingness.
4) Replace 7.3.2.36-39 with the following
7.3.2.36 Mesh Configuration element

The WLAN Mesh Configuration element is used to advertise WLAN Mesh services. It is contained in beacons transmitted by MPs, in probe request/response messages and Peer Link Management messages.
	Octets: 1
	1
	1
	4
	4
	4
	2

	ID
	Length
	Version
	Active Protocol ID
	Active Metric ID
	Channel Precedence 
	Mesh Capability


Figure s12: Mesh Configuration element

The fields contained in the element are as shown in Table s2.

Table s2: Mesh Configuration element fields

	Field
	Value/description

	ID
	

	Length
	

	Version
	1

	Active Path Selection Protocol ID
	Path selection protocol in use

	Active Path Selection Metric ID
	Path selection metric in use

	Channel precedence
	Channel precedence value

	Mesh Capability
	Peer settings


Active Path Selection Protocol ID

The path selection protocol identifier field identifies the path selection protocol for unicast, multicast and broadcast transmission.  The format of the protocol identifier is shown in Figure s17.
	Octets:  3
	1

	OUI
	Path selection protocol identifier


Figure s17: Path selection protocol identifier field format
The path selection protocol identifier specifies the protocol which is currently used to generate routing information in this network, as defined in Clause 11A.2.  Values for the protocol identifier are given in Table s3.
Table s3: Path selection protocol identifier field values

	OUI
	Value
	Meaning

	00-0F-AC
	0
	Hybrid Wireless Mesh Protocol  (default path selection protocol)

	00-0F-AC
	1
	Radio Aware OLSR (optional path selection protocol)

	00-0F-AC
	2-254
	Reserved for future use

	00-0F-AC
	255
	Null protocol

	Vendor OUI
	Other
	Vender specific


A Null protocol indicates the MP has no active layer 2 path selection and forwarding. An MP with Null protocol will not send or respond to path selection protocol messages.

Active Path Selection Metric ID

The path selection metric identifier identifies the path metric which is currently used by the active path selection protocol in the mesh network. The format of the path selection metric identifier is shown in Figure s18.

	Octets:  3
	1

	OUI
	Path selection metric identifier


Figure s18: Path selection metric identifier format

The path selection metric identifier specifies the metric that is used when selecting routes in this network, as defined in Table s4.

Table s4: Path selection metric identifier Values
	OUI
	Value
	Meaning

	00-0F-AC
	0
	Airtime path metric (default path metric)

	00-0F-AC
	1-254
	Reserved for future use

	00-0F-AC
	255
	Null metric

	Vendor OUI
	Other
	Vender specific


Null metric is used in conjunction with Null protocol setting.

Channel precedence
The channel precedence field is set to the value of channel precedence of the unified channel graph to which the MP interface belongs.  The simple unification mode is defined in Clause 11A.1.7.4).  A value of 0 identifies that the logical interface used by the MP is not currently operating in simple unification mode.

Mesh capability
The mesh capability field comprises a set of values indicating whether an MP is a possible candidate for Peer Link establishment.  The details of the mesh capability field are shown in Figure s14 and Table s2.

	Bits: 4
	1
	1
	1
	1
	1

	Peer Link Capacity

	Connected to AS
	Power Save Supported
	Power Save Active
	Power Save Required from Peer
	Synchronization Supported


	1
	1
	1
	1
	1
	1
	1

	Synchronization Active
	Synchronization Required from Peer
	MDA Supported
	MDA Active
	MDA Required from Peer
	MDA not allowed
	MDA Mixed Mode


Figure s14: Mesh Capability field format

Table s2: Mesh Capability field details
	Capability
	Field detail

	Peer candidacy
	Peer Link Capacity

	
	Connected to AS

	Power Save
	Power Save Supported

	
	Power Save Active

	
	Power Save Required from Peer

	Synchronization
	Synchronization Supported

	
	Synchronization Active

	
	Synchronization Required from Peer

	MDA
	MDA Supported

	
	MDA Active

	
	MDA Required from Peer

	
	MDA not allowed

	
	MDA Mixed Mode


The Peer candidacy capability includes 2 sub-fields.
· Peer Link Capacity is a measure of the willingness of a MP to establish peer links with other MPs.  A Peer Link Capacity value of 0 [0000] indicates that the MP is unwilling or incapable of establishing new peer links (this could be, for example, if there isn’t any memory left to accommodate a new peer link entry, or if the battery level of the device is critically low).  Inversely, a Peer Link Capacity value of 15 [1111] indicates that the MP is eager to establish new peer links.  See Clause 11A.1.5.1.
· The “connected to AS” subfield specifies whether the mesh point is connected to an AS (Authentication Server), enabling the MP to support authentication and key management with IEEE 802.1X.

The Power Save capability includes 5 sub-fields.
· The “Power Save Supported” subfield indicates if the Mesh Point supports power save mode.

· The “Power Save Active” sub filed indicates the current Power Save Management Mode of the mesh point. A set bit indicates the mesh point is operating in Power Save mode. A cleared bit indicates it is not operating in power save mode.

· The “Power Save Required from Peer” subfield indicates if this mesh point requires peers attempting to associate or directly communicate with it to support Power Save mode.

The Synchronization capability includes 3 sub-fields.
· The “Synchronization Supported” subfield is set to 1 if the Mesh Point supports timing synchronization with peer MPs, and 0 otherwise. 

· The “Synchronization Active” subfield is set to 1 if the MP is currently a synchronizing MP, and 0 otherwise.

· The “Synchronization Required from Peer” subfield is set to 1 if the mesh point requests MP peers attempting to communicate with it to synchronize with it, and 0 otherwise.  

The MDA capability includes 5 sub-fields:
· The “MDA Supported” subfield is set to 1 if the Mesh Point supports MDA services, and 0 otherwise. 

· The “MDA Active” subfield is set to 1 if the mesh point has MDA services active, and 0 otherwise. When set to 1, the MP provides full MDA services as described in 9.14. When set to 0, the MP does not interpret any frames described for MDA operation and does not provides any services described in 9.14. This field is ignored and interpreted as 0, if “MDA capable” bit is set to 0. 

· The “MDA Required from Peer” field is set to 1 if the mesh requires that all MPs that are capable of MDA have MDA active, and to 0 otherwise. This is an informative flag and the participating MPs are not required to act on it. This field is ignored and interpreted as 0 if either of “MDA Capable” or “MDA Active” bits is set to 0. This field is a mesh wide field, and common for all MPs that belong to a single mesh. 

· The “MDA not allowed” subfield is set to 1 if the mesh requires that all MPs participating in the mesh have MDA not activated, and 0 otherwise. If this field is set to 1, the “MDA Active” and “MDA Active Required in Mesh” fields are ignored and interpreted as 0. This field is a mesh wide field, and common for all MPs that belong to a single mesh. If this field is set to 1 in a mesh, any new MP that wishes to participate in the mesh is required to not use/invoke MDA services.  When “MDA not allowed” is set to 0, MPs that are capable of providing MDA services may use MDA in the Mesh for portions of their traffic.
· The “MDA Mixed Mode” field is set to 1, if MDA traffic may be transmitted using EDCA access along with MDA access, and 0 otherwise. If this filed is set to 0, any flow that is set to access channel using MDA may only transmit during MDAOPs of the transmitter MP.


Previous text (for reference):

· Mesh Capability element

The “Mesh Capability” element shown in  Figure s11 is used to advertise Mesh services. It is contained in Beacon frames transmitted by MPs, and is also contained in probe request/response messages and (re)association request/response messages.

	Octets:1
	1
	1
	4
	4
	2
	1
	1
	1
	4

	ID
	Length
	Version
	Active

Protocol 

ID
	Active

Metric

ID
	Peer

Capacity
	Power 

Save

capability
	Synch-

ronization

Capability
	MDA

Capability
	Channel

Precedence

	· Mesh Capability element


The Element ID is set to the value given in  Table 26 for this information element. The Length field is set to 18. The version is set to 1.

MPs may support one or more path selection protocols and path metrics. However, only one path selection protocol and one path metric may be active in a particular mesh network at a time.

 The Active Protocol ID field indicates the path selection protocol in use and is described in  7.3.2.49.1. The Active Metric ID field indicates the path selection metric in use and is described in  7.3.2.49.2.

The Peer capacity field indicates the MP’s capacity for establishing additional peer links and is described in  7.3.2.49.3.

The Power Save capability field indicates support for power save mode and current power save mode and is described in  7.3.2.49.4.

The Synchronization Capability field indicates support for synchronization services and current synchronization status and is described in  7.3.2.49.5.

The MDA Capability field indicates support for MDA services and current status and is described in  7.3.2.49.6.

The channel precedence field is set to the value of the channel precedence of the unified channel graph to which the MP interface belongs.

· Path selection protocol identifier field

The path selection protocol identifier indicates the path selection protocol for individually addressed and group addressed transmission. It has format shown in  Figure s12.

	Octets:  3
	1

	OUI
	Path selection protocol identifier

	· Path selection protocol identifier field


The path selection protocol identifier specifies the protocol which is currently used to generate routing information in this network, as defined in 11A.3.

 Identifier values are listed in  Table s3.

	· Path selection protocol identifier values

	OUI
	Value
	Meaning

	00-0F-AC
	0
	Hybrid Wireless Mesh Protocol  (default path selection protocol)

	00-0F-AC
	1
	Radio Aware OLSR (optional path selection protocol)

	00-0F-AC
	2-254
	Reserved for future use

	00-0F-AC
	255
	Null protocol

	Vendor OUI
	Other
	Vendor specific


A Null protocol indicates the MP has no active layer 2 path selection and forwarding. An MP with Null protocol does not send or respond to path selection protocol messages.

· Path selection metric identifier

·  field

The path selection metric identifier is contained in the Active Metric field. This information identifies the path metric which is currently used by the active path selection protocol in the mesh network. The path selection metric identifier has the format shown in  Figure s13.

	Octets:  3
	1

	OUI
	Path selection metric identifier

	· Path selection metric identifier field


The path selection metric identifier specifies the metric that is used when selecting routes in this network, as defined in  Table s4.

	· Path selection metric identifier values

	OUI
	Value
	Meaning

	00-0F-AC
	0
	Airtime path metric (default path metric)

	00-0F-AC
	1-254
	Reserved for future use

	00-0F-AC
	255
	Null metric

	Vendor OUI
	Other
	Vendor specific


The null metric is used in conjunction with null path selection protocol setting.

· Peer Capacity field

The peer capacity value is treated as a single field, with the least significant octet transmitted first. It contains four sub-fields as shown in  Figure s14.

	B0
	B1
	B2
	B15

	Operating in simple unification mode
	Connected to AS
	Peer capacity

	1
	1
	14
	

	· Peer Capacity field


The “operating in simple unification mode (11A.1.7.4)” bit is set to one if the PHY is currently operating in the simple unification mode, and zero otherwise. The “connected to AS” bit specifies whether the MP is connected to an AS (Authentication Server), enabling the MP to support authentication and key management with IEEE 802.1X.  The “peer capacity” subfield is set to the number of additional MP peers that the device can accommodate.

· Power Save Capability field

The Power Save capability field is shown in  Figure s15.

	B0
	B1
	B2
	B3 
 B7

	Supporting Power Save Mode
	Require Power Save Mode from Peer
	Power Save Mode Enabled
	Reserved

	Bits: 1
	1
	1
	5

	· Power Save Capability field


The “Supporting Power Save Mode” bit indicates if the MP supports power save mode.

The “Require Power Save Mode from peer” bit indicates if this MP requires peers attempting to associate or directly communicate with it to support Power Save mode.

The “Power Save Mode Enabled” bit, when set to 1, indicates the MP is operating in Power Save Mode. A bit value of 0 indicates it is not operating in Power Save Mode.

· Synchronization Capability field

The Synchronization Capability field includes 3 sub-fields as shown in  Figure s16.
	B0
	B1
	B2
	B3 
 B7

	Supporting Synchronization 
	Requests Synchronization from Peer
	Synchronizing with Peer MP
	Reserved

	Bits: 1
	1
	2
	5

	· Synchronization Capability field


The “Supporting Synchronization” subfield is set to 1 if the MP supports timing synchronization with peer MPs, and 0 otherwise. 

The “Requests Synchronization from Peer” subfield is set to 1 if the MP requests MP peers attempting to communicate with it to synchronize with it, and 0 otherwise.  

The “Synchronizing with Peer MP” subfield is set to 1 if the non-AP MP is currently a synchronizing MP, and 0 otherwise.

· MDA Capability field

The MDA Capability field includes 5 sub-fields as shown in  Figure s17.

	B0
	B1
	B2
	B3
	B4
	B5 
 B7

	MDA Capable 
	MDA Active
	MDA Active Requested in Mesh
	MDA Not Allowed in Mesh
	MDA EDCA Mixed Mode Enabled
	Reserved

	Bits: 1
	1
	1
	1
	1
	3

	· MDA Capability field


The “MDA Capable” subfield is set to 1 if the MP supports MDA, and 0 otherwise. 

The “MDA active” subfield is set to 1 if MDA is active, and 0 otherwise. When set to 1, the MP provides full MDA services as described in 9.14. When set to 0, the MP does not interpret any frames described for MDA operation and does not provides any services described in 9.14. This field is ignored and interpreted as 0, if “MDA capable” bit is set to 0. 

The “MDA Active Requested in Mesh” field is set to 1 if the mesh requires that all MPs that are capable of MDA have MDA active, and to 0 otherwise. This is an informative flag and the participating MPs are not required to act on it. This field is ignored and interpreted as 0 if either of “MDA Capable” or “MDA Active” bits are set to 0. This field is a mesh wide field, and common for all MPs that belong to a single mesh. 

The “MDA Not Allowed in Mesh” subfield is set to 1 if the mesh requires that all MPs participating in the mesh have MDA not activated, and 0 otherwise. If this field is set to 1, the “MDA Active” and “MDA Active Required in Mesh” fields are ignored and interpreted as 0. This field is a mesh wide field, and common for all MPs that belong to a single mesh. If this field is set to 1 in a mesh, any MP that wishes to participate in the mesh is required to not use/invoke MDA services.

When “MDA not Allowed in Mesh” is set to 0, MPs that are capable of providing MDA services may use MDA in the Mesh for portions of their traffic.

The “MDA EDCA Mixed Mode Enabled” field is set to 1, if MDA traffic may be transmitted using EDCA access along with MDA access, and 0 otherwise. If this field is set to 0, any flow that is set to access the channel using MDA may only transmit during MDAOPs of the transmitter MP.

· Active Mesh Profile Announcement element

The “Active Mesh Profile Announcement” element is used to notify the profile pair of the active path selection protocol and the active path metric to a peer MP. It is contained in association request messages transmitted by the association requesting MP. The profile pair is selected by the association requesting MP. The format of the Active Mesh Profile Announcement element is shown in  Figure s18.

	Octets: 1
	1
	1
	4
	4

	ID
	Length
	Version
	Active Protocol ID
	Active Metric ID

	· Active Mesh Profile Announcement element


The Element ID is set to the value given in  Table 26 for this information element. The Length field is set to 9. The version field is set to 1.

The Active Protocol ID indicates the path selection protocol in use and is formatted as described in  7.3.2.49.1.

The Active Metric ID indicates the path selection metric in use and is formatted as described in  7.3.2.49.2.
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