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Change 7.3.2.27 as follows:
7.3.2.27 Extended Capabilities information element

The Extended Capabilities information element carries information about the capabilities of an 802.11 STA, intended to augment the Capability Information Field (CIF) when these bits are fully allocated. The format of this information element is shown in Figure 93.

	
	
	
	

	
	Element ID Length
	Length
	Capabilities

	Octets:
	1
	1
	n






Figure 93 - Extended Capabilities information element

The Element Identifier of this information element is 127.

The Value of the Length field is equal to the number of octets in the Capabilities field.

The Capabilities field is a bit field indicating the capabilities being advertised by the STA transmitting the information element. There are no capabilities defined for this field in this revision of the standard. The Capabilities field is shown in Table x-1.




Table x-1 The Capabilities field 

	Bit
	Information
	Notes

	0
	Reserved 
	

	1
	Wireless Network Management 
	A STA shall set the Wireless Network Management bit field  in the Extended Capabilities Information field to 1 if the STA’s

dot11WirelessManagementImplemented is true; otherwise, it shall be set to 0.

	2-n
	Reserved
	


 TGv Editor: Change 7.3.2.46 as marked with Microsoft Word’s “track changes”:
7.3.2.46 FBMS Response element
The FBMS Response defines information about the broadcast and multicast status. The format of the FBMS Response element is shown in 0.

	
	
	
	
	

	
	Element ID
	Length
	FBMS Status Element 1
	FBMS Status Element n

	Octets:
	1
	1
	5
	5


Figure v80—FBMS Response element format
The Length field is set to 1+n, where n indicates the total length of all FBMS Status Elements contained in the IE.

The format of the FBMS Status Element is shown in 0. 

	
	
	
	
	
	
	
	
	

	
	Element Status
	Delivery Interval
	
	FBMSID
	FBMS Counter ID
	Multicast Rate
	Multicast Address
	Multicast Diagnostic Interval

	Octets:
	1
	1
	
	1
	1
	1
	6
	4


Figure v81—FBMS Status Element format

The Element Status field defines the following values, as inidcated in 0.

Table v44—Element Status Definition

	Value 
	Description

	0
	Accept

	1
	Deny, due to malformed request or ambiguous classifier.

	2
	Deny, due to lack of resources on AP.

	3
	Deny, due to requested classifier(s) matching 2 or more existing streams on different intervals

	4
	Deny,  by policy, requested stream is not permitted to participate in FBMS

	5
	Override, due to existing stream with different delivery interval

	6
	Override, due to policy limits on AP.

	7
	Override, due to AP changed the delivery interval.

	8
	Override, due to AP multicast rate policy

	9-255
	Reserved


A status value of Accept is transmitted by the AP when the requested delivery interval is supported by the AP.

A status value of Deny is transmitted by the AP when the AP denies the STA’s requested delivery interval and TCLAS completely.

A status value of Override is transmitted by the AP when the AP denies the requested delivery interval but can support an alternate delivery interval for the requested TCLAS. The STA must comply with the AP’s override value. If the STA does not accept this overridden rate, then the STA must send a new request with the TCLAS IE removed.

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


The Delivery Interval defines the number of DTIMs that the stream is transmitted as defined by the AP. 

The FBMSID is assigned by the AP and provides a unique identifier for this stream within the BSS.

The FBMSID Counter ID provides a unique identifier for this stream counter within the BSS.

The Multicast Rate specifies the data rate to be used for the multicast service.

The Multicast Address specifies the multicast MAC address for the multicast service.

The Multicast Diagnostic Interval specifies the number of beacon intervals for which the AP keeps multicast service traffic counts. The STA uses the Multicast Diagnostic Interval to determine how frequently to send Multicast Diagnostic Reports.
TGv Editor: Change Table v25 as marked with Microsoft Word’s “track changes”:
Table v25—Client Report for Group Type Operating Parameters contents

	Order
	Information

	1
	MAC Address

	2
	Radio channels

	3
	Tx Power

	4
	Data Rates

	5
	SSID

	6
	Cipher Suite

	7
	AKM Suite

	8
	EAP Method

	9
	Profile ID

	10
	Power Save Mode


TGv Editor: Change 7.3.2.38.5.21 as marked with Microsoft Word’s “track changes”:
7.3.2.38.5.21 Power Save Mode

The format for the Power Save Mode is shown in 0.
	
	

	
	Power Save Mode

	Octets:
	1


Figure v58—Power Save Mode format

The Power Save Mode field indicates the STA’s current power save mode and is set to one of the values in 0.

Table v21—Power Save Mode definition

	Power Save Mode
	Value

	Awake
	0

	Normal Power Save 
	1

	U-APSD
	2

	S-APSD
	3

	Reserved
	4–254

	Unknown
	255
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