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Comment 348: 7.3.2.39.1, p.40, line 10. Suggest getting rid of the client report types and just have additional types in Table v22, e.g. manufacturing info, operating parameters, etc. Don't see the value of the additional level of definition.
Motion: Adopt the changes indicated in 11-07-0123-03-000v “Comment 348 – Part 2” into the TGv draft.

Comment 348 – Part 2

Delete 7.3.2.52.1 STA Report and Insert the following sentence at the end of 7.3.2.52, renumbering the succeeding sections:
The Manufacturer Information Client Report (Type=0), Operating Parameters Client Report (Type=1), Capabilities Client Report (Type = 2) and Configuration Profile Diagnostic Request Types (Type = 3) carry no Diagnostic Information sub-elements. 

Change 7.3.2.53 as shown below:

7.3.2.53 Diagnostic Report element
The Diagnostic Report element contains a Diagnostic report. The format of the Diagnostic Report element is shown in Figure v60.

	
	
	
	
	
	
	

	
	Element ID

	Length

	Diagnostic Token
	Diagnostic Report Type
	Status
	Diagnostic Information Sub-elements

	Octets:
	1
	1
	1
	1
	1
	variable


Figure v1 —Diagnostic Report element format
The Element ID field is equal to the Diagnostic Report value in Table 26.

The value of the Length field is variable and depends on the length of the Diagnostic Information Sub-elements field. The minimum value of the Length field is 3. 

The Diagnostic Token field is set to the Diagnostic Token in the corresponding Diagnostic Request element.

The Diagnostic Report Type field is set to a number that identifies the Diagnostic report. Those Diagnostic Report Types are shown in Table v24.

Table v1 —Diagnostic Report Type Definitions for Diagnostic Report Request
	
	

	
	

	
	

	
	

	
	

	
	

	Name
	Report Type Value

	Manufacturer Information Client Report
	0

	Operating Parameters Client Report
	1

	Capabilities Client Report
	2

	Configuration Profile
	3

	802.11 Authentication
	4

	Association
	5

	802.1X Authentication
	6

	Reserved
	7 – 255


In 7.3.2.53, change 7.3.2.53.1 as indicated below, renumbering the subsequent sections:
7.3.2.53.1 Manufacturer Information Client Report  


The Diagnostic Information Sub-elements field corresponding to a Diagnostic Report element of type Manufacturer Information Client Report  is shown in Table v25.

Table v2 —Manufacturer Information Client Report contents

	Order
	Information Sub-element

	1
	Manufacturer OUI

	2
	Manufacturer ID string

	3
	Manufacturer model string

	4
	Manufacturer serial number string

	5
	Radio type

	6
	Firmware Version

	7
	MAC address

	8
	Antenna Type

	9
	Antenna gain


7.3.2.53.2 Operating Parameters Client Report

The Diagnostic Information Sub-elements field corresponding to a Diagnostic Report element of type Operating Parameters Client Report is shown in Table v26.


Table v26—STA Report for Operating Parameters Client Report contents

	Order
	Information Sub-element

	1
	MAC Address

	2
	Radio channels

	3
	Tx Power

	4
	Data Rates

	5
	SSID

	6
	Cipher Suite

	7
	AKM Suite

	8
	EAP Method

	9
	Profile ID

	10
	Power Save Mode 


7.3.2.53.3 Capabilities Client Report

The Diagnostic Information Sub-elements field corresponding to a Diagnostic Report element of type Client Capabilities Report is shown in Table v27.

Table v3 —STA Report for Capabilities Client Report contents

	Order
	Information Sub-element

	1
	Radio channels

	2
	Tx Power

	3
	Data Rates

	4
	Cipher Suite

	5
	AKM Suite

	6
	EAP Method


7.3.2.53.4 Configuration Profile

The Diagnostic Information Sub-elements field corresponding to a Diagnostic Report element of type Configuration Profile Report is shown in Table v28.

Table v4 —STA Report for Configuration Profile Report contents

	Order
	Information Sub-element

	1
	Profile ID

	2
	Radio channels

	3
	Tx Power

	4
	Data Rates

	5
	Cipher Suite

	6
	AKM Suite

	7
	EAP Method

	8
	SSID


In Table v12, change “Manufacturing” to “Manufacturer”
Change 11.15.3.1 as indicated below:

11.15.3.1 

· 
· 
· 
· 

11.15.3.1 

Configuration Profile Report 
The Configuration Profile report enables the AP to discover all the available configuration profiles and the current profile in use for an associated device.  Devices that support multiple profiles may include multiple Diagnostic Report elements in a single Diagnostic Report frame (or multiple frames if required).  Each Diagnostic Report element shall contain a Profile ID element that uniquely identifies the configuration profiles available on the device.

11.15.3.2 Operating Parameters Client Report 
The Operating Parameters Type enables an AP to discover operating settings currently in use for an associated device.  A non-AP STA receiving an Operating Parameters Request Type shall respond with a Diagnostic Report frame that includes all available STA Diagnostic elements allowed for the type.  The non-AP STA shall populate the report frame with the parameters that were in use at the time that the Diagnostic Request frame was received.

11.15.3.1.1 Manufacturer Information Client Report
The Manufacturer Information Client Report  enables an AP to discover all the static manufacturer specific data about an associated device.  A non-AP STA receiving a Manufacturer Information Client Report shall respond with a Diagnostic Report frame that includes all available Diagnostic Information elements allowed for the group.  

11.15.3.1.2 Capabilities Client Report
The Capabilities Type enables an AP to discover the capabilities available to an associated device.  A non-AP STA receiving a Capabilities Client Report Type shall respond with a Diagnostic Report frame that includes all available Diagnostic elements.
The Capabilities Client Report Response elements included should describe the available capabilities and not current settings for the capabilities.  It is important that the AP discover what the non-AP STA is capable of rather than its current settings.

And re-number the tables and figures as needed.
Proposed resolutions dealt with in January:

Proposed Resolution:

Delete  7.3.2.38.5.5, shown below and modify Table v10 in  7.3.2.38 as shown.
11.15.3.1.2.1 Client Report Group Type

The format for the Client Report Group Type is shown in Figure v1.
	
	

	
	Group Type

	Octets:
	1


Figure v2 —Client Report Group Type format

The Client Report Group Type is a one byte field that indicates the type of information to be reported in the Client Report and is set to any of the allocated values in Table v1.

Table v5 —Client Report Group Type definitions

	Client Report Group Type
	Value

	Manufacturer Information
	0

	Operating Parameters
	1

	Capabilities
	2

	Configuration Profile
	3

	Reserved
	4 – 255


From 7.3.2.38: Change from:
The Diagnostic Request Type is set to a number that identifies a type of diagnostic request. The defined Diagnostic Request Types are shown in Table v10.

	Name
	Report Type Value

	Client Report
	0

	802.11 Authentication
	1

	Association
	2

	802.1X Authentication
	3

	Reserved
	4 – 255


Table v6 Table v10—Diagnostic Request Type definitions
To

The Diagnostic Request Type is set to a number that identifies a type of diagnostic request. The defined Diagnostic Request Types are shown in Table v10.

	Name
	Request Type Value

	Manufacturing Information Client Report
	0

	Operating Parameters Client Report
	1

	Capabilities Client Report
	2

	Configuration Profile
	3

	802.11 Authentication
	4

	Association
	5

	802.1X Authentication
	6

	Reserved
	7 – 255


Comment 350: 7.3.2.40.4: The values in this table are the same as those in v23. Suggest generalizing the ones in v23, and using the same table to avoid duplicate definition.

Change 7.3.2.39 as indicated below, and modify 7.3.2.40.4, as shown below:

11.15.3.1.3 Presence Status field

The Presence Status field provides the result of a Presence Request or Presence Configuration Request frame.  The format of the Presence Status field is shown in Figure v2.
	
	
	
	

	
	Element ID (4)
	Length (1)
	Status

	Octets:
	1
	1
	1


Figure v3 Figure v64—Presence Status element

The Status field identifies the result of the presence request and is one of the values in Table 22 Table v3.

Table v7 






Table v33—Status field values

	Status Value 
	Description

	0
	Success

	1
	Fail

	2
	Refuse

	3
	Incapable

	4-255
	Reserved


11.15.3.2 Diagnostic Report element
The Diagnostic Report element contains a Diagnostic report. The format of the Diagnostic Report element is shown in Figure v3.

	
	
	
	
	
	
	

	
	Element ID

	Length

	Diagnostic Token
	Diagnostic Report Type
	Diagnostic Status
	Diagnostic Report

	Octets:
	1
	1
	1
	1
	1
	variable


Figure v4 —Diagnostic Report element format
The Element ID field is equal to the Diagnostic Report value in Table 26.

<snip> 

The Diagnostic Status field is set to a value in Table v4, indicating the client’s response to the Diagnostic Request indicated by the Dialog Token.

Table v8 —Diagnostic Status values
	Status Value
	Description

	0
	Successful

	1
	Fail

	2
	Refused

	3
	Incapable

	4-255
	Reserved


The Diagnostic Report field contains the results of the diagnostic request.

Comment 130: Definitions of “End of Motion” and "In motion" are ambiguous. If a STA is in "End of Motion", the STA is also in "Stationary". If a STA is in "Start of Motion", the STA is also in "In motion". In these cases, which state shall STA be in?
Proposed Resolution:
Table V-36 including these terms is shown below:
	Motion Indicator Value
	Description

	0
	Stationary

	1
	Start of motion

	2
	In motion

	3
	End of motion

	4
	Unknown

	5-255
	Reserved


Insert the following text below Table V-36:

A Motion Indicator Value of  “0” (Stationary) indicates that the device is stationary and not in motion.

A Motion Indicator Value of  “1” (Start of motion) indicates that the device was stationary and is now in motion.

A Motion Indicator Value of  “2” (In motion) indicates that the device is and has been in motion.

A Motion Indicator Value of  “3” (End of motion) indicates that the device was in motion and is now stationary.

A Motion Indicator Value of “4” (Unknown” indicates that information related to motion is unknown.

Comment 135:7.4.6.5  "Response Requested" field is missing. "Response Requested" filed is present in 10.3.32.1.2 and 11.15.4.2.
Proposed Resolution:

Change 7.4.6.5 as shown below:

The Presence Request frame uses the Action frame body format and is transmitted by a STA to deliver presence reporting information. The format of the Presence Request frame body is shown in Figure v4.

	
	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Response

Requested
	Presence Parameters Element

	Octets:
	1
	1
	1
	1
	variable


Figure v5 —Presence Request frame body format

The Category field is set to the value indicating the Wireless Network Management category, as specified in Table 24 in Error! Reference source not found.. 

The Action field is set to the value indicating Presence Request, as specified in Error! Reference source not found. in Error! Reference source not found..

The Dialog Token field is a nonzero value which identifies the Presence Request/Response transaction. The dialog token is unique for each presence request frame sent to a given destination MAC address.
The Response Requested value indicates if a Presence Response frame is requested by the transmitting STA. A value of 0 indicates that a Presence Response frame is not requested. A value of 1 indicates that a Presence Response frame is requested in response to the transmitted frame.
The Presence Parameters Element field contains the presence parameters element, described in Clause Error! Reference source not found.. Error! Reference source not found. defines the allowed Presence Parameters element fields for a Presence Parameters element that is included in the Presence Request frame.

In 10.3.32.3.2 and 10.3.32.3.2, Change from 

 The response requested value indicates if a presence response message is requested.

To

The response requested value indicates if a Presence Response frame is requested.

Comment 136: No description of usage of "management action pending".
The Management Action pending field appears in 7.4.6.6 as shown below:

7.4.6.6Presence Response frame format

The Presence Response frame uses the Action frame body format and is transmitted by a STA in response to the receipt of a Presence Request frame. The format of the Presence Response frame body is shown in Figure v5.

	
	
	
	
	
	

	
	Category
	Action
	Dialog Token
	Management Action Pending
	Presence Parameters Element

	Octets:
	1
	1
	1
	1
	variable


Figure v6 —Presence Response frame body format

The Category field is set to the value indicating the Wireless Network Management category, as specified in Table 24 in Error! Reference source not found.. 

The Action field is set to the value indicating Presence Response, as specified in Error! Reference source not found. in Error! Reference source not found..

The Dialog Token field is set to the nonzero value received in the Presence Request frame to identify the request/response transaction.

The Management Action Pending field is set to 0 if no management action is pending for the destination STA, and set to 1 if there is a management action pending for the destination STA. A value of 255 in the management action pending field indicates tthat the STA stop sending presence request frames.
The Presence Parameters Element field contains the presence parameters element, described in Clause Error! Reference source not found.. Error! Reference source not found. defines the allowed Presence Parameters element fields for a Presence Parameters element that is included in the Presence Response frame.

Proposed Resolution:

Insert the following text at the end of  11.15.4.2 Presence Response Procedures

If a STA received a Presence Response frame with the Management Action Pending field value set to “1”, the STA, if not already associated to a BSS, attempts to associate to the AP from which it received the Presence Response frame, or to another AP of its choosing to determine the management action that is pending.

Comment 141: "Radio Information" is present in both Presence Request and Presence Response frames. The corresponding usages or measurements of each field are unclear.
Background: 7.3.2.40.6 defines the Radio Information Field:

11.15.3.2.1 Radio Information field

The Radio Information field contains radio information. The format of the Radio Information field is shown in Figure v6.

	
	
	
	
	
	
	
	

	
	Element ID (6)
	Length (5)
	Transmit Power
	Antenna ID
	Antenna Gain
	Received RSNI
	RCPI

	Octets:
	1
	1
	1
	1
	1
	1
	1


Figure v7 —Radio Information Field

The transmit power is the transmit power of the radio transmitting the presence frame and is a signed integer, one octet in length, reported in dBm. A value of -127 indicates that the transmit power is unknown. 

The Antenna ID is the identifying number for the antenna used to transmit the presence frame. The Antenna ID is defined in 7.3.2.29.

The antenna gain is the antenna gain of the antenna over which the presence frame will be transmitted and is a signed integer, one octet in length reported in dBi.  A value of -127 indicates that the antenna gain is unknown. 
The received RSNI field contains the RSNI value (dBm) measured against the most recently received Presence Request frame.  A value of-127 indicates that the RSNI value is unknown. 

The RCPI field contains the RCPI value measured against the most recently received Presence Request frame. A value of -127 indicates that the RCPI value is unknown.

Proposed Resolution:
Insert the following text at the end of  11.15.4.1Presence Request Procedures

A STA may include the Radio Information field values in the Presence Request frame, to provide radio related information to the receiving STA. Radio Information can be used to support location services.

Insert the following text at the end of  11.15.4.2 Presence Response Procedures

A STA may include the Radio Information field values in the Presence Response frame, to provide radio related information to the receiving STA. Radio Information can be used to support location services.

Comment 219: 11.15.7 Maximum Multicast Rate information element is neither defined nor included in the Beacon (7.2.3.1)
Background: The applicable section is 11.15.7, shown below:

11.15.7Maximum Multicast Rate Processing

The AP indicates its ability to provide multicast services at higher data rates by its advertisement of the FBMS capability. The STA includes the FBMS Request information element in the (re) association request frames to indicate that it wishes to use the FBMS service, including use of a higher multicast rate. The AP selects the multicast rate to use with the STA and indicates the rate and multicast address in the FBMS Reponse information element in the (re) association response frame.

The STA may request membership to a multicast group or changes in multicast data rate or DTIM imterval using the FBMS Request action frame. The AP responds to an FBMS Request action frame with a FBMS Response action frame, indicating the FBMS information element, including the multicast address. The AP may send an FMBS Response action frame to the STA to change the STA’s multicast rate, or Delivery interval. When the AP sends an FBMS Response frame to the STA with an Element Reason Code Field Value of 8, indicating “Overridden due to AP multicast rate policy”, the STA shall not send further FBMS Request frames to request a change in the multicast rate.

The AP indicates the presence of buffered multicast frames by including the FBMSID in the AID 0 Info information element in a beacon frame.

More than one FBMSID may have the same delivery interval.

The Multicast Diagnostic Interval specifies the number of beacon intervals for which the AP keeps multicast  service traffic counts. When dot11WirelessManagementImplemented is true and the FBMS bit is set to 1 and the Maximum Multicast Rate information element is present in the beacon frame. If Multicast Diagnostic Reports are generated by the STA, the STA shall send at least one Multicast Diagnostic Report with a Multicast Reporting Reason of Performance measurement within each Multicast Diagnostic Interval. Use of the data fields provided in the Multicst Diagnostic Report by the AP is unspecified.

Proposed Resolution:
(a)Change the text in 11.15.7 as shown below:

The Multicast Diagnostic Interval, included in the FBMS Status element in the FBMS Response frame specifies the number of beacon intervals for which the AP keeps multicast  service traffic counts. When dot11WirelessManagementImplemented is true and the FBMS bit is set to 1 and the Maximum Multicast Rate information element is present in the beacon frame. If Multicast Diagnostic Reports are generated by the STA, the STA shall send at least one Multicast Diagnostic Report with a Multicast Reporting Reason of Performance measurement within each Multicast Diagnostic Interval. Use of the data fields provided in the Multicast Diagnostic Report by the AP is unspecified.

(b) Insert the Wireless Network Management Capability element to the Beacon and Probe Response frames (indicated below):
Table 8  Beacon frame body

	Order
	Information
	Notes

	25
	Presence Parameters 
	The Presence Parameters element is present only within Beacon frames generated by APs which support Wireless Network Management Presence Reporting and if dot11WirelessManagementImplemented is true.

	26
	Multiple BSSID 
	The Multiple BSSID element is present only within Beacon frames generated by APs which support multiple BSSIDs and if dot11WirelessManagementImplemented is true.

	27
	Multiple BSSID-Index
	The Multiple BSSID-Index element is present only within Beacon frames generated by APs which support multiple BSSIDs and if dot11WirelessManagementImplemented is true.

	28
	AID 0 Descriptor
	AID 0 Descriptor element is present if dot11WirelessManagementImplemented is true.

	29
	Extended Channel Switch Announcement
	Extended Channel Switch Announcement element may be present if dot11WirelessManagementImplemented is true.

	30
	Wireless Network Management Capability
	The Wireless Network Management Capability element is present if dot11 WirelessManagementImplemented is true.


Table 15  Probe Response frame body
	Order
	Information
	Notes

	23
	Presence Parameters
	The Presence Parameters element is present only within probe response frames generated by APs which support Wireless Network Management Presence Reporting and if dot11WirelessManagementImplemented is true.

	24
	Multiple BSSID
	The Multiple BSSID element is present only within Probe Response frames generated by APs supporting the Multiple BSSID capability and if dot11WirelessManagementImplemented is true.

	25
	Extended Channel Switch Announcement
	Extended Channel Switch Announcement element may be present if dot11WirelessManagementImplemented is true.

	30
	Wireless Network Management Capability
	The Wireless Network Management Capability element is present if dot11 WirelessManagementImplemented is true.


Comment 207: Why Multicast Diagnostic Interval is set up using FBMS Response element and not with Multicast Diagnostic Request element?

FBMS is primarily targeted for creating longer listen intervals for the terminals/services that are wishing to optimise their stand-by times. It seems that mandating periodic reporting for such a terminals/services is a bit contradictory requirement.

So instead of using FBMS for setting up the periodic reporting why not to use existing Multicas Diagnostics capabilities?
Commenter’s proposed resolution: Move multicast diagnostic interval to Multicast Diagnostic Request element.
Observation: Seems to be agreement on functionality provided, with a difference of opinion on the specific design. 

Proposed Resolution: Decline.  The efficient use of multicast (e.g. higher data rates, quality of the multi-cast connection) is indicated using the FBMS protocol – a legitimate aspect of a 

Flexible broadcast, multicast protocol. The data that a STA sends is neither triggered nor requested.

The intent is that the STA may autonomously report the number of lost frames. 

The existing TGv multicast diagnostic capability was extended to provide this report. 
References:

Notice: This document has been prepared to assist IEEE 802.11. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s).  The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.





Release: The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication.  The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.11.





Patent Policy and Procedures: The contributor is familiar with the IEEE 802 Patent Policy and Procedures <� HYPERLINK "http://%20ieee802.org/guides/bylaws/sb-bylaws.pdf" \t "_parent" �http:// ieee802.org/guides/bylaws/sb-bylaws.pdf�>, including the statement "IEEE standards may include the known use of patent(s), including patent applications, provided the IEEE receives assurance from the patent holder or applicant with respect to patents essential for compliance with both mandatory and optional portions of the standard."  Early disclosure to the Working Group of patent information that might be relevant to the standard is essential to reduce the possibility for delays in the development process and increase the likelihood that the draft publication will be approved for publication.  Please notify the Chair <� HYPERLINK "stuart@ok-brit.com" ��stuart@ok-brit.com�> as early as possible, in written or electronic form, if patented technology (or technology under patent application) might be incorporated into a draft standard being developed within the IEEE 802.11 Working Group. If you have questions, contact the IEEE Patent Committee Administrator at <� HYPERLINK "mailto:patcom@ieee.org" \t "_parent" �patcom@ieee.org�>.





Abstract


This document contains proposed comment resolutions to TGv informal review comments 348 and 350. And proposed comment resolutions to TGv informal comments 130, 135, 136, 141 and 219.


And 219, 207.











Submission
page 1
Dorothy Stanley (Aruba Networks)

