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Comment 348: 7.3.2.39.1, p.40, line 10. Suggest getting rid of the client report types and just have additional types in Table v22, e.g. manufacturing info, operating parameters, etc. Don't see the value of the additional level of definition.
Proposed Resoolution:

Delete  7.3.2.38.5.5, shown below and modify Table v10 in  7.3.2.38 as shown.
7.3.2.38.5.5 Client Report Group Type

The format for the Client Report Group Type is shown in Figure v1.
	
	

	
	Group Type

	Octets:
	1


Figure v1 —Client Report Group Type format

The Client Report Group Type is a one byte field that indicates the type of information to be reported in the Client Report and is set to any of the allocated values in Table v1.

Table v1 —Client Report Group Type definitions

	Client Report Group Type
	Value

	Manufacturer Information
	0

	Operating Parameters
	1

	Capabilities
	2

	Configuration Profile
	3

	Reserved
	4 – 255


From 7.3.2.38: Change from:
The Diagnostic Request Type is set to a number that identifies a type of diagnostic request. The defined Diagnostic Request Types are shown in Table v10.

	Name
	Report Type Value

	Client Report
	0

	802.11 Authentication
	1

	Association
	2

	802.1X Authentication
	3

	Reserved
	4 – 255


Table v10—Diagnostic Request Type definitions
The Diagnostic Request Type is set to a number that identifies a type of diagnostic request. The defined Diagnostic Request Types are shown in Table v10.

	Name
	Request Type Value

	Manufacturing Information Client Report
	0

	Operating Parameters Client Report
	1

	Capabilities Client Report
	2

	Configuration Profile
	3

	802.11 Authentication
	4

	Association
	5

	802.1X Authentication
	6

	Reserved
	7 – 255


Comment 350: 7.3.2.40.4: The values in this table are the same as those in v23. Suggest generalizing the ones in v23, and using the same table to avoid duplicate definition.

Change 7.3.2.39 as indicated below, and modify 7.3.2..40.4, as shown below:

7.3.2.40.4 Presence Status field

The Presence Status field provides the result of a Presence Request or Presence Configuration Request frame.  The format of the Presence Status field is shown in 0.
	
	
	
	

	
	Element ID (4)
	Length (1)
	Status

	Octets:
	1
	1
	1


Figure v64—Presence Status element

The Status field identifies the result of the presence request and is one of the values in Table 22 0.








Table v33—Status field values

	Status Value 
	Description

	0
	Success

	1
	Fail

	2
	Refuse

	3
	Incapable

	4-255
	Reserved


7.3.2.41 Diagnostic Report element
The Diagnostic Report element contains a Diagnostic report. The format of the Diagnostic Report element is shown in Figure v2.

	
	
	
	
	
	
	

	
	Element ID

	Length

	Diagnostic Token
	Diagnostic Report Type
	Diagnostic Status
	Diagnostic Report

	Octets:
	1
	1
	1
	1
	1
	variable


Figure v2 —Diagnostic Report element format
The Element ID field is equal to the Diagnostic Report value in Table 26.

<snip> 

The Diagnostic Status field is set to a value in Table v2, indicating the client’s response to the Diagnostic Request indicated by the Dialog Token.

Table v2 —Diagnostic Status values
	Status Value
	Description

	0
	Successful

	1
	Fail

	2
	Refused

	3
	Incapable

	4-255
	Reserved


The Diagnostic Report field contains the results of the diagnostic request.
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Abstract


This document contains proposed comment resolutions to TGv informal review comments 348 and 350.
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