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I. Option 1
7. Frame formats

7.2 Format of individual frame types

7.2.3 Management frames

7.2.3.4 Association Request frame format

Insert a new row into table 10 as follows:

Table 10—Associstion Request frame body
	Order
	Information
	Notes

	12
	Traffic Generation
	The Traffic Generation element is present if dot11WirelessManagementImplemented is true.


7.2.3.6 Reassociation Request frame format

Insert a new row into table 12 as follows:

Table 12—Reassociation Request frame body
	Order
	Information
	Notes

	15
	Traffic Generation
	The Traffic Generation element is present if dot11WirelessManagementImplemented is true.


7.3 Management frame body components

7.3.2 Information Elements
Change the table 26 as follows:
Table 26－Element IDs

	Information Element
	Element ID
	Length (in octets)

	Traffic Generation (see 7.3.2.49)
	71
	2

	Reserved
	72-126 
	


Insert the following clause after 7.3.2.48:

7.3.2.49 Traffic Generation Element 

The Traffic Generation element contains a field for Traffic Generation Flags as shown in Figure X. 
	
	
	
	

	
	Element ID
	Length
	Traffic Generation Flags 

	Octets:
	1
	1
	1


Figure X---Traffic Generation Element format
The format of Traffic Generation Flag field is defined in Table 49a.
Table 49a－Traffic Generation Flags Definition

	Bit (s)
	Description 

	0
	UP 0 Traffic

	1
	UP 1 Traffic

	2
	UP 2 Traffic

	3
	UP 3 Traffic

	4
	UP 4 Traffic

	5
	UP 5 Traffic

	6
	UP 6 Traffic

	7
	UP 7 Traffic


Each bit in the Traffic Generation Flag field serves as a flag for one of the eight user priorities. The bit is set to 1 to indicate the expectation of generating traffic belonging to the corresponding user priority (UP). The bit is set to 0 to indicate that such expectation does not exist.
Traffic Generation Flags are constructed at the SME. There are no normative requirements on how Traffic Generation Flags are to be constructed except that a Flag bit shall be set to 0 if there is no information available to SME enough to support the expectation of traffic generation. However, in the following two paragraphs, an informative description is given of how the Flags may be constructed. 
The Traffic Generation Flags may be constructed from two aspects of traffic generation by applications: whether traffic generation is required for applications and whether a specific UP is required for the generated traffic. Note that such aspects may be known before the traffic is actually generated. For example, an application may be configured to generate traffic upon the initiation of a user session and to use a specific UP if traffic is generated. Such configuration can be done before the session initiation, and during the time between the configuration and the session initiation the application is in standby, waiting for the initiation of a user session. Phone application is a typical example of such applications.
The aspects of traffic generation by an application may be supplied to SME on initial configuration or on any changes of configuration by the application. The realization of traffic generation expectation, that is, actual traffic generation, is not considered as a change of configuration. When the traffic generation aspects are supplied, the Traffic Generation Flags are updated accordingly. 
If there is any change in Traffic Generation Flags after most recent association or reassociation, a non-AP STA shall send to the serving AP a reassociation request message with updated Traffic Generation element.
It is up to vendor implementation how Traffic Generation elements are to be interpreted and used by APs. However, an informative description is given in this paragraph. An AP may maintain station counts for each user priority (UP); that is, the number of STAs that are associated with the AP and expected to generate traffic belonging to each UP is maintained. Similarly, an AP may maintain station counts for each access category (AC). Those station counts may be interpreted as the number of STAs that are expected to access channel to transmit MSDUs of  the corresponding UP or AC. Accordingly, AP and network may use those station counts for the purpose of BSS load management that is defined elsewhere in the standard. Note that if STAs are not generating traffic, actual load or channel access by the STAs does not exist yet. Because such potential load can be managed proactively before it becomes real load, load management based on Traffic Generation information can be effective to control blocking probability (probability that a successful user session will not be achieved), an aspect of quality a user experiences when initiating a session. Phone application is a typical example that benefits from proactive load management to control blocking probability.
10. Layer management

10.3 MLME SAP Interface

10.3.6 Associate
10.3.6.1 MLME-ASSOCIATE.request
10.3.6.1.2 Semantics of the service primitive
Change the primitive parameter list as shown:

MLME-ASSOCIATE.request
(
PeerSTAAddress,
AssociateFailureTimeout,
CapabilityInformation,
ListenInterval,
Supported Channels,
RSN,
QoSCapability,
WirelessManagementCapabilities,
SupportedRegulatoryClasses, 
TrafficGeneration)

Insert the following row at the end of the parameter table:

	Name
	Type
	Valid Range
	Description

	Traffic Generation
	As defined in the Traffic Generation element
	As defined in the Traffic Generation element
	Specifies the Traffic Generation Flags of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


10.3.6.2 MLME-ASSOCIATE.confirm

10.3.6.2.2 Semantics of the service primitive
Change the primitive parameter list as shown:
MLME-ASSOCIATE.confirm                              (
ResultCode,
CapabilityInformation,
AssociationID,
SupportedRates,
EDCAParameterSet,
WirelessManagementCapabilities,
SupportedRegulatoryClasses
TrafficGeneration)

Insert the following row at the end of the parameter table:

	Name
	Type
	Valid Range
	Description

	Traffic Generation
	As defined in the Traffic Generation element
	As defined in the Traffic Generation element
	Specifies the Traffic Generation Flags of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


10.3.6.3 MLME-ASSOCIATE.indication

10.3.6.3.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-ASSOCIATE.indication
(
PeerSTAAddress,
CapabilityInformation,
ListenInterval,
SSID,
Supported Rates,
RSN,
QoSCapability,
WirelessManagementCapabilities,
SupportedRegulatoryClasses
TrafficGeneration)

Insert the following row at the end of the parameter table:

	Name
	Type
	Valid Range
	Description

	Traffic Generation
	As defined in the Traffic Generation element
	As defined in the Traffic Generation element
	Specifies the Traffic Generation Flags of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


10.3.6.4 MLME-ASSOCIATE.response

10.3.6.4.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-ASSOCIATE.response
(
PeerSTAAddress,
ResultCode,
CapabilityInformation,
AssociationID,
WirelessManagementCapabilities,
SupportedRegulatoryClasses
TrafficGeneration)

Insert the following row at the end of the parameter table:

	Name
	Type
	Valid Range
	Description

	Traffic Generation
	As defined in the Traffic Generation element
	As defined in the Traffic Generation element
	Specifies the Traffic Generation Flags of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


Change 10.3.7 as follows:

10.3.7 Reassociate

10.3.7.1 MLME-REASSOCIATE.request

10.3.7.1.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-REASSOCIATE.request
(
NewAPAddress,
ReassociateFailureTimeout,
CapabilityInformation,
ListenInterval,
Supported Channels,
RSN,
QoSCapability,
WirelessManagementCapabilities,
FBMSRequest,
SupportedRegulatoryClasses
TrafficGeneration)
Insert the following row at the end of the parameter table:

	Name
	Type
	Valid Range
	Description

	Traffic Generation
	As defined in the Traffic Generation element
	As defined in the Traffic Generation element
	Specifies the Traffic Generation Flags of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


10.3.7.2 MLME-REASSOCIATE.confirm

10.3.7.2.2 Semantics of the service primitive
Change the primitive parameters as shown:

MLME-REASSOCIATE.confirm
(
Resultcode,
CapabilityInformation,
AssoicationID,
SupportedRates,
EDCAParameterSet,
WirelessManagementCapabilities,
FBMSRequest,
SupportedRegulatoryClasses
TrafficGeneration)
Insert the following row at the end of the parameter table:

	Name
	Type
	Valid Range
	Description

	Traffic Generation
	As defined in the Traffic Generation element
	As defined in the Traffic Generation element
	Specifies the Traffic Generation Flags of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


10.3.7.3 MLME-REASSOCIATE.indication

10.3.7.3.2 Semantics of the service primitive

Change the primitive parameter list as shown:

MLME-REASSOCIATE.indication
(
PeerSTAAddress,
CurrentAPAddress,
CapabilityInformation,
ListenInterval,
SSID,
SupportedRates,
RSN,
QoSCapability,
WirelessManagementCapabilities,
FBMSRequest,
SupportedRegulatoryClasses
TrafficGeneration)
Insert the following row at the end of the parameter table:

	Name
	Type
	Valid Range
	Description

	Traffic Generation
	As defined in the Traffic Generation element
	As defined in the Traffic Generation element
	Specifies the Traffic Generation Flags of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


10.3.7.4 MLME-REASSOCIATE.response
10.3.7.4.2 Semantics of the service primitive
Change the primitive parameter list as shown:

MLME-REASSOCIATE.response
(
PeerSTAAddress,
ResultCode,
CapabilityInformation,
AssociationID,
WirelessManagementCapabilities,
FBMSRequest,
SupportedRegulatoryClasses
TrafficGeneration)
Insert the following row at the end of the parameter table:

	Name
	Type
	Valid Range
	Description

	Traffic Generation
	As defined in the Traffic Generation element
	As defined in the Traffic Generation element
	Specifies the Traffic Generation Flags of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


II. Option 2

Change 7.3.2.35 as follows:

7.3.2.35 Wireless Network Management Capability Information element

The Wireless Network Management Capability Information element contains information about the wireless network management capabilities of a STA as shown in Figure v15. 

	
	
	
	

	
	Element ID
	Length
	Wireless Network Management Capabilities

	Octets:
	1
	1
	2


Figure v1 —Wireless Network Management Capability Information element format
The Element ID field is equal to the Wireless Network Management Capability value in Table 26.

The value of the length field is variable and depends on the length of the Wireless Network Management Capabilities field.  The minimum value of the Length field is 2.

The Wireless Network Management Capabilities field is a bit field indicating the advertised management capabilities of the STA. The Wireless Network Management Capabilities field is shown in Figure v16.

	
	
	
	
	
	
	
	
	
	

	
	B0
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B15

	
	Event Log
	Diagnostics
	Multicast Alert
	Presence
	FBMS
	Proxy ARP Service
	Voice Service 
	Reserved

	Bits:
	1
	1
	1
	1
	1
	1
	1
	9


Figure v2 —Wireless Network Management Capabilities

· The Event Log bit set to 1 indicates the STA supports Event Log as described in 11.15.2. The Event Log bit set to 0 indicates that the STA does not support this service.

· The Diagnostics bit set to 1 indicates the STA supports Diagnostics as described in 11.15.3. The Diagnostics bit set to 0 indicates that the STA does not support this service.

· The Multicast Alert bit set to 1 indicates the STA supports Multicast diagnostics as described in 11.15.1.1. The Multicast Alert bit set to 0 indicates that the STA does not support this service.
· The Presence bit set to 1 indicates that the STA supports Presence as described in clause 11.15.4. The Presence bit set to 0 indicates that the STA does not support this service.
· The FBMS bit set to 1 indicates the STA supports FBMS as described in section 11.2.1.5. The FBMS bit set to 0 indicates the STA does not support FBMS. 

· The Proxy ARP Service bit set to 1 indicates the AP is providing proxy ARP service.  If Proxy ARP service is enabled, then the AP responds to broadcast ARP request on behalf of the STA. The Proxy ARP Service bit set to 0 indicates the AP is not providing proxy ARP service for any associated client.
· The Voice Service bit set to 1 indicates that the STA supports voice service. The Voice Service bit set to 0 indicates that the STA does not support voice service. The Voice Service bit is set from the configuration of a voice application, supplied via SME. A STA is capable of voice service if a voice application is configured to initiate voice service upon arrival or generation of voice session, and it is not capable of voice service otherwise. Voice service capability of a STA may change upon initial configuration or configuration change of the voice application. If voice service capability of a STA is changed after a most recent association or reassociation, the STA shall send to the serving AP a reassociation request frame with updated Voice Service bit. Initiation of a voice service is not considered as a change of configuration.
· All other bits are reserved, and are set to 0 on transmission and ignored on reception.

The lack of a Wireless Network Management Capability element is interpreted as the STA having no advertised Wireless Network Management Capabilities.
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Abstract


This document contains a normative text proposal for traffic generation information for proactive load management to improve QoS effectiveness in accordance with Req 2030.





Choose one from the option 1 and the option 2.
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