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	72
	11.15.2
	136
	23
	This sentence on this line allows any STA to request any other's event log. This is a security hole
	Change text to only allow AP STA to request a non-AP STA's event log. Do not allow non-AP STA to request another non-AP STA's event log.
	A .11k like table and text shall be provided.
	Event

	17
	7.3.2.22.11
	18
	15
	This paragraph starting at Line 15 could be easier to understand as a bullet list with "reason -> explanation" or a table with two columns "reason|explanation". It's very hard to read right now.
	Improve text by changing to a bullet list or table to help explanation.
	Normative text required
	Multicast Diagnostics 

	183
	11
	 
	 
	No description of AP operation for Proxy ARP service in the draft.  
	Add description of AP operation for Proxy ARP service in clause 9 or 11.  


	Assigned to original contributor to provide text
	FBMS

	67
	10.3.25
	88
	1
	Diagram shows Diagnostics and Event logging but doesn't show other services added as part of the TGv draft
	Update Figure v99 to include all new services and features in TGv draft
	Services "Presence" and "FBMS" shall be added in Figure v99. The comment resolution deserves a separate submission. 
	Presence

	68
	10.3.25
	89
	1
	Diagram shows Event logging protocol exchange but other features are missing protocol exchange diagrams
	Add protocol exchange diagrams for all new services and features in TGv draft
	The diagrams for Presence and FBMS shall be added respectively. The comment resolution deserves a separate submission. 
	Presence

	116
	7.3.2.40.10
	57
	12
	Since the optional field is in the middle of the frame, the receiver may have difficulty parsing the fields.
	
	Change how accuracy is represented to match geopriv current thinking and always include an accuracy estimate.
	Presence

	128
	11.15.4.3
	142
	40
	No explanation on how to use Presence Configuration Response and implication of the presence parameters presented in the Presence Configuration Response
	Clarify it. 
	 
	Presence

	32
	7.3.2.36.1.4
	25
	15
	Sub-elements for "failed" and "succeed" is wasteful.
	Combine sub-elements into new sub-element called "result" or "status". In the new sub-element define a field with a result code to indicate failure or success or any other result code.
	
	Event

	33
	7.3.2.36.1.5
	25
	22
	Sub-elements for "failed" and "succeed" is wasteful.
	Combine sub-elements into new sub-element called "result" or "status". In the new sub-element define a field with a result code to indicate failure or success or any other result code.
	 
	Event

	37
	7.3.2.36.2.4
	28
	10
	Sub-elements for "failed" and "succeed" is wasteful.
	Combine sub-elements into new sub-element called "result" or "status". In the new sub-element define a field with a result code to indicate failure or success or any other result code.
	 
	Event

	38
	7.3.2.36.2.5
	28
	17
	Sub-elements for "failed" and "succeed" is wasteful.
	Combine sub-elements into new sub-element called "result" or "status". In the new sub-element define a field with a result code to indicate failure or success or any other result code.
	 
	Event

	103
	7.3.2.40
	49
	8-10
	The text is incomplete: 1. element ID and length are missing; 2. field list is incomplete.   
	Add a figure or more detailed description to include element ID, length and other fields. 
	reference unclear, is commentor refering to 7.3.2.40.1 Presence Indication Parameter field? 
	Presence


7.3.2.22.11 Multicast Diagnostics Report

Modify and insert the following text as follows:

Measurement Duration is set equal to the duration over which the Multicast Diagnostics Report was measured, expressed in TUs. Except for the multicast performance measurement, the reported Measurement Duration for a Multicast Diagnostics Report is always an integral number of beacon intervals due to the measurement process.  A  Multicast Diagnostics Report with a Multicast Reporting Reason of performance measurement  may be sent as often as required to improve the reliability of multicast. Measurement Duration is not used in triggered diagnostics reporting and is set to 0.
The Measurement Duration field shall specify the period a Multicast Diagnostic Report was generated over. Table XX defines which reports use the Measurement Duration field and how the field value is defined for those reasons.

Table XX —Measurement Duration Field

	Multicast Diagnostic Report Reason
	Measurement Duration Field

	Performance Measurement
	The number of beacon intervals, expressed in TUs that have occurred while the report was generated

	Report Timeout Trigger
	Not used


Modify section 7.3.2.36.1 Table v4 as follows:

Table v4 —Transition Event Log Request Sub-element
	Transition Event Log Request Sub-element
	Sub-element ID 

	Target BSS Transition Filter 
	0

	Source BSS Transition Filter
	1

	Transition Time Filter
	2

	Failed Transition Transition Result Filter
	3

	Succeeded Transition Filter
	4

	Frequent Transition Alert
	54

	Reserved
	65-255


Remove Sections 7.3.2.36.1.4 and 7.3.2.36.1.5 and insert the following text as follows:
7.3.2.36.1.4 Transition Result Filter sub-element

The Transition Result Filter sub-element is used to request that a Transition Event Log Report includes the transition event entry only that matches the transition result defined by this sub-element. The format of Transition Result Filter sub-element is shown in Figure vXX.

	
	Sub-element ID
	Length
	MatchValue

	Octets:
	1
	1
	1


Figure v1 —Transition Result Filter sub-element format

The Sub-element ID field is equal to the Transition Result Filter value 3.
The value of the Length field is set to 1.

The MatchValue field shall set each bit as defined by Figure vXX to request that the specified Transition results that match that bit description are included in the log report. 

	
	
	
	

	
	B0
	B1
	B2-B7

	
	Include Succeeded Transitions
	Include Failed Transitions
	Reserved

	Bits
	1
	1
	6


Figure vXX – MatchValue Field Definitions
Modify section 7.3.2.36.2 Table v5 as follows:

Table v5—RNSA Event Log Request Sub-element
	RSNA Event Log Request Sub-element
	Sub-element ID 

	Target BSS RSNA Filter 
	0

	Authentication Type Filter
	1

	EAP Method Filter
	2

	Failed RSNA FilterRSNA Result Filter
	3

	Succeeded RSNA Filter
	4

	Reserved
	54 – 255


Remove Sections 7.3.2.36.2.4 and 7.3.2.36.2.5 and insert the following text as follows:
7.3.2.36.1.5  RSNA Result Filter sub-element

The RSNA Result Filter sub-element is used to request that a RSNA Event Log Report includes the RSNA event entry only that matches the transition result defined by this sub-element. The format of RSNA Result Filter sub-element is shown in Figure vXX.

	
	Sub-element ID
	Length
	MatchValue

	Octets:
	1
	1
	1


Figure vXX —RSNA Result Filter sub-element format

The Sub-element ID field is equal to the RSNA Result Filter value 3.
The value of the Length field is set to 1.

The MatchValue field shall set each bit as defined by Figure vXX to request that the specified RSNA results that match that bit description are included in the log report. 

	
	
	
	

	
	B0
	B1
	B2-B7

	
	Include Succeeded RSNA
	Include Failed RSNA
	Reserved

	Bits
	1
	1
	6


Figure vXX – MatchValue Field Definitions
Modify Section 7.3.2.40 as follows:  
7.3.2.40 Presence Parameters element

The Presence Parameters Information Element contains the following fields: Presence Reporting Parameters, Presence Reporting Channels, Timing Measurements, Radio Information, Motion and a Vendor Specific field. See Error! Reference source not found.
The Presence Parameters Information element contains a list of sub-elements related to Presence as shown in Figure vXX.
	
	
	
	

	
	Element ID

	Length

	Presence Sub-elements field

	Octets:
	1
	1
	variable


Figure vXX —Presence Parameters Information element format

The Element ID field is equal to the Presence Parameters value in Table 26.

The value of the Length field is variable and depends on the length of the Presence Sub-elements field. 

The Presence Sub-Elements that may be included in the information element are defined in Table v31 as follows.
….

Modify Section 7.3.2.40.10 as follows:  
7.3.2.40.10 Location Data field

The Location Data field provides the requested location data.  The format of the element is shown in 0.

	
	
	
	
	

	
	Element ID (10)
	Length (variable)
	Location Accuracy Estimate
	Location Value

	Octets:
	1
	2
	0..42
	variable


Figure v70 —Location Data field

The Location Accuracy Estimate may or may not be included depending on the options requested and supported by the STA sending the Location Data field.

The Location Accuracy Estmate is an estimated accuracy in 0.1 meter increments, defined by a little endian 16 bit unsigned integer. For example, an accuracy estimate of +/- 5meters would be represented by the number 0x32 (decimal 50)

Remove the entire Section 10.3.25 and renumber all subsequent sections.
10.3.25 Wireless network management protocol layer
Change the title of Section 10.3.26 as follows:

10.3.26 Event log request
Insert the following text at the start of Section 10.3.26

Figure v100 depicts the event logging process.  The figure illustrates the basic protocol and is only an example and therefore is not meant to be exhaustive of all possible protocol uses.
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Figure v100 —Event Log Protocol Exchange
Insert the following at the start of Section 10.3.28

Figure v101 depicts the diagnostic reporting process.  The figure illustrates the basic protocol and is only an example and therefore is not meant to be exhaustive of all possible protocol uses.


[image: image2]
Figure v101 —Diagnostic Reports Protocol Exchange
10.3.32 Presence request

Insert the following text at the start of Section 10.3.32

Figure vXXX depicts the presence request process.  The figure illustrates the basic protocol and is only an example and therefore is not meant to be exhaustive of all possible protocol uses.
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Figure vXXX —Presence Request Protocol Exchange

10.3.34 Presence Configuration request

Insert the following text at the start of Section 10.3.34

Figure vXXX depicts the presence configuration request process.  The figure illustrates the basic protocol and is only an example and therefore is not meant to be exhaustive of all possible protocol uses.
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Figure vXXX —Presence Configuration Request Protocol Exchange
10.3.39 FBMS Setup
Insert the following text at the start of Section 10.3.39

Figure vXXX depicts the FBMS setup process.  The figure illustrates the basic protocol and is only an example and therefore is not meant to be exhaustive of all possible protocol uses.
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Figure vXXX —FBMS Setup Protocol Exchange
10.3.40 Extended Channel Switch Announcement
Insert the following text at the start of Section 10.3.40

Figure vXXX depicts the Extended Channel Switch announcement process.  The figure illustrates the basic protocol and is only an example and therefore is not meant to be exhaustive of all possible protocol uses.
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Figure vXXX —Extended Channel Switch Announcement Protocol
11.15.2 Event Log Request and Report

Insert the following text and table at the end of Section 11.15.2

The source and destination of an Event Log Request shall both be a member of the same infrastructure BSS or member of the same IBSS. Event Log requests shall be sent to a unicast Receiver Address. The permitted Event Log Requests combinations are shown in Table XX.
Table XX —Event Log Request and Reports
	Service Set
	Source of Request
	Destination of Request
	Allowed

	Infrastructure BSS
	AP
	Non-AP STA
	Yes

	Infrastructure BSS
	AP
	AP
	Yes

	Infrastructure BSS
	Non-AP STA
	Non-AP STA
	No

	Infrastructure BSS
	Non-AP STA
	AP STA
	No

	IBSS
	Non-AP STA
	Non-AP STA
	Yes


Insert the following clause after 11.2.1.5 and renumber the following clauses:

11.2.1.6 Proxy ARP

Proxy ARP function is beyond the scope of this standard. However, explanation on how the proxy ARP functions is included to support such capabilities being advertised by the network.

For proxy ARP to operate the DS must intercept all broadcast ARP frames. Upon receipt of a broadcast ARP packet, the DS processes this frame to determine if the IP address being resolved is associated with any STA currently associated to a BSS in the DS. If the DS finds a STA that has that IP address, the DS will respond to the broadcast ARP packet directly including the STA’s 48-bit unicast MAC address.
Modify Section 11.15.4.3 as follows:

11.15.4.3 Presence Configuration procedures
In order to support the presence facility there are two primary operations that may be configured amongst peer STAs.  The first configuration operation required is for the periodic exchange of frames for the purspose of collecting the necessary data to make a location determination.  The second configuration operation is for establishing a location service that periodically provides location estimation to a peer STA.

A STA may configure the presence facility by either including a Presence Parameters information element in a Beacon or Probe Response, or by including a Presence Parameters information element in a Presence Configuration Request frame.  

A Presence ConfigurationRequest Configuration Request frame may be a broadcast or unicast frame similar to a Probe Request frame.  A STA receiving a unicast Presence Configuration Request frame shall respond with Presence Configuration Response frame that includes a Presence Parameters information element indicating the result of the request in the Presence Status field.  A STA receiving a broadcast Presence Configuration Request frame shall not send a Presence Configuration Response frame.

The order of precedence for the various presence configuration methods is as follows: 1) a unicast Presence Configuration Request frame, 2) broadcast Presence ConfigurationRequest Configuration Request frame, and 3) Beacon and Probe Response.  When a STA receives a new presence configuration at a higher precendence than the previous it shall cancel the previous configuration and begin using the new one.

A STA wishing to configure another peer STA to periodically transmit Presence Request frames for the purpose of collecting data to locate the client may do so by sending a Presence Parameters information element to the peer in a Beacon, Probe Response or Presence Configuration Request frame.  The Presence Parameters information element shall contain the Presence Indication Parameters and Presence Indication Channels fields describing the desired behavior.  If the transmitted frame is a unicast Presence Configuration Request frame then the peer STA shall respond with a Presence Configuration Request Response frame that includes a Presence Status field indicating whether or not the request is successful.

A STA wishing to configure another peer STA to periodically transmit Presence Response frames for the purpose providing location data may do so by sending a Presence Parameters information element to the peer in a Beacon, Probe Response or Presence Configuration Request frame.  The Presence Parameters information element shall contain a Location Service Information sub-element describing the desired behavior.  If the frame used to initiate service is a unicast Presence Configuration Request frame then the peer STA shall respond with a Presence Configuration Request Response frame that includes a Presence Status sub-element indicating whether the request is successful or not.  The Presence Status sub-element has four possible values: Success, Fail, Refuse and Incapable. When a STA receives a Configuration Response frame with Presence Status indicating anything other than Success, the STA shall assume the original request was not processed and the STA should take appropriate action based on the status value returned. For Presence Status Fail, the STA may either retry the original request or send an alternate request. For Presence Status Refuse, the STA shall not send another configuration request matching the previous Configuration Request until a sufficient time has passed since the original request. For Presence Status Incapable, the STA shall not send another configuration request matching the previous configuration request while associated to the same BSS. The requesting STA may use the State field in the Location Service Information element to start or stop the service.
Abstract


This submission contains the normative text changes for the following comment ids:








The submission addresses 12 comments received on P802.11v Draft 5.0. 





The CIDs are 72, 17, 183, 67, 68, 116, 128, 32, 33, 37, 38 and 103.





The text is aligned with P802.11-REVma/D8.0 and P802.11v-D0.05. 











Notice: This document has been prepared to assist IEEE 802.11. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s).  The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.





Release: The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication.  The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.11.





Patent Policy and Procedures: The contributor is familiar with the IEEE 802 Patent Policy and Procedures <� HYPERLINK "http://%20ieee802.org/guides/bylaws/sb-bylaws.pdf" \t "_parent" �http:// ieee802.org/guides/bylaws/sb-bylaws.pdf�>, including the statement "IEEE standards may include the known use of patent(s), including patent applications, provided the IEEE receives assurance from the patent holder or applicant with respect to patents essential for compliance with both mandatory and optional portions of the standard."  Early disclosure to the Working Group of patent information that might be relevant to the standard is essential to reduce the possibility for delays in the development process and increase the likelihood that the draft publication will be approved for publication.  Please notify the Chair <� HYPERLINK "mailto:stuart@ok-brit.com" ��stuart@ok-brit.com�> as early as possible, in written or electronic form, if patented technology (or technology under patent application) might be incorporated into a draft standard being developed within the IEEE 802.11 Working Group. If you have questions, contact the IEEE Patent Committee Administrator at <� HYPERLINK "mailto:patcom@ieee.org" \t "_parent" �patcom@ieee.org�>.












































































































































































































































Submission
page 1
Thomson


_1229441290.vsd
IEEE 802.11 STA A


SME


MLME


MLME
PRESENCECFGREQUEST.ind


IEEE 802.11 STA B


MLME


SME


Presence Configuration
Request Frame


MLME
PRESENCECFGREQUEST.req


MLME
PRESENCECFGRESPONSE.ind


MLME
PRESENCECFGREQUEST.cfm


MLME
PRESENCECFGRESPONSE.req


Process Presence
Configuration Action


Presence Configuration 
Response Frame


MLME
PRESENCECFGRESPONSE.cfm



_1229442162.vsd
IEEE 802.11 non-AP STA


MLME


MLME
FBMSREQUEST.ind


IEEE 802.11 AP STA


MLME


SME


FBMS Request 
Frame


MLME
FBMSREQUEST.req


MLME
FBMSRESPONSE.ind


MLME
FBMSREQUEST.cfm


MLME
FBMSRESPONSE.req


Process FBMS Setup
Action


FBMS Response 
Frame


MLME
FBMSRESPONSE.cfm



_1229442443.vsd
IEEE 802.11 AP STA


SME


MLME


MLME
EXTCHANNELSWITCH.ind


IEEE 802.11 non-AP STA


MLME


SME


Extended Channel Switch 
Frame


MLME
EXTCHANNELSWITCH.req


MLME
EXTCHANNELSWITCH.cfm


MLME
EXTCHANNELSWITCH.resp


Process Extended Channel Switch Announcement
Action



_1229441559.vsd
IEEE 802.11 STA A


SME


MLME


MLME
PRESENCEREQUEST.ind


IEEE 802.11 STA B


MLME


SME


Presence Request 
Frame


MLME
PRESENCEREQUEST.req


MLME
PRESENCERESPONSE.ind


MLME
PRESENCEREQUEST.cfm


MLME
PRESENCERESPONSE.req


Process Presence
Action


Presence Response 
Frame (optional)


MLME
PRESENCERESPONSE.cfm



_1200137774.vsd
IEEE 802.11 STA A


IEEE 802.11 STA B


SME


MLME


SME


MLME


MLME-
EVLREQUEST.ind


MLME-EVLOG.req


MLME-
EVLREQUEST.req


Event Log 
Request frame


MLME-
EVLREQUEST.cfm


Process Event Log Action


MLME-
EVLREPORT.req


MLME-
EVLREPORT.cfm


MLME-
EVLREPORT.ind


Event Log 
Report frame


MLME-EVLOG.cfm



