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Wednesday December 6, 2006

11:00am

Attendees:

Clint Chaplin, 
Bill Marshall, 
Michael Montemurro,

Dorothy Stanley,
Dan Harkins,

Kapil Sood,

Rajneesh Kumar,

Journi Malinen.

· Call to order

· Review of IEEE Intellectual Property Policy

· There was an Appeal on a chair’s ruling during the Dallas meeting.

· Discussion on the Appeal and the Security Review
The TGr chair has 45 days to issue a counter to the appeal.

A subset of the IEEE 802.11 TG chairs will form the appeal committee.

The decision on the appeal may not be made until March or May of next year.

The task group can continue with its business until the appeals are decided.

The results of letter ballot 91 will be posted and we will continue to resolve comments.
The external security review is on hold until the appeal is resolved.

The more information we have from the security review, the better position we will be to move forward.

The external security review is simply continuing with Task Group business.

We should discuss the timing external security review during a session at the January meeting.
The consensus is for the group to move forward with comment resolution for letter ballot 91.

It is unclear whether TGr can go to recirculation letter ballot before the appeal is resolved.

There is no consensus whether the Task Group should go forward with the security review.

· Discussion on comment resolutions for Letter Ballot 91 as document 11-06/1895r0

The editor asks the group to go over the proposed resolutions to comments in Group 1

There are 47 issues/comments that need to be resolved.

There are 8 issues with groups of comments.

There is no key holder separation on the supplicant side. Therefore they do not have to be distinguished for the supplicant side.

There is a concept of R0 and R1 is described for key separation and for clarity of understanding.

The current draft uses conflicting language on how key holders work on the supplicant.

It would be much cleaner to combine the R0 and R1 key holder on the supplicant.

The supplicant holds the R0 and R1 keys, but it does not require two key holder entities.

There is a disagreement whether the R0 and R1 Key Holder component reside on the supplicant.
The cleanest way to clean up the draft is to remove the concept of R0 and R1 key holders on the supplicant.

We should not modify the draft so that the SME security architecture on the STA is different from the SME security architecture on the AP.
We should minimize the changes to the draft to address these comments.
Discussion on Issue #1

The use of the timeout is inconsistent in the draft.

It was decided in Toronto that the reassociation timeout should only be transmitted during the Initial Association.

There is a disagreement on whether the draft is inconsistent.

Kapil Sood will post a message to clarify the issue.
· Adjourn until the conference call on December 13
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