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Background:
A STA is able to request TSPEC resources after association. While means exist for an AP to indicate its overall load, no means is currently defined for it to provide an indication of the AP’s ability to service the requests of an individual STA prior to association.
This submission provides a method for a STA to indicate its non-binding traffic request to an AP in a Probe Request frame. In the returned Probe Response frame, the AP indicates whether or not it can service the requested traffic. The AP indication is also non-binding.

Modify Clause 7.2.3.8 as follows:
7.2.3.8 Probe Request Frame
The frame body of a management frame of subtype Probe Request contains the information shown in Table 14. If the dot11MultiDomainCapabilityEnabled attribute is true, a STA may include a Request information element in the Probe Request frame. If the dot11WirelessManagementImplemented attribute is true, a STA may include an Admission Control Traffic Request element in the Probe Request frame. The format of the Request information element is specified in 7.3.2.12.
[Insert the following row in Table 14]
	Order
	Information
	Notes

	5
	Admission Control Traffic Request
	The Admission Control Traffic Request element is optionally present if dot11WirelessManagementImplemented is true. 


7.2.3.9 Probe Response frame body

[Insert the following row in Table 15]
	Order
	Information
	Notes

	next available
	Admission Control Traffic Request
	The Admission Control Traffic Request element is optionally present if dot11WirelessManagementImplemented is true and the Admission Control Traffic Request element was present in the received Probe Request frame.


7.3.2 Information elements
[Insert the following row into Table 26]
	Information element
	Element ID
	Length (in octets)

	Admission Control Traffic Request
	x+14
	

	Reserved
	(x+15) - 126
	


Insert a newClauses 7.3.2.47 as follows:

7.3.2.47Admission Control Traffic Request element
The Admission Control Traffic Request element defines information about the traffic streams that the non-AP STA may present to an AP. The format of the Admission Control Traffic Request element is shown in Figure v1. 
	
	
	
	
	
	

	
	Element ID
	Length
	QoS Request Field 1
	QoS Request Field……
	QoS Request Field n

	Octets:
	1
	variable
	4
	…..
	4


Figure v1 – Admission Control Traffic Request Element
The Length field is set to 4n, where n is the number of QoS Request fields included in the element.
	
	
	
	

	
	ACI
	Medium Time
	Reason
Code

	Octets:
	1
	2
	1


Figure v1 – QoS Request Field
The QoS field ACI contains the Access Category, as defined in Table 36.
The QoS Field Medium Time is a 16-bit unsigned integer and contains the amount of time the non-AP STA is indicating for access to the medium, in units of 32 μs/s. The derivation of this field is described in K.2.2. 
The QoS Field Reason Code value is reserved and set to 0 when the Traffic Indication Request element is included in a Probe Request frame. When the Traffic Indication Request element is included in a Probe Response frame, the values of the Reason Code field are as indicated in Table vx. 
	Code
	Reason

	0
	Will be admitted with requested resources

	1
	Will be admitted with the suggested resources

	2-7
	Reserved

	8
	Will be denied due to lack of resources

	9
	Will be denied due to administrative policy

	10
	Will be denied due to other reasons

	11-255
	Reserved


Table vx: Reason Code

11.1.3 – Acquiring Synchronization (Probe Request and Response operation) – no change needed.
Insert the following text as Clause 11.15.8
11.15.8 Admission Control Traffic Request Element Processing
When a STA sends a Probe Request frame, it may include an Admission Control Traffic Request element to indicate the number and priority of flows being requested and the desired medium time. If the AP has sufficient resources to accommodate the request, it may include the same IE with appropriate non-zero medium time values in the returned Probe Response frame. The AP shall not reserve any resources based on the data provided in the received Probe Request frame. If the AP does not have resources to support a new request, the AP sets the medium time to zero in the Admission Control Traffic Request element QoS field in the returned Probe Response frame, indicating unavailability of resources.

The Admission Control Traffic Request element included in a Probe Request frame may request medium time for more than one traffic flow. The AP may return a medium time that is different from (typically lower than) the one requested by STA in the Admission Control Traffic Request element included in a Probe Request frame. The AP may include a reason code in the QoS Request field in the Admission Control Traffic Request element included in the Probe Response frame.
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Abstract


This document describes a mechanism to enable a STA to indicate its QoS traffic requests to an AP in a Probe Request frame. In the returned Probe Response frame, the AP indicates whether or not it can service the requested traffic. The information provided is meant to be an indication only; it is non-binding on both the STA and AP.
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