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Introduction

Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGn Draft.  This introduction, is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGn Draft (i.e. they are instructions to the 802.11 editor on how to merge the TGn amendment with the baseline documents).

TGn Editor:  Editing instructions preceded by “TGn Editor” are instructions to the TGn editor to modify existing material in the TGn draft.   As a result of adopting the changes, the TGn editor will execute the instructions rather than copy them to the TGn Draft.

Summission Note: Notes to the reader of this submission are not part of the motion to adopt.  These notes are there to clarify or provide context.

CIDs that are resolved by this submission:
	1519
	130
	20
	9.23.6
	The list of protection options is prefaced as "non HT control frames". But some members of the list are HT frames (A-MPDU) and are not control frames.
	The list of protection options is prefaced as "non HT control frames". But some members of the list are HT frames (A-MPDU) and are not control frames.
	Accepted. New draft text in 06/1572r3 avoids the problem

	1746
	53
	 
	7.3.2.48
	'Table n19, Operating Mode:

Result of interpretation of this field determines the protection policy in the BSS. There seems to be three cases, namely (i) No Protection, (2) Optional, (3) Required. However, I think "No Protection" does not mean that protect
	As suggested
	Accepted. New draft text in 06/1572r3 avoids the problem

	2924
	160
	30
	20.1.3
	Greenfield operation shall not be possible if a 802.11k scan determines that existing APs are operating.
	'Institute initialization process consistent with legacy equipment including 802.11k scan.
	Counter. It is not clear why any extra signaling is needed for GF transmissions. Adequate signaling already exist and protection mechanisms are added through the incorporation of the document 06/1572.

	4522
	105
	7
	9.14.2
	'Green field protection.  Transmission of GF PPDUs is not allowed when there is at least one non-HT or non-GF STA associated with the BSS
	'Change the statement to " All GF capable devices shall not transmit GF PPDUs when there is at least one non-HT or non-GF STA associated with this BSS."
	Declined. The TG believes that GF transmissions are adequately protected based on the design of the signaling as well as the protocol and do not need to be prohibited when non-HT or non-GF STAs are associated in the BSS.

	6799
	133
	27
	9.23.6
	'L-SIG TXOP Protection shall be allowed when Operating mode = 11 or 10
	'Add after line 27;

"L-SIG TXOP Protection may also be used  when Operating mode = 11 or 10"
	Accepted. New draft text in 06/1572r3 addresses the comment.

	6905
	52
	5
	7.3.2.48
	Operating Mode = 10. What type of protection is required?
	20 MHz PPDUs shall be used to protect 20/40 MHz transmissions
	Declined. The preamble is designed such that no additional protection is required for 20/40 MHz transmissions if CCAs of both primary and secondary used for transmission decision.

	6907
	52
	5
	7.3.2.48
	Operating Mode = 11. What type of protection is required?
	Non-HT duplicate PPDUs shall be used to protect 20/40 MHz transmissions.
	Accepted. New draft text in 06/1572r3 addresses the comment.

	6943
	130
	21
	9.23.6
	'Should these non-HT control frame transmission be duplicate?
	Indicate that these shall be "duplicate non-HT" frames
	Accepted. New draft text in 06/1572r3 addresses the comment.


7.3.2.47 HT Information Element

In Table n34, change the first sentence of “Encoding” of the field “Operating Mode” as shown:

Set to 0 if no protection is required all STAs in the BSS are 20/40 MHz HT, in a 20/40 MHz BSS or if all STAs in the BSS are 20 MHz HT STAs in a 20 MHz BSS.
9.13 Protection mechanisms

Change the title of subclause 9.13.3
9.13.3 Protection mechanisms for different HT PHY options HT transmissions
Insert the following text:

HT transmissions shall be protected if there are other STAs (HT or non-HT) that can not interpret the HT transmissions correctly. The fields “Operating Mode” and “Non-Greenfield STAs Present” in HT IE within the beacon and Probe Response frames are used to determine if protection is required for transmission. 

When the Operating Mode field is set to 0 or 2 and Non-Greenfield STAs Present field is set to 0, no protection is required since all associated HT stations in the BSS are capable of decoding both Mixed Mode and Greenfield Preambles. 

When the Operating Mode field is set to 0 or 2 and Non-Greenfield STAs Present field is set to 1, HT transmissions that use the Greenfield Preamble shall be protected.

NOTE-1: When the Operating Mode field is set to 0 or 2 and Non-Greenfield STAs Present field is set to 0, no protection is required for 40 MHz transmissions since enough of the preamble would be sent on both the subbands of the transmission to ensure that a 20 MHz STA is able to decode the preamble and infer the duration of the transmission.

NOTE-2: When the BSS is operating in the 2.4 GHz, when the Operating Mode field is set to 0 or 2, it implies that there are no non-HT STAs in the BSA and thus the Use Protection subfield of the ERP Information Element will be set to 0.

When the Operating Mode field is set to 1 and the Use Protection field in the ERP Information Element is set to 0, then HT transmissions may be protected, per implementation dependent criteria. When the Operating Mode field is set to 1, the Use Protection field in the ERP Information Element is set to 0 and Non-GF STAs Present field is set to 1, then HT transmissions using Greenfield Preamble shall be protected. When the Operating Mode field is set to 1 and the Use Protection field in the ERP Information Element is set to 1, HT transmissions shall be protected using the mechanisms described in Table x1.

When the Operating Mode field is set to 3, HT transmissions shall be protected. The type of protection that is required depends on the type of transmission as well as the type of the non-HT STAs that are present in the BSS. The specific mechanisms that are to be used for protection for Operating Mode of 3 are described in Table x1.

Table x1 – Protection requirements for Operating Modes of 1 and 3

	Type of Transmission
	Use Protection = 0 or ERP IE is not present
(Operating Mode = 3)
	Use Protection = 1
(Operating Mode = 1 or 3)

	20 MHz transmission:
	HT transmissions using GF preamble and/or using RIFS within the HT transmission burst shall be protected using the sequences defined below. 
	All HT transmissions shall be protected using mechansisms such as RTS/CTS or CTS-to-Self frame exchanges prior to the HT transmissions. 

The frames that are used for providing the protection shall be sent at a Clause 15 or Clause 18 rate.

	40 MHz transmission:


	HT transmissions using GF preamble and/or using RIFS within the HT transmission burst shall be protected using the sequences defined below.
	All HT transmissions shall be protected using mechansisms such as RTS/CTS or CTS-to-Self frame exchanges prior to the HT transmissions. 


The frames that are used for providing the protection shall be sent at a Clause 15 or Clause 18 rate.


If the transmission requires protection and Use Protection field within the ERP Information Element is set to 0 or the ERP Information Element is not present in the Beacon, HT transmissions shall be protected in one of the following ways:

a. Control frames such as RTS/CTS or CTS-to-self frame exchange sent prior to the HT transmissions:

a. For 20 MHz transmissions,  use the rates defined in Clause 17 or Clause 19 

b. For 40 MHz transmissions, use the non-HT duplicate frames defined in clause 21.

  NOTE: The rate for protection frames are selected based on the rules described in 9.6.3.1 and 9.6.3.2.

b. Using a non-HT preamble, transmit first a PPDU that requires a response frame. The remaining TXOP following the first PPDU exchange may contain GF and/or RIFS sequences.
c. L-SIG TXOP protection

d. Using a Mixed Mode preamble, transmit first a PPDU that requires a response that is sent as a non-HT frame or non-HT duplicate frame. The remaining TXOP following the first PPDU exchange may contain GF and/or RIFS sequences. 
Insert the following new subclause:
9.13.3.1 RIFS protection
The AP shall set the RIFS Mode field of the HT Information element to 1 if there are no APSD non-HT STAs associated, otherwise it shall be set to 0. 

A STA that is associated with a BSS shallmay protect RIFS sequences when the Operating Mode field of the HT Information element transmitted by its AP is set to 1 (there may be non-HT STAs in either the primary or secondary channel or both). 

A STA that is associated with a BSS shall protect RIFS sequenes when the Operating Mode field of the HT Information element transmitted by its AP is set to or 3 (mixed). 

RIFS shall only be used when the RIFS Mode field of the HT Information element is set to 1. 
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Abstract


This document provides normative text for a cleanup of the text in sublcuase 9.13.3 in draft D1.06.
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