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1. Introduction
In this contribution we explore the possible combinations of operation of an HT station and analyze what transmissions need to be protected based on the rules described in [1].

2. Possible operating modes of an IEEE 802.11n network
In an 802.11n network, the nature of the transmission activity is sensed by the AP (STAs in an IBSS). The AP then updates the following fields in the beacon: Operating Mode and Non-GF STA Present field in the HT IE and Use Protection Field (along with Barker Sequence and Non-ERP fields) in the ERP IE.
When a STA is scheduled to transmit an HT PPDU, then it shall interpret these fields and consequently ensure that the transmission is adequately protected.

Table 1 and 2 summarize the possible scenarios and the actions, if needed, to be taken by the 802.11n station when it transmits HT PPDUs.

Table 1 – Protection Summary when no non-HT STAs are present 
	Operating Modes: 00 and 10: Only HT STAs are associated. Therefore all STAs are RIFS capable, i.e., no RIFS protection is required.



	Operating Modes
	Non-GF Present Field

	
	
	0: All STA are GF capable
	1: There are non-GF capable STAs present

	00
Either all STA are HT-20 or all STA are HT-40
	20 MHz transmission:
	No GF protection required
	GF sequences shall be protected. May use any of the listed mechanisms in Note 2 below.

	
	40 MHz transmission:


	No GF protection required
	GF sequences shall be protected. May use any of the listed mechanisms in Note 2 below

	10

HT 20/40 BSS: Both 20 MHz HT and 20/40 MHz HT STA are associated
	20 MHz transmission:
	No GF protection required


	GF sequences shall be protected. May use any of the listed mechanisms in Note 2 below

	
	40 MHz transmission:


	No GF protection required. 


	GF sequences shall be protected.May use any of the listed mechanisms in Note 2 below


Table 2 – Protection Summary when non-HT STAs are present
	Operating Modes: 11 and 01: Non-HT STAs may be present. 


	Operating Mode
	Use Protection Field in ERP IE

	
	
	0: All non-HT STA are ERP capable
	1: Non-ERP STA are present

	11

One or more non-HT STA are associated

HT transmissions including RIFS sequences and GF sequences shall be protected. (See Note 1)

	20 MHz transmission:
	HT transmissions shall be protected. May use any of the listed mechanisms in Notes 2a-2d below
	HT transmissions shall be protected using the mechanism in Note 2b

	
	40 MHz transmission:


	HT transmissions shall be protected. May use any of the listed mechanisms in Notes 2a-2d below
	HT transmissions shall be protected using the mechanism in Note 2b

	01
Non-HT STA may be present on the primary or secondary channel

HT transmissions including RIFS sequences and GF sequences may be protected
	20 MHz transmission:
	May use any of the listed mechanisms in Notes 2a-2d below
	HT transmissions shall be protected using the mechanism in Note 2b

	
	40 MHz transmission:


	May use any of the listed mechanisms in Notes 2a-2d below
	HT transmissions shall be protected using the mechanism in Note 2b


Notes:

1. Mixed Mode preamble may be used without any protection if RIFS separation is not used.

2. STA may use one of the following mechanisms to achieve protection: 

a. Use RTS/CTS or CTS-to-self frame exchange

a. For 20 MHz transmissions,  use the rates defined in Clause 17 or Clause 19 

b. For 40 MHz transmissions, use the non-HT duplicate rate format defined in clause 21
b. Use 20 MHz RTS/CTS or CTS-to-self frame exchange using the rates defined in Clause 18
c. Transmit first PPDU using non-HT preamble using a rate in BSSBasicRateSet to set the Duration/ID to cover the rest of the TXOP. The rest of the TXOP may contain GF and/or RIFS sequences.
d. L-SIG TXOP protection

e. Transmit first PPDU using Mixed Mode preamble at a rate in BSSBasicMCSSet to set the Duration/ID to cover the rest of the TXOP. This rest of the TXOP may contain GF and/or RIFS sequences.
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Abstract


This document summarizes the required protection for HT Transmissions. This document has been submitted to invoke discussion on the necessary actions that need to be taken to clean up protection in IEEE 802.11n Draft 1.04.
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